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**Abstract**

This submission contains resolutions for CIDs 7295 (total of 1).

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **CID** | **Page/**  **Line** | **Clause** | **Comment** | **Proposed change** | **Resolution** |
| 7295 | 167.07 | 11.21.6.4.5.2 | Secure LTF parameters element is present only in R2I LMR | Add a sentence saying it is applicable only for R2I LMR or this is not included in I2R LMR | Reject.  The Secure LTF Parameters element is required in the I2R LMR for the secure LTF case, because the Measurement SAC is used by the RSTA to verify the validity of the measurement results. Changes to D4.1 were adopted to clarify the need for the inclusion of Secure LTF Parameters element in the I2R LMR. |