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Abstract
This document contains an analysis of Transient Station Identification proposal in 11-21-1839r0 with respect to the use cases and analysis criteria in 11-21-0332r27 tentatively agreed upon by TGbh for evaluating proposed solutions. 

Note: In this document TSID refers to the Transient Station Identification and not the traffic stream identifier defined in Draft P802.11REVme_D1.0.
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[bookmark: bookmark=id.30j0zll][bookmark: bookmark=id.gjdgxs]Based on Table in § 5 Issues and analysis… of TGbh issues tracking document 11-21-0332r27, the following table summarizes how the TSID proposal addresses the use cases that are in scope.
 

	Use Case #
	Use Case/Status
	TSID Proposal

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	





Based on Table 2 in § 6.4 Solutions Analysis, the following table summarizes evaluation of TSID proposal relative to the criteria listed in the table.
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	Attribute/criteria
	TSID Proposal

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	











The following table outlines how the TSID proposal compares to the other proposals

	
	

	
	· Auto transient ID and key generation/distribution without additional messages
· Replay protection
· Binding to address (chain) and security context
· Better performance with faster validation
· No check field that can be trackable
· Leverage Std 802.11 SA query support
· TSID update – implicit and explicit, pre and post association
· Fewer new protocol messages

	
	· Does not use public keys
· Does not leak identity (public key signatures leak the public key)
· More efficient

	
	· No (additional) ID exchange is needed
· But can be used in conjunction to retrieve ID to bind to TSID
· Uses Std 802.11 SA query support
· Supports Identity recovery with TSID – higher layers can do the mapping
· Works when there is no association, after first secure association or PASN
· BTSID is bound to security context
· Fewer new protocol messages
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