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This submission presents a suggested comment resolution for CID(s) 2233 on REVmd D2.0
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	CID
	LB
	Draft
	Page
	Line
	Clause
	Comment
	Proposed Change

	2233
	236
	2
	2139.00
	21
	11.1.4.3.10
	"The AP may maintain the AP-CSN values in the AP-CSN List for a duration whose value is out of the scope of this standard."  This is so vague that it says nothing ("may" "for a duration [that] is out of scope").
	Clarify what the interoperability requirements really are, if there are any at all.
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Context of the comment (D2.0 P2139)
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The AP maintains at least one AP-CSN value and in addition previous AP-CSN values. The referred sentence simply states, that it is up to the AP to decice on how long to keep these additional (past) values.

Since the duration may be zero, keeping past values is not required for interoperability.
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 Revised.

Convert the quoted sentence into a “note” after the paragraph, i.e. to:

“Note -- The AP may maintain the AP-CSN values in the AP-CSN List for a duration whose value is out of the scope of this standard.”

Submission	page 2	Marc Emmelmann, Self
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11.1.4.3.10 Enhanced FILS active scanning to preferred AP(11ai)

A FILS non-AP STA may maintain one or more BSS Configuration Parameter Sets. A BSS Configuration
Parameter Set is obtained from a preferred AP by using a preferred AP determination process that is out of
scope of this standard. Each BSS Configuration Parameter Set may be different according to the preferred
AP’s capabilities. A BSS Configuration Parameter Set is a set of elements of the Beacon frame or the Probe
Response frame. The following dynamic information elements are excluded from a BSS Configuration

Parameter Set:

#40)NOTE 1—The Reduced Neighbor Report element is excluded from the BSS Configuration Parameter Set based on
the principle that an element is excluded from the BSS Configuration Parameter Set if that element has no impact on a
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FILS STA’s ability of using AP-CSN to make a decision of initiating an association procedure with an AP without
receiving Beacon or Probe Response frame from the AP.

(#40)NOTE 2—Any change in a Fragment element is considered under the context of the element being fragmented by
the Fragment element.

If a vendor-specific subelement is included in an element within the BSS Configuration Parameter Set, the
AP-CSN does not provide any indication regarding if that vendor-specific subelement has changed or not,
and AP-CSN is not increased if the only change within the BSS Configuration Parameter Set is due to the
change to a vendor-specific subelement embedded in an element within the BSS Configuration Parameter
Set.

(#40)NOTE 3—A vendor-specific subelement can be included in a BSS Configuration Parameter Set within one of the
permitted elements, even though the Vendor Specific element is excluded.

A FILS AP maintains an AP-CSN List consisting of the current AP-CSN value and (#41)an implementation-
dependent number of zero of more previous AP-CSN values.(Ed) The AP initializes the AP-CSN to a
random integer value in the range of 0 to 255. For each maintained previous AP-CSN value, the AP also
maintains the identifiers of the changed elements. The AP may maintain the AP=CSN values in the AP-CSN
List for a duration whose value is out of the scope of this standard.

An AP maintaining an AP-CSN list shall increase the current AP-CSN value (modulo 256) by one if an
update occurs to any of the fields or elements within the BSS Configuration Parameter Set.

A FILS AP may provide FILS STAs its AP-CSN value by sending a Beacon frame or a Probe Response
frame including an AP-CSN element (as defined in 9.4.2.181 (AP Configuration Sequence Number (AP-
CSN) element(11ai))).

A FILS non-AP STA identifies an BSS Configuration Parameter Set by its associated AP-CSN value and the
AP’s BSSID.

(#42)A FILS non-AP STA may send, to an AP, an individually addressed Probe Request frame that includes
an AP-CSN element (as defined in 9.4.2.181 (AP Configuration Sequence Number (AP-CSN)
element(11ai))) if the STA has the BSS Configuration Parameter Set associated with the AP-CSN of the AP.
When sending such a Probe Request frame, the FILS non-AP STA shall set the Address 3 field in the Probe
Request frame to the BSSID of the AP.




