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Abstract
This submission proposes a clarifying change, with justification, for a comment based on some confusing language. 



[bookmark: _GoBack]Discussion: 
There are security implications in the action being discussed in this text. The implementers who read this standard will not have had the benefit of being in the room while this was being discussed and may not understand the factors involved in making the decision. Therefore it is necessary to add a short sentence discussing one reason why one may decide to retain the cached PMKSA.

Instruct the editor to modify section 12.12.2.6.2 as indicated:

12.12.2.6.2 (Re)Association Request for FILS key confirmation

If authentication is deemed a failure, ICK, KEK, TK, and the PTKSA shall be irretrievably deleted and the AP shall return an Authentication frame with a status code set to 112 (Authentication rejected due to FILS authentication failure). If PMKSA caching was not being employed for this failed authentication attempt, the PMKSA shall also be deleted. If PMKSA caching was being used employed, the reason for failure might be an impersonation attack. Therefore, when FILS with PMKSA caching fails, the APcached PMKSA may not be deleted decide to retain the cached PMKSA.
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