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Abstract
This document contains a liaison received from ITU-T Collaboration on ITS Communication Standards (CITS) committee related to maintaining an online database of ITS communication standards. The received liaison documents are embedded below, and copied on the following pages.
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	[bookmark: _Hlk2075331]Abstract:
	This liaison statement aims to inform the various standards developing organizations (SDOs) of the latest decision from the Collaboration on ITS communication standards (CITS) to develop an ITS Communication Standards online database. SDOs are also invited to appoint an expert charged to maintain current their standards in the database. SDOs are also invited to link this database from relevant webpages for stakeholders use


At the recent meeting of the Collaboration on ITS Communication Standards (CITS), held in Geneva on the 8 March 2019, it was agreed to inform relevant standards developing organizations that the CITS will pursue its efforts to develop an online database for ITS Communication Standards. 
In order to do so, it would be highly beneficial if participating SDOs would review the categorisation of their related-standards and appoint an expert to maintain and update the relevant communication standards in the online database.
The draft classification and categorisation of your standards is attached for your review.
The online database is already accessible here. It already includes the ITU relevant ITS communication standards.
Please inform the CITS Secretariat, Mr Stefano Polidori, at tsbcits@itu.int on the appointed expert to maintain current your standards in the online database. The Secretariat will provide him/her the necessary information and credentials to update the database online.

We look forward to hearing and working with you.
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· ITS standards classification
· Categorization of your ITS standards
_________________


PROJECT: ITS Communication Standards Online Database
The following draft classification has been developed for possible categorization of standards 
in the field of ITS Communication. 
ITS Communication Standards
· Definitions and Taxonomy
· ITS Architecture and Requirements
· V2V
· V2C
· V2P
· V2D
· V2I
· V2X
· Vehicle gateways 
· NGN
· ITS services and Applications
· Vehicle Multimedia and Infotainment
· Safety systems
· Navigation
· Location/Positioning
· Emergency Communications
· Hands Free Communications in Vehicles
· Autonomous Driving
· ITS Communications Protocols
· Satellite Communications
· Mobile Devices/Networks (cellular)
· Short and Mid-Range Devices/Networks
· Wired Networking 
· QoS/QoE in Vehicles
· Media
· Voice
· ITS Security
· OTA Security
· Threat Intelligence
· Privacy
· Trust
· Cybersecurity
· ITS Test Specifications
· Conformity Testing
· Interoperability Testing

ANNEX – Rational for the above classification
The ITS communications standard classification is an effort by TSB to develop an online database for Intelligent Transport Systems Communications Standards. The goal of such a database is to:
1. Aggregate ITU recommendation efforts concerning ITS communications
2. Aggregate SDO standards on ITS communications.
3. Enable SDOs to easily input their updates on ITS communications standards.
4. Make searching for standards and recommendations for ITS communications easier.

The classification developed for ITS communications standards will utilize the roadmap tool from ITU for the following reasons
1. The roadmap is designed to aggregate and reference standards from any SDOs. This interface makes the process of finding standards of a particular topic much easier, as a centralized database for CITS standards has not yet been implemented.
2. Enables SDOs to access the database and add and modify their own standards.
3. The Roadmap offers an efficient search function, as it has the capability to scan plain text standards.
4. It is suggested to categorize each standard under two sub-categories

Definitions and Taxonomy:
Any standard regarding definitions and taxonomy will also be classified under another topic as it would be insufficient for it to be classified only under this category.
ITS Architecture and Requirements:
V2V: 
The Vehicle to Vehicle (V2V) category covers communications between multiple vehicles. V2V communication technologies provide or support information transfers between vehicle, and are applicable in support of safety systems, autonomous driving, and other applications that require mesh networks to function.
V2C: 
The Vehicle to Cloud (V2C) category will be relevant to any communications standards regarding cloud integration to vehicles. As various systems, applications and services will be provided from the cloud and will control the operations of the vehicle, V2C communications are an important aspect of V2X communications standards. It can include cloud—based information, security, entertainment etc…
V2P:
 The Vehicle to Pedestrian (V2P) category will be relevant to any communications standards regarding interactions between pedestrian and vehicles. This can include pedestrian detection, collision prevention or pedestrian alerts, and can concern both pedestrians or bicyclists using either smartphones or wearable connected devices.
V2D:
The Vehicle to device (V2D), also known as Vehicle to nomadic devices (V2ND or V2N) category is dedicated to communication standards pertaining to communications in between the vehicle and in-vehicle devices.
V2I: 
The Vehicle to Infrastructure (V2I) category will be relevant to any communications standards regarding communication interactions between vehicles and infrastructure system like highways, or regarding infrastructure control for applications like traffic management etc.…
V2X: 
The V2X category covers a wide range of standards regarding communications between the vehicle and external systems. There is value in breaking down V2X in the classification as SDOs will be working on standards focused on specific applications for V2P, V2C etc, but V2X can be reserved for standards too vague in their V2X classification, or standards that touch multiple aspects of V2X without focusing on a particular V2X technology.
Vehicle Gateways:
The vehicle gateways category covers communication standards about VG devices communications. This category will include standards about vehicle gateways (VG), vehicle gateway platform (VGP), and relationships between VGs and in-vehicle networks, ICT devices, relevant communication protocols, and support to V2X.
NGN:
Next Generation Networks (NGN) refer to the telecommunication architecture using packet based networks. This category will include all the standards dedicated to that architecture.

ITS Services and Applications:
Vehicle Multimedia and Infotainment:
Any standard involving infotainment and vehicle multimedia specifically will be included in this category.
Safety Systems: 
Safety system services and applications standards, like breaking assistance and collision avoidance are classified under the safety systems, as opposed to emergency communications that heavily focuses on emergency response.
Navigation: 
Relevant to any standards pertinent to communications regarding navigation when it regards mapping technology, autonomous driving navigation and more. 
Location and positioning:
The location and positioning category will be relevant to any standards pertinent the communications of the location and positioning of an object, be it the vehicle itself or other objects in its environment.
Emergency Communications: 
The emergency communications category will be relevant to any standard pertinent to emergency response systems, standards on 
Hands Free Communications in Vehicles:
Hands Free Communication in vehicles will be relevant to any standards pertinent to hands free communications,  
Autonomous Driving:
The Autonomous Driving will be relevant to any standards using communications to supply, support and complement autonomous driving.
ITS Communications Protocols:
Satellite Communications:
Relevant to any ITS communications involving satellite, between the vehicle and the network.
Mobile Devices/Networks (Cellular):
This category is for standard that will detail requirements, architectures and services and applications using cellular networks for ITS communications. Upcoming 5G standards will be relevant to this category. 
Short and Mid-Range Devices/Networks:
This category is for short range to mid-range devices and networks. Short and mid-range refers to the distance of transmission. Examples of short and mid-range would be NFC, Bluetooth, DSRC, Wi-Fi etc…
Wired Networking:
The Wired Networking section will refer to the use of wired connections to transmit information. Standards pertaining to Ethernet for example will be classified under wired networking.

QoS/QoE in Vehicles:
Media:
Quality of Service and Quality of Experience pertaining to multimedia and infotainment.
Voice:
Quality of Service and Quality of Experience pertaining to voice communication in the vehicle and outside of it. This includes voice commands, voice activation, microphone and audio requirements specific to voice transmission.

ITS Security:
Over The Air (OTA) Security: 
The Over the Air Security category will be relevant to any communications standards pertaining to over the air programming, ranging from software updates, configuration settings or encryption keys all using OTA.
Threat Intelligence:
The Threat Intelligence category will be relevant to any communications standards pertaining to threat analysis, threat identification and threat management.
Privacy:
ITS privacy ITS privacy standards regarding international regulations, and specific national requirements when it comes to personally identifiable information. 
Trust: 
Trust architecture for ITS specific standards, regarding car transactions 
Cybersecurity: 
The Cybersecurity category will be relevant to any communications standards that do not fit in the other subcategories of ITS Security.

ITS Test Specification:
Conformity Testing:
Conformity Testing for ITS communication standards, also known at compliance testing, in regards to the requirements of a specification, technical standard or regulation.
Interoperability Testing:
ITS interoperability testing for communication standards that will inter-operate with other standards.

___________________
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At the recent meeting of the Collaboration on ITS Communication Standards (CITS), held in Geneva on the 8 March 2019, it was agreed to inform relevant standards developing organizations that the CITS will pursue its efforts to develop an online database for ITS Communication Standards. 


In order to do so, it would be highly beneficial if participating SDOs would review the categorisation of their related-standards and appoint an expert to maintain and update the relevant communication standards in the online database.


The draft classification and categorisation of your standards is attached for your review.


The online database is already accessible here. It already includes the ITU relevant ITS communication standards.


Please inform the CITS Secretariat, Mr Stefano Polidori, at tsbcits@itu.int on the appointed expert to maintain current your standards in the online database. The Secretariat will provide him/her the necessary information and credentials to update the database online.





We look forward to hearing and working with you.
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· ITS standards classification


· Categorization of your ITS standards
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PROJECT: ITS Communication Standards Online Database


The following draft classification has been developed for possible categorization of standards 
in the field of ITS Communication. 


ITS Communication Standards


· Definitions and Taxonomy


· ITS Architecture and Requirements


· V2V


· V2C


· V2P


· V2D


· V2I


· V2X


· Vehicle gateways 


· NGN


· ITS services and Applications


· Vehicle Multimedia and Infotainment


· Safety systems


· Navigation


· Location/Positioning


· Emergency Communications


· Hands Free Communications in Vehicles


· Autonomous Driving


· ITS Communications Protocols


· Satellite Communications


· Mobile Devices/Networks (cellular)


· Short and Mid-Range Devices/Networks


· Wired Networking 


· QoS/QoE in Vehicles


· Media


· Voice


· ITS Security


· OTA Security


· Threat Intelligence


· Privacy


· Trust


· Cybersecurity


· ITS Test Specifications


· Conformity Testing


· Interoperability Testing





[bookmark: _GoBack]ANNEX – Rational for the above classification


The ITS communications standard classification is an effort by TSB to develop an online database for Intelligent Transport Systems Communications Standards. The goal of such a database is to:


1. Aggregate ITU recommendation efforts concerning ITS communications


2. Aggregate SDO standards on ITS communications.


3. Enable SDOs to easily input their updates on ITS communications standards.


4. Make searching for standards and recommendations for ITS communications easier.





The classification developed for ITS communications standards will utilize the roadmap tool from ITU for the following reasons


1. The roadmap is designed to aggregate and reference standards from any SDOs. This interface makes the process of finding standards of a particular topic much easier, as a centralized database for CITS standards has not yet been implemented.


2. Enables SDOs to access the database and add and modify their own standards.


3. The Roadmap offers an efficient search function, as it has the capability to scan plain text standards.


4. It is suggested to categorize each standard under two sub-categories





Definitions and Taxonomy:


Any standard regarding definitions and taxonomy will also be classified under another topic as it would be insufficient for it to be classified only under this category.


ITS Architecture and Requirements:


V2V: 


The Vehicle to Vehicle (V2V) category covers communications between multiple vehicles. V2V communication technologies provide or support information transfers between vehicle, and are applicable in support of safety systems, autonomous driving, and other applications that require mesh networks to function.


V2C: 


The Vehicle to Cloud (V2C) category will be relevant to any communications standards regarding cloud integration to vehicles. As various systems, applications and services will be provided from the cloud and will control the operations of the vehicle, V2C communications are an important aspect of V2X communications standards. It can include cloud—based information, security, entertainment etc…


V2P:


 The Vehicle to Pedestrian (V2P) category will be relevant to any communications standards regarding interactions between pedestrian and vehicles. This can include pedestrian detection, collision prevention or pedestrian alerts, and can concern both pedestrians or bicyclists using either smartphones or wearable connected devices.


V2D:


The Vehicle to device (V2D), also known as Vehicle to nomadic devices (V2ND or V2N) category is dedicated to communication standards pertaining to communications in between the vehicle and in-vehicle devices.


V2I: 


The Vehicle to Infrastructure (V2I) category will be relevant to any communications standards regarding communication interactions between vehicles and infrastructure system like highways, or regarding infrastructure control for applications like traffic management etc.…


V2X: 


The V2X category covers a wide range of standards regarding communications between the vehicle and external systems. There is value in breaking down V2X in the classification as SDOs will be working on standards focused on specific applications for V2P, V2C etc, but V2X can be reserved for standards too vague in their V2X classification, or standards that touch multiple aspects of V2X without focusing on a particular V2X technology.


Vehicle Gateways:


The vehicle gateways category covers communication standards about VG devices communications. This category will include standards about vehicle gateways (VG), vehicle gateway platform (VGP), and relationships between VGs and in-vehicle networks, ICT devices, relevant communication protocols, and support to V2X.


NGN:


Next Generation Networks (NGN) refer to the telecommunication architecture using packet based networks. This category will include all the standards dedicated to that architecture.





ITS Services and Applications:


Vehicle Multimedia and Infotainment:


Any standard involving infotainment and vehicle multimedia specifically will be included in this category.


Safety Systems: 


Safety system services and applications standards, like breaking assistance and collision avoidance are classified under the safety systems, as opposed to emergency communications that heavily focuses on emergency response.


Navigation: 


Relevant to any standards pertinent to communications regarding navigation when it regards mapping technology, autonomous driving navigation and more. 


Location and positioning:


The location and positioning category will be relevant to any standards pertinent the communications of the location and positioning of an object, be it the vehicle itself or other objects in its environment.


Emergency Communications: 


The emergency communications category will be relevant to any standard pertinent to emergency response systems, standards on 


Hands Free Communications in Vehicles:


Hands Free Communication in vehicles will be relevant to any standards pertinent to hands free communications,  


Autonomous Driving:


The Autonomous Driving will be relevant to any standards using communications to supply, support and complement autonomous driving.


ITS Communications Protocols:


Satellite Communications:


Relevant to any ITS communications involving satellite, between the vehicle and the network.


Mobile Devices/Networks (Cellular):


This category is for standard that will detail requirements, architectures and services and applications using cellular networks for ITS communications. Upcoming 5G standards will be relevant to this category. 


Short and Mid-Range Devices/Networks:


This category is for short range to mid-range devices and networks. Short and mid-range refers to the distance of transmission. Examples of short and mid-range would be NFC, Bluetooth, DSRC, Wi-Fi etc…


Wired Networking:


The Wired Networking section will refer to the use of wired connections to transmit information. Standards pertaining to Ethernet for example will be classified under wired networking.





QoS/QoE in Vehicles:


Media:


Quality of Service and Quality of Experience pertaining to multimedia and infotainment.


Voice:


Quality of Service and Quality of Experience pertaining to voice communication in the vehicle and outside of it. This includes voice commands, voice activation, microphone and audio requirements specific to voice transmission.





ITS Security:


Over The Air (OTA) Security: 


The Over the Air Security category will be relevant to any communications standards pertaining to over the air programming, ranging from software updates, configuration settings or encryption keys all using OTA.


Threat Intelligence:


The Threat Intelligence category will be relevant to any communications standards pertaining to threat analysis, threat identification and threat management.


Privacy:


ITS privacy ITS privacy standards regarding international regulations, and specific national requirements when it comes to personally identifiable information. 


Trust: 


Trust architecture for ITS specific standards, regarding car transactions 


Cybersecurity: 


The Cybersecurity category will be relevant to any communications standards that do not fit in the other subcategories of ITS Security.





ITS Test Specification:


Conformity Testing:


Conformity Testing for ITS communication standards, also known at compliance testing, in regards to the requirements of a specification, technical standard or regulation.


Interoperability Testing:


ITS interoperability testing for communication standards that will inter-operate with other standards.





___________________
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IEEE


			ACRONYM			SDO/ORGANIZATION			WORK GROUP/ SUBDIVISION			TITLE			DESCRIPTION			MAIN CATEGORY			MAIN SUB-CATEGORY			2nd CATEGORY			2nd SUB-CATEGORY			STATUS			LINK


			IEEE 1609.0			IEEE			1609 WG - Dedicated Short Range Communication Working Group			IEEE Guide for Wireless Access in Vehicular Environments (WAVE) - Architecture			The wireless access in vehicular environments (WAVE) architecture and services necessary for WAVE devices to communicate in a mobile vehicular environment are described in this guide. It is meant to be used in conjunction with the family of IEEE 1609 standards as of its publication date. These include IEEE Std 1609.2™, IEEE Standard Security Services for Applications and Management Messages, IEEE Std 1609.3 Networking Services, IEEE Std 1609.4 Multi-Channel Operation, IEEE Std 1609.11 Over-the-Air Electronic Payment Data Exchange Protocol for Intelligent Transportation Systems (ITS), IEEE Std 1609.12 Identifier Allocations, and IEEE Std 802.11 in operation outside the context of a basic service set.			DEFINITIONS AND TAXONOMY												PUBLISHED			https://standards.ieee.org/standard/1609_0-2013.html


			IEEE 1609.2			IEEE			1609 WG - Dedicated Short Range Communication Working Group			IEEE Standard for Wireless Access in Vehicular Environments--Security Services for Applications and Management Messages			This standard defines secure message formats and processing for use by Wireless Access in Vehicular Environments (WAVE) devices, including methods to secure WAVE management messages and methods to secure application messages. It also describes administrative functions necessary to support the core security functions.			ITS SECURITY			CYBERSECURITY			ITS SECURITY			TRUST			PUBLISHED			https://standards.ieee.org/standard/1609_2-2016.html


			IEEE 1609.2a			IEEE			1609 WG - Dedicated Short Range Communication Working Group			IEEE Standard for Wireless Access in Vehicular Environments--Security Services for Applications and Management Messages - Amendment 1			Secure message formats and processing for use by Wireless Access in Vehicular Environments (WAVE) devices, including methods to secure WAVE management messages and methods to secure application messages are defined. Administrative functions necessary to support the core security functions are described.			ITS SECURITY			CYBERSECURITY									PUBLISHED			https://standards.ieee.org/standard/1609_2a-2017.html


			IEEE 1609.2b			IEEE			1609 WG - Dedicated Short Range Communication Working Group			Standard for Wireless Access in Vehicular Environments--Security Services for Applications and Management Messages Amendment 2: Protocol Data Unit (PDU) Functional Types and Encryption Key Management			This standard defines secure message formats and processing for use by Wireless Access in Vehicular Environments (WAVE) devices, including methods to secure WAVE management messages and methods to secure application messages. It also describes administrative functions necessary to support the core security functions.			ITS SECURITY			CYBERSECURITY									PUBLISHED			https://standards.ieee.org/project/1609_2b.html


			IEEE 1609.3			IEEE			1609 WG - Dedicated Short Range Communication Working Group			IEEE Standard for Wireless Access in Vehicular Environments (WAVE) -- Networking Services			Services to WAVE devices and systems are provided in IEEE Std 1609.3(TM), IEEE Standard for Wireless Access in Vehicular Environments (WAVE)—Networking Services. Layer 3 and layer 4 of the open system interconnect (OSI) model and the Internet Protocol (IP), User Datagram Protocol (UDP), and Transmission Control Protocol (TCP) elements of the Internet model are represented. Management and data services within WAVE devices are provided.			ITS  COMMUNICATION PROTOCOLS			SHORT AND MID-RANGE DEVICES/NETWORKS									PUBLISHED			https://standards.ieee.org/standard/1609_3-2016.html


			IEEE 1609.4			IEEE			1609 WG - Dedicated Short Range Communication Working Group			IEEE Standard for Wireless Access in Vehicular Environments (WAVE) -- Multi-Channel Operation			Multi-channel wireless radio operations, Wireless Access in Vehicular Environments (WAVE) mode, medium access control (MAC), and physical layers (PHYs), including parameters for priority access, channel switching and routing, management services, and primitives designed for multi-channel operations are described in this standard.			ITS  COMMUNICATION PROTOCOLS			SHORT AND MID-RANGE DEVICES/NETWORKS									PUBLISHED			https://standards.ieee.org/standard/1609_4-2016.html


			IEEE 1609.11			IEEE			1609 WG - Dedicated Short Range Communication Working Group			IEEE Standard for Wireless Access in Vehicular Environments (WAVE)-- Over-the-Air Electronic Payment Data Exchange Protocol for Intelligent Transportation Systems (ITS)			This standard specifies the electronic payment service layer and profile for Payment and Identity authentication, and Payment Data transfer for Dedicated Short Range Communication (DSRC) based applications in Wireless Access in Vehicular Environments. This standard defines a basic level of technical interoperability (vehicle-to-roadside) for electronic payment equipment, i.e., onboard unit (OBU) and roadside unit (RSU) using WAVE. It does not provide a full solution for interoperability, and it does not define other parts of the electronic payment system, other services, other technologies and non-technical elements of payment interoperability. This standard is not intended to define technology and processes to activate and store data into the OBU (personalization), nor the applications using the payment service.			ITS  COMMUNICATION PROTOCOLS			SHORT AND MID-RANGE DEVICES/NETWORKS			ITS ARCHITECTURE AND REQUIREMENTS			V2I			PUBLISHED			https://standards.ieee.org/standard/1609_11-2010.html


			IEEE 1609.12			IEEE			1609 WG - Dedicated Short Range Communication Working Group			IEEE Standard for Wireless Access in Vehicular Environments (WAVE) - Identifier Allocations			Wireless Access in Vehicular Environments (WAVE) is specified in the IEEE 1609 family of standards, within which a number of identifiers are used. The use of these identifiers is described, identifier values that have been allocated for use by WAVE systems are indicated, and the allocation of values of identifiers specified in the WAVE standards is specified.			ITS  COMMUNICATION PROTOCOLS			SHORT AND MID-RANGE DEVICES/NETWORKS									PUBLISHED			https://standards.ieee.org/standard/1609_12-2016.html


			IEEE P2040			IEEE			WG2040 - Standard for Connected, Automated and Intelligent Vehicles: Overview and Architecture Working Group			Standard for Connected, Automated and Intelligent Vehicles: Overview and Architecture			This standard defines an architectural framework for connected, automated and intelligent vehicles. This standard leverages existing applicable standards.			ITS ARCHITECTURE AND REQUIREMENTS			V2X									PUBLISHED			https://standards.ieee.org/project/2040.html


			IEEE P2040.1			IEEE			WG2040 - Standard for Connected, Automated and Intelligent Vehicles: Overview and Architecture Working Group			Standard for Connected, Automated and Intelligent Vehicles: Taxonomy and Definitions			This standard specifies the taxonomy and definitions for connected, automated and intelligent vehicles.			DEFINITIONS AND TAXONOMY												PUBLISHED			https://standards.ieee.org/project/2040_1.html


			IEEE P2040.2			IEEE			WG2040 - Standard for Connected, Automated and Intelligent Vehicles: Overview and Architecture Working Group			Standard for Connected, Automated and Intelligent Vehicles: Testing and Verification			This standard defines an overarching framework of testing and verification of the connectivity, automation and intelligence aspects and their combination for connected, automated and intelligent vehicles. This standard identifies existing applicable standards for testing and verification, and defines the integration of these standards into a consistent testing environment.			ITS TEST SPECIFICATION			CONFORMITY TESTING									PUBLISHED			https://standards.ieee.org/project/2040_2.html


			IEEE 802.11p			IEEE			WG802.11 - Wireless LAN Working Group			IEEE 802.11p-2010 - IEEE Standard for Information technology-- Local and metropolitan area networks-- Specific requirements-- Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications Amendment 6: Wireless Access in Vehicular Environments			This amendment specifies the extensions to IEEE Std 802.11 for wireless local area networks (WLANs) providing wireless communications while in a vehicular environment.			ITS  COMMUNICATION PROTOCOLS			SHORT AND MID-RANGE DEVICES/NETWORKS			ITS ARCHITECTURE AND REQUIREMENTS			V2X			PUBLISHED			https://standards.ieee.org/standard/802_11p-2010.html


			IEEE P7001			IEEE			ASV WG_P7001 			Transparency of Autonomous Systems 			This standard describes measurable, testable levels of transparency, so that autonomous systems can be objectively assessed and levels of compliance determined.			ITS TEST SPECIFICATION			CONFORMITY TESTING									PUBLISHED			https://standards.ieee.org/project/7001.html











			Color chart


						PUBLISHED RECOMMENDATION


						DRAFT RECOMMENDATION





https://standards.ieee.org/standard/802_11p-2010.html


DROPDOWNS


			ITS COMMUNICATION STANDARDS CATEGORIES


			DEFINITIONS AND TAXONOMY			ITS ARCHITECTURE AND REQUIREMENTS			ITS SERVICES AND APPLICATIONS			ITS  COMMUNICATION PROTOCOLS			QoS AND QoE IN VEHICLE			ITS SECURITY			ITS TEST SPECIFICATION


						V2V			VEHICLE MULTIMEDIA AND INFOTAINMENT			SATELLITE COMMUNICATIONS			MEDIA			OVER THE AIR SECURITY			CONFORMITY TESTING


						V2C			SAFETY SYSTEMS			MOBILE DEVICES/NETWORKS (CELLULAR)			VOICE			THREAT INTELLIGENCE			INTEROPERABILITY TESTING


						V2P			NAVIGATION			SHORT AND MID-RANGE DEVICES/NETWORKS						PRIVACY


						V2D			LOCATION/POSITIONING			WIRED NETWORKING						TRUST


						V2I			EMERGENCY COMMUNICATIONS									CYBERSECURITY


						V2X			HANDS FREE COMMUNICATIONS IN VEHICLES


						VEHICLE GATEWAYS			AUTONOMOUS DRIVING


						NGN


			STANDARD/RECOMMENDATION STATUS


			PUBLISHED


			DRAFT






































image2.gif




image3.emf
ACRONYM

SDO/OR

GANIZAT

WORK GROUP/ 

SUBDIVISION

TITLE DESCRIPTION MAIN CATEGORY MAIN SUB-CATEGORY 2nd CATEGORY
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STATUS LINK

IEEE 1609.0 IEEE 1609 WG - Dedicated Short 

Range Communication 

Working Group

IEEE Guide for Wireless Access in 

Vehicular Environments (WAVE) - 

Architecture

The wireless access in vehicular environments (WAVE) 

architecture and services necessary for WAVE devices to 

communicate in a mobile vehicular environment are 

described in this guide. It is meant to be used in 

conjunction with the family of IEEE 1609 standards as of 

its publication date. These include IEEE Std 1609.2™, IEEE 

Standard Security Services for Applications and 

Management Messages, IEEE Std 1609.3 Networking 

Services, IEEE Std 1609.4 Multi-Channel Operation, IEEE 

Std 1609.11 Over-the-Air Electronic Payment Data 

Exchange Protocol for Intelligent Transportation Systems 

(ITS), IEEE Std 1609.12 Identifier Allocations, and IEEE Std 

802.11 in operation outside the context of a basic service 

set.

DEFINITIONS AND 

TAXONOMY

PUBLISHED https://standards.iee

e.org/standard/1609_

0-2013.html

IEEE 1609.2 IEEE 1609 WG - Dedicated Short 

Range Communication 

Working Group

IEEE Standard for Wireless Access 

in Vehicular Environments--

Security Services for Applications 

and Management Messages

This standard defines secure message formats and 

processing for use by Wireless Access in Vehicular 

Environments (WAVE) devices, including methods to 

secure WAVE management messages and methods to 

secure application messages. It also describes 

administrative functions necessary to support the core 

security functions.

ITS SECURITY CYBERSECURITY ITS SECURITY TRUST PUBLISHED https://standards.iee

e.org/standard/1609_

2-2016.html

IEEE 1609.2a IEEE 1609 WG - Dedicated Short 

Range Communication 

Working Group

IEEE Standard for Wireless Access 

in Vehicular Environments--

Security Services for Applications 

and Management Messages - 

Amendment 1

Secure message formats and processing for use by 

Wireless Access in Vehicular Environments (WAVE) 

devices, including methods to secure WAVE 

management messages and methods to secure 

application messages are defined. Administrative 

functions necessary to support the core security 

functions are described.

ITS SECURITY CYBERSECURITY PUBLISHED https://standards.iee

e.org/standard/1609_

2a-2017.html

IEEE 1609.2b IEEE 1609 WG - Dedicated Short 

Range Communication 

Working Group

Standard for Wireless Access in 

Vehicular Environments--Security 

Services for Applications and 

Management Messages 

Amendment 2: Protocol Data Unit 

(PDU) Functional Types and 

Encryption Key Management

This standard defines secure message formats and 

processing for use by Wireless Access in Vehicular 

Environments (WAVE) devices, including methods to 

secure WAVE management messages and methods to 

secure application messages. It also describes 

administrative functions necessary to support the core 

security functions.

ITS SECURITY CYBERSECURITY PUBLISHED https://standards.iee

e.org/project/1609_2b

.html

IEEE 1609.3 IEEE 1609 WG - Dedicated Short 

Range Communication 

Working Group

IEEE Standard for Wireless Access 

in Vehicular Environments 

(WAVE) -- Networking Services

Services to WAVE devices and systems are provided in 

IEEE Std 1609.3(TM), IEEE Standard for Wireless Access in 

Vehicular Environments (WAVE)—Networking Services. 

Layer 3 and layer 4 of the open system interconnect (OSI) 

model and the Internet Protocol (IP), User Datagram 

Protocol (UDP), and Transmission Control Protocol (TCP) 

elements of the Internet model are represented. 

Management and data services within WAVE devices are 

provided.

ITS  COMMUNICATION 

PROTOCOLS

SHORT AND MID-RANGE 

DEVICES/NETWORKS

PUBLISHED https://standards.iee

e.org/standard/1609_

3-2016.html

IEEE 1609.4 IEEE 1609 WG - Dedicated Short 

Range Communication 

Working Group

IEEE Standard for Wireless Access 

in Vehicular Environments 

(WAVE) -- Multi-Channel 

Operation

Multi-channel wireless radio operations, Wireless 

Access in Vehicular Environments (WAVE) mode, 

medium access control (MAC), and physical layers 

(PHYs), including parameters for priority access, channel 

switching and routing, management services, and 

primitives designed for multi-channel operations are 

described in this standard.

ITS  COMMUNICATION 

PROTOCOLS

SHORT AND MID-RANGE 

DEVICES/NETWORKS

PUBLISHED https://standards.iee

e.org/standard/1609_

4-2016.html

IEEE 1609.11 IEEE 1609 WG - Dedicated Short 

Range Communication 

Working Group

IEEE Standard for Wireless Access 

in Vehicular Environments 

(WAVE)-- Over-the-Air Electronic 

Payment Data Exchange Protocol 

for Intelligent Transportation 

Systems (ITS)

This standard specifies the electronic payment service 

layer and profile for Payment and Identity 

authentication, and Payment Data transfer for Dedicated 

Short Range Communication (DSRC) based applications 

in Wireless Access in Vehicular Environments. This 

standard defines a basic level of technical 

interoperability (vehicle-to-roadside) for electronic 

payment equipment, i.e., onboard unit (OBU) and 

roadside unit (RSU) using WAVE. It does not provide a 

full solution for interoperability, and it does not define 

other parts of the electronic payment system, other 

services, other technologies and non-technical elements 

of payment interoperability. This standard is not 

intended to define technology and processes to activate 

and store data into the OBU (personalization), nor the 

applications using the payment service.

ITS  COMMUNICATION 

PROTOCOLS

SHORT AND MID-RANGE 

DEVICES/NETWORKS

ITS ARCHITECTURE 

AND 

REQUIREMENTS

V2I PUBLISHED https://standards.iee

e.org/standard/1609_

11-2010.html

IEEE 1609.12 IEEE 1609 WG - Dedicated Short 

Range Communication 

Working Group

IEEE Standard for Wireless Access 

in Vehicular Environments 

(WAVE) - Identifier Allocations

Wireless Access in Vehicular Environments (WAVE) is 

specified in the IEEE 1609 family of standards, within 

which a number of identifiers are used. The use of these 

identifiers is described, identifier values that have been 

allocated for use by WAVE systems are indicated, and 

the allocation of values of identifiers specified in the 

WAVE standards is specified.

ITS  COMMUNICATION 

PROTOCOLS

SHORT AND MID-RANGE 

DEVICES/NETWORKS

PUBLISHED https://standards.iee

e.org/standard/1609_

12-2016.html

IEEE P2040 IEEE WG2040 - Standard for 

Connected, Automated and 

Intelligent Vehicles: 

Overview and Architecture 

Working Group

Standard for Connected, 

Automated and Intelligent 

Vehicles: Overview and 

Architecture

This standard defines an architectural framework for 

connected, automated and intelligent vehicles. This 

standard leverages existing applicable standards.

ITS ARCHITECTURE AND 

REQUIREMENTS

V2X PUBLISHED https://standards.iee

e.org/project/2040.ht

ml

IEEE P2040.1 IEEE WG2040 - Standard for 

Connected, Automated and 

Intelligent Vehicles: 

Overview and Architecture 

Working Group

Standard for Connected, 

Automated and Intelligent 

Vehicles: Taxonomy and 

Definitions

This standard specifies the taxonomy and definitions for 

connected, automated and intelligent vehicles.

DEFINITIONS AND 

TAXONOMY

PUBLISHED https://standards.iee

e.org/project/2040_1.

html

IEEE P2040.2 IEEE WG2040 - Standard for 

Connected, Automated and 

Intelligent Vehicles: 

Overview and Architecture 

Working Group

Standard for Connected, 

Automated and Intelligent 

Vehicles: Testing and Verification

This standard defines an overarching framework of 

testing and verification of the connectivity, automation 

and intelligence aspects and their combination for 

connected, automated and intelligent vehicles. This 

standard identifies existing applicable standards for 

testing and verification, and defines the integration of 

these standards into a consistent testing environment.

ITS TEST SPECIFICATION CONFORMITY TESTING PUBLISHED https://standards.iee

e.org/project/2040_2.

html

IEEE 802.11p IEEE WG802.11 - Wireless LAN 

Working Group

IEEE 802.11p-2010 - IEEE Standard 

for Information technology-- Local 

and metropolitan area networks-- 

Specific requirements-- Part 11: 

Wireless LAN Medium Access 

Control (MAC) and Physical Layer 

(PHY) Specifications Amendment 

6: Wireless Access in Vehicular 

Environments

This amendment specifies the extensions to IEEE Std 

802.11 for wireless local area networks (WLANs) 

providing wireless communications while in a vehicular 

environment.

ITS  COMMUNICATION 

PROTOCOLS

SHORT AND MID-RANGE 

DEVICES/NETWORKS

ITS ARCHITECTURE 

AND 

REQUIREMENTS

V2X PUBLISHED https://standards.iee

e.org/standard/802_1

1p-2010.html

IEEE P7001 IEEE ASV WG_P7001  Transparency of Autonomous 

Systems 

This standard describes measurable, testable levels of 

transparency, so that autonomous systems can be 

objectively assessed and levels of compliance 

determined.

ITS TEST SPECIFICATION CONFORMITY TESTING PUBLISHED https://standards.iee

e.org/project/7001.ht

ml
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			This liaison statement aims to inform the various standards developing organizations (SDOs) of the latest decision from the Collaboration on ITS communication standards (CITS) to develop an ITS Communication Standards online database. SDOs are also invited to appoint an expert charged to maintain current their standards in the database. SDOs are also invited to link this database from relevant webpages for stakeholders use








At the recent meeting of the Collaboration on ITS Communication Standards (CITS), held in Geneva on the 8 March 2019, it was agreed to inform relevant standards developing organizations that the CITS will pursue its efforts to develop an online database for ITS Communication Standards. 


In order to do so, it would be highly beneficial if participating SDOs would review the categorisation of their related-standards and appoint an expert to maintain and update the relevant communication standards in the online database.


The draft classification and categorisation of your standards is attached for your review.


The online database is already accessible here. It already includes the ITU relevant ITS communication standards.


Please inform the CITS Secretariat, Mr Stefano Polidori, at tsbcits@itu.int on the appointed expert to maintain current your standards in the online database. The Secretariat will provide him/her the necessary information and credentials to update the database online.





We look forward to hearing and working with you.





Attachments: 2


· ITS standards classification


· Categorization of your ITS standards
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PROJECT: ITS Communication Standards Online Database


The following draft classification has been developed for possible categorization of standards 
in the field of ITS Communication. 


ITS Communication Standards


· Definitions and Taxonomy


· ITS Architecture and Requirements


· V2V


· V2C


· V2P


· V2D


· V2I


· V2X


· Vehicle gateways 


· NGN


· ITS services and Applications


· Vehicle Multimedia and Infotainment


· Safety systems


· Navigation


· Location/Positioning


· Emergency Communications


· Hands Free Communications in Vehicles


· Autonomous Driving


· ITS Communications Protocols


· Satellite Communications


· Mobile Devices/Networks (cellular)


· Short and Mid-Range Devices/Networks


· Wired Networking 


· QoS/QoE in Vehicles


· Media


· Voice


· ITS Security


· OTA Security


· Threat Intelligence


· Privacy


· Trust


· Cybersecurity


· ITS Test Specifications


· Conformity Testing


· Interoperability Testing





[bookmark: _GoBack]ANNEX – Rational for the above classification


The ITS communications standard classification is an effort by TSB to develop an online database for Intelligent Transport Systems Communications Standards. The goal of such a database is to:


1. Aggregate ITU recommendation efforts concerning ITS communications


2. Aggregate SDO standards on ITS communications.


3. Enable SDOs to easily input their updates on ITS communications standards.


4. Make searching for standards and recommendations for ITS communications easier.





The classification developed for ITS communications standards will utilize the roadmap tool from ITU for the following reasons


1. The roadmap is designed to aggregate and reference standards from any SDOs. This interface makes the process of finding standards of a particular topic much easier, as a centralized database for CITS standards has not yet been implemented.


2. Enables SDOs to access the database and add and modify their own standards.


3. The Roadmap offers an efficient search function, as it has the capability to scan plain text standards.


4. It is suggested to categorize each standard under two sub-categories





Definitions and Taxonomy:


Any standard regarding definitions and taxonomy will also be classified under another topic as it would be insufficient for it to be classified only under this category.


ITS Architecture and Requirements:


V2V: 


The Vehicle to Vehicle (V2V) category covers communications between multiple vehicles. V2V communication technologies provide or support information transfers between vehicle, and are applicable in support of safety systems, autonomous driving, and other applications that require mesh networks to function.


V2C: 


The Vehicle to Cloud (V2C) category will be relevant to any communications standards regarding cloud integration to vehicles. As various systems, applications and services will be provided from the cloud and will control the operations of the vehicle, V2C communications are an important aspect of V2X communications standards. It can include cloud—based information, security, entertainment etc…


V2P:


 The Vehicle to Pedestrian (V2P) category will be relevant to any communications standards regarding interactions between pedestrian and vehicles. This can include pedestrian detection, collision prevention or pedestrian alerts, and can concern both pedestrians or bicyclists using either smartphones or wearable connected devices.


V2D:


The Vehicle to device (V2D), also known as Vehicle to nomadic devices (V2ND or V2N) category is dedicated to communication standards pertaining to communications in between the vehicle and in-vehicle devices.


V2I: 


The Vehicle to Infrastructure (V2I) category will be relevant to any communications standards regarding communication interactions between vehicles and infrastructure system like highways, or regarding infrastructure control for applications like traffic management etc.…


V2X: 


The V2X category covers a wide range of standards regarding communications between the vehicle and external systems. There is value in breaking down V2X in the classification as SDOs will be working on standards focused on specific applications for V2P, V2C etc, but V2X can be reserved for standards too vague in their V2X classification, or standards that touch multiple aspects of V2X without focusing on a particular V2X technology.


Vehicle Gateways:


The vehicle gateways category covers communication standards about VG devices communications. This category will include standards about vehicle gateways (VG), vehicle gateway platform (VGP), and relationships between VGs and in-vehicle networks, ICT devices, relevant communication protocols, and support to V2X.


NGN:


Next Generation Networks (NGN) refer to the telecommunication architecture using packet based networks. This category will include all the standards dedicated to that architecture.





ITS Services and Applications:


Vehicle Multimedia and Infotainment:


Any standard involving infotainment and vehicle multimedia specifically will be included in this category.


Safety Systems: 


Safety system services and applications standards, like breaking assistance and collision avoidance are classified under the safety systems, as opposed to emergency communications that heavily focuses on emergency response.


Navigation: 


Relevant to any standards pertinent to communications regarding navigation when it regards mapping technology, autonomous driving navigation and more. 


Location and positioning:


The location and positioning category will be relevant to any standards pertinent the communications of the location and positioning of an object, be it the vehicle itself or other objects in its environment.


Emergency Communications: 


The emergency communications category will be relevant to any standard pertinent to emergency response systems, standards on 


Hands Free Communications in Vehicles:


Hands Free Communication in vehicles will be relevant to any standards pertinent to hands free communications,  


Autonomous Driving:


The Autonomous Driving will be relevant to any standards using communications to supply, support and complement autonomous driving.


ITS Communications Protocols:


Satellite Communications:


Relevant to any ITS communications involving satellite, between the vehicle and the network.


Mobile Devices/Networks (Cellular):


This category is for standard that will detail requirements, architectures and services and applications using cellular networks for ITS communications. Upcoming 5G standards will be relevant to this category. 


Short and Mid-Range Devices/Networks:


This category is for short range to mid-range devices and networks. Short and mid-range refers to the distance of transmission. Examples of short and mid-range would be NFC, Bluetooth, DSRC, Wi-Fi etc…


Wired Networking:


The Wired Networking section will refer to the use of wired connections to transmit information. Standards pertaining to Ethernet for example will be classified under wired networking.





QoS/QoE in Vehicles:


Media:


Quality of Service and Quality of Experience pertaining to multimedia and infotainment.


Voice:


Quality of Service and Quality of Experience pertaining to voice communication in the vehicle and outside of it. This includes voice commands, voice activation, microphone and audio requirements specific to voice transmission.





ITS Security:


Over The Air (OTA) Security: 


The Over the Air Security category will be relevant to any communications standards pertaining to over the air programming, ranging from software updates, configuration settings or encryption keys all using OTA.


Threat Intelligence:


The Threat Intelligence category will be relevant to any communications standards pertaining to threat analysis, threat identification and threat management.


Privacy:


ITS privacy ITS privacy standards regarding international regulations, and specific national requirements when it comes to personally identifiable information. 


Trust: 


Trust architecture for ITS specific standards, regarding car transactions 


Cybersecurity: 


The Cybersecurity category will be relevant to any communications standards that do not fit in the other subcategories of ITS Security.





ITS Test Specification:


Conformity Testing:


Conformity Testing for ITS communication standards, also known at compliance testing, in regards to the requirements of a specification, technical standard or regulation.


Interoperability Testing:


ITS interoperability testing for communication standards that will inter-operate with other standards.





___________________
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IEEE


			ACRONYM			SDO/ORGANIZATION			WORK GROUP/ SUBDIVISION			TITLE			DESCRIPTION			MAIN CATEGORY			MAIN SUB-CATEGORY			2nd CATEGORY			2nd SUB-CATEGORY			STATUS			LINK


			IEEE 1609.0			IEEE			1609 WG - Dedicated Short Range Communication Working Group			IEEE Guide for Wireless Access in Vehicular Environments (WAVE) - Architecture			The wireless access in vehicular environments (WAVE) architecture and services necessary for WAVE devices to communicate in a mobile vehicular environment are described in this guide. It is meant to be used in conjunction with the family of IEEE 1609 standards as of its publication date. These include IEEE Std 1609.2™, IEEE Standard Security Services for Applications and Management Messages, IEEE Std 1609.3 Networking Services, IEEE Std 1609.4 Multi-Channel Operation, IEEE Std 1609.11 Over-the-Air Electronic Payment Data Exchange Protocol for Intelligent Transportation Systems (ITS), IEEE Std 1609.12 Identifier Allocations, and IEEE Std 802.11 in operation outside the context of a basic service set.			DEFINITIONS AND TAXONOMY												PUBLISHED			https://standards.ieee.org/standard/1609_0-2013.html


			IEEE 1609.2			IEEE			1609 WG - Dedicated Short Range Communication Working Group			IEEE Standard for Wireless Access in Vehicular Environments--Security Services for Applications and Management Messages			This standard defines secure message formats and processing for use by Wireless Access in Vehicular Environments (WAVE) devices, including methods to secure WAVE management messages and methods to secure application messages. It also describes administrative functions necessary to support the core security functions.			ITS SECURITY			CYBERSECURITY			ITS SECURITY			TRUST			PUBLISHED			https://standards.ieee.org/standard/1609_2-2016.html


			IEEE 1609.2a			IEEE			1609 WG - Dedicated Short Range Communication Working Group			IEEE Standard for Wireless Access in Vehicular Environments--Security Services for Applications and Management Messages - Amendment 1			Secure message formats and processing for use by Wireless Access in Vehicular Environments (WAVE) devices, including methods to secure WAVE management messages and methods to secure application messages are defined. Administrative functions necessary to support the core security functions are described.			ITS SECURITY			CYBERSECURITY									PUBLISHED			https://standards.ieee.org/standard/1609_2a-2017.html


			IEEE 1609.2b			IEEE			1609 WG - Dedicated Short Range Communication Working Group			Standard for Wireless Access in Vehicular Environments--Security Services for Applications and Management Messages Amendment 2: Protocol Data Unit (PDU) Functional Types and Encryption Key Management			This standard defines secure message formats and processing for use by Wireless Access in Vehicular Environments (WAVE) devices, including methods to secure WAVE management messages and methods to secure application messages. It also describes administrative functions necessary to support the core security functions.			ITS SECURITY			CYBERSECURITY									PUBLISHED			https://standards.ieee.org/project/1609_2b.html


			IEEE 1609.3			IEEE			1609 WG - Dedicated Short Range Communication Working Group			IEEE Standard for Wireless Access in Vehicular Environments (WAVE) -- Networking Services			Services to WAVE devices and systems are provided in IEEE Std 1609.3(TM), IEEE Standard for Wireless Access in Vehicular Environments (WAVE)—Networking Services. Layer 3 and layer 4 of the open system interconnect (OSI) model and the Internet Protocol (IP), User Datagram Protocol (UDP), and Transmission Control Protocol (TCP) elements of the Internet model are represented. Management and data services within WAVE devices are provided.			ITS  COMMUNICATION PROTOCOLS			SHORT AND MID-RANGE DEVICES/NETWORKS									PUBLISHED			https://standards.ieee.org/standard/1609_3-2016.html


			IEEE 1609.4			IEEE			1609 WG - Dedicated Short Range Communication Working Group			IEEE Standard for Wireless Access in Vehicular Environments (WAVE) -- Multi-Channel Operation			Multi-channel wireless radio operations, Wireless Access in Vehicular Environments (WAVE) mode, medium access control (MAC), and physical layers (PHYs), including parameters for priority access, channel switching and routing, management services, and primitives designed for multi-channel operations are described in this standard.			ITS  COMMUNICATION PROTOCOLS			SHORT AND MID-RANGE DEVICES/NETWORKS									PUBLISHED			https://standards.ieee.org/standard/1609_4-2016.html


			IEEE 1609.11			IEEE			1609 WG - Dedicated Short Range Communication Working Group			IEEE Standard for Wireless Access in Vehicular Environments (WAVE)-- Over-the-Air Electronic Payment Data Exchange Protocol for Intelligent Transportation Systems (ITS)			This standard specifies the electronic payment service layer and profile for Payment and Identity authentication, and Payment Data transfer for Dedicated Short Range Communication (DSRC) based applications in Wireless Access in Vehicular Environments. This standard defines a basic level of technical interoperability (vehicle-to-roadside) for electronic payment equipment, i.e., onboard unit (OBU) and roadside unit (RSU) using WAVE. It does not provide a full solution for interoperability, and it does not define other parts of the electronic payment system, other services, other technologies and non-technical elements of payment interoperability. This standard is not intended to define technology and processes to activate and store data into the OBU (personalization), nor the applications using the payment service.			ITS  COMMUNICATION PROTOCOLS			SHORT AND MID-RANGE DEVICES/NETWORKS			ITS ARCHITECTURE AND REQUIREMENTS			V2I			PUBLISHED			https://standards.ieee.org/standard/1609_11-2010.html


			IEEE 1609.12			IEEE			1609 WG - Dedicated Short Range Communication Working Group			IEEE Standard for Wireless Access in Vehicular Environments (WAVE) - Identifier Allocations			Wireless Access in Vehicular Environments (WAVE) is specified in the IEEE 1609 family of standards, within which a number of identifiers are used. The use of these identifiers is described, identifier values that have been allocated for use by WAVE systems are indicated, and the allocation of values of identifiers specified in the WAVE standards is specified.			ITS  COMMUNICATION PROTOCOLS			SHORT AND MID-RANGE DEVICES/NETWORKS									PUBLISHED			https://standards.ieee.org/standard/1609_12-2016.html


			IEEE P2040			IEEE			WG2040 - Standard for Connected, Automated and Intelligent Vehicles: Overview and Architecture Working Group			Standard for Connected, Automated and Intelligent Vehicles: Overview and Architecture			This standard defines an architectural framework for connected, automated and intelligent vehicles. This standard leverages existing applicable standards.			ITS ARCHITECTURE AND REQUIREMENTS			V2X									PUBLISHED			https://standards.ieee.org/project/2040.html


			IEEE P2040.1			IEEE			WG2040 - Standard for Connected, Automated and Intelligent Vehicles: Overview and Architecture Working Group			Standard for Connected, Automated and Intelligent Vehicles: Taxonomy and Definitions			This standard specifies the taxonomy and definitions for connected, automated and intelligent vehicles.			DEFINITIONS AND TAXONOMY												PUBLISHED			https://standards.ieee.org/project/2040_1.html


			IEEE P2040.2			IEEE			WG2040 - Standard for Connected, Automated and Intelligent Vehicles: Overview and Architecture Working Group			Standard for Connected, Automated and Intelligent Vehicles: Testing and Verification			This standard defines an overarching framework of testing and verification of the connectivity, automation and intelligence aspects and their combination for connected, automated and intelligent vehicles. This standard identifies existing applicable standards for testing and verification, and defines the integration of these standards into a consistent testing environment.			ITS TEST SPECIFICATION			CONFORMITY TESTING									PUBLISHED			https://standards.ieee.org/project/2040_2.html


			IEEE 802.11p			IEEE			WG802.11 - Wireless LAN Working Group			IEEE 802.11p-2010 - IEEE Standard for Information technology-- Local and metropolitan area networks-- Specific requirements-- Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications Amendment 6: Wireless Access in Vehicular Environments			This amendment specifies the extensions to IEEE Std 802.11 for wireless local area networks (WLANs) providing wireless communications while in a vehicular environment.			ITS  COMMUNICATION PROTOCOLS			SHORT AND MID-RANGE DEVICES/NETWORKS			ITS ARCHITECTURE AND REQUIREMENTS			V2X			PUBLISHED			https://standards.ieee.org/standard/802_11p-2010.html


			IEEE P7001			IEEE			ASV WG_P7001 			Transparency of Autonomous Systems 			This standard describes measurable, testable levels of transparency, so that autonomous systems can be objectively assessed and levels of compliance determined.			ITS TEST SPECIFICATION			CONFORMITY TESTING									PUBLISHED			https://standards.ieee.org/project/7001.html
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