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	2136
	181.00
	3.2
	Is 3.2 supposed to be in alphabetical order?  Is so why is "generic advertisement service" after "geolocation..."?
	check order in 3.2 to make it alphabetical order


Discussion 
Is the resolution to fix this specific location or fix all unidentified alphabetical order issues? 

If it is to fix this specific location, the proposed resolution is: 
Revised. Move the defintion of "generic advertisement service" from 181.49 to 181.18
If it is the later, suggest to assign the comment to the commenter to check all 50+ pages to identify the locations. 
Have discussed with WG editor, we decided to use following rules for the order of clause 3. 

· digits sort earlier than letters (but numbers sort in numeric order, e.g. 2 is before 10)
· ignore (treat as not present) everything that is not an ASCII alphanumeric or space, including hyphens
· ignore (treat as equivalent) case of letters
· ignore (treat as not present) stuff in parentheses.
Emily will add a clarification in 3.1 Definitions of Editorial style guide (11-09-1034r12) for the discussion in the March editor meeting. 
See Appendix A for Clasue 3 alphabetical order checking (from Mark Rison). 
Proposed Resolution: 
Revised. 

In 3.1, make following changes (“-“ means Delete, “+” means Add, ignore “@@ xx xx @@”) : 
@@ -14,4 +15,4 @@
association

-authentication

authenticated encryption with associated data

+authentication

Authentication Server

@@ -78,4 +79,4 @@

frame

-frequency segment

frame exchange sequence

+frequency segment

Gaussian frequency shift keying

@@ -125,4 +126,2 @@

mobility domain identifier

-multi-level precedence and preemption

-multi-user multiple input, multiple output

multicast

@@ -130,2 +129,3 @@

multicast-group address

+multi-level precedence and preemption

multiple basic service set identifier capability

@@ -133,2 +133,3 @@

multiple medium access control station management entity

+multi-user multiple input, multiple output

neighbor access point

@@ -158,4 +159,4 @@

peer-to-peer traffic specification

-per-frame encryption key

perfect forward secrecy

+per-frame encryption key

physical layer frame

@@ -193,5 +194,5 @@

roaming consortium

+service hash

service set transition

serving access point

-service hash

single-user physical layer protocol data unit

In 3.2, make following changes (“-“ means Delete, “+” means Add, ignore “@@ xx xx @@”) : 
4 MHz physical layer protocol data unit
+4-way handshake

8 MHz mask physical layer protocol data unit

--

20/40 MHz basic service set

+40 MHz high-throughput

+40 MHz mask physical layer protocol data unit

+40 MHz physical layer protocol data unit

40-MHz-capable high-throughput access point

--

40-MHz-capable high-throughput station 5G

-40 MHz high-throughput

-40 MHz mask physical layer protocol data unit

-40 MHz physical layer protocol data unit

-4-way handshake

80 MHz mask physical layer protocol data unit

80 MHz physical layer protocol data unit

-160 MHz mask physical layer protocol data unit

-160 MHz physical layer protocol data unit

80+80 MHz mask physical layer protocol data unit

80+80 MHz physical layer protocol data unit

-attached bridge

+160 MHz mask physical layer protocol data unit

+160 MHz physical layer protocol data unit

access category

--

aggregated schedule

+attached bridge

authentication and key management suite

--

bufferable unit

-centralized authentication controller access point

centralized authentication controlled station

+centralized authentication controller access point

centralized coordination service root

--

China directional multi-gigabit

-China directional multi-gigabit small band beacon interval

China directional multi-gigabit physical layer protocol data unit

+China directional multi-gigabit small band beacon interval

China millimeter-wave multi-gigabit

China millimeter-wave multi-gigabit basic service set

-China millimeter-wave multi-gigabit duplicate physical layer protocol data unit format

-China millimeter-wave multi-gigabit physical layer protocol data unit

China millimeter-wave multi-gigabit beamformee

China millimeter-wave multi-gigabit beamformer

+China millimeter-wave multi-gigabit duplicate physical layer protocol data unit format

+China millimeter-wave multi-gigabit physical layer protocol data unit

China millimeter-wave multi-gigabit single medium access control protocol data unit

--

deep sleep mode

-delivery-enabled access category

delivery traffic indication map interval

+delivery-enabled access category

destination directional multi-gigabit station

-direct sequence spread spectrum/complementary code keying

direct sequence spread spectrum physical layer protocol data unit

+direct sequence spread spectrum/complementary code keying

directional multi-gigabit

--

EAPOL-Start frame

-Extensible Authentication Protocol reauthentication protocol

emergency services association

--

extended service set link

+Extensible Authentication Protocol reauthentication protocol

fast basic service set transition 4-way handshake

--

fast initial link setup

-fast initial link setup category

-fast initial link setup station

fast initial link setup association

fast initial link setup authentication

+fast initial link setup category

+fast initial link setup station

fine timing measurement procedure

--

general link station

+generic advertisement service

geolocation database

--

geolocation database dependent non-access point station

-generic advertisement service

global operating class

--

pairwise master key

+pairwise master key R

pairwise master key R key holder

--

pairwise master key R name

-pairwise master key R

+pairwise master key R1

pairwise master key R1 key holder

--

pairwise master key R1 name

-pairwise master key R1

pairwise master key S key holder

--

primary access category

+Protected Dual of Public Action frame

protocol version  medium access control protocol data unit

protocol version 1 medium access control protocol data unit

-Protected Dual of Public Action frame

+quality-of-service frame

quality-of-service management frame

--

quality-of-service management frame station

-quality-of-service frame

quasi-omni antenna pattern

--

robust Management frame

+robust security network

robust security network association

--

robust security network association key management

-robust security network

S1G band

--

spatial sharing

-synthetic receiver address

staggered preamble

--

station 5G

-sub 1 GHz physical layer protocol data unit

sub 1 GHz 1M physical layer protocol data unit

--

sub 1 GHz modulation and coding scheme

+sub 1 GHz physical layer protocol data unit

sub 1 GHz short physical layer protocol data unit

--

synchronization access point

-synchronizing access point or personal basic service set control point

-synchronized access point or personal basic service set control point

synchronization personal basic service set control point

+synchronized access point or personal basic service set control point

+synchronizing access point or personal basic service set control point

+synthetic receiver address

target wake time

+target wake time requester

target wake time responder

--

target wake time service period start time

-target wake time requester

television very high throughput 2W

--

very high throughput physical layer protocol data unit

+very high throughput single-user physical layer protocol data unit

very high throughput single-user-only beamformee

very high throughput single-user-only beamformer

-very high throughput single-user physical layer protocol data unit

white space map

In 3.4, make following changes (“-“ means Delete, “+” means Add, ignore “@@ xx xx @@”) :
@@ -102,5 +103,5 @@
DA

+DBC

D-BI

DBPSK

-DBC

DCF

@@ -247,4 +248,4 @@

IPN

-IQMF

I/Q

+IQMF

ISM

@@ -297,4 +298,4 @@

MIDC

-MIS

MIMO

+MIS

MLME

@@ -309,3 +310,2 @@

MRQ

-MS-SAP

MSB

@@ -315,2 +315,3 @@

MSK

+MS-SAP

MTK

@@ -329,4 +330,4 @@

OCB

-OCI

OCEF

+OCI

OCT

@@ -449,7 +450,7 @@

SA

+SA

SAE

-SAP

S-AP

+SAP

S-APSD

-SA

SBBI

	2431
	
	
	Why QSRC QoS short retry counter but SRC short retry count in abbreviations?  Similarly unsolicited retry count/er
	Change "retry counter" to "retry count" throughout, case-insensitively and with the space optional


Discussion 
Both “count” and “counter” are used in REVmd. 

600 instances of count.

582 instances of counter.

20  instances of “retry counter”

15 instances of “retry count”.

As long as they are used consistent with their definitions, there is no need to rename throughout. 

However, “unsolicited retry count” and “unsolicited retry counter”

SRC should stand for the same word. 

Whatever, accept. 
Mark Rison to do: Identify the locations: 
Mark identified the following locations in D2.1: 

212.44: QLDRC  QoS long drop-eligible retry counter(#1505)

212.50: QSDRC  QoS short drop-eligible retry counter

212.41: QSRC QoS STA retry counter(#1505)

1727.61: attempt to transmit an MPDU causes either STA retry counter to increment, until the CW reaches the value of

1802.14: NOTE 1—In the case of rule e), the STA selects a new random number using the current value of CW[AC], and the retry

counters are not updated

1811: 8 instances

1812: 2 instances

1813.46: NOTE 1—In the case of rule c), the STA selects a new random number using the current value of CW[AC], and the retry

counters are not updated

1815.45: (#1505)When there is a transmission failure within a polled TXOP, the short retry counter (as described in

2248.39: in the series). The short retry counter and long retry counter for the MSDU or A-MSDU are not affected. [note 2x]

2310.29: the retry counters are not updated.

2/5/2019: Mark H. will review it offline and see whether he can agree with the resolution. 
Proposed Resolution:   
Revised. 
In D2.1, Change "retry counter" to "retry count" case-insensitively at the following locations:
212.44: QLDRC  QoS long drop-eligible retry counter(#1505)

212.50: QSDRC  QoS short drop-eligible retry counter

212.41: QSRC QoS STA retry counter(#1505)

1727.61: attempt to transmit an MPDU causes either STA retry counter to increment, until the CW reaches the value of

1802.14: NOTE 1—In the case of rule e), the STA selects a new random number using the current value of CW[AC], and the retry counters are not updated

1811: 8 instances

1812: 2 instances

1813.46: NOTE 1—In the case of rule c), the STA selects a new random number using the current value of CW[AC], and the retry counters are not updated

1815.45: (#1505) When there is a transmission failure within a polled TXOP, the short retry counter (as described in

2248.39: in the series). The short retry counter and long retry counter for the MSDU or A-MSDU are not affected. [note 2x]

2310.29: the retry counters are not updated.

	2473
	
	
	11md: the whole "field" v. "subfield" thing is just a big inconsistent mess (e.g. in 9.4.2.171 Reduced Neighbor Report element some things in the Neighbor AP Information field are fields and some are subfields, and the TBTT Information Set [sub!]field contains one or more TBTT Information fields)
	Change "subfield" to "field" throughout


Discussion 
“Subfield” is used to indicate a field in another field. There are 5184 instances of subfield in the draft. 

If there is any inconsistent, fix inconsistances.

Recommendation: Reject, or assign to commenter.
Emily to create text files and post to the central. 

Mark to run the tool. 
Proposed Resolution:  

TBD
	2488
	
	
	"member of an IBSS" should canonically be "IBSS STA". Ditto for MBSS
	Change "member of an IBSS" to "IBSS STA" throughout, changing any preceding "a" to "an".  Change "member of an MBSS" to "MBSS STA" throughout, changing any preceding "a" to "an"


Discussion 
“member of an IBSS” is not same as “IBSS STA”.

There is no definition of “IBSS STA”. I guess it would something like: 

IBSS STA: a STA that implements the IBSS facility, if we decide to define it. 
 “member of an IBSS” is a STA that is already a member of an IBSS, not a STA that is joining an IBSS. 

For examples, 

At 325.19

a) This parameter is adopted by a STA that is joining an IBSS.

b) This parameter is adopted by a STA that is a member of an IBSS that receives a beacon (11ah)or

S1G beacon(Ed) from a STA that is a member of the same IBSS and that has a timestamp value that

is greater than the local TSF value (see 11.1.5 (Adjusting STA timers)). 
also simply replacing “member of an IBSS” with “IBSS STA” won’t read well. For example, 

At 1791.25: 

sent by a STA that is a member of an IBSS to a STA or STAs that are members of an IBSS
sent by a STA that is an IBSS STA to a STA or STAs that are members of an IBSS
As for “MBSS STA”, there is no existing usage for “MBSS STA”. There might be “mesh STA”. 

However, “mesh STA” is not same as “member of an MBSS”. 

At 162.60: 

mesh station (STA): A quality-of-service (QoS) STA that implements the mesh facility.
“member of an MBSS” is mesh STA that is already a member of an MBSS. 
Recommendation: Reject, or assign to the commenter to bring a submission. 
Okay with the direction of changing to IBSS STA, and no change for MBSS STA 

Assign to the commenter to bring a submission.  

IBSS STA definition should be included in the contribution.
Proposed Resolution:  

TBD
	2489
	
	
	"SC" stands for "single-carrier", not "sequence control" or anything else
	In Subclause 12 change "the SC field" to "the Sequence Control field", " sequence control field SC)" to " Sequence Control field".  In 12.5.3.3 change the first bullet to " The PN is composed of the Sequence Control field and the base PN (BPN), where
--- The Sequence Control field is present in the MPDU header
   --- PN0||PN1 = Sequence Control field with the Fragment Number subfield masked to 0 when the PV1 MPDU is carried in an
A-MPDU that is not an S-MPDU
--- The base PN is retrieved from the local storage at the receiver
   --- PN2||PN3||PN4||PN5 = BPN
--- PN = PN0||PN1|| PN2||PN3||PN4||PN5 (= Sequence Control || BPN)" and below this change "SC||" to "Sequence Control || " (3x)


Discussion 
Agreed with commenter. 

CID1280 has deleted the duplicated definition “SC  sequence counter”.

However "SC" is used in multiple locations for "sequence control".

Proposed Resolution:  

Accept.
	2501
	
	
	It is confusing to have "KDE" stand for "key data encapsulation" now that we have a "Key Delivery element" (which, as a bonus, contains KDEs!)
	In 3.2 change "key data encapsulation (KDE): A format for data other than elements in the EAPOL-Key Data field." to "key data cryptographic encapsulation (KDE): A format for data other than elements in the EAPOL-Key Data field."  In 12.5.4.4 change "IGTK key data
encapsulation (KDE)" to "IGTK key data
cryptographic encapsulation (KDE)".  Add "The" at the start of the first para of 9.4.2.185.  Change the caption for Table 12-7 to "KDE selectors"


Discussion 
Agreed with commenter. Since this comment is more than an editorial comment, I would like to the group to review it. 
In 3.2 change 
"key data encapsulation (KDE): A format for data other than elements in the EAPOL-Key Data field." to "key data cryptographic encapsulation (KDE): A format for data other than elements in the EAPOL-Key Data field."  

In 12.5.4.4 change "IGTK key data encapsulation (KDE)" to "IGTK key data cryptographic encapsulation (KDE)".  

Add "The" at the start of the first para of 9.4.2.185.  

Change the caption for Table 12-7 to "KDE selectors"

Discussion from 2/1/2019: there is no confusion with the Key Delivery element.
Proposed Resolution:  

Revised
Add "The" at the start of the first para of 9.4.2.185.  

Change the caption for Table 12-7 to "KDE selectors"

At 2619.7 , delete “cryptographic” in the sentence “The additional data may be zero or more element(s) (such as the RSNE) and zero or more key data cryptographic encapsulation(s) (KDEs) (such as GTK(s) or PMKID(s)). 
	2568
	
	1.4
	The terminology "<blah> frame" to refer to a frame of type Action or Action No Ack where the Action/Category fields indicate <blah> is never spelt out
	Add in 1.4 "The construction "<name> frame" is sometimes used to refer to an Action or Action No Ack frame whose Category and Action Details fields indicate <name>."


Discussion 
Agreed with commenter. 

Need to be revised. Assign to Mark Rison. 

Proposed Resolution:  

Accept.
	2570
	
	
	802.11 is allergic to hyphens (cf. "nonzero")
	Delete the hyphen in "multi-band" (case-insensitively) throughout


Discussion 
In the Editorial Style Guid, we do see a lot of exception of using Hyphenation. Particularly, hyphenated when before a noun. 
Copied from style guide: 
---

There are exceptions.   The following are OK:  

· non-initial

· non-monotonic

· non-negative

· non-null

· pre-robust

· fixed-length (hyphenated when before a noun)

· follow-up

· signal-to-noise

· STA-to-STA

· third-party

· variable-length (hyphenated when before a noun)

· vendor-specific
---

As “multi-band” is defined as a multi-band operation reference model to different physical layers, I think it is okay to use a hyphen. See example above. 

Note that there are 570 instances in the draft.  A lot of instances in figures.  Changing it requires a lot of editing effort, but no gain. 
Recommendation: Reject 
Reason: In the Editorial Style Guid, we do see a lot of exception of using Hyphenation. Particularly, hyphenated when before a noun.  “multi-band” is defined as a multi-band operation reference model to different physical layers, and hyphenated when before a noun. It can be an exception of using Hyphenation.

Option 1: reject comment  6

Option 2: not reject comment.  3

A: 3 
The group decided to keep using “multi-band”. 
Proposed Resolution:  

Revised. 
At 3813.50 change “multiband” to “multi-band”
Note to Editor: add “multi-band” to the exception list in the editorial style guide.
Note to the commenter: The TG discussed the options of eliminating the hyphen and keeping it. By straw poll the group preferred to reject proposed changes (6-3-3). The text is changed to have consistent usage. The editorial work to remove hyphens in 570 locations was not viewed as worth the benefit.
	2677
	150.00
	2
	The draft includes 14 references to IEEE Std 802-2014, including one (as IEEE Std 802(R)-2014) in the Normative References [which, incidentally, has a typo in the title]. There is at least one generic (undated) reference to IEEE Std 802. The references should be generic. IEEE Std 802 has been amended twice since 2014 and may be amended or revised in the future. IEEE Std 802.11 must remain consistent with IEEE Std 802.
	In the Normative References, change "IEEE Std 802(R)-2014 IEEE Standards" to "IEEE Std 802(R) IEEE Standard".

In 13 other places, change "IEEE Std 802(R)-2014" to "IEEE Std 802(R)".


Discussion 
I got 16 instances in D2.0. Two instanances are specific to clause 8 of IEEE Std 802(R)-2014 (772.63 and 785.61)
Proposed Resolution:  

Revised. 

At 151.11, change "IEEE Std 802(R)-2014 IEEE Standards" to "IEEE Std 802(R) IEEE Standard".
In other places (excluding instanances at 772.63, 785.61, 2518.26), change "IEEE Std 802-2014" to "IEEE Std 802".  

================================================
	2658
	155.00
	3.1
	The definitions in clause 3.1 don't read the way they are used in the spec, because all acronyms have to be expanded on first use. This complicates searching and proofreading.
	Move 3.4 (Abbreviations and acronyms) to before 3.1 (Definitions) so that the definitions may read the way they are used in the spec text. Or add a dummy sentence before 3.1 which includes all acronyms used in 3.1. Or, send a request to the IEEE editor for the definitions section to be exempted from the rule that acronyms have to be expanded on first use.


Discussion 
Clause 3.1 definitions will be included in IEEE Standards Dictionary Online. The definition in 3.1 shall follow IEEE Standard Dictionary guide. 
Proposed Resolution:  

Reject. 
Reason: Clause 3.1 definition will be included in IEEE Standards Dictionary Online, a separate document.  In IEEE Standards Dictionary Online, each definition is viewed individually. Therefore, all acronyms have to be expanded on first use within each definition.

================================================
	2544
	176.00
	3.2
	"China  millimeter-wave  multi-gigabit  (CMMG)  duplicate  physical  layer  (PHY)  protocol  data  unit
(PPDU) format: The data transmission (TXVECTOR parameter CH_BANDWIDTH equal to CBW1080)
duplicates the transmission of a 540 MHz signal over every 540 MHz frequency segment.(11aj)" is not a canonical form of a definition, which should be "A PPDU format that [...]"
	Change to "China  millimeter-wave  multi-gigabit  (CMMG)  duplicate  physical  layer  (PHY)  protocol  data  unit
(PPDU) format: A PPDU format that
duplicates the transmission of a 540 MHz signal over two 540 MHz frequency segments."


Discussion 
Change

"China  millimeter-wave  multi-gigabit  (CMMG)  duplicate  physical  layer  (PHY)  protocol  data  unit
(PPDU) format: The data transmission (TXVECTOR parameter CH_BANDWIDTH equal to CBW1080)
duplicates the transmission of a 540 MHz signal over every 540 MHz frequency segment.(11aj)" to 

"China  millimeter-wave  multi-gigabit  (CMMG)  duplicate  physical  layer  (PHY)  protocol  data  unit (PPDU) format: A PPDU format that duplicates the the transmission of a 540 MHz signal over two 540 MHz frequency segments."
Proposed Resolution:  

Accept
================================================
	2137
	182.00
	3.2
	GTKSA is in 3.2 182.10 and in 3.4 208.42.  I don't see GTK in both, for example.  Should GTKSA be in both?  What is the rule?
	Delete GTKSA from 3.2


Discussion 
There are definitions for PTK, PTKSA, GTKSA in 3.2  

Suggest adding a GTK definition. 

group temporal key (GTK): a group key that is used to protect group addressed Data frames. 

Proposed Resolution:  

Revised. 
At 182.8, add a definition as follows:

“group temporal key (GTK): a temporal key that is used to protect information exchanged in group addressed Data frames.”
================================================
	2255
	327.00
	6.3.3.3.2
	First occurrence of RSNE is in table(s) in clause 6 (at P327.26).  Do such uses have the "spell it out the first time" rule?  Or, should that apply to the first 'real' use at P460.36?  This applies to MME, FFE, FTE, MDE, PWE, RDE and TIE as well.
	As in comment.


Discussion 
If the abbreviation is defined in Clause 3, you don’t need to spell it out in the rest of the document. 
However, we sometimes do spell it out the first time it appears after Clause 3. And sometimes the first time it is used in each major clause. 
Anyway, the general rule is spell it out first time it is used (which is often Clause 3) and then just use the abbreviation.
Proposed Resolution:  

Reject. 
Reason: the general rule is spell it out first time it is used (which is often Clause 3) and then just use the abbreviation. 
================================================
	2119
	584.00
	6.3.71.4.2
	"PeerSTAAddress" shall be "STAAddress" to be consistent with MLME-GAS.indication. In MLME-GAS.request and MLME-GAS.confirm primitives, the first parameter is "STAAddress". In MLME-GAS.indication primitive, the parameter is named as "PeerSTAAddress". To be consistent, "PeerSTAAddress" shall be "STAAddress" in MLME-GAS.indication.
	In 6.3.71.4.2, change "PeerSTAAddress" to  "STAAddress" at 584.13 and 584.29.


Discussion 
Agree with commenter. 

11aq changed “PeerSTAAddress” to “STAAddress” for in MLME-GAS.request and MLME-GAS.confirm primitives.  

Should be consistent in the same set of primitives. 
Assign to Stephen McCann
Transfer to MAC. 
Proposed Resolution:  

TBD
================================================
	2337
	791.00
	9.2.4.5.4
	"Where  the  frame  does  not  contain  a
fragment,  or  either  the  originator  or  the  addressed
recipient  does  not  support  the  fragment  BA
procedure." is spurious, given the following "Otherwise:"
	Delete "Where  the  frame  does  not  contain  a
fragment,  or  either  the  originator  or  the  addressed
recipient  does  not  support  the  fragment  BA
procedure." at the referenced location


Discussion 
Agree with commenter. 

Proposed Resolution:  

Accept. 

	2583
	966.00
	9.4.2.1
	It is confusing for "Fragmentable" information to be sometimes explicitly "No" and sometimes only implicitly not yes
	In Table 9-94 make the Fragmentable cell "No" where empty and where not for a reserved element ID (e.g. Vendor Specific).  Also make it empty for a reserved element ID (e.g. 4, 178-180)


Discussion 
I found two instances in Table 9-94: 

974.9: 
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At 974.9,  “No” shall be deleted. 

975.61
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Add: “Vendor defined”.

Is Vendor Specfic element is Fragmentable?  Yes, No or N/A?  Empty 

? 
Vendor defined.
Proposed Resolution: 

Revised. 

At 974.9,  delete “No”. 

At 975.61, add: “Vendor defined”.

======================================
	2584
	966.00
	9.4.2.1
	It is confusing for "Extensible" information to be sometimes explicitly "No" and sometimes only implicitly not yes
	In Table 9-94 and the "subelement ids for" tables make the Extensible cell empty where "No" (e.g. Vendor Specific)

	2585
	966.00
	9.4.2.1
	It is confusing for "Extensible" information to be sometimes explicitly "No" and sometimes only implicitly not yes
	In Table 9-94 and the "subelement ids for" tables make the Extensible cell "No" where empty and not for a reserved element ID (e.g. .  Also make it empty for a reserved element ID (e.g. 178-180)


Discussion 
These comments are for Table 9-94 and "Optional subelement IDs for xxx" tables (40+ tables). 
Specific locations need to be identified. A submission is required. 

 Assign to the commenter (Mark R)
I think we should exam these empty fields and make sure they really mean “No” as proposed changes. 
Therefore, I think they should be technical comments. 

Transfer to MAC
Proposed Resolution:  TBD
================================================
	2006
	1435.00
	9.4.2.237
	The name "Active BSSID Count' is too specific and restrictive. The element was recently defined in REVmd and is extensible. It is very likely to be used by future ammendments for providing more information about a multiple BSSID set. Rename the element to something more generic.
	Rename the element to 'Multiple BSSID Configuration element'. Replace all occurrence with the new name.


Discussion 
Any issue to change the name? 
It is okay to me. 

Proposed Resolution:  

Revised. 

Rename the element to “Multiple BSSID Configuration element”. Replace all occurrence with the new name and 
At 1435.25, change from
“The Active BSSID Count element is used to indicate the number of active BSSIDs in a multiple BBSID set.”
To

“The Multiple BSSID Configuration element is used to indicate configuration parameters of a multiple BSSID set.”
================================================
	2633
	1626.00
	9.6.20.7
	It is confusing to have "OCT MMPDU" being both "an MMPDU that was constructed by a different STA of the same device" and a field in the On-channel Tunnel Request frame
	Change the name of the field to "OCT MMPDU descriptor"


Discussion 
Any issue to change the name? 

It is okay to me. 

Proposed Resolution:  

Revised. 

At 1626.10, 1626.19, and 1626.26: change “OCT MMPDU” to “OCT MMPDU Descriptor”
================================================
	2020
	1778.00
	9.5.6
	The word "slave" to describe a device which does not set its own configurations has become increasingly contentious in technical communities. It should be changed, if for no other reason than to avoid PR problems. Happily for the 802.11 community, this appears to be the only mention of the word "slave" in the entire Tgmd document, and there is no definition of what a "slave" could be in section 3. This should be fairly trivial to resolve.
	Replace the word "slave" or the words "is a slave of" with something like "client" (analogous with TVWS in B.4.26, perhaps) or "worker", "recipient", "is passive with respect to", "secondary".


Discussion 
The location is 1478.38:

The BeamLink isMaster subfield is set to 1 to indicate that the STA is the master of the data transfer and set

to 0 if the STA is a slave of the data transfer. The STAs use the BeamLink isMaster subfield to negotiate the

dot11BeamLinkMaintenanceTime as specified in Table 9-343 (The Beamformed Link Maintenance

negotiation).
Okay to change to “client”. 

Proposed Resolution:  

Revised. 

The BeamLink isMaster subfield is set to 1 to indicate that the STA is the master of the data transfer and set

to 0 for data transfer with this STA as the recipient . The STAs use the BeamLink isMaster subfield to negotiate the

dot11BeamLinkMaintenanceTime as specified in Table 9-343 (The Beamformed Link Maintenance

negotiation).

Check with Carlos Cordeiro 
	2650
	
	
	Equation (T-39) is corrupted: the thing on the left looks like a valid sigma, but the squared things in the square root are some other glyph (a box with "F073" inside)
	Change all proprietary/Adobe Unicode codepoints to the equivalent non-proprietary Unicode codepoints.  This may be as simple as not using the Symbol font

	2649
	
	
	Equation (T-39) is corrupted: the thing on the left looks like a valid sigma, but the squared things in the square root are some other glyph (a box with "F073" inside)
	Change all proprietary/Adobe Unicode codepoints in the document to "OOPS" throughout


Discussion 
I couldn’t see what the commenter sees. Need another pair of eyes. 
Commenter stated: It might depend on your PDF reader.  Copy one of the two rightmost sigmas and paste into some other application.  In Firefox I get the F073 inside a box.  In Word I get a ? in a box.  In either case it’s not the right character (a lowercase sigma).
I tried both Adobe Acrobat Reader and Foxit reader, and I cannot identify the problem.  I also copied it to the word and outlook emai, I couldn’t duplicate this problem. 
Recommendation: Reject. 
Reason: There is no issue in the published PDF file. This issue may occur when someone’s copies and pastes in a word doc, or to other format. However, Editor cannot duplicate the issue. 
Proposed Resolution (for both CIDs 2649 and 2650):  

Revised
Change the symbols to the correct Unicode for lower case sigma σ at
At (D2.1) 

4512.62, 

513.5, 

4513.15 (2x), 

4585.26(right hand side)
4586.4 and 4586.56 (right hand side)

4587.14 (right hand side)

4592.38 two occurrences on right hand side

================================================
	2660
	148.00
	1.4
	What is the meaning of "between" in the standard, is it inclusive or exclusive of the boundary values?
	Add a definition of "between" in clause 1.4 (Word usage).


Discussion 
A submission is required. 
Assigned to the commenter (Menzo)
Proposed Resolution:  

Revised
In clause 1.4 at 148.45 (D2.1)

Change 
“The construction “x to y” or “x-y” represents an inclusive range (i.e., the range includes both values x and y)”

 to 
“The construction "between x and y", “x to y” or “x-y” represents an inclusive range (i.e., the range includes both values x and y). “
================================================
	2587
	
	9
	"Indicates support for <x>" should be "Indicates whether <x> is supported" in Table 9-184---Subfields of the HT Capability Information field, Table 9-187---Subfields of the HT Extended Capabilities field, Table 9-272---Subfields of the VHT Capabilities Information field, Table 9-301---Subfields of the S1G Capabilities Information field, Table 9-314---Subfields of the CMMG Capabilities Info field
	As it says in the comment.  Also restore the table borders in Table 9-301


Discussion 
I don’t see a need for these changes. The current usage creates no confusion.  If sentence’s grammar is wrong, fix the specific sentence. 

Reject, or assign it to the commenter for submission required.
Proposed Resolution:  

Reject. 
Reason: The current usage creates no confusion. 

================================================
	2599
	
	
	Sometimes ASCII apostrophes are used, sometimes a Unicode right quote
	Change all ASCII apostrophes to Unicode right quotes, except those in a monospaced font


Discussion 
Need specific locationss 
Assign to commenter. Submission Required. 
See Appendix B for proposed changes from Mark Rison. 

Proposed Resolution:  

Revised. Accept proposed resolution in Appendix B. 

================================================
	2647
	
	
	Some of the ResultCodes in the SAP have underscores (e.g. JOIN_FAILURE_TIMEOUT, NOT_SUPPORTED) some not (e.g. AUTH FAILURE TIMEOUT, ANTI-CLOGGING
TOKEN REQUIRED).  There is no justification for this inconsistency.  Underscores make it easier to find result codes, so are preferable
	Change "AUTH FAILURE TIMEOUT" to "AUTH FAILURE_TIMEOUT" throughout the document


Discussion 
It is a similar comment as CID 25, CID 277 and CID 1433. See:

	1433
	
	
	Some of the ResultCodes in the SAP have underscores (e.g. JOIN_FAILURE_TIMEOUT, NOT_SUPPORTED) some not (e.g. AUTH FAILURE TIMEOUT, ANTI-CLOGGING

TOKEN REQUIRED)
	Change "JOIN_FAILURE_TIMEOUT" to "JOIN FAILURE TIMEOUT" throughout the document


These comments are rejected. 

Reject Reason: There is no rule on whether ResultCode should include underscores or not. Uderscores are used for ResultCode everywhere. No need to remove them. The current usage create no confusion.
Recommendation: Reject 
Reject Reason: There is no rule on whether ResultCode should include underscores or not. No need to change them. The current usage creates no confusion.
Proposed Resolution:  

Reject 

Reject Reason: There is no rule on whether ResultCode should include underscores or not. No need to change them. The current usage creates no confusion.
Appendix A: Clause 3 alphabetical order check from Mark Rison

OK, I suggest we also not ignore spaces, otherwise you get weird effects.
Also, it's just weird to sort 2 after 10.  So I suggest:

· digits sort earlier than letters (but numbers sort in numeric order, e.g. 2 is before 10)
· ignore (treat as not present) everything that is not an ASCII alphanumeric or space, including hyphens
· ignore (treat as equivalent) case of letters
· ignore (treat as not present) stuff in parentheses.
This is I think what is called a natural sort.  I can't get unix sort to

do this (it seems not possible to combine the -d and -V options), so the

first caveat (numbers sort in numeric order) needs to be handled manually.

Here we go:

$ cat c31defs.txt | grep -a -v ^NOTE | cut -f1 -d: | sed -e 's/ \{0,1\}([^)]*)//g' >/tmp/md$$ ; sort -df </tmp/md$$ | diff -u1 /tmp/md$$ -

@@ -14,4 +15,4 @@

association

-authentication

authenticated encryption with associated data

+authentication

Authentication Server

@@ -78,4 +79,4 @@

frame

-frequency segment

frame exchange sequence

+frequency segment

Gaussian frequency shift keying

@@ -125,4 +126,2 @@

mobility domain identifier

-multi-level precedence and preemption

-multi-user multiple input, multiple output

multicast

@@ -130,2 +129,3 @@

multicast-group address

+multi-level precedence and preemption

multiple basic service set identifier capability

@@ -133,2 +133,3 @@

multiple medium access control station management entity

+multi-user multiple input, multiple output

neighbor access point

@@ -158,4 +159,4 @@

peer-to-peer traffic specification

-per-frame encryption key

perfect forward secrecy

+per-frame encryption key

physical layer frame

@@ -193,5 +194,5 @@

roaming consortium

+service hash

service set transition

serving access point

-service hash

single-user physical layer protocol data unit

$ cat c32defs.txt | grep -a -v ^NOTE | grep -a -v '^[a-z])' | cut -f1 -d: | sed -e 's/ \{0,1\}([^)]*)//g' -e 's/\<[0-9][0-9]\>/0&/g' -e 's/\<[0-9]\>/00&/g' >/tmp/md$$ ; sort -df </tmp/md$$ | diff -u1 /tmp/md$$ - | sed -e 's/^@@.*/--/' -e 's/\([^0-9]\)0*/\1/g'
--

4 MHz physical layer protocol data unit

+4-way handshake

8 MHz mask physical layer protocol data unit

--

20/40 MHz basic service set

+40 MHz high-throughput

+40 MHz mask physical layer protocol data unit

+40 MHz physical layer protocol data unit

40-MHz-capable high-throughput access point

--

40-MHz-capable high-throughput station 5G

-40 MHz high-throughput

-40 MHz mask physical layer protocol data unit

-40 MHz physical layer protocol data unit

-4-way handshake

80 MHz mask physical layer protocol data unit

80 MHz physical layer protocol data unit

-160 MHz mask physical layer protocol data unit

-160 MHz physical layer protocol data unit

80+80 MHz mask physical layer protocol data unit

80+80 MHz physical layer protocol data unit

-attached bridge

+160 MHz mask physical layer protocol data unit

+160 MHz physical layer protocol data unit

access category

--

aggregated schedule

+attached bridge

authentication and key management suite

--

bufferable unit

-centralized authentication controller access point

centralized authentication controlled station

+centralized authentication controller access point

centralized coordination service root

--

China directional multi-gigabit

-China directional multi-gigabit small band beacon interval

China directional multi-gigabit physical layer protocol data unit

+China directional multi-gigabit small band beacon interval

China millimeter-wave multi-gigabit

China millimeter-wave multi-gigabit basic service set

-China millimeter-wave multi-gigabit duplicate physical layer protocol data unit format

-China millimeter-wave multi-gigabit physical layer protocol data unit

China millimeter-wave multi-gigabit beamformee

China millimeter-wave multi-gigabit beamformer

+China millimeter-wave multi-gigabit duplicate physical layer protocol data unit format

+China millimeter-wave multi-gigabit physical layer protocol data unit

China millimeter-wave multi-gigabit single medium access control protocol data unit

--

deep sleep mode

-delivery-enabled access category

delivery traffic indication map interval

+delivery-enabled access category

destination directional multi-gigabit station

-direct sequence spread spectrum/complementary code keying

direct sequence spread spectrum physical layer protocol data unit

+direct sequence spread spectrum/complementary code keying

directional multi-gigabit

--

EAPOL-Start frame

-Extensible Authentication Protocol reauthentication protocol

emergency services association

--

extended service set link

+Extensible Authentication Protocol reauthentication protocol

fast basic service set transition 4-way handshake

--

fast initial link setup

-fast initial link setup category

-fast initial link setup station

fast initial link setup association

fast initial link setup authentication

+fast initial link setup category

+fast initial link setup station

fine timing measurement procedure

--

general link station

+generic advertisement service

geolocation database

--

geolocation database dependent non-access point station

-generic advertisement service

global operating class

--

pairwise master key

+pairwise master key R

pairwise master key R key holder

--

pairwise master key R name

-pairwise master key R

+pairwise master key R1

pairwise master key R1 key holder

--

pairwise master key R1 name

-pairwise master key R1

pairwise master key S key holder

--

primary access category

+Protected Dual of Public Action frame

protocol version  medium access control protocol data unit

protocol version 1 medium access control protocol data unit

-Protected Dual of Public Action frame

+quality-of-service frame

quality-of-service management frame

--

quality-of-service management frame station

-quality-of-service frame

quasi-omni antenna pattern

--

robust Management frame

+robust security network

robust security network association

--

robust security network association key management

-robust security network

S1G band

--

spatial sharing

-synthetic receiver address

staggered preamble

--

station 5G

-sub 1 GHz physical layer protocol data unit

sub 1 GHz 1M physical layer protocol data unit

--

sub 1 GHz modulation and coding scheme

+sub 1 GHz physical layer protocol data unit

sub 1 GHz short physical layer protocol data unit

--

synchronization access point

-synchronizing access point or personal basic service set control point

-synchronized access point or personal basic service set control point

synchronization personal basic service set control point

+synchronized access point or personal basic service set control point

+synchronizing access point or personal basic service set control point

+synthetic receiver address

target wake time

+target wake time requester

target wake time responder

--

target wake time service period start time

-target wake time requester

television very high throughput 2W

--

very high throughput physical layer protocol data unit

+very high throughput single-user physical layer protocol data unit

very high throughput single-user-only beamformee

very high throughput single-user-only beamformer

-very high throughput single-user physical layer protocol data unit

white space map

$ cat c34defs.txt | cut -f1 | cut -f1 -d \ >/tmp/md$$ ; sort -df </tmp/md$$ | diff -u1 /tmp/md$$ -

@@ -102,5 +103,5 @@

DA

+DBC

D-BI

DBPSK

-DBC

DCF

@@ -247,4 +248,4 @@

IPN

-IQMF

I/Q

+IQMF

ISM

@@ -297,4 +298,4 @@

MIDC

-MIS

MIMO

+MIS

MLME

@@ -309,3 +310,2 @@

MRQ

-MS-SAP

MSB

@@ -315,2 +315,3 @@

MSK

+MS-SAP

MTK

@@ -329,4 +330,4 @@

OCB

-OCI

OCEF

+OCI

OCT

@@ -449,7 +450,7 @@

SA

+SA

SAE

-SAP

S-AP

+SAP

S-APSD

-SA

SBBI

 Appendix B : Proposed changes from Mark R for CID 2599
Based on the text versions, here are my proposals (the things between

angle brackets are artefacts of the fact that the source text is not

Unicode but some proprietary encoding):

1) Change sexless apostrophes to sexy apostrophes in:

Clause 9:

3       A SHA-256 hash of the AP's uncertified IETF RFC 3279 public key

Clause 10:

NOTE<97>If the RD initiator's last PPDU contained an A-MPDU, the last frame is the last Data frame in the A-MPDU.

Clause 11:

1)      The STA is not a member of a multiple BSSID set and the Address 3 field

of the Probe Request frame does not match the BSSID of the STA's BSS.

To exit WNM sleep mode, the non-AP STA<92>s SME shall issue an MLME-SLEEPMODE.re

quest primitive to send a WNM Sleep Mode Request frame with an Action Type field

in the WNM Sleep Mode element set to <93>Exit WNM sleep mode<94>. If dot11RSNAO

peratingChannelValidationActivated is true and the AP's RSNE indicated OCVC capa

bility, the WNM Sleep Mode Request frame shall include an OCI element.

p)      If the ResultCode in the MLME-REASSOCIATE.response primitive is SUCCESS

and the CurrentAPAddress parameter in the MLME-REASSOCIATION.indication primitiv

e is this AP's or PCP<92>s MAC address (reassociation to the same AP), the AP sh

all match the non-AP STAs treatment of the listed agreements and allocations as

described in 11.3.5.4 (Non-AP and non-PCP STA reassociation initiation procedure

s) item c). The AP deletes or resets to initial values those items that the non-

AP STA is required in 11.3.5.4 (Non-AP and non-PCP STA reassociation initiation

procedures) item c) to delete or reset to initial values, and the AP does not mo

dify the states, agreements and allocations that are listed as not affected by t

he reassociation procedure.

1)      If the query response is received from the Advertisement Server before t

he PostReplyTimer expires, and if the query response's length is less than or eq

ual to the maximum MMPDU size and the query response is not an aggregated respon

se, the STA shall transmit an individually addressed GAS Initial Response frame

to the requesting STA containing a dialog token whose value is identical to the

dialog token in the GAS Initial Request frame, a Status Code set to SUCCESS, an

Advertisement Protocol element containing the Advertisement Protocol ID field us

ed in the GAS Initial Request frame or the Group Addressed Request frame, a GAS

Comeback Delay set to 0, the Query Response and a Query Response Length set to t

he query response length. This completes the GAS request and response exchange.

2)      If the query response is received from the Advertisement Server before t

he PostReplyTimer expires, and if the query response's length is less than or eq

ual to the maximum MMPDU size and the query response is an aggregated response,

the STA shall transmit a Group Addressed GAS Response frame containing a dialog

token set to 0, a Status Code set to SUCCESS, an Advertisement Protocol element

containing the Advertisement Protocol ID field used in the GAS Initial Request f

rame or the Group Addressed Request frame, a GAS Comeback Delay set to 0, the Qu

ery Response and a Query Response Length set to the query response length, and a

GAS Extension element containing a list of MAC Address/Dialog Token pairs in th

e Response Map Duples subfield of the GAS Extension element, identifying the req

uesting STAs and their Query Requests to which the Group Addressed GAS Response

frame responds. This completes the GAS request/response exchange.

A STA supports the FST protocol if the FST Not Supported subfield within the STA

's Multi-band element is 0. A STA should not transmit an FST Setup Request frame

to a peer STA that does not support the FST protocol. A STA that does not suppo

rt the FST protocol shall ignore a received FST Setup Request frame.

A STA supports the OCT if the OCT Not Supported subfield within the STA's Multi-

band element is 0. A STA should not perform OCT with a peer STA that does not su

pport the OCT. A STA that does not support the OCT shall ignore a received OCT M

MPDU.

Clause 12:

If the peer's SAE Commit message contains a password identifier, the value of that identifier shall be used in construction of the password element (PWE) for this exchange. If a password identifier is present in the peer's SAE Commit message and there is no password with the given identifier a STA shall fail authentication.

The peer-send-confirm shall be in the format in subclause 9.2.2 (Conventions), as extracted out of the received frame. If the verifier equals peer-confirm, the STA shall accept the peer<92>s authentication and set the lifetime of the PMK to the value dot11RSNAConfigPMKLifetime. If the verifier differs from the peer-confirm, verification of the peer's SAE Confirm message shall fail.

<97>    If there is a password identifier associated with the password when the protocol instance constructed its SAE Commit message and either there is no password identifier in the received frame or the password identifier in the received frame does not match the password identifier used to construct the protocol instance's SAE Commit message, BadID shall be set, the protocol instance shall send a Del event to the parent process and transition back to Nothing state.

An Authenticator's SME shall insert the RSNE it sent in its Beacon or Probe Response frame. When this message 3 is part of a fast BSS transition initial mobility domain association or an association started through the FT protocol, the PMKR1Name is added in the PMKID List field of the RSNE. The Supplicant<92>s SME shall validate the selected security configuration against the RSNE received in message 3. If the second optional RSNE is present, the STA shall either use that cipher suite with its pairwise key or deauthenticate. In either case, if the values do not match, then the receiver shall consider the RSNE modified and shall use the MLME-DEAUTHENTICATE.request primitive to break the association. A security error should be logged at this time.

2) Change sexless apostrophes to primes, if primes used elsewhere (otherwise leave unchanged;

I think there's a prime in Figure 10-6 but nowhere else, so maybe just change that one to

a sexless apostrophe and be done with it) in:

Clause 9:

k       is the subcarrier index in the range sscidx(0), <85>, sscidx(Ns'<96>1)

In Table 9-80 (MU Exclusive Beamforming Report information), Ns' is the number of subcarriers for which the Delta SNR subfield is sent back to the beamformer. Table 9-81 (Number of subcarriers and subcarrier mapping) shows Ns', the exact subcarrier indices and their order for which the Delta SNR is sent back.

Channel Width   Ng      Ns'     Subcarriers for which the Delta SNR subfield is sent: sscidx(0), sscidx(1), <85> sscidx(Ns'<96>1)

Clause 11:

(11-5)RTT = [(t4' <96> t1') <96> (t3 <96> t2)]

where t1' and t4' are the time at which the Fine Timing Measurement frame was transmitted and the time at which the Ack was received, respectively, as determined by the initiating STA.

At the initiating STA, the mechanism by which t1' and t4' are derived from the TOD and TOA fields is implementation dependent.

(11-6)clock offset = [(t2 - t1') - (t4' - t3)]/2

NOTE<97>The initiating STA might track this clock offset over time to derive an estimate of the difference between the initiating STA<92>s time base and the responding STA<92>s time base, and thereby improve the accuracy of its derivation of t1' and t4' from the TOD and TOA fields.

Clause 12:

For FILS Shared Key authentication, the AP constructs a verifier, Key-Auth', in an identical manner as the STA constructed its Key-Auth above.

The AP compares Key-Auth' with the KeyAuth field in the FILS Key Confirmation element of the received frame. If they differ, authentication fails.

For FILS Shared Key authentication, the STA constructs a verifier, Key-Auth', in an identical manner as the AP constructed its Key-Auth above.

The STA compares Key-Auth' with the KeyAuth field in the FILS Key Confirmation element of the received frame. If they differ, authentication fails.

Clause 16:

LENGTH' = (number of octets <B4> 8) / R

(R = 11) and ((LENGTH<96>LENGTH') <B3> 8/11)

3) Delete the sexless apostrophes in:

Annex D/E:

NOTE 2<97>The following example Country element describes U.S. operation for an 80+80 MHz BSS using Table E-4 (Global operating classes) classes 116, 128 and 130 at a 100 mW limit for 40 MHz. The contents (in decimal) are '07' [Country element ID], '18' [Length], '85', '83', '04' [Country string indicating United States and Table E-4 (Global operating classes)], '201', '116', '0' [Operating Triplet field for 20/40 MHz with the primary 20 MHz channel on the lower 20 MHz], '36', '1', '20' [Subband triplet field indicating 20 dBm on the 40 MHz channel 36+40], '201','128', '0' [Operating Triplet field for 80 MHz], '201', '130', '0', '201', '128', '0' [Pair of Operating Triplet field indicating 80+80 MHz]. Although the Operating Triplet fields for 80 MHz and 80+80 MHz only express BSS bandwidths rather than specific regulatory permissions (so are optional), they are included in this example.

Table 16-3 "'X" (this highlighted one: Table Rx X’02’, X’04’, 'X’0B’, X’16’)

4) Change sexy apostrophes to sexless apostrophes in X'<hex digits>' in:

16.2.3.4 (8x), 16.2.3.11 (6x), Table 16-3 (18x including the two in

dot11PHYType)

and throughout J.4.2 (also change the sexy double quotes to sexless)
5) Change sexy apostrophes to primes, if primes used elsewhere, otherwise to sexless apostrophes, in:

Table 9-80: for subcarrier k = sscidx(Ns’–1) (2x)

6) Delete the sexy apostrophes in:

11.21.1: Direction of ‘Direct Link’

11.35.1: ‘S’, ‘R’, and ‘D’ (also in Figure 10-98)

11.43.2: a value of ‘1’

12.7.8.4.2: set to ‘2’

12.12.2.3.5: the ‘R’ flag (2x) -- and maybe should be "field"/"subfield"?

17.3.5.5: ‘10’ in binary representation

E.1: NOTE 1—The following example Country element (see Figure 9-162 (Country element format)) describes U.S. operation (‘55’, ‘53’) using both Table E-1 (Operating classes in the United States) class 12 (nonglobal) and Table E-4 (Global operating classes) class 81 (global) for the 2.4 GHz band, 11 channels at 20 dBm limit (in hexadecimal): ‘07’, ‘0F’, ‘55’, ‘53’, ‘04’, ‘C9’, ‘0C’, ‘0’, ‘01’, ‘0B’, ‘14’, ‘C9’, ‘51’, ‘0’, ‘01’, ‘0B’, ‘14’.

7) Change sexless double quotes to sexy in:

Annex G:

<97>    n{a} = a is repeated n or more times. For example, 3{a} requires 3 or more "a". This notation is an extension to ISO/IEC 14977 and equivalent to n*a{a} as defined in that standard.

<97>    ( ) = grouping, e.g., "a (b|c)" is equivalent to "a b | a c".

<97>    < > = order of frames not relevant. For example, <a b> is either "a b" or "b a."

NOTE 3<97>+mu-ppdu-end, +mu-user-respond and +mu-user-other are used in productions that generate VHT MU PPDUs, according to the pattern: ["an A-MPDU (which might contain a S-MPDU) needing a response" +mu-user-respond ] {"an A-MPDU (which might contain a S-MPDU) not needing a response" +mu-user-not-respond} +mu-ppdu-end. There is at least one of +mu-user-respond or +mu-user-not-respond in a VHT MU PPDU.

Clause 9:

NOTE<97>For example, the TAG field for a STA with MAC address AC-DE-48-12-7B-80 is "80:7B:12:48:DE:AC" or "80:7b:12:48:de:ac".

Clause 11:

The Advice of Charge ANQP-element is used to provide financial cost advertisements in the form of Advice of Charge plan information. The plan information is provided on a per NAI realm basis, so that each authentication realm can advertise the charge associated with obtaining network access. This information might assist with a decision about proceeding with access. Plan information for the special NAI realm "*" is indicated, if none of the explicit NAI realms are currently applicable.

Clause 12:

When a "password identifier" is called for in the description of SAE that follows, the identifier from the dot11RSNAConfigPasswordValueTable is used.

PMKID = Truncate-128(HMAC-SHA-256(PMK, "PMK Name" || AA || SPA))

PMKID = Truncate-128(HMAC-SHA-256(KCK, "PMK Name" || AA || SPA))

PMKID = Truncate-128(HMAC-SHA-384(KCK, "PMK Name" || AA || SPA))

PMKID = Truncate-128(HMAC-SHA-384(PMK, "PMK Name" || AA || SPA))

PMKID = Truncate-128(HMAC-SHA-1(PMK, "PMK Name" || AA || SPA))

result <AC> ""

R0-Key-Data = KDF-Hash-Length(XXKey, "FT-R0", SSIDlength || SSID || MDID || R0KHlength || R0KH-ID || S0KH-ID)

PMKR0Name = Truncate-128(Hash("FT-R0N" || PMK-R0Name-Salt))

<97>    "FT-R0N" is treated as an ASCII string.

PMK-R1 = KDF-Hash-Length(PMK-R0, "FT-R1", R1KH-ID || S1KH-ID)

<97>    "FT-R1N" is treated as an ASCII string.

PTK = KDF-Hash-Length(PMK-R1, "FT-PTK", SNonce || ANonce || BSSID || STA-ADDR)

<97>    "FT-PTKN" is treated as an ASCII string.

i)      The value 1 shall be used for all EAPOL-Key frames to a STA when the negotiated AKM is 00-0F-AC:1 or 00-0F-AC:2 and the pairwise cipher is TKIP or "Use group cipher suite" for Key Descriptor 1. This value indicates the following:

TPK = KDF-Hash-Length(TPK-Key-Input, "TDLS PMK", min (MAC_I, MAC_R)

(12-4)PMK = KDF-Hash-256(keyseed, "AP Peerkey Protocol",

8) Change sexless double quotes to single sexy in:

Annex G:

<97>    A rule is terminated by a semicolon ";"

<97>    Attributes. The name of attributes are shown in italic. An attribute is introduced by the "+" character. The attribute specifies a condition that applies to the frame (or alternatively, for the attributes that start +mu, the A-MPDU) that precedes it. Where there are multiple attributes applied, they are generally ordered in the same order of the fields in the frame to which they refer. The syntax a+(b|c) where b and c are attributes is equivalent to (a+b) | (a+c).

Thanks,

Mark

Abstract





This document contains proposed resolutions to LB236 editorial comments for the EDITOR ad hoc that require TG’s feedback. 





R00: Initial proposal. 


R01: Added more comments for discussion and updated some comments based on the feedback received. 


R02: Added Clasue 3 alphabetical order checking from Mark Rison


R03: Incorporated feedback from the TGmd teleconference on 2/1/2019.


R04: Incorporated feedback from the TGmd teleconference on 2/8/2019.


R05: Added resolution for CID 2136. 


R06: Incorporated feedback from the TGmd teleconference on 2/15/2019.


R7:  Updated CID 2568.


R8: Incorporated feedback from the TGmd teleconference on 2/22/2019.


R9: Incorporated feedback from the TGmd teleconference on 3/01/2019.


R10: Incorporated feedback from the March IEEE meeting.  


R11: Incorporated proposed resolution for CID 2599. 





















































7101�
1706.09�
11.11.10.3�
"the reporting AP has dot11LciCivicInNeighborReport and the neighbor AP has LCI MeasurementCapability (RM Enabled Capabilities element with the LCI Measurement Capability Enabled fieldset to 1) dot11RMLCIMeasurementActivated equal to true"-- this has at least two errors "has dot11LciCivicInNeighborReport" and"Measurement Capability (...) dot11RMLCIMeasurementActivated equal to true"Note that " (RM Enabled Capabilities element with the LCI Measurement Capability Enabled field set to 1)" is also a informal way of anonymously referencing a transmission by the AP)." this can also be improved. This informality occurs in a number of places in this subclause. The proposed changes addresses two of these.�
Change cited text to:"the reporting AP has dot11LciCivicInNeighborReport equal to true and the neighbor AP indicates support for LCI measurement(the neighbor AP has transmitted an RM Enabled Capabilities element with the LCI Measurement Capability Enabled field equal to true)"Make matching changes at 1706.32.�
�









�Would like to revisit this comment. 





Submission
page 21
Emily Qi, Intel Corporation

