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Minutes for the BCS SG Teleconference on June 19th 10 am- 11 am EDT
Chair:


Marc Emmelmann (Koden-TI)

Secretary:

Xiaofei Wang (InterDigital Inc.)

1. Chair called the meeting to order at 10:01.
1.1. Chair introduces himself and the secretary and stated their affiliations.

1.2. Agenda for teleconference 11-18/1092r0 is presented and the chair asked whether anything needs to be added to the agenda. No Discussion on the agenda and the agenda was unanimously approved by the attendees.

2. Chair reminds participants on meeting and patent policy.
2.1. Chair called for essential patents and no notice was given
2.2. Chair reminded participants that they participate on an individual basis

3. Chair conducted roll call and the following participants indicated their presence:
3.1. Hitoshi Morioka (SRC Software)

3.2. Abhi Patil (Qualcomm)
3.3. Marc Emmelmann (Koden-TI)

3.4. Xiaofei Wang (InterDigital)

3.5. Stephen McCann (Blackberry)

3.6. Yasu Inoue (NTT)

3.7. Carl Kain (US DoT)
3.8. Lee Armstrong (US DoT)

3.9. Hiroshi (KDTI)

3.10. Bahar Sadeghi (Intel)

3.11. Kome Oteri (InterDigital)

4. Presentations

4.1. Reasons Why L2 per Frame Authentication Is Required

11-18/1090r0
Hitoshi Morioka (SRC Software)
4.1.1. Follow up on the open question what kind of security measures may be needed for BCS
4.1.2. Compared 5 different kind of security scenarios and concluded that L2 per frame authentication is required 

· Slide 8
· Q:  In step 2, when the AP distribute keys to the STAs, how can STAs know that the AP can be trusted?
· A: STAs may have pre-installed CA public key

· Comment: suggest to include this info in the slides

4.2. P802.11aq Broadcast Features

11-18/1091r0
Stephen McCann (Blackberry)

4.2.1. Follow up on the open question what kind of state-of-the-arts solutions there are in 802.11 for broadcast services

4.2.2. Provided an overview of 11aq broadcast services, including features such as Service Hash/Hint, Group-addressed GAS Response

· Slide 4
· Q:  what is the purpose of Service Hash? And how does a STA search for service using Service Hash?
· A: Service Hash provides a fixed length; A STA will generate its own service hash using desired values and compare to Service hash/hints received. Stephen can provide links to existing tutorials if desired
· Slide 5

· Comment: like the idea that AP broadcasts when triggered

· Response: Yes; AP can also dynamically adjust its behavior. For example, if the AP discovers that there is only one STA needing certain information, it can switch to unicast; or it can switch to group-addressed transmissions if it determines that there are multiple STAs needing certain information.

· Q:  Can a STA process GAS responses without sending an Initial GAS request?

· A: Yes.

· Q: If another STA wants different information, can it be concatenated in the same GAS response?

· A: Yes

· Q: Any constraints on payload sizes?

· A: There were constraints before; but in 11aq, fragmented GAS responses are introduced to address that issue

· Chair: It seems that this provides a mechanism to transmit broadcast information, but for BCS, it needs additional trust/security mechanism

· Q: Can a GAS response be sent without being requested?

· A: Yes

· Q: If this mechanism is used for uplink broadcast, what would be the technical gap that needs to be filled?
· A: Needs mechanisms for key delivery, and to sign the packets in some way

5. Other Business

5.1. Chair reminds that there is another BCS teleconference at 10 am EDT on July 3rd, 2018
6. New Business

6.1. No new business

7. Meeting is adjourned at 10:51 EDT.
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