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Abstract
This document is Technical Report on Full Duplex for IEEE 802.11 (r2), which provides description on FD use cases, FD functional requirements, self-interference cancellation techniques, impact on FD operations on 802.11 standard and FD architecture. 
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[bookmark: _Toc520993372]Introduction
Wi-Fi products have been being widespread deployed around world with the facts of more than three billion Wi-Fi devices estimated to be shipped in 2017 and more than eight billion Wi-Fi devices currently in use [1] in order to satisfy the fast growth in user demands on data communications through, for example, home/enterprise networks, services for the public (e.g., airports, aircraft, train (stations), shopping centers and conference rooms, etc.), augmented/virtual reality (AR/VR) and Internet of Things (IoT), and so on.  Dense deployment of Wi-Fi devices and potential high demands on data throughputs per device as well as short latency require the advanced Wi-Fi systems to operate with high spectrum efficiency and good performance. 

Full Duplex (FD) for wireless systems [2], [3] is a technology to allow a device to simultaneously transmit and receive wireless signals. FD can significantly increase the throughput for each allocated channel and furthermore improve the total system capacity. In addition, the inherent capability of FD can provide an opportunity to reduce round-trip latency for data transmission, which is due to transmission of ACK or feedback information, and to implement an in-band and out-of-band relay system. The benefits and challenges of applying FD to 802.11 are discussed in [4], [5]. Standardization of FD technology for 802.11 is considered in [4].

This technical report on full duplex for IEEE 802.11 presents some key discussion results achieved in the FD TIG, which include FD use cases, FD functional requirements, technical feasibility of FD for 802.11, architecture of FD for 802.11 and benefits and challenges of FD deployment. The report provides recommendations on a way forward of standardization for a full-duplex amendment to 802.11.

[bookmark: _Toc520993373]FD Use Cases in 802.11
Potential applications of full duplex to satisfy the high-demanding requirements of the future 802.11 systems are discussed in [6], [7]. High throughput networks and security systems are presented in [6], FD relay and mesh networks are highlighted in [6], [7], multi-channel/multi-RAT FD operations are considered in [7].
[bookmark: _Toc520993374]High throughput networks

[bookmark: _GoBack]Dense network may include high-density APs and/or high-density STAs associated to each AP, which operate in the 2.4 GHz, 5 GHz and/or 6 GHz bands, such as those networks in stadiums or shopping malls (high-density APs as well as high-density STAs); or in a lecture hall or a dense-space office (high-density STAs); or in a community environment or a dense apartment building (high-density APs). Full duplex technology can be deployed to meet the high throughput requirements [6].
[bookmark: _Toc520993375]Dense network - stadiums
Use Case
1. Users receive video show of some preferred football stars in an outdoor stadium;
2. Users access the internet for recreational content, supplemental event content (e.g., game stats) while uploading the recorded lightly compressed match video to the server or sharing it with their friends;
Users may be serviced by one AP for both uplink and downlink traffic at the same time.

Similar use cases can also be identified in other dense networks, such as airports, train stations, and exhibition hall, etc. 
[bookmark: _Toc520993376]Virtual reality (VR) game
Use Case
1. The gamer is wearing his handset to start the game on a VR  platform;
2. The gamer moves the game handle left and right, and crouch from time to time or click the button to simulate the battle scenes;
3. Cameras or sensors track the gesture of the player and the movement of the game handle; 
4. The motion message is sent to gamming console from cameras;
5. Meanwhile video and interaction behavior are non-disruptively streamed down to the goggle from the gaming console which is about 8 feet in front of the gamer.

[image: ]
[bookmark: _Toc520993377] Augmented reality (AR) shopping
Use Case
1. The customer wears her Wi-Fi connected AR glasses and enters the store;
2. The glasses send the video or picture captured by the camera on the glasses to the AP;
3. The AP sends the related information such as the good’s price, the coupon, the related live video, etc. to the customer’s glasses.
[bookmark: _Toc520993378]Telemedicine
Use Case
1. The user turns on the displays, cameras and WLAN, and prepares all the surgical instruments;
2. Uncompressed video and voice information related to the patient are sent to the AP in the surgery room, and then passed over the internet to the AP in the remote doctor’s office and further displayed in real time;
3. The doctor’s instructions including voice and image are sent to the AP in the doctor office, and then passed over the internet to the AP in the surgery room and further displayed. 

Similar use cases are real-time multi-media chat, such as video conference call, skype or wechat video call.



[bookmark: _Toc520993379]Relay-based network

Use Case [6]
1. A root AP is deployed in the living room and a wireless relay is deployed in the bedroom; 
2. Alice opens video app using a mobile phone to watch a movie in the bedroom. The request is sent to wireless relay and forwarded to the root AP;
3. The video stream is downloaded to the root AP, and then is sent to the Wi-Fi relay and forwarded to Alice;
4. At the Wi-Fi relay, data is received and forwarded to the destination simultaneously.
[bookmark: _Toc520993380]Security systems

Security system provides the secure communication service using full duplex technology [6].

Public Wi-Fi
Smart Home
Wi-Fi Monitor
Important Meeting


Use Case
1. Parents open the Wi-Fi monitor and watch the baby’s status through their mobile phones;
2. The monitor sends the live video, audio and alerts of the baby to the parents’ mobile phones;
3. While receiving the data from monitor, the parents’ mobile phones send the jamming signal to avoid eavesdropping.

[bookmark: _Toc520993381]FD Functional Requirements
[bookmark: _Toc520381708]Functional requirements of full-duplex for 802.11 are considered in [8], [9].
[bookmark: _Toc520993382]Bands and bandwidths of FD operations
· Full-duplex amendment to 802.11 should define operations in frequency bands between 1 GHz and 7.125 GHz.
· Full-duplex amendment to 802.11 should support 20 MHz, 40 MHz and 80 MHz bandwidths, and may support 160 MHz and 320 MHz bandwidths.
· Full-duplex amendment to 802.11 may support different bandwidths for simultaneous transmission and reception during full duplex operations.
[bookmark: _Toc520993383]Throughput over an allocated bandwidth and effective throughput per BSS 

· The mechanisms defined in the full-duplex amendment to 802.11 should provide at least one mode of operations capable of achieving up to two-time improvement in terms of throughput per station for an allocated channel bandwidth.
· The mechanisms defined in the full-duplex amendment to 802.11 should improve effective throughput per BSS.
[bookmark: _Toc520993384]Latency enhancement

· The mechanisms defined in the full-duplex amendment to 802.11 should provide at least one mode of operations to improve the average transmission latency compared to legacy half-duplex operations.
[bookmark: _Toc520993385]FD capability of AP STA and non-AP STA

· Full-duplex amendment to 802.11 should enable an AP STA to cancel certain amount of self-interference to provide sufficient signal-to-interference-plus-noise ratio (SINR) values at receiver in order to achieve throughput gains per station in an allocated channel bandwidth compared to half duplex transmission.
· Full-duplex amendment to 802.11 may enable a non-AP STA to cancel certain amount of self-interference to provide sufficient SINR values at receiver in order to achieve throughput gains per station in an allocated channel bandwidth compared to half duplex transmission.
· Full-duplex amendment to 802.11 should ensure no degradation on throughput for an FD-capable STA when it performs half duplex transmission.
[bookmark: _Toc520993386]Backward compatibility and co-existence with legacy 802.11 devices

· Full-duplex amendment to 802.11 should enable coexistence with legacy IEEE 802.11 devices operating in the same band.
· Full-duplex amendment to 802.11 should enable backward compatibility with legacy IEEE 802.11 devices.

[bookmark: _Toc520993387]FD Technical Feasibility
A device with wireless full-duplex (FD) capability can simultaneously transmit and receive wireless signals sharing the same frequency resource. FD feasibility analyses for 802.11 include both PHY and MAC aspects.
[bookmark: _Toc520993388]Technical survey

[bookmark: _Toc520993389]FD operations within a BSS

The most challenging work in FD development is probably to efficiently and sufficiently cancel the self-interference (SI) which is transmitted by an FD-capable device and received by the same device through transceiver coupling and multipath reflections.
[bookmark: _Toc520993390]Self-interference cancellation level

Self-interference produced by the transmitted signal can be very strong and thus has a significant impact on RF and digital properties of the desired signal [10].

In general, self-interference includes:
· linear components: leakage from Tx to Rx, possible reflections due to antenna/transceiver, and reflections from environment. The main interference signal power could be about the same level of the Tx power;
· nonlinear components: nonlinear distortion due to Tx power amplifier (PA), which is about 30 dB lower than the main signal in linear self-interference [2];
· Tx noise: due to PA noise and phase noise, which is about -50 dBm [2].

Assume that in an indoor environment, noise figure (NF) is 6 dB; bandwidth (BW) is 20 MHz; and implementation margin (Io) is 5 dB. The noise floor is calculated as:

 – 114 dBm = -90 dBm. 

If the transmit power equals 20 dBm, it requires an FD receiver to have an ability to cancel self-interference in a level of 20-(-90) = 110 dB in order to reduce the main interference signal to the noise floor power level.

The self-interference channel impulse response can be appropriately modelled as shown in [10] where the parameters of the internal portion of the self-interference channel impulse response depend on the internal antenna structure. They are quasi-static and can be calculated/estimated based on the antenna structure specifications while the parameters of external portion of the self-interference channel impulse response depend on the external possible reflectors in the surrounding environment and are time-varying.
[bookmark: _Ref520726638][bookmark: _Toc520993391]Potential techniques for self-interference cancellation
General
Self-interference cancellation techniques are discussed in [10]. Due to insufficient receive dynamic range at receiver, large self-interference can saturate the Rx LNA/ADC, and the intended Rx signal is compressed / wiped out. It requires antenna isolation/analog circuitry to cancel the self-interference sufficiently in order for the receiver to perform further self-interference cancellation (SIC) in the digital domain. As shown in Figure 1, SIC at the FD receiver is implemented with two stages: analog SIC and digital SIC.

Example requirements for analog/digital SIC are shown in Figure 2 in which the budgets of analog/digital interference cancellation are illustrated.

[image: ]

[bookmark: _Ref520899537]Figure 1 Analog and digital SIC.

[image: ]

[bookmark: _Ref520899573]Figure 2 Illustration of requirements for analog/digital SIC.
RF front-end (RFFE) / analog circuitry SIC
A) RF front-end isolation

· Separate Tx/Rx antennas

Separating multiple antennas into Rx & Tx yields high isolation, however this may limit the MIMO capabilities. A 2x2 MIMO self-interference sounding system using dual-polarized antennas is shown in [11], in which one polarization (e.g., vertical) for Tx port and the other polarization (e.g., horizontal) for Rx port. It demonstrates that [11] the V-H isolation of the same antenna can be approximately 45 dB and the cross-polarization coupling from the one polarization (H or V) port of one antenna to another polarization (V or H) port of the other antenna can be -70 dB.

· Single Tx/Rx antenna

With single antenna, a receiver can use a circulator and/or other alternatives to achieve RF front-end isolation. The combined isolation from the circulator and antenna can be 30 dB [12]. However, a circulator may suffer from high losses, linearity and BW limitations and significant local oscillator (LO) leakage. A modified Quadrature Balanced Power Amplifiers (QBPA) method is introduced in [12], which uses dual-mode RFFE isolation instead of circulator and yield competitive performance as circulator.

B) Analog circuitry SIC

Multiple RF/Analog Tap “Weighted” Delay Lines [13] and Two RF Tap Delay Lines “Weighted” & Tunable [14] are considered to be practical for Wi-Fi chipsets, in which the analog canceller is implemented such as an analog filter with time delay circuit and variable gain amplifier. It is reported [13], [14] that analog SIC circuitry can suppress 40-50 dB interference.

Digital SIC
Digital self-interference cancellation is the last step of defence against self-interference. However, as discussed above, it is limited by ADC dynamic range. Currently, 12-bit ADC with 11-bit ENOB is widely implemented in 802.11ac chips, yielding an effective dynamic range of 6.02*(11-2)=54.18dB with one bit to budget an additional headroom of 6 dB (depending on the received PAPR) and one bit to place the quantization-error floor 6 dB below noisy floor [15].

Assume that the analog SIC can provides interference suppression of 50 dB, thus the digital SIC should be capable to mitigate 60 dB of the interference. Also assume that the interference consists of linear and non-linear components (5th and 7th order) and the residual interference (linear component) at input to digital SIC is around -30dBm (nonlinear component is 30 dB below linear components). The incoming desired Rx signal (to be detected) is assumed to be limited by -72 dBm. Figure 3 shows a power diagram of the assumptions and requirements above.

[image: ]

[bookmark: _Ref520971420]Figure 3 Full duplex power diagram with SIC.

As discussed in [10], a self-interference signal (produced by the Tx side) includes linear and non-linear components.  Assume that non-linearity components are memoryless. Thus, every non-linear component depends only on the signal transmitted at the same time-sample. The Tx signal including non-linear components is transformed by analog reflections, multipath channel and also an analog SIC. 

The fact that non-linear components are at least 30 dB below the linear part suggests a two-step process [10] to solve a problem that requires to estimate both impulse response taps and the parameters of the non-linear components.

Step 1: Consider non-linear components as a noise (30 dB lower than the linear components) and estimate the linear transfer function parameters

Step 2: Subtract the estimated linear part from the received signal and estimate the parameters of the non-linear components

Simulation of the two-step solution is carried out in [10]. The simulation results demonstrates that [10] for all the Rx signals in the assumed range -72 dBm : -85 dBm, the total digital interference mitigation is larger than 60 dB, thus the interference level after digital SIC can be lower than the target level of -90 dBm.

[bookmark: _Toc520993392]Scheduling in FD for 802.11 

[bookmark: _Toc520993393]FD operations over overlapping BSS (OBSS)

[bookmark: _Toc520993394]Impacts of FD operations on the 802.11 standard

The introduction of FD operation may affect multiple elements of the 802.11 standard. These elements may include:

· Training and Preamble
· FD transmission initiation
[bookmark: _Toc519062867][bookmark: _Toc520993395]Training and preamble

A FD training sequence/preamble is probably needed to train the FD PHY. This training sequence/preamble should be flexible enough to support which ever potential techniques are used for self-interference cancellation as discussed in Section 4.2.2.

The FD preamble may be specified as a FD standalone training frame (as shown in Figure 4 (a)) or may be added as extra preamble to existing frames (as shown in Figure 4 (b)).

[image: ]
[bookmark: _Ref520726945]Figure 4 FD Training sequence.

[bookmark: _Toc519062868][bookmark: _Toc520993396]FD transmission initiation

The 802.11 specification should include specific protocols to initiate the FD transmission. This may include an element that informs the specific STAs that are involved in FD operations of the start and duration of the FD transmission in the case of an explicitly synchronized FD transmission. It may also include information that may inform a specific STA that is involved in FD operations about the start and duration of a transmission when the FD transmission is opportunistic.

[bookmark: _Toc520993397]Architecture of FD for 802.11
This section discusses the effect of FD on the physical components of the network, their configuration and channel access for each configuration.
[bookmark: _Ref520729553][bookmark: _Toc520993398]Asymmetric FD for 802.11

In Asymmetric FD operations, usually the APs are FD-capable while the STAs are half-duplex devices i.e. only the AP can transmit and receive at the same time. Three or more nodes are involved in the FD transmission with the transmission comprising an AP and two or more STAs. This is illustrated in Figure 5.

[image: ]
[bookmark: _Ref520728523]Figure 5 Asymmetric FD architecture.

The transmission may be synchronized, in which the transmission to and from the AP occur at pre-determined times, or may be opportunistic, in which the transmission in the uplink/downlink occurs once another transmission is occurring in the downlink/uplink.

In synchronized asymmetric FD transmission (illustrated in Figure 6), the uplink and downlink FD transmissions are synchronized and the AP controls the entire FD transmission. The AP may indicate the start of FD transmission to STA B and reception of data from STA A. Note that the AP transmission and reception may start at different times.




[bookmark: _Ref520727920]Figure 6 Synchronized asymmetric FD transmission frame exchange.

In opportunistic downlink, asymmetric FD transmission (illustrated in Figure 7), the AP transmission is opportunistic to STA B based on the specific STA A transmitting to it. As such, the AP starts the downlink transmission to STA B based on reception of data from STA A. Note that as STA A is already transmitting, the AP is required to communicate the start of its transmission to STA B only.





[bookmark: _Ref520728419]Figure 7 Opportunistic downlink, asymmetric FD transmission frame exchange.

In opportunistic uplink, asymmetric FD transmission (illustrated in Figure 8), the AP reception from STA A is opportunistic based on the specific STA B it is transmitting to. As such, STA A starts the uplink transmission to the AP based on transmission of data from the AP to STA B. Note that as the AP is already transmitting, a mechanism is needed to identify the start of the transmission from STA A.





[bookmark: _Ref520728845]Figure 8 Opportunistic uplink, asymmetric FD transmission frame exchange.

[bookmark: _Toc520993399]Symmetric FD for 802.11

In pairwise symmetric FD operations, both the APs and STAs are FD-capable. Two or more nodes are involved in the FD transmission with the nodes transmitting and receiving at the same time. This is illustrated in Figure 9.

[image: ]
[bookmark: _Ref520729063]Figure 9 Symmetric FD transmission.

In symmetric FD transmission (illustrated in Figure 10), the AP starts downlink transmission to STA A and receives uplink transmission from STA A. The transmission may also be synchronized or opportunistic.





[bookmark: _Ref520729166]Figure 10 Symmetric FD transmission frame exchange.

[bookmark: _Toc519062872][bookmark: _Toc520993400]Impacts of architecture on the 802.11 standard

The FD architecture may have some impacts on the 802.11 specification, one of which is: FD interference discovery in asymmetric FD.

[bookmark: _Toc519062873][bookmark: _Toc520993401]FD interference discovery in asymmetric FD

For asymmetric FD architectures (see Section 5.1), the data from the uplink transmission to the AP (STA1 in Figure 11) may affect the downlink transmission from the AP (STA 2 in Figure 11).

As such there is a need for interference discovery procedures to ensure that potential interference from STA 1 to STA 2 in Figure 11 is minimized. These procedures will enable the AP to identify FD compatible STAs i.e. STAs that may be transmitted to/from in an asymmetric FD configuration with minimal or no interference.

As an example, a simple 4-STA network is shown in Figure 12 with the associated FD compatibility illustrated in Table 1. The STAs not linked by “X” are identified as FD compatible. As such, the procedure should identify STA1 and STA3 as FD compatible and STA2 with STA4 as FD compatible.

[image: ]

[bookmark: _Ref520729681]Figure 11 Interference in asymmetric FD transmission.
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[bookmark: _Ref520729940]Figure 12 Network illustrating FD compatibility.

[bookmark: _Ref520729962]Table 1 FD Compatibility
	
	STA 1
	STA 2
	STA 3
	STA 4

	STA 1
	N/A
	Not FD compatible
	FD compatible
	Not FD compatible

	STA 2
	Not FD compatible
	N/A
	Not FD compatible
	FD compatible

	STA 3
	FD compatible
	Not FD compatible
	N/A
	Not FD compatible

	STA 4
	Not FD compatible
	FD compatible
	Not FD compatible
	N/A




[bookmark: _Toc520993402]FD Benefits and Challenges
[bookmark: _Toc520993403]Throughput gain 
[bookmark: _Toc520993404]Lower latency
[bookmark: _Toc520993405]Collision reduction

Collisions of 802.11 devices using EDCA method happen when the counter reaches zero and the STA start transmitting simultaneously. Full Duplex technology can be used for recognition and efficient resolution of the collisions in a WLAN network [16].
[bookmark: _Toc520993406]Collision detection

FD-capable STAs can listen to the media while transmitting, thus they can potentially recognize parallel transmissions caused by single or multiple STAs from the same network. Assuming that WLAN signals can be recognized based on the L-STF field or the L-STF and L-LTF fields which are more robust than the data portion, collisions can be detected in every scenario of WLAN data transmission. Figure 13 shows collision detection based on L-STF.

[image: ]
[bookmark: _Ref520822894]Figure 13 Illustration of collision detection using L-STF in WLAN. 

[bookmark: _Toc520993407]Actions based on collision detection
Initial action
The probability to receive signals involved in the collision is very low due to mutual interference. If nothing is done in case of collision, most likely the time period occupied by the collided STAs will be wasted. Thus upon collision detection, an action can be taken to reduce the time period where no signal can be transmitted or received. The optional procedure is considered as follows:
· A STA detects a collision
· The STA drops its own signal
· The STA waits to ensure medium is free
· If medium is free – the STA starts channel access procedure
· If medium is not free – the STA waits for medium to become free again. 
EDCA-based procedure
A simple method to resolve channel access is to drop the collided signals and let every STA recognize energy drop, then resolve EDCA-based back-off counting according to existing EDCA rules. As shown in Figure 14, in this case, the smallest time period required to start a new transmission is AIFS plus one slot time. However, since STAs randomly choose the backoff period, this time period may be much longer. All the stations that listen to the medium and recognize energy drop can potentially be the next transmitter, including collided STAs. The average time period can be reduced before new transmission is taken allowing collided STAs to use a very small CW value and finish a new back-off counting very fast. However, it still remains a statistical value limited by AIFS + one slot time period.


[image: ]

[bookmark: _Ref520887205]Figure 14 Illustration of EDCA-based procedure to terminate the collided signals.
Fast collision resolution
Assume that all the collided STAs recognize the collision and drop their currently-transmitting signals. The STAs can take advantage of knowledge that no STA will transmit within an AIFS period. Due to the fact that STAs are FD-capable, as illustrated in Figure 15 the STAs can perform a very efficient negotiation procedure which resolves which STA, among those who collided, will transmit.

[image: ]
[bookmark: _Ref520887789]Figure 15 Illustration of fast collision resolution.
Assume that this action can be completed with very high probability within an AIFS period. As shown in [16], simulation on the CDF of action completion verses of AIFS demonstrates effectiveness of the fast contention resolution. Therefore, collided STAs can lead to a faster successful channel access and reduce the time period wasted in case of collisions.
[bookmark: _Toc520993408]Simulation

Simulation procedure and results are shown in [16] for comparison among three scenarios: 1) the current existing procedure with no collision detection capabilities; 2) the collision detection followed by EDCA based channel access (with small CW value for collided STAs) and 3) the collision detection with fast contention resolution. Channel utilization rate, which is computed by a ratio between a time of successful transmissions and overall time of the simulation, is used as the criterion for comparison. 

The simulation results in [16] demonstrates that FD-assisted collision detection followed by signal drop and EDCA-based channel access leads to a significant improvement of channel utilization rate. The FD-based contention resolution provides additional valuable gains on top of EDCA-based procedure.

[bookmark: _Toc520993409]Mitigation of hidden node issue

[bookmark: _Toc520993410]RecommendationsConclusions
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