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Officers:

· TGaq Chair: Stephen MCCANN (BlackBerry)

· TGaq Vice-Chair: Yunsong YANG (Huawei)

· TGaq Technical Editor: Lee ARMSTRONG (US DoT)
August 4th, 2017 (Friday)
12:00 noon ET – 2:00 pm ET
1. Attendee (5)
· Stephen McCann (BlackBerry)

· Yunsong Yang (Huawei)
· Dan Harkins (HPE)

· Amelia Andersdotter (Article19)

· Jon Rosdahl (Qualcomm)

· Lee Armstrong (US DoT)

2. Chair called the meeting to order at 12:05 pm ET.
3. Chair went through IEEE patent policy and other guidelines

· Call for potentially essential patents: no response from participants.

4. Approval of Agenda 
· The agenda is shown on the screen and in document 11-17/1217r0.
· The agenda (r0) is approved by unanimous consent.
5. Editor’s Report
· There is no objection for the Editor to starting to address the editorial comments (25 in total) and to work on D10.1.
6. Results of 3rd Re-Circulation Sponsor Ballot
· Received a total of 47 comments (25 Type “E” and 22 Type “T”).

7. Analysis of comments from 3rd Re-Circulation Sponsor Ballot

· CID 9008: Several members expressed their opinions that the MAC privacy enhancements are within the scope of P802.11aq. There is no opposing view expressed.
· Resolution: Rejected. No proposed change is required. The following is a response to the comment: 

· The group considers that randomizing the MAC address, as described in clause 12.2.10, is a perfectly reasonable part of the pre-association discovery scope. This avoids revealing privacy compromising information to STAs that are observing the 802.11aq traffic. 

· This is inline with IEEE Std 802c, clause 8.4.1 that states "The locally administered bits of local MAC addresses are arbitrarily assignable under the condition that local MAC addresses are unique within a LAN (which may be a bridged LAN or virtual bridged LAN) unless they are assigned to distinct VLANs in which bridges support Independent VLAN Learning, per Annex F.1.2 ("Duplicate MAC Addresses") of IEEE Std 802.1Q. Any failure of such uniqueness invalidates the fundamental premises of IEEE 802 network operation and may lead to disruption."

· Furthermore, IEEE Std 802c, clause 8.4.5 also states "In some cases, administrators may wish to assign local MAC addresses in an arbitrary fashion (for example, randomly) and yet maintain compatibility with other assignment protocols operating on the same LAN. For such purposes, a local MAC address may be assigned as an Administratively Assigned Identifier (AAI)."

· IEEE Std 802c provides compatibility for users of the local address spaces and it enables local administrators who wish to assign addresses arbitrarily and maintains compatibility with other address assignment protocols.

· IEEE Std 802c, clause 8.4.1, does apply in the IEEE P802.11aq case; whereas clause 8.4.5 does not apply. IEEE Std 802c allows for multiple address assignment protocols to exist in a compatible manner on a single LAN. If there is only one address assignment technique operating on the LAN, as is the case for IEEE 802.11aq, there is no incompatibility with IEEE Std 802c.

· A CSD was not created for IEEE P802.11aq, as a CSD was not required at the commencement of the IEEE P802.11aq project. However, at the time a 5 criteria (5C) submission was created and can be found within the document https://mentor.ieee.org/802.11/dcn/12/11-12-1137-06-0pad-draft-5c-proposal.doc. The CSD/5C is a document that is used internally by IEEE 802.
· There is no objection to marking this CID as “ready for motion”.

· CID 9043: Resolution: Rejected: No proposed change is required.  The following is a response to the comment. Randomizing the MAC address, as described in clause 12.2.10, is a perfectly reasonable part of the pre-association discovery scope. This avoids revealing privacy compromising information to STAs that are observing the 802.11aq traffic. 

· This CID is marked as “discussed”. 

· As the group is out of time, the group will continue from this CID in the next teleconference.
· Volunteers
· Submissions for presentation
8. Next Steps
· Next teleconference Friday August 11th noon ET
9. AoB: None.

10. Adjourned at 2:00 pm ET.
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Minutes of TGaq teleconferences held on August 4th, 2017.
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