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Comments Pending Resolution

Waiting for input from others

	7103
	1883.25
	11.43
	"B0-B1 (BW) in TVHT-SIG-A1"- the MAC has no knowledge of the contents of particular signal fields in the PHY (rightly so).
	Reword so that this refers only to TXVECTOR/RXVECTOR parameters.
	EDITOR
	MAC Operation


Discussion:

Table 22-13 (2648.33) contains the mapping from TVHT_MODE to the BW field (Shown as PPDU type in this table).  So showing the BW field contents is unnecessary.

Ignoring the irrelevant question of how the MAC tells the PHY the PPDU type (which I couldn’t answer after 15 minutes of research), we can safely delete that column.

Proposed resolution:

Revised.  At 1883.24 deleted the column headed “B0-B1 (BW) in TVHT-SIG-A1”

Status: Defer on Peter E.
	7770
	615.36
	9.3.1.20
	It says "If the VHT NDP Announcement frame contains only one STA Info field, then the RA field is set to the address of the STA identified by the AID in the STA Info field.", but the AID in the STA Info field cannot identify a STA, if that STA is in fact an AP or a mesh STA or an IBSS STA. Also, there's no AID in the STA Info field
	Change to "If the VHT NDP Announcement frame contains only one STA Info field and the frame is directed to a non-AP STA in an infrastructure BSS, then the RA field is set to the address of the STA identified by the AID12 subfield in the STA Info field."
	MAC


Context: 615.36

	The VHT NDP Announcement frame contains at least one STA Info field. If the VHT NDP Announcement frame contains only one STA Info field, then the RA field is set to the address of the STA identified by the AID in the STA Info field. If the VHT NDP Announcement frame contains more than one STA Info field, then the RA field is set to the broadcast address.

The TA field is set to the address of the STA transmitting the VHT NDP Announcement frame or the

bandwidth signaling TA of the STA transmitting the VHT NDP Announcement frame. In a VHT NDP

Announcement frame transmitted by a VHT STA in a non-HT or non-HT duplicate format and where the

scrambling sequence carries the TXVECTOR parameter CH_BANDWIDTH_IN_NON_HT, the TA field is set to a bandwidth signaling TA.


Discussion;

The change proposed in the comment addresses the specific issue raised.

But it doesn’t address the more general comment that an IBSS or mesh STA cannot generate an AID12 value to go in the STA Info field, and probably a non-AP infrastructure STA can’t either.

So the question is whether it is ever meaningful for an IBSS, mess or non-AP STA to generate a VHT NDP announcement frame.  If so, then we might want to fix this.  If not, we might want to make this constraint explicit.

Having asked for feedback and received none from relevant experts, I propose that we make the change the commenter requested,  and do not address the under-specification of the VHT Announce frame when not transmitted by an AP.
Proposed resolution:  Accepted.

Action:  Adrian to open thread on TGmc reflector to highlight issue.
Assigned Comments

	CID
	Page
	Clause
	Resn Status
	Comment
	Proposed Change
	Resolution
	Owning Ad-hoc

	7038
	1133.11
	9.6.8.3
	
	The structure for the Measurement Pilot frame cannot be parsed. It is not possible to distinguish between an optional subelement and an element of the same ID. For example, a vendor specific subelement cannot be distinguished from the vendor specific element which is permitted to follow the action field.This confusion is completely unnecessary because the "subelements" can be declared as optional fields carrying the elements in the subelement table.
	Remove the optional sublement IDs field, and replace with optional Multiple BSSID and Wide Bandwidth Channel Switch fields.
	
	MAC


Status:  
We discussed this in March,  and agreed in principal to make changes.  Adrian agreed to review changes with Jouni before submission to TGmc.  Jouni has reviewed these changes and is OK with them.
Discussion:

The structure of this frame is only parseable because the subelement IDs coincidentally map onto the element IDs.  Further, if a vendor is not able to apply different semantics to the vendor specific subelement vs the vendor specific element.

Further discussion (not handled in proposed resolution):

A similar problem exists when any Action field includes a “Subelements” field.

This arises because sub-elements are intended to be – duh! – a component of an element.  The element embeds its own length,  so the end of the subelements field is unambiguous.

But when an Action field includes a “subelements” field, it creates an ambiguity about where the subelements end and where the vendor specific elements start.  If any vendor considered these to be independent name spaces and defined distinct vendor specific subelements and vendor specific elements using the same OUI and some kind of type encoding,  then they would be ambiguous and not parsable.

We might choose to do one of the following:

· Ignore the issue.  It’s up to the vendor to avoid creating this ambiguity

· Remove the vendor specific subelements,  so that the ambiguity cannot be created

· Add a NOTE whereever this might occur (e.g. WNM Notification frame) as follows:

· "NOTE--As the Vendor Specific subelement of the <x> frame cannot structurally be distinguished from a Vendor Specific element,  it is the responsibility of the vendor to ensure that its Vendor Specific subelement of the <x> frame encoding is distinct from its Vendor Specific element encoding."
Proposed Resolution:

Revised.  Make changes in <this-document>.  These changes follow the outline provided in the comment.

Proposed Changes:

At 1133.04:

	· Measurement Pilot frame format

The Measurement Pilot frame uses the Action frame format. The format of the Action field is shown in Figure 9-649 (Measurement Pilot frame Action field format).

Category

Public Action

Condensed Capability Information

Condensed Country String

Operating Class

Channel

Measurement Pilot Interval

Multiple BSSIDs 

Wide Bandwidth Channel Switch
Octets:

1

1

1

2

1

1

1

variable

variable
Measurement Pilot frame Action field format

The Category field is defined in 9.4.1.11 (Action field).(#3403)
The Public Action field is defined in 9.6.8.1 (Public Action frames).(#3403)
The Condensed Capability Information field contains two subfields as shown in Figure 9-650 (Condensed Capability Information field). 
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· Condensed Capability Information field

The Spectrum Management subfield is set to 1 if dot11SpectrumManagementRequired is true; otherwise, it is set to 0.

The Short Slot Time subfield is set to 1 if dot11ShortSlotTimeOptionImplemented and dot11ShortSlotTimeOptionActivated are true. Otherwise, the Short Slot Time subfield is set to 0.

The Condensed Country String field is set to the first two octets of the value contained in dot11CountryString.
The Measurement Pilot Interval field is set to the value contained in dot11RMMeasurementPilotPeriod.

The Multiple BSSIDs field contains zero or more Multiple BSSID elements (see 9.4.2.46 (Multiple BSSID element).
The Wide Bandwidth Channel Switch field contains zero or one Wide Bandwidth Channel Switch element (see 9.4.2.161 (Wide Bandwidth Channel Switch element)) with the constraint that the New Channel Width field indicates an 80 MHz, 160 MHz, or 80+80 MHz (#6508)BSS bandwidth.(#3479) (#3479)
If the Wide Bandwidth Channel Switch element(#3479) is not present, the(11ac) Operating Class field indicates the operating class value for the operating channel. The Country, Operating Class, and Channel Number fields together specify the channel frequency and spacing for the operating channel. Valid operating classes(11ac) are listed in Annex E, excluding Operating Classes that encompass a primary channel but do not identify the location of the primary channel.(11ac) The Channel Number field indicates the operating channel. Channel number is defined within an operating class(11ac) as shown in Annex E.

If the Wide Bandwidth Channel Switch element is present, the fields in the Wide Bandwidth Channel Switch element indicate the operating channel, and the Operating Class and Channel Number together specify the primary channel and primary 40 MHz channel within the channel identified by the Wide Bandwidth Channel Switch element.(11ac)



· 
























	7481
	1253.54
	9.7.3
	There is also a restriction on A-MSDUs sent in a pre-HT PPDU
	Change the first sentence of the NOTE 3 to "If a STA supports A-MSDUs of 7935 octets (indicated by the Maximum A-MSDU Length field in the HT Capabilities element), A-MSDUs transmitted by that STA within an A-MPDU carried in a PPDU with FORMAT HT_MF or HT_GF or within an MPDU carried in a non-HT PPDU are constrained so that the length of the QoS Data frame carrying the A-MSDU is no more than 4095 octets. "
	MAC


Previous Discussion.

See table 9-19.  As far as I can tell, the limit on A-MSDU size for an HT STA transmitting a non-HT PPDU is limited by the PSDU size.

This is 2**12-1 octets for the DSSS PHY (page 2208.14)  - Note contradiction with 590.37.  Note also reference to Table 16-6 should be Table 16-4.
For the other pre-HT PHYs Table 9-19 agrees with the characteristics tables.

So, I agree that the change is correct.  We have three options:
A. Reject the comment – it is out of scope.  11
B. Make the change indicated 1
C. Make the change and also fix up the two issues discovered above. 1111
Context and commenter’s proposed change: At 1253.54:

	NOTE 3—If a STA supports A-MSDUs of 7935 octets (indicated by the Maximum A-MSDU Length field in the HT Capabilities element), A-MSDUs transmitted by that STA within an A-MPDU carried in a PPDU with FORMAT HT_MF or HT_GF or within an MPDU carried in a non-HT PPDU are constrained so that the length of the QoS Data frame carrying the A-MSDU is no more than 4095 octets. The 4095-octet MPDU length limit does not apply to A-MPDUs carried in VHT or DMG PPDUs. The use of AMSDU within A-MPDU might be further constrained as described in 9.4.1.14 (Block Ack Parameter Set field) through the operation of the A-MSDU Supported field.


Proposed Resolution:

Revised.

At 1253.56, after “FORMAT HT_MF or HT_GF” add “or within an MPDU carried in a non-HT PPDU”

At 590.37, change the exponent of “Non-HT non-VHT non-DMG PPDU and non-HT duplicate PPDU” from 13 to 12.
At 590.46, change reference from “Table 16-6” to “Table 16-4 (HR/DSSS PHY characteristics)”
This makes the change indicated by the comment and fixes two adjacent related errors.
Proposed Resolution:
Accepted.

	7691
	1328.16
	10.7.12.1
	It says "except that if thevalue of dot11VHTExtendedNSSBWCapable of the second STA is false, the supported bandwidthvalues and NSS values of each tuple are updated according to Table 10-8(Interpretation of the Supported Channel Width Set and Extended NSS BW Support subfield of theVHT Capabilities Information field and the Channel Width field of the Operating Mode field at areceiving STA with a value of false for dot11VHTExtendedNSSBWCapable) and" -- but if extended NSS capable is false, then you don't need to update anything
	Change to "except that". Ditto next bullet
	MAC


Discussion:

If dot11VHTExtendedNSSBWCapable is false,  this is the situation before this feature came along.

In order for existing .11ac devices to be compliant,  this behaviour should be the same as the existing behaviour,  and we should be able to ignore Table 10-8.

That immediately begs the question of exactly why Table 10-8 is there.

Action: Adrian to ask Matthew Fischer if anything is lost by removing Table 10-8,  and if so,  to find a way of referencing it.
Context: 1328.14:

	— Otherwise, if the Max VHT-MCS For nSS subfield (n= NSS) in the Rx VHT-MCS Map subfield

indicates support and the Rx Highest Supported Long GI Data Rate subfield is equal to 0, then the

<VHT-MCS, NSS>tuple at that bandwidth is supported by the STA on receive, except that if the

value of dot11VHTExtendedNSSBWCapable of the second STA is false, the supported bandwidth

values and NSS values of each <VHT-MCS, NSS> tuple are updated according to Table 10-8

(Interpretation of the Supported Channel Width Set and Extended NSS BW Support subfield of the

VHT Capabilities Information field and the Channel Width field of the Operating Mode field at a

receiving STA with a value of false for dot11VHTExtendedNSSBWCapable) and if the value of

dot11VHTExtendedNSSBWCapable of the second STA is true, the supported bandwidth values and

NSS values of each <VHT-MCS, NSS> tuple are updated according to Table 10-9 (Interpretation of

the Supported Channel Width Set and Extended NSS BW Support subfield of the VHT Capabilities

Information field and the Channel Width field of the Operating Mode field at a receiving STA with

a value of true for dot11VHTExtendedNSSBWCapable).

— Otherwise, if the Max VHT-MCS For nSS subfield (n= NSS) in the Rx VHT-MCS Map subfield

indicates support and the data rate for long GI of the MCS for NSS spatial streams at that bandwidth

(expressed as the largest integer in Mb/s that is less than or equal to the data rate) is less than or

equal to the rate represented by the Rx Highest Supported Long GI Data Rate subfield, then the

<VHT-MCS, NSS> tuple at that bandwidth is supported by the STA on receive, except that if the

value of dot11VHTExtendedNSSBWCapable of the second STA is false, the supported bandwidth

values and NSS values of each <VHT-MCS, NSS> tuple are updated according to Table 10-8

(Interpretation of the Supported Channel Width Set and Extended NSS BW Support subfield of the

VHT Capabilities Information field and the Channel Width field of the Operating Mode field at a

receiving STA with a value of false for dot11VHTExtendedNSSBWCapable) and if the value of

dot11VHTExtendedNSSBWCapable of the second STA is true, the supported bandwidth values and

NSS values of each <VHT-MCS, NSS> tuple are updated according to Table 10-9 (Interpretation of

the Supported Channel Width Set and Extended NSS BW Support subfield of the VHT Capabilities

Information field and the Channel Width field of the Operating Mode field at a receiving STA with

a value of true for dot11VHTExtendedNSSBWCapable)


Proposed Resolution:

Revised.

At 1328.16 delete: “if the

value of dot11VHTExtendedNSSBWCapable of the second STA is false, the supported bandwidth

values and NSS values of each <VHT-MCS, NSS> tuple are updated according to Table 10-8

(Interpretation of the Supported Channel Width Set and Extended NSS BW Support subfield of the

VHT Capabilities Information field and the Channel Width field of the Operating Mode field at a

receiving STA with a value of false for dot11VHTExtendedNSSBWCapable) and”

At 1328.35 delete: “if the

value of dot11VHTExtendedNSSBWCapable of the second STA is false, the supported bandwidth

values and NSS values of each <VHT-MCS, NSS> tuple are updated according to Table 10-8

(Interpretation of the Supported Channel Width Set and Extended NSS BW Support subfield of the

VHT Capabilities Information field and the Channel Width field of the Operating Mode field at a

receiving STA with a value of false for dot11VHTExtendedNSSBWCapable) and”

These are the changes the commenter proposed.

	7694
	1330.44
	10.7.12.2
	It says "except that if thevalue of dot11VHTExtendedNSSBWCapable of the second STA is false, the supported bandwidthvalues and NSS values of each tuple are updated according to Table 10-8(Interpretation of the Supported Channel Width Set and Extended NSS BW Support subfield of theVHT Capabilities Information field and the Channel Width field of the Operating Mode field at areceiving STA with a value of false for dot11VHTExtendedNSSBWCapable) and" -- but if extended NSS capable is false, then you don't need to update anything
	Change to "except that". Ditto next bullet
	MAC


See discusson on CID 7691,  which applies here too.

Proposed resolution:

Revised.

At 1330.56, delete: “if the

value of dot11VHTExtendedNSSBWCapable of the second STA is false, the supported bandwidth

values and NSS values of each <VHT-MCS, NSS> tuple are updated according to Table 10-8

(Interpretation of the Supported Channel Width Set and Extended NSS BW Support subfield of the

VHT Capabilities Information field and the Channel Width field of the Operating Mode field at a

receiving STA with a value of false for dot11VHTExtendedNSSBWCapable) and”

At 1332.57, delete: “if the

value of dot11VHTExtendedNSSBWCapable of the second STA is false, the supported bandwidth

values and NSS values of each <VHT-MCS, NSS> tuple are updated according to Table 10-8

(Interpretation of the Supported Channel Width Set and Extended NSS BW Support subfield of the

VHT Capabilities Information field and the Channel Width field of the Operating Mode field at a

receiving STA with a value of false for dot11VHTExtendedNSSBWCapable) and”

	7783
	1720.01
	11.14
	Since SA Query frames are robust, and receipt of any protected frame will do for SA Query, SA Query frames don't need a transaction identifier
	Delete " and with a matching TransactionIdentifier" at 1625.6 and 1629.16Delete " with a TransactionIdentifier matching aTransactionIdentifier in an MLME-SA-QUERY.request issued in this SA Query procedure" at 1625.12 and 1629.22Delete " that has a matching transaction identifier" at 1720.1
	MAC


Discussion:

Any SA Query response correctly received shows that the security association between both ends is still live.  This is the purpose of the SA Query.  In the case that the AP has forceably disassociated or deauthenticated a client STA, it will have deleted its security association, and the SA Query procedure will fail.  In the case that the STA has been rebooted, and is attempting to associate or re-associate to the AP that believes the STA should still be there, the SA Query will fail.

The transaction ID allows a particular request to be paired with its response.   I can’t create any simple scenarios where the pairing of a specific response to a specific request is necessary.

However, “if it ain’t broke, don’t fix it”.  We can reject on this basis,  or on the basis of scope.

Propose resolution:

Rejected. The cited text is not incorrect. 
Action:  assign to Jouni
Note, in subsequent thread,  Jouni and Mark R agreed to the following resolution:

Revised.

Delete " and with a matching TransactionIdentifier" at 1625.6 and 1629.16

Delete " that has a matching transaction identifier" at 1720.1

At 1625.12 and 1629.22 replace:

"If no MLME-SA-QUERY.confirm primitive with a TransactionIdentifier matching a TransactionIdentifier in an MLME-SA-QUERY.request issued in this SA Query procedure is received within the dot11AssociationSAQueryMaximumTimeout period"

with:

"If no MLME-SA-QUERY.confirm primitive for the STA is received within the dot11AssociationSAQueryMaximumTimeout period"

Assigned to Mark Rison

	7398
	1335.31
	10.11
	"A STA that participates in a successful ADDTS exchange that included a U-PID element with the No-LLC field equal to 1 shall strip the LLC header from an MSDU corresponding to the TID indicated in the ADDTS exchange before transmission of the MSDU" -- how, exactly? Specifically, does the STA check that the expected LLC header is present, or blindly strip the first n octets from the MSDU?
	Add a statement that the STA just strips the first n octets from the MSDU without any checking
	MAC


	CID 7399

Mark RISON

9.4.2.154

1045.09
	Why is a No-LLC field needed?  Doesn't a zero-length LLC Header Copy field already indicate this?
	Delete the No-LLC header field

	CID 7400

Mark RISON

9.4.2.154

1045.22
	Is Table 9-244 normative, i.e. are no other LLC Header Copy field sizes allowed, and are no other LLC header types allowed?
	Make the table informative


Proposed resolution from Mark R.:
Discussion:
 

Discussions with Carlos CORDEIRO have indicated that:

 

· The originating STA is indeed not required to check for the expected LLC header: it can simply strip the number of octets it has been told the LLC header occupies.

· The point of the No-LLC field is to allow the LLC header to be included over the air while still allowing its contents to be known in advance (“When you are designing products to work in such high bit rates (~ 5Gbps in 11ad, > 20 Gbps in 11ay), it is very common to find yourself offloading certain data plane functions to HW accelerators so that you can process packets at the required rates and more efficiently (e.g., power wise). Having the LLC header in advance can help in this regard, since you know what to expect and can configure the offload HW.”).

· The table is indeed normative (“The idea was to have in the table only those lengths that are permitted in 802.2”) (but the option with SNAP and a 16-bit control field was forgotten)

 

The purpose of including the U-PID element in the (DMG) ADDTS Response frame is not clear (and the behaviour is underspecified).  One use is so that a non-DMG ADDTS Response exchange can distinguish “I’m OK with this U-PID” from “I don’t understand U-PIDs so I’ve just ignored that element in your request”.

 

There is some confusion about which elements are optional in DMG ADDTS.  The list of SAP primitive items is incomplete in all the flavours of ADDTS.

 
Proposed changes:
 

Change from 1045.18, as follows:

 

The No-LLC field is set to 1 to indicate that MSDUs do not contain the LLC (Logical Link Control) header over the WM.  It is set to 0 otherwise.

 

The contents and corresponding size of the LLC Header Copy field isare specified in Table 9-244 (LLC Header Copy field size).

 
Table 9-244—LLC Header Copy field size
 
	LLC Header Copy field contentsheader type
	LLC Header Copy field size (octets)

	LLC header with 8-bit control field w/oithout SNAP
	3

	LLC header with 8-bit control field with SNAP
	8

	LLC header with 16-bit control field without SNAP
	4

	LLC header with 16-bit control field with SNAP
	9


 

Change 10.11 as follows:

 
10.11 MSDU processing
 

A STA can use the U-PID element transmitted in ADDTS Request, DMG ADDTS Request, ADDTS Response and DMG ADDTS Response frames to indicate the protocol responsible for handling MSDUs corresponding to the TID indicated within the frame carrying the U-PID element (see 11.4.4.4 (TS setup procedures for both AP and non-AP STA initiation)).<new para>
 

A STA that participates in a successful ADDTS exchange that included a U-PID element in the ADDTS Response or DMG ADDTS Response frame with the No-LLC field equal to 1 shall strip the number of octets in the LLC Header Copy field of the U-PID element LLC header from the start of an MSDU (received in an MA-UNITDATA.request primitive) corresponding to the TID indicated in the ADDTS exchange before transmission of the MSDU to the peer STA.

 
NOTE 1—The STA does not verify that the MSDU does indeed start with the octets specified in the LLC Header Copy field.
 

A STA that participates in a successful ADDTS exchange that included a U-PID element in the ADDTS Response or DMG ADDTS Response frame with the No-LLC field equal to 1 and that receives from the peer STA an MSDU corresponding to the TID indicated in the ADDTS exchange shall insert the octets in the LLC Header Copy field of add the header indicated by the U-PID element at the start of the MSDU before delivery of the MSDU (in an MA-UNITDATA.indication primitive)at the MAC-SAP.

 
NOTE 2—If the No-LLC field is equal to 0, the LLC Header Copy field in the U-PID element is ignored, except for possible implementation-dependent local optimisations.
 

Change 1113.28 in 9.6.3.2.1 Basic ADDTS Request frame variant as follows:

 

The values of the Dialog Token, TCLAS, and TCLAS Processingsubsequent fields of this frame are the same as the values of the corresponding parameters in the invocation of the MLME-ADDTS.request primitive that causes the frame to be sent.

 

Change 1114.1 in 9.6.3.2.1 Basic ADDTS Request frame variant as follows:

 

When present in the ADDTS Request frame, the Upper Layer Protocol Identification (U-PID) element indicates the upper layer protocol associated with the TID/TSID specified within the TSPEC element contained in this frame. If a TSPEC element is not present in the frame, the U-PID element is not included in the frame.
 

Change 1114.45 in 9.6.3.2.2 DMG ADDTS Request frame variant as follows:

 

The values of the Dialog Token, DMG TSPEC, TSPEC, TCLAS, and TCLAS Processingsubsequent fields of this frame are the same as the values of the corresponding parameters in the invocation of the MLME-ADDTS.request primitive that causes the frame to be sent.

 

Change 1115.1 in 9.6.3.2.2 DMG ADDTS Request frame variant as follows:

 

When present in the DMG ADDTS Request frame, the Upper Layer Protocol Identification (U-PID) element indicates the upper layer protocol associated with the TS identified by the optional TSPEC element contained in this frame. If a TSPEC element is not present in the frame, the U-PID element is not included in the frame.
 

Change 1115.60 in 9.6.3.3.1 Basic ADDTS Response frame variant as follows:

 

The values the Dialog Token, TS Delay, TSPEC, TCLAS, and subsequentTCLAS Processing, and Expedited Bandwidth Request fields in this frame are the same as the values of the corresponding parameters in the invocation of the MLME-ADDTS.response primitive that causes the frame to be sent.

 

Change 1116.14 in 9.6.3.3.1 Basic ADDTS Response frame variant as follows:

 

When present in the ADDTS Response frame, the Upper Layer Protocol Identification (U-PID) element indicates the upper layer protocol associated with the TID/TSID specified within the TSPEC contained in this frame. If a TSPEC element is not present in the frame, the U-PID element is not included in the frame.
 

Change 1116.61 in 9.6.3.3.2 DMG ADDTS Response frame variant as follows:

 

The values of the Dialog Token, TS Delay, DMG TSPEC, TSPEC, and optional TCLAS, and subsequent TCLAS Processing, Multi-band, and U-PID fields in this frame are the same as the values of the corresponding parameters in the invocation of the MLME-ADDTS.response primitive that causes the frame to be sent.

 

Change 1117.8 in 9.6.3.3.2 DMG ADDTS Response frame variant as follows:

 

When present in the DMG ADDTS Response frame, the Upper Layer Protocol Identification (U-PID) element indicates the upper layer protocol associated with the TS identified by the optional TSPEC contained in this frame. If a TSPEC element is not present in the frame, the U-PID element is not included in the frame.
 

Change 1642.18 in 11.4.4.4 TS setup procedures for both AP and non-AP STA initiation as follows:

 

A STA may include a U-PID element in ADDTS Request, DMG ADDTS Request, ADDTS Response and DMG ADDTS Response frames it transmitsted by the STA. The U-PID element is used to indicate the protocol responsible for handling MSDUs corresponding to the TID indicated within the frame carrying the U-PID element. If a U-PID element is not included in an ADDTS Request, DMG ADDTS Request, ADDTS Response or DMG ADDTS Response frame, MSDUs corresponding to the TID contain an LLC protocol header that is used for upper layer protocol selectionidentification.<new para>

 
A U-PID element shall not be included in an ADDTS Response or DMG ADDTS Response frame if a U-PID element was not included in the corresponding ADDTS Request or DMG ADDTS Request frame. If a U-PID element was included in an ADDTS Request or DMG ADDTS Request frame, the value of the LLC header copy field within a same U-PID element shall be included in the corresponding ADDTS Response or DMG ADDTS Response frame if that frame has a Status Code of SUCCESS and is transmitted in response to the received ADDTS Request frame shall be the same as the LLC header copy field contained in the ADDTS Request frame. The STA shall set the Status Code field shall be set to REJECT_U-PID_SETTING in the ADDTS Response or DMG ADDTS Response frame if it rejects the ADDTS Rrequest is rejected frame due to the setting of the U-PID element received within the ADDTS Request frame; this frame can contain an alternative U-PID element that would be acceptable.

 

Delete “This element can be included in any variant of the ADDTS Request and ADDTS Response frames.” at 1045.4.
 
Proposed resolution for CID 7398:
 

REVISED

 

Make the changes shown under “Proposed changes” for CIDs 7398, 7399 and 7400 in <this document>, which effect the requested change.

 
Proposed resolution for CID 7399:
 

REJECTED

 

The LLC Header Copy field is required to contain an LLC header as defined in IEEE Std 802.2, even if the No-LLC field is 0.

 
Proposed resolution for CID 7400:
 

REJECTED

 

The LLC Header Copy field is required to contain an LLC header as defined in IEEE Std 802.2.
Resolved comments

Resolved on 2016-04-02
	7543
	3615.18
	R.5.3
	" an AP Advertisement location capability does not return an "incapable" response if the non-AP STA requests the "remote" location." makes no sense?
	Change to something like "an AP avertising location capability does not return an "incapable" response if the non-AP STA requests the "remote" location."
	MAC
	Annex R


Context: 3614.57:

	If location information is required in a particular regulatory domain, request location

information from the WLAN. If the STA cannot determine its own location by its own means,

then Location information should be obtained from the network prior to initiating the

emergency call request. There are two methods a non-AP STA can use to obtain location

services from the IEEE Std 802.11 network:

…

ii) If the non-AP STA requires location information in Civic or geospatial formats, then an

AP’s wireless network management capability canbe used. In this case, an AP advertises

its ability to provide its location in with Civic or geospatial format by setting the Civic

Location or Geospatial Location field in the Extended Capabilities element to 1. in the

Beacon frame. A non-AP STA requests its location using the procedures in 11.25.7

(Interworking procedures: emergency alert system (EAS) support). Unlike an AP

providing RM capability, an AP Advertisement location capability does not return an

“incapable” response if the non-APSTA requests the “remote” location.


Proposed Resolution:
Revised.

Replace: “Unlike an AP providing RM capability, an AP Advertisement location capability does not return an “incapable” response if the non-APSTA requests the “remote” location.”

with:

“An AP that advertises its ability to provide its location in Civic or geospatial format does not return an “incapable” response if a requesting STA requests the “remote” location.”

	7648
	838.31
	9.4.2.27
	Re CID 6476: why is the bit set to 0 when sent in a non-AP STA's beacon, even if it it supports PSMP (and indicates so when it sends a probe response)? This seems very odd (and would leave a device which does passive scanning with the wrong understanding)
	Change the rightmost cell to just the last two of the current lines
	MAC


Discussion:

I agree with the sentiment of the comment.  Having a capability bit that changes according to the type of BSS you are a member of is awkward.   This function was inherited from 802.11n like this.

If we change it, we make existing STAs that support PSMP non-compliant.  But I don’t think that should cause any issues.  STAs not in an infrastructure IBSS will be ignoring the capability anyway.

Proposed resolution:
Revised.

Replace the “Notes” cell at 838.31 with:

“This field indicates support for PSMP operation. See 10.29 (PSMP Operation).

Set to 0 if the STA does not support PSMP operation

Set to 1 if the STA supports PSMP operation”

	7119
	1071.19
	9.4.2.172
	Either the "N x 3" is wrong, or the field doesn't contain the structure as described.
	Either change "N x 3" to "3", or change in the name of the field e.g. to "ESP Information List" and add a new para at line 26 "The ESP Information list contains one or more ESP Information fields."
	MAC


Proposed resolution:
Revised.

At 1071.13, delete “The value of N in the diagram corresponds to the number of Access Categories

for which Estimated Service Parameters information is provided and has a value from 1 to 4.”

At 1071.17, change “ESP Information” to “ESP Information List”

At 1071.19, change “N x 3” to “variable”

At 1071.26, insert a new paragraph:

“The ESP Information List field contains from 1 to 4 ESP Information fields, each corresponding to an access category for which estimated service parameters information is provided.”

	7494
	1076.07
	9.4.4.2.2
	The DII field can only contain one TLV ("Single value TLV comprising fields in related table in E.2"). But what if you need to pass more than one TLV (e.g. both an FCC ID and a Device Serial Number in the USA, per Table E-8 Device Identification Information Value fields)?
	Delete "Single value"
	MAC


Discussion:

The definition says it’s a single value TLV of variable length,  and it contains “fields in related table in E.2 (Band-specific operating requirements) for a specific regulatory domain.”.  Looking at table E-8,  there appear to be multiple types for the US domain,  so the comment has merit.

Proposed Resolution:
Revised.

At 1076.07 replace: “Single value TLV comprising fields in related table 

in …

with: “One or more TLV fields identified as a Device Identification Information Value field, as defined in …”

	7560
	1261.58
	10.2.4.2
	This NOTE should be promoted to normative, since it is not otherwise obvious that the Retry bit is not to be set. Also need to be clear it is set, though, if had been previously transmitted (except if this was done under BA (except if in a DMG BSS))
	As it says in the comment
	MAC


Context: 1261.54:

	Collisions between contending EDCAFs in a STA are resolved within the STA, so that the Data

frames from the higher priority AC receive the TXOP and the Data frames from the lower priority

colliding AC(s) behave as if there were an external collision on the WM. 

NOTE 2—This collision behavior does not include setting the Retry subfield in the MAC headers of MPDUS to 1 at the head of the lower priority ACs, as would be done after a transmission attempt that was unsuccessful due to an actual external collision on the WM.


Discussion:

As an MPDU has not been transmitted, clearly it is not being retransmitted.  The retry bit is set when the ack procedure fails, as defined at 1361.06.  Turning NOTE 2 into normative text is unnecessary.

Also, the comment is arguably out of scope as changes made were quasi editorial.

Proposed Resolution:
Revised.

Collisions between contending EDCAFs in a STA are resolved within the STA, so that the Data

frames from the higher priority AC receive the TXOP and the Data frames from the lower priority

colliding AC(s) behave as if there were an external collision on the WM except that
 the Retry subfield in the MAC headers of MPDUS at the head of the lower priority ACs is not affected.

	7539
	1285.01
	10.3.2.12.3
	RR1 and RR3 in Table 10-4---Receiver Caches restrict the rules to non-DMG STAs, but there is otherwise no mention of this in the actual RC rows
	Add non-DMG to the corresponding rows
	MAC


Note in passing,  RC10 “DMG Group Addressed” has receiver requirement RR6,  which states: “The STA shall discard the frame”.   I.e. a DMG STA discards all group addressed data.  I should imagine this is incorrect.
The change came from: https://mentor.ieee.org/802.11/dcn/15/11-15-1041-03-000m-dmg-small-fixes.docx
Perhaps RR6 should read: “RR6: The STA shall discard the frame if it matches an entry in the cache”

Proposed resolution:
Revised.  AT 1287.34 replace: “The STA shall discard the frame” with “The STA shall discard the frame if it matches an entry in the cache”.

At 1286.13 replace “, and RC9” with “, RC9, and RC10”.

There is no need to add non-DMG to rows that cite RR1 and RR3.   RC2, for example,  cites RR1 and RR5.  Because RR1 excludes DMG STAs,  in a DMG STA RC2 is subject only to receiver requirement RR5.  This is different from excluding RC2 itself from DMG STAs, which would leave them with no cache for QoS Data frames.

Resolved before 2016-04-01

	7235
	2311.30
	18.3.2.2.1
	This subclause duplicates the information in 16.2.3.5
	Change to just refer back to 16.2.3.5
	GEN
	Editorials


Context: 2311.28

[image: image1.png]18.3.2.2 Long preamble PPDU format
18.3.2.2.1 General

Figure 16-1 (Long PPDU format) of 16.2.2.2 (Long PPDU format) shows the basic format for the long
preamble PPDU. This preamble s appropriate for use with the 1, 2, 5.5, and 11 Mb/s (Clause 16 (High rate
direct sequence spread spectrum (HR/DSSS) PHY specification)) modes and is compatible with BSSs using
these modes.

Table 184 (SERVICE field bit definitions) shows graphically the assignment of the bits within the
SERVICE field. Bit B2 is used to indicate that the transmit frequency and symbol clocks are derived from
the same oscillator. In all ERP systems the Locked Clock Bit shall be set to 1, when transmitting at a data
rate described in Clause 16 (High rate direct sequence spread spectrum (HR/DSSS) PHY specification). Bit
B7 is also used to resolve data field length ambiguities for the CCK 11 Mb/s mode and is defined in 16.2.3.6
(Long PHY LENGTH field). Other bits are reserved and shall be set to 0.

Table 18-4—SERVICE field bit definitions





Proposed Resolution:
Revised.

Delete Table 18-4.

Replace the para at 2311.38 with:

“The SERVICE field is defined in 16.2.3.5.

An ERP STA shall set the Locked clocks bit to 1, when transmitting at a data

rate described in Clause 16 (High rate direct sequence spread spectrum (HR/DSSS) PHY specification).”

Delete the subclause 18.3.2.2.2 and its contents.

Delete the subclause heading 18.3.2.2.1,  thus leaving the existing contents under 18.3.2.2.

	7411
	2504.51
	21.2.5.2
	"PHY-TXSTART.request(TXVECTOR) primitive is issued" -- to what? There is no OFDM PHY
	Use "as if" wording, as above
	EDITOR
	Editorials


Status:  comment 7412 is related,  which Sigurd had proposed a similar resolution to the above.  However, Mark R requested this be pulled and suggested the following resolution:

Mark R proposes the following change for 7411 (and a similar change would be necessary in 7412):
	The Clause 21 (Very High Throughput (VHT) PHY specification) TXVECTOR parameters in Table 21-1

(TXVECTOR  and  RXVECTOR  parameters)  are  mapped  to  Clause 17  (Orthogonal  frequency  division

multiplexing  (OFDM)  PHY  specification)  TXVECTOR  parameters  in  Table 17-1  (TXVECTOR

parameters) according to Table 21-3 (Mapping of the VHT PHY parameters for NON_HT operation) and

the  Clause 17  (Orthogonal  frequency  division  multiplexing  (OFDM)  PHY  specification)  PHY-

TXSTART.request(TXVECTOR) primitive is issued.

 

to:

 
where the Clause 21 (Very High Throughput (VHT) PHY specification) TXVECTOR parameters in Table 21-1

(TXVECTOR  and  RXVECTOR  parameters)  are  mapped  to  Clause 17  (Orthogonal  frequency  division

multiplexing  (OFDM)  PHY  specification)  TXVECTOR  parameters  in  Table 17-1  (TXVECTOR

parameters) according to Table 21-3 (Mapping of the VHT PHY parameters for NON_HT operation) and

the  Clause 17  (Orthogonal  frequency  division  multiplexing  (OFDM)  PHY  specification)  PHY-

TXSTART.request(TXVECTOR) primitive is issued.


Context:
	where the Clause 21 (Very High Throughput (VHT) PHY specification) TXVECTOR parameters in Table 21-1

(TXVECTOR and RXVECTOR parameters) are mapped to Clause 17 (Orthogonal frequency division

multiplexing (OFDM) PHY specification) TXVECTOR parameters in Table 17-1 (TXVECTOR

parameters) according to Table 21-3 (Mapping of the VHT PHY parameters for NON_HT operation) 



Proposed changes:
Revised.  At 2504,  replace “The” with “where the”.

At 2504.50 delete “and the Clause 17 (Orthogonal frequency division multiplexing (OFDM) PHY specification) PHYTXSTART.request(TXVECTOR) primitive is issued”

	7750
	880.10
	9.4.2.45
	There are 4 instances of "capability enabled"
	Change at least the first 3 to "Capability Enabled". I'm not sure what " STAs that have the Beacon request capability enabled" in 11.28.1 is referring to
	MAC
	Editorials


Discussion:

Is the generation of a Beacon report mandatory if you support RM?

2774.27 indicates it is.  

However, there are a set of Beacon measurement options:

· Beacon Passive Measurement Capability Enabled

· Beacon Active Measurement Capability Enabled

· Beacon Table Measurement Capability Enabled

· Beacon Measurement Reporting Conditions Capability Enabled

So “Beacon request capability enabled” at 1829.57 is, of itself, not good enough.

At 1829.52 there is:

	These frames are received directly or via associated STAs that support the Beacon request capability (as indicated by the Beacon Passive Measurement Capability Enabled bit or the Beacon Active Measurement Capability Enabled bit being set in the RM Enabled Capabilities element in the (Re)Association frame).


Which locally defines “support for the Beacon request capability”.

We can then change the problematic use as follows:

1829.56:

	An AP might scan other channels as part of its channel selection process or might request associated STAs that support the Beacon request capability to perform an offchannel Beacon request measurement, and these procedures might provideQLoad Report elements received from APs operating on other channels.


Proposed resolution:
Revised.

At 880.10, 880.08, 1761.53 change “capability enabled” to “Capability Enabled”.

At 1829.25 change “that have the Beacon request capability enabled” to “that support the Beacon request capability”

	7685
	1055.12
	9.4.2.159
	It says "The maximum value of theRXVECTOR parameter MCSof a PPDU"
	Change to "This parameter"
	EDITOR
	Frame Formats


Discussion:

A similar comment has already been resolved as follows:
	7686

1056.13

9.4.2.159

It says "The maximum value of theTXVECTOR parameter MCSof a PPDU"

Change to "This parameter"

EDITOR
Proposed Rewording of definition: at 1056.06 in the “definition” column.
If transmitted by a STA in which dot11VHTExtendedNSSBWCapable is not true, Indicates the maximum value of the TXVECTOR parameter MCS of a PPDU that can be transmitted at all channel widths supported by this STA for each number of spatial streams.

If transmitted by a STA in which dot11VHTExtendedNSSBWCapable is true, this field combined with the Extended NSS BW Support subfield and the Dynamic Extended NSS BW Support subfield of the Operating Mode field determine the maximum value of the TXVECTOR parameter MCS of a PPDU as described in 9.4.2.158.2 (VHT Capabilities Information field) and 9.4.1.53 (Operating Mode 

field).



The same logic which applied to 7686 also applies here.

Proposed Changes: 1055.06 “Definition”
	If transmitted by a STA in which dot11VHTExtendedNSSBWCapable is not true, indicates the maximum value of the RXVECTOR parameter MCS of a PPDU that can be received at all channel widths supported by this STA for each number of spatial streams.

If transmitted by a STA in which dot11VHTExtendedNSSBWCapable is true, this field combined with the Extended NSS BW Support subfield and the Dynamic Extended NSS BW Support subfield of the Operating Mode field determine the maximum value of the RXVECTOR parameter MCS of a PPDU as described in 9.4.2.158.2 (VHTCapabilities Information field) and 9.4.1.53 (Operating Mode field).


Proposed resolution:
Revised.  Make changes in <this-doc> under CID 7685.  These changes reword the cited text to indicate that the RXVECTOR MCS is subject to additional constraints when dot11VHTExtendedNSSBWCapable is true.

	7743
	1074.27
	9.4.3
	"A subelement that is not defined as extensible will not be extended in future revisions or amendments of thisstandard." -- what if it's marked a Yes, could it become Subelements? Or vice-versa?
	Add "A subelement that is defined as extensible might become subelement-extended in future revisions or amendments of thisstandard. A subelement that is defined as subelement-extensible will remain so in future revisions or amendments of thisstandard."
	MAC
	Frame Formats


Proposed resolution:
Rejected. 

The statements as indicated are sufficient for STAs built to the current revision to know what to do with any future revision.  In the case of Extensible=Yes, they delete any “surplus”.  In the case of Extensible=Subelements, they parse it as subelements.

It is not necessary to embed what amounts to guidance to future contributors to the Standard in the standard itself on this topic, as this guidance does not affect the implementation of a compliant implementation to the current standard.

	7777
	1226.34
	9.6.20.4
	"Each provided element is an element as specified in 8.4.2 (Elements), that the transmitter of this frame is providing to the destination of the frame." is vacuous and fails to specify their nature and order
	Delete this para and row 6 in the table above
	MAC
	Frame Formats


Proposed Resolution:
Rejected.  The cited text permits elements to be included with no constraints on the content or ordering of the provided elements.  Thus is it up to the implementation to determine this content and ordering.  

	7778
	1227.24
	9.6.20.5
	"The provided elements are elements, as described in 8.4.2 (Elements), that the transmitter of this frame is providing to the destination of the frame." is vacuous and fails to specify their nature and order
	Delete this para and row 6 in the table above
	MAC
	Frame Formats


Proposed Resolution:
Rejected.  The cited location contains: “The provided elements are elements, as described in 9.4.2 (Elements), that the transmitter of this frame provides to the destination of the frame, either in addition to the requested elements, or in an unsolicited Information Response frame.”

This clarifies the purpose of this field, distinguishing it from the requested elements.

The cited text permits elements to be included with no constraints on the content or ordering of the provided elements.  Thus is it up to the implementation to determine this content and ordering.  

	7774
	1240.19
	9.6.21.2
	"One or more elements are present in this frame" -- these are already covered above
	Delete this row
	MAC
	Frame Formats


Proposed resolution:
Rejected.

The cited text allows elements that are not listed in orders 1-9 to be included.  The description refers to 11.33, which lists the elements that can be present.

	7776
	1241.24
	9.6.21.3
	"One or more elements can appear in this frame" -- these are already covered above
	Delete this row
	MAC
	Frame Formats


Rejected.
The cited text allows elements that are not listed in orders 1-10 to be included.  The description refers to 11.33, which lists the elements that can be present.

	7755
	1355.53
	10.22.2.7
	"A frame exchange may be one of the following:" -- but a frame exchange, or at least a frame exchange sequence, is more than the things indicated (see Annex G)
	Add ", in the context of multiple frame transmission in an EDCA TXOP"
	MAC
	MAC Operation


Proposed resolution:
Revised,

Replace cited text with:

“A frame exchange, in the context of multiple frame transmission in an EDCA TXOP, may be one of the following:”

	CID
	Page
	Clause
	Comment
	Proposed Change
	Owning Ad-hoc
	Comment Group

	7811
	11.31
	3.1
	Distribution service versus distribution system service?
	Change "distribution service" to "distribution system service" at P11.31, and P99.29.
	GEN
	Definitions


Discussion:  

The “DS” stands for distribution system, not distribution service.

The DS is a service accessed via a SAP.

In the same way that the MAC provides a service.

Context: 11.30:

	distribution system access function (DSAF):A function within an access point (AP) or mesh gate that

uses the medium access control (MAC) service and distribution system service (DSS) to provide access between the distribution system (DS) and the wireless medium (WM).


Context: 99.26:

	Refer to the ESS in Figure 4-15 (IEEE Std 802.11 Infrastructure model) and consider an MSDU being sent from STA 1 to STA 4. One or more frames containing the MSDU are sent from STA 1 and received by STA 2 (the “input” AP). The AP gives a MAC service tuple containing the MSDU to the DSS.


Proposed Resolution:
Revised.

At 11.31 change “distribution service” to “distribution system service (DSS)”

At 99.29 change “distribution service of the DS” to “DSS”.

	7151
	14.50
	3.1
	"provide access to one or more distribution systems, via the wireless medium" -- the mesh gate must surely provide access to a DS locally, not via the wireless medium
	Add that it provides access to a single DS locally.
	GEN
	Definitions


Context: 15.49:

	mesh gate:Any entity that has a mesh station (STA) function and a distribution system access function

(DSAF) to provide access to one or more distribution systems, via the wireless medium (WM) for the mesh basic service set (MBSS).


Discussion:  where do these >1 distribution systems come from?   The diagram shown in Figure 5-6 of D5.2 shows a single distribution system attached to the mesh gate.

Yes, the mesh gate might transmit data to another mesh gate, and that data might travel over a different DS attached to that mesh gate.  This this what “provide access” means?  I think not.

Whether the DS is implemented using a wireless or wired link is not relevant,  and not visible to the mesh gate logical entity.

Status update:  Mark H agrees that the presence of multiple DSs per MBSS is described elsewhere, so the following change loses nothing.

Proposed resolution:
Revised.  At cited location replace “access to one or more distribution systems, via the wireless medium (WM)” with “access to a single distribution system”. 

	7447
	19.32
	3.1
	"RF chain: A receive chain or a transmit chain." -- but then all the statements about numbers of RF chains will give twice the number they expect
	Either fix the definition, or fix the wording where used (7 instances, in 10.32.4.1 and 10.33)
	GEN
	Definitions


Discussion:

This comment is in scope.

The question is whether a STA has to support an equal number of rx and tx chains.  I think not.

The question is whether “RF chain” than relates to:

· The rx figure

· The tx figure

· The smaller figure

· The larger figure

· One of the above depending on context.

It is rather hard to fit this all into a definition, particularly if the meaning is context dependent.  Perhaps the answer doesn’t matter too much, because the term is not used in the context of a “shall” statement.

Context: 19.32:

	RF chain: A receive chain or a transmit chain.


Proposed resolution:

Revised.
Change definition of “RF chain” to read:

“The physical entity that is able to act as a receive chain or transmit chain, or both.”

	7722
	19.32
	3.1
	"RF chain: A receive chain or a transmit chain." -- what does the "or" mean?
	Add ", depending on the context"
	GEN
	Definitions


Discussion:

I think the comment might embed the assumption that any RF chain can switch between either role.  And that is not the case.

However the changes from CID 7447 should suffice to answer this comment.

Proposed resolution:
Revised. <cut and paste resolution to CID 7447>

(Note to editor, this is the same resolution as CID 7447).

	7775
	649.22
	9.3.4.2
	"One or more elements can appear in this frame" -- these are already covered above
	Delete this row
	MAC
	Frame Formats


Discussion:  

The point of this row is to permit additional elements, so the comment is wrong.

Proposed resolution:
Revised. Make changes in <this-document>, which explicitly state which elements can be present.

	7828
	649.22
	9.3.4.2
	In Table 9-41--DMG Beacon frame body, the "last - 1" entry is underspecified. What elements are allowed/supported/expected in a DMG Beacon? Anything?
	List explicitly, or at least describe, the elements that are expected to be included at this point in the order.
	MAC


I asked Carlos, and he stated that the following was the full set of elements that can be in the DMG Beacon frame:

	SSID element

Country element

Power Constraint

IBSS Parameter Set element

Channel Switch Announcement element

Quiet element

RSNE

BSS Load

QoS Capability

BSS Average Access Delay

Interworking

Advertisement Protocol

Roaming Consortium

RM Enabled Capabilities

Vendor Specific element

EDCA Parameter Set element

Neighbor Report element

Multiple BSSID element

SSID List element

Nontransmitted BSSID Capability element

Extended Channel Switch Announcement element

DMG Capabilities element

DMG Operation element

DMG Wakeup Schedule element

DMG BSS Parameter Change

Extended Schedule element

STA Availability element

Next DMG ATI element

Awake Window element

Multi-band element

Next PCP List element

PCP Handover element

Antenna Sector ID Pattern element

UPSIM


Some of these are already in the DMG Beacon.  Note, the Information in “Last – 1” indicates multiple multi-band elements might be present.  This information will be deleted, and the Notes at order 14 need to be updated to allow this.

The proposal below inserts the elements not already there, and ordered by increasing element ID.

Assumptions about the number of such elements are initially taken from the occurrence in the Beacon frame,  or stated to be optional where this element doesn’t occur in the beacon frame.

Proposed Changes:  (the highlight is for explanation only,  not to be included in the draft)

At 649.11 replace: “The Multi-band element is optionally present if dot11MultibandImplemented is true.” with “Zero or more Multi-band elements are present if dot11MultibandImplemented is true.”

At 649.18 insert in the Notes column: “The DMG Wakeup Schedule element is optionally present (see 11.2.6.3.3).”
At 649.20 insert in the Notes column: “The UPSIM element is optionally present (see 11.2.6.2.2).”
At 649.22,  replace the row for Order “Last – 1” with the following rows:
	Order
	Information
	Notes

	18
	SSID
	The SSID element is optionally present

	19
	IBSS Parameter Set 
	The IBSS Parameter Set element is present only within DMG Beacon 

frames generated by IBSS STAs.

	20
	Country 
	The Country element is optionally present if 

dot11MultiDomainCapabilityActivated is true or 

dot11SpectrumManagementRequired is true or 

dot11RadioMeasurementActivated is true.

	21
	BSS Load
	The BSS Load element is optionally present if dot11QosOptionImplemented and dot11QBSSLoadImplemented are both true

	22
	EDCA Parameter Set 
	The EDCA Parameter Set element is optionally present

	23
	Power Constraint
	The Power Constraint element is optionally present if 

dot11SpectrumManagementRequired is true and is optionally present if dot11RadioMeasurementActivated is true

	24
	Channel Switch Announcement 
	The Channel Switch Announcement element is optionally present if 

dot11SpectrumManagementRequired is true.

	25
	Neighbor Report 
	The Neighbor Report element element is optionally present

	26
	Quiet 
	The Quiet element is optionally present if 

dot11SpectrumManagementRequired is true or 

dot11RadioMeasurementActivated is true

	27
	QoS Capability
	The QoS Capability element is optionally present

	28
	Extended Channel Switch Announcement 
	The Extended Channel Switch Announcement element is optionally present if dot11ExtendedChannelSwitchActivated is true.

	29
	BSS Average Access Delay
	The BSS Average Access Delay element is optionally present

	30
	RM Enabled Capabilities
	The RM Enabled Capabilities element is optionally present if 

dot11RadioMeasurementActivated is true.

	31
	Nontransmitted BSSID Capability 
	The Nontransmitted BSSID Capability element element is optionally present

	32
	SSID List 
	The SSID List element is optionally present if 

dot11SSIDListActivated is true.

	33
	Interworking
	The Interworking element is optionally present if 

dot11InterworkingServiceActivated is true.

	34
	Advertisement Protocol
	The Advertisement Protocol element is optionally present if 

dot11InterworkingServiceActivatedis true and at least one 

dot11GASAdvertisementID exists.

	35
	Roaming Consortium
	The Roaming Consortium element is optionally present if 

dot11InterworkingServiceActivated is true and the 

dot11RoamingConsortiumTable has at least one entry.

	36
	STA Availability 
	The STA Availability element is optionally present

	37
	Next PCP List 
	The Next PCP List element is optionally present

	38
	PCP Handover 
	The PCP Handover element is optionally present

	39
	Antenna Sector ID Pattern 
	The Antenna Sector ID Pattern element is optionally present


	CID
	Page
	Clause
	Resn Status
	Comment
	Proposed Change
	Resolution
	Owning Ad-hoc

	7171
	649.18
	9.3.4.2
	
	DMG Wakeup Schedule element (Order number 16) needs a brief introduction note.
	Add the following note for the element: "The DMG Wakeup Schedule element is optionally present. If present, the element carries the wakeup schedule of a DMG STA. See 11.2.6 (Power management in a PBSS and DMG infrastructure BSS)."
	
	MAC


Resolution (CID 7828):
Revised. Make changes in <this-document>, which explicitly state which elements can be present.

CID 7171:
Revised.  At 649.18 insert in the Notes column: “The DMG Wakeup Schedule element is optionally present (see 11.2.6.3.3).”
(Note to editor,  this is a subset of changes for CID 7828).

Comments (MAC bugfix)

	CID
	Page
	Clause
	Comment
	Proposed Change
	Owning Ad-hoc

	7217
	104.45
	4.5.4.3
	Deletion of TDLS keys is missing
	Add "TPK security association (TPKSA)" to the list
	MAC


Proposed Resolution:
Accepted

	7245
	163.40
	6.3.5.3.2
	There's an AuthenticateFailureTimeout in the request but no AUTH_FAILURE_TIMEOUT in the confirm (cf. join, which has both)
	Add AUTH_FAILURE_TIMEOUT to the list of result codes
	MAC


Discussion:

Such a timeout is presumably locally generated, based on the non-arrival of a response.

Proposed resolution:
Revised.

At 163.46, after “AUTHENTICATION REJECTED”, add “, AUTH FAILURE TIMEOUT”

	7495
	533.61
	6.5.4.2
	"The nominal time (in microseconds) that the MAC and PHY require in order to receive the last symbol of a frame at the air interface, process the frame, and respond with the first symbol on the air interface of the earliest possible response frame." -- RIFS is earlier
	Change to "... of a response frame defined to be sent after SIFS"
	MAC


Proposed resolution:
Rejected.

As stated at 534.62, RIFS is the shortest time separating transmissions from a single transmitter.

The definition of SIFS relates to the smallest interval between a frame and its response.  

These are necessarily from different transmitters, and hence RIFS does not apply.

	7451
	559.40
	8.3.5.13.2
	"The RXVECTOR represents a list of parameters that the PHY provides the local MAC entity upon receipt of a valid PHY header or upon receipt of the last PSDU data bit in the received frame." -- the PHY-RXSTART.ind is potentially only sent at the end of the PSDU?! This makes no sense, and contradicts the next subclause
	Delete "or upon receipt of the last PSDU data bit in the received frame"
	MAC


Proposed resolution:
Accepted.

	7505
	686.20
	9.4.1.32
	"The Organization Identifier field contains a public unique identifier assigned by the IEEE." -- does the IEEE assign private unique identifiers? And if so, they may not be used in an OI field?
	Delete "public"
	MAC


Discussion:

Yes, the IEEE does assign some OUIs privately.   I assume there is no reason why these shouldn’t work in vendor specific contexts.

Proposed Resolution:
Revised.    

Delete “public” at 686.22, 1126.32, and 1140.46,  and correct grammar as necessary.

	7672
	715.42
	9.4.1.53
	"If the Rx NSS Type subfield is 1, the value of this field, combined with other information described in 9.4.2.158.3 (Supported VHT-MCS and NSS Set field), indicates the maximum number of spatial streams that the STA can receive as a beamformee in an SU PPDU" -- I see nothing in there that deals with BF
	Delete ", combined with other information described in 9.4.2.158.3 (Supported VHT-MCS and NSS Set field), "
	MAC


Status:  Asking Assaf/Youhan.

	7662
	716.23
	9.4.1.53
	How can 3 ever appear in column 2 except when column 4 is "Reserved", since Supported Channel Width Set subfield value 3 is reserved?
	Delete 3 in all such rows and create a new row with the same column 1, 3, the same column 3 and Reserved in each cell
	MAC


Discussion:

The “Supported Channel Width Set subfield” is defined at 1049.47 and 1052.48, and has a reserved value regardless of Extended NSS BW Support.

Proposed Resolution:
Revised.  

Replace “, 2 or 3” with “, or 2” on page 716 whenever it occurs in the “Supported Channel Width…” column.

At 717.22,   replace “3” in the “Channel Width” column with “0, 1, 2, or 3”.

These changes achieve the intent of the comment’s proposed changes without introducing new rows.
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