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	6759
	
	8.4.2.68.5
	
	Should Certificate ID really be UTF-8 (as opposed to printable ASCII)? Is that safe for the URL?
	Make it printable ASCII
	
	GEN


Discussion
Revised.  The “Certificate ID” itself does not need to be printable ASCII. The standard does not need to describe how this is used to perform a web look-up. At 924.37 edit the clause as noted in document 11-15-1018r1.
Proposed Resolution
At 924.36 change:

	The Certificate ID field contains an UTF-8 string indicating an identifier assigned to the STA in a manner outside the scope of the standard. the assigned identifier for the STA. This string is not null terminated. The Certificate ID typically takes the form of “WFA3991” and might be used by a receiving STA to look up the certificate assigned to that ID using a web lookup such as http:// certifications.wi-fi.org/pdf_certificate.php?cid= WFA3991.
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	6760
	
	
	
	Is the NAI Realm NUL-terminated? More generally, are "strings" NUL-terminated?
	Clarify
	
	GEN


Discussion

Clause 8.4.5.10 states “The NAI Realm Encoding Type is a 1-bit subfield. It is set to 0 to indicate that the NAI Realm in the NAI Realm subfield is formatted in accordance with IETF RFC 4282. It is set to 1 to indicate it is a UTF-8 formatted character string that is not formatted in accordance with IETF RFC 4282.”

Therefore the NAI Realm is either formatted according to IETF RFC 4282 or is UTF-8. The standard is silent as to whether it is NUL-terminated.


Proposed Resolution:

Reject. The format of the NAI Realm is clearly defined in clause 8.4.5.10 being either IETF RFC 4282 or UTF-8.  Regarding “strings” it is not possible to state whether they are all NUL-terminated or not, as they have differing definitions within the document.
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	6763
	
	
	
	What is the case of the non-decimal hex characters in the URI formed by concatenating the Emergency Alert Server URI with the hexadecimal numerals of the Alert Identifier Hash? The example suggests lowercase, but is this mandatory (if so, where is the shall; if not, then this should at least be NOTEd)?
	As it says in the comment
	
	GEN


Discussion:

Clause 8.4.5.16 states “The Emergency Alert URI field is formatted in accordance with IETF RFC 3986”, where RFC 3986 defines a URI. However RFC 7230 also states that URIs are case senstive and so this should be stated in the example.
In addition, it appears that the citeed clause for CID 6763 uses the term “Emergency Alert Server URI” which is a typo.

Proposed Resolution:

Revised: Change the text 

“A URI formed by concatenating the Emergency Alert Server URI with the hexadecimal numerals of

the Alert Identifier Hash converted to ASCII encoded characters and the “.xml” file extension”

to 

“A URI formed by concatenating the Emergency Alert Server URI with the hexadecimal numerals of

the Alert Identifier Hash converted to lowercase ASCII encoded characters and the “.xml” file extension”

The Emergency Alert URI field name is used erroneously several times in clause 10.25.7 and Annex V.2.7 and require to be changed.
Proposed Changes:
(The changes are shown below)
At 1786.20 change:

	— A URI formed by concatenating the Emergency Alert Server URI with the hexadecimal numerals of

the Alert Identifier Hash converted to lowercase ASCII encoded characters and the “.xml” file extension. For example, if the Emergency Alert Server URI is http://eas.server.org and the Alert Identifier Hash is

0x1234567890abcdef, then the URI would be http://eas.server.org/1234567890abcdef.xml (the

mechanism by which the URI is retrieved is outside the scope of this standard). The XML file is

formatted in accordance with OASIS EDXL. The non-AP STA retrieves the Emergency Alert Server URI (see 8.4.5.16 (Emergency Alert URI ANQP-element)) using an ANQP query according to the procedures in 10.25.3.2 (ANQP procedures). This method is recommended for non-AP STAs in the associated state.





At 3573.30 change:

	e) If there are one or more emergency alert messages to be downloaded, the device forms the EAS

Message URI by concatenating the Emergency Alert Server URI with the hexadecimal numerals of

the Alert Identifier Hash, using the specified method.
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