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Annex AQ3 Using PADP with existing Discovery Protocols

...
Annex AQ3.n Pre-Association Discovery of IMS services

This Annex provides a detailed example of a STA in a pre-associated state which is able to use PADP to access IMS service information from a SIMPLE Presence proxy.  An IMS-capable device uses SIMPLE Presence to publish its own IMS service capabilities, and to query the capabilities of other registered IMS clients.  IMS services include voice call, video call, SMS, IM, file share, and others.  Clients do not need to support all services available on an IMS-capable network, and IMS-capable networks also may not support the complete set of IMS services.  IMS service capability is exchanged using PIDF–formatted XML documents using the Presence messages of the SIP-based SIMPLE IM protocol.
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Figure AQ3n1
Figure n1 shows the architecture of a typical IMS deployment.  The Proxy-Call Session Control Function (P-CSCF) is the initial point of contact in the network for an IMS client.  The IMS device may be configured with an address for a P-CSCF, or it may query for the address of a P-CSCF during or after attaching to the IMS-supporting network, typically using the PCO options during DHCP address resolution.  The P-CSCF serves as a proxy for all SIP signaling with the Serving-Call Session Control Function (S-CSCF), which controls IMS core functions such as authentication and session state.  The S-CSCF communicates with the Application Servers which host the IMS services deployed on the network.  IMS-supporting networks with explicit peer relationships will have an Interrogating-Call Session Control Function (I-CSCF) to interface between S-CSCFs to coordinate state.  In addition to this structure for explicitly partnered networks, most IMS deployments are expected to have a publically accessible packet data gateway for IMS clients to securely connect to their home networks through means such as VPN, and then register and communicate with their home P-CSCF and S-CSCF through that gateway.  Additional detail is available in [3GPP TS 23.002] and [3GPP TS 23.228].
SIMPLE Presence support on an IMS network resides on an application server.  After registering with the S-CSCF, the IMS device will, if it supports the SIMPLE Presence service, publish its service capabilities to the Presence server on its home network.  It can also query that Presence server for the capabilities of other IMS clients on the home network, active or inactive.  The Presence server address is typically pre-configured on the IMS client as part of the overall home network configuration, rather than determined dynamically, although this server address may be configured to be a Fully Qualified Domain Name to be resolved through DNS, in addition to being configured as a static network address.

For the purposes of these examples, SIMPLE Presence is not used to grant access to the IMS core in the preassociated state to publish or query registered IMS client capabilities.  Instead, the device is attempting to discover what services are available on an IMS-supporting network should the device choose to subscribe to IMS services on that network.  The subscription process is also out of scope for these examples.

The canonical names of IMS services to be used for PAD hash generation are defined in [GSMA].

Annex AQ3.n.1 Common PADP SIMPLE Presence Architecture
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Figure AQ3n2
Figure n2 shows the architecture of an example SIMPLE Presence deployment.  The PAD-supporting STA and AP communicate with PADP proxies supporting DHCP and SIMPLE ULP encapsulation.  In addition, the AP is configured with the canonical service names for hash generation and matching. 
Annex AQ3.n.2 IMS Service Discovery Failure

In this example, a user of a PAD STA with an IMS client is looking for an instant messaging service, but the detected network does not support this service.
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Figure AQ3n3
The PAD STA probes for networks, and receives a Probe Response from the PAD AP containing Pre-association Discovery Capabilities indicating that the AP PAD support is operating in the Service Identifier Hash mode.  The PAD STA then sends a PADP request with a Service Identifier Hash, using the IMS IM service name of  +g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcse.im"  to generate the hash.  The AP determines that it is not configured with a matching service and responds with a PADP response containing a matching token and a Service Descriptor List count of 0, indicating that the sought-for service is not present on the network.
Annex AQ3.n.3 IMS Service Discovery Match

In this example, a user of a PADP STA with an IMS capable client is looking for an instant messaging service, and the detected network supports this service.
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Figure AQ3n4
The PAD STA probes for networks, and receives a Probe Response from the PAD AP containing Pre-association Discovery Capabilities indicating that the AP PAD support is operating in the Service Identifier Hash mode.  The PAD STA then sends a PADP request with a Service Identifier Hash, using the IMS IM service name of  +g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcse.im"  to generate the hash.  The AP determines that it is configured with a matching service and responds with a PADP response containing a matching token, a Service Descriptor List count of 1, and a matching Service Hash indicating that the sought-for service is not present on the network.  There are no attributes for the base IMS IM service, and 

Annex AQ3.n.4 IMS Service Discovery SIMPLE query

In this example, a user of a PAD STA with an IMS capable client is looking for the full set of IMS services available on a detected network.
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Figure AQ3n5
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Figure AQ3n5 – cont’d
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Figure AQ3n5  - cont’d
The PAD AP sends out a Beacon containing Pre-association Discovery Capabilities indicating that the AP PAD support is operating in the ULP encapsulation mode, a ULP List count of at least two, an ULP ID for at least one of DHCP or DHCPv6, a ULP ID for SIMPLE, plus any ULP IDs for additional protocols that the AP may support.  If the network uses a FQDN for the P-CSCF address, then it must also support DNS pre-association.  The PAD STA sends a PADP request containing an encapsulated ULP IE.  This ULP IE contains a DHCP or DHCPv6 request for an IP address including the SIP server option as described in RFC 3361.
The PAD AP sends a PADP response containing an encapsulated ULP IE.  This ULP IE contains a DHCP response with an IP address for the PAD STA to use during pre-association, and a SIP server address for the P-CSCF.  If the SIP server address is a FQDN, then the DHCP response will also contain the address of a DNS server.

If DNS resolution of the P-CSCF address is required, then the PAD STA will send a PADP request with an encapsulated ULP IE containing a DNS query for the P-CSCF FQDN.  The PAD AP will then respond with a DNS response containing the IP address of the P-CSCF.
 The PAD STA next sends a PADP request with an encapsulated ULP IE containing a SIMPLE Presence query with anonymized identity for the requestor and the requestee as below:
SUBSCRIBE

The AP responds with a PADP response containing an encapsulated ULP IE.  This ULP IE contains a SIMPLE Presence query response as below:

200 OK

The AP then sends a follow-on PADP response containing an encapsulated ULP IE using the GAS come-back mechanism.  This ULP IE contains a SIMPLE Presence response as below:

NOTIFY

The PADP STA then responds to the AP with a PADP request containing an encapsulated ULP IE.  This ULP IE contains a SIMPLE response response as below:

200 OK

The PADP AP does not respond to this final request.
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Abstract


This document provides draft text for an annex describing the functions of the Pre-Association Discovery Protocol (PADP) used to provide IMS service information through the use of SIMPLE Presence prior to association.  This document is based on the concepts presented in 802.11-14-1293r0.
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