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3. Definitions, acronyms and abbreviations
3.1 Definitions
 [Note to editor: add the definition below]
Service Identifier Hash (SIH): A 48 bits truncated value of a unique service identifier (USID), which identifies a service. A SIH is one type of SID.
8.4.2.122a Pre-association Discovery Capabilities

[Note to editor: change the table as below, strikeout line implies removing the text]
Table 8-401aq – PADP Identifiers
	PADP
	ULP ID

	PAD request/response using a Service Identifier Hash
	0

	PAD request/response using  Service Identifier Number
	1

	Encapsulated ULP
	2

	Reserved
	3-220

	Vendor Specific
	221

	Reserved 
	222-255


	PADP ID field value
	Description

	0
	PAD request/response using a Service Identifier Hash

	1
	PAD request/response using  Service Identifier Number

	2
	Encapsulated ULP

	3-220
	Reserved

	221
	Vendor Specific

	222-255
	Reserved


8.4.6.2 PADP Request/Response using a Service Identifier Hash
[Note to editor: change the text as below, strikeout line implies removing the text]
The PADP Request/Response using a Service Identifier Hash (SIH) is a transaction-oriented protocol for exchanging Service Discovery information, which identifies services by using a hash different SIHes in PADP Request/Response. SIHreq is used in PADP Request as an identifier for a service in the service query and SIHrsp is used in PADP Response as explained in Annex AQ1.  The hash is used both as a identifier within a service query request and also as a response identification of services that are available within the AP as an identifier of a service that is  available within the AP in the service response. How SIHreq and SIHrsp are generated from a USID is described in Annex AQ1.
The PADP Protocol-Specfic Information fields are defined as follows:

8.4.6.2.1 Request PADP-element

[Note to editor: change the text as below, strikeout line implies removing the text]
The Request PADP-element is used to request service information between STAs using the PADP Request/Response protocol. The Request PADP-element is included in a GAS Query Request.

	
	Token
	SIHreq
	Service Type Mask

	Octets:
	1
	6
	1


Figure 8-404aq – Request PADP-element format
The token identifies a specific instance of the PADP request. The Token is 1 octet in length, used for matching instances of the PADP Response with instances of the PADP Request when there are multiple Request PADP-element.
The Service Identifier Hash (SIHreq) field is an 6 octet version of a Unique Service Identifier (USID) for the service which is within the Request or Response PADP-element.  See Annex AQ1.2 for further information.
8.4.6.2.2 Response PADP-element

[Note to editor: change the text as below, strikeout line imples removing the text]
The Response PADP-element is used to provide service information between STAs using the GAS protocol in response to a Request PADP-element. The Response PADP-element is used in a GAS Query Response.

	
	Token
	Service Descriptor List Count
	SD#1

(optional)
	…
	SD#n

(optional)

	Octets:
	1
	1
	variable
	
	variable


Figure 8-405aq – Response PADP-element format
The Token field value is copied from the corresponding received Request PADP-element. 
The Service Descriptor List Count is a 1 octet field indicating the number of Service Descriptor sub-elements in the Response PADP-element.

The format of the Service Descriptor sub-field is shown in Figure 8-406aq

	
	Length
	SIHrsp
	Additional Attributes

Count
	Additional Attribute#1

(optional)
	…
	Additional Attribute #n

(optional)
	ULP

(optional)

	Octet:
	2
	6
	1
	4
	
	4
	1


Figure 8-406aq – Service Descriptor sub-field format
The Length field is a 1 octet field indicating the length of the Service Descriptor sub-field.

The SIHrsp sub-field is an 6 octet version of a USID for the service corresponding to the SIHreq in PADP Request. See Annex AQ1.2 for further information. described in section 8.4.6.2.1.
The Additional Attributes Count is a 1 octet field indicating the number of Additional Attribute sub-fields.

The Additional Attribute sub-field is a 4 octet field each of which contain additional information about the service identified by the SIH, for example, a service name string.
The ULP sub-field is an optional 1 octet field that identifies an ULP associated with the SIH and is defined in section 8.4.2.122a.
[Note to editor: change the text as below, strikeout line imples removing the text]
10. MLME

10.2425 WLAN interworking with external networks procedures

10.2425.3 Interworking procedures: generic advertisement service (GAS)

Insert new subclause 10.24.3.4 after the end of 10.24.3.3 as follows:

10.2425.3.4 Pre-Association Discovery Protocol (PADP) procedures 
10.25.3.4.1 General 
When dot11PADActivated is true, a STA shall include a PADP Capabilities element in Beacon and Probe Response frames. 

<TBD> - text on how the PADP-elements are indicated by a STA

<TBD> - text on how the PADP-elements are interpreted by a non-AP STA.

When dot11PADActivated is true, a non-AP STA may use PADP to request information as defined in Table 8-175 (Advertisement protocol ID definitions) from a peer STA that has transmitted an Advertisement Protocol element indicating support for PADP (see 8.4.2.95 (Advertisement Protocol element)) in a Beacon or Probe Response frame. The receiving STA may respond to queries with or without proxying the query to a server in an external network. See Annex AQ2 for more information on use of a Proxy Entity

· <TBD> The PADP Capabilities element advertises service types as well as the PADP protocol supported by the STA.

· <TBD>The requesting STA shall use the protocol advertised  by the responding STA.

If information is not configured for a particular PADP-element, then a query for that element returns that element with no optional fields.
A STA may use PADP to exchange service information as defined in Table 8-190 from a peer STA.  PADP uses the Encapsulation PADP-element to transport a Service Identifier between STAs.

A STA that encounters an unknown or reserved PADP Info ID value in a GAS frame (see 8-210) received without error shall ignore that PADP Info ID and shall parse any remaining PADP Info IDs.
A STA that encounters an unknown vendor-specific PADP-element field or subfield in a GAS frame (see 8-210) received without error shall ignore that field or subfield respectively, and shall parse any remaining fields or subfields for additional information with recognizable field or subfield values.
10.2425.3.4.2 PADP Request/Response  using Service Hash  procedures
The Request PADP-element is used by a requesting STA to perform a PADP Query using the procedures defined in 10.25.3.4.1 (General). 

When dot11PADActivated is true, a non-AP STA that receives a Beacon or a Probe Response frame from an AP in which the PADP ID field is 0 may send a PADP Request to the AP, including the SIHreq of a given service in the Request PADP-element.

An AP receiving a PADP Request frame shall decide whether there is requested service available by comparing the SIHreq contained in the Request PADP-element to SIHreqs of available services within the AP. If matched service(s) is found, the AP shall send a PADP Response with Service Descriptor subfield(s) containing the corresponding SIHrsp(s). For each SIHreq in PADP Request, there may be more than one available service found within the AP, and multiple Service Descriptor subfields each containing a corresponding SIHrsp may be carried in one PADP Response. If more than one available services are found, the same Token contained in the Request PADP-element shall copied to the Token subfields of the multiple Service Descriptor subfields. If no matched service is found, the AP shall send a PADP Response with Service Descriptor List Count field set to 0.

If the non-AP STA receives a PADP Response from an AP, including one or more Service Descriptor subfields, the non-AP STA shall check whether the corresponding SIHrsp for the requested service is included. If the corresponding SIHrsp is included in a Service Descriptor subfield, the STA shall determine that the requested service is available in the AP. 
AQ1.1 Unique Service Identifier (USID) Generation
<see https://mentor.ieee.org/802.11/dcn/13/11-13-0893-00-00aq-service-discovery-proposal.pptx>
· 128 bits long (16 octets) is large enough to be statistically unique (~3E+38)

· It is a type of “UUID”, a well defined construct in other standards.
The USID is formed from the value of Service Name by using the first 128 bits(16 octets) of the SHA-256 algorithm hashing of the value of the Service Name. A lower case representation of the value of the Service Name shall be used to calculate the USID.

Example:

Service Name: “tgaq_service”

USID(in hex): CE-22-89-20-FF-8B-87-49-16-1B-E7-AA-B5-68-E2-67
AQ1.2. Service Identifier Hash (SPIH) Generation
SIH provides a convenient short identifier (e.g. 6 octets) for a Unique Service Identifier.
SIH may not always be unique. There may be collisions. Collisions, however, can be very rare for well selected sizes and collision impact can be mitigated.
Multiple SIHes can be created from the same Unique Service Identifier by taking different ranges for the truncation. For PADP protocol, two SIHes (i.e. SIHreq and SIHrsp) are created from the same USID.
SIHreq used in Request PADP-element of  PADP Request frame is the first 6 octets of the Unique Service Identifier. 

SIHrsp used in Response PADP-element of PADP Response frame is the second 6 octets of the Unique Service Identifier.

Example:

USID(in hex): CE-22-89-20-FF-8B-87-49-16-1B-E7-AA-B5-68-E2-67

SIHreq(in hex): CE-22-89-20-FF-8B

SIHrsp(in hex): 87-49-16-1B-E7-AA
Abstract


This document proposes the change text on using different Service Identifier Hash in PAD Request/Response, based on TGaq baseline document D0.01.
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