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Discussion:

Definitions in 3.1 are merged into an IEEE “dictionary of standards” – document 100.   This is now available online for subscription.  Some time after a standard is released, IEEE staff and volunteers update this dictionary based on definitions in that standard.

The purpose of this dictionary is to support re-use of terms between different standards,  and thereby encourage the industry to adopt uniform set of terms.
If the section 3.1 definitions contain definitions that are specific to 802.11, then the only people interested in reading them will already have access to the definition (in the standard).  Furthermore, this creates needless work for all concerned.

In moving definitions to 3.2, we have to ensure that no remaining 3.1 definitions are dependent on 3.2.  Otherwise the IEEE dictionary of standards will have “dangling references”.  These are coloured yellow below.
Items coloured like this need discussion.
Proposed Changes, in the box below:
Move entries with a yellow highlight to 3.2.
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	access category (AC): A label for the common set of enhanced distributed channel access (EDCA
) parameters that are used by a quality-of-service (QoS) station (STA) to contend for the channel in order to transmit medium access control (MAC) service data units (MSDUs) with certain priorities.

access control: The prevention of unauthorized usage of resources. 

access period: A time period during a beacon interval established in a directional multi-gigabit
 (DMG) basic service set (BSS) that has associated channel access rules. (11ad)
access point (AP): An entity that contains one station (STA) and provides access to the distribution services, via the wireless medium (WM) for associated STAs.

access point (AP) path: Path between two tunneled direct-link setup (TDLS
) peer stations (STAs) via the AP with which the STAs are currently associated.

access point (AP) reachability: An AP is reachable by a station (STA) if preauthentication messages can be exchanged between the STA and the target AP via the distribution system (DS).

NOTE 1(#1101)—Preauthentication is defined in 11.5.10.2 (Preauthentication and RSNA key management).

active mode: A mesh power mode in which the mesh station (STA) operates in the Awake state towards a neighbor mesh STA.

additional authentication data (AAD): Data that are not encrypted, but are cryptographically -protected.(#1121)
admission control: An algorithm to ensure that admittance of a new flow into a resource constrained network does not violate parameterized service commitments made by the network to admitted flows.

aggregate medium access control (MAC) protocol data unit (A-MPDU): A structure containing one or more(#146) MPDUs, transported as a single physical layer (#61)(PHY) service data unit (PSDU) by the PHY.

aggregate medium access control (MAC) service data unit (A-MSDU): A structure containing one or more(#146) MSDUs, transported within a single (unfragmented) data medium access control (MAC) protocol data unit (MPDU).

aggregate medium access control (MAC) service data unit (A-MSDU) subframe: A portion of an A‑MSDU containing a header and associated MSDU.

aggregated schedule: The aggregation of delivery and/or poll schedules by the quality-of-service (QoS) access point (AP) for a particular QoS station (STA) into a single service period (SP).

antenna connector: The measurement point of reference for radio frequency (RF) measurements in a station (STA). The antenna connector is the point in the STA architecture representing the input of the receiver (output of the antenna) for radio reception and the input of the antenna (output of the transmitter) for radio transmission. In systems using multiple antennas or antenna arrays, the antenna connector is a virtual point representing the aggregate output of (or input to) the multiple antennas. In systems using active antenna arrays with processing, the antenna connector is the output of the active array, which includes any processing gain of the active antenna subsystem.

antenna selection (ASEL) receiver: A station (STA) that performs receive ASEL.

antenna selection (ASEL) transmitter: A station (STA) that performs transmit ASEL.

antenna weight vector (AWV): A vector of weights describing the excitation (amplitude and phase) for each element of an antenna array. (11ad)
association: The service used to establish access point/station (AP/STA) mapping and enable STA invocation of the distribution system services (DSSs).

authentication: The service used to establish the identity of one station (STA) as a member of the set of STAs authorized to associate with another STA. 

authentication and key management (AKM) suite: A set of one or more algorithms designed to provide authentication and key management, either individually or in combination with higher layer authentication and key management algorithms outside the scope of this standard
.

Authentication Server (AS): An entity that provides an authentication service to an Authenticator. This service determines, from the credentials provided by the Supplicant, whether the Supplicant is authorized to access the services provided by the Authenticator. (IEEE Std 802.1X-2010
(M14))

Authenticator: An entity at one end of a point-to-point LAN segment that facilitates authentication of the entity attached to the other end of that link. (IEEE Std 802.1X-2010(M14))

Authenticator address (AA): The medium access control (MAC) address of the IEEE Std(#130) 802.1X Authenticator.

authorization: The act of determining whether a particular right, such as access to a resource, is granted to an entity.

NOTE 2(#1101)—See IETF RFC 2903 [B32].

authorized: To be explicitly allowed.

average noise plus interference power indicator (ANIPI): A medium access control (MAC) indication of the average noise plus interference power measured on a channel that meets the two simultaneous conditions: 1) the station (STA) is not transmitting a frame, and 2) the station (STA) is not receiving a frame addressed to itself.(11ad)
average noise power indicator (ANPI): A medium access control (MAC) indication of the average noise plus interference power measured when the channel is idle as defined by three simultaneous conditions: 1) the Virtual Carrier Sense 
(CS) mechanism indicates idle channel, 2) the station (STA) is not transmitting a frame, and 3) the STA is not receiving a frame.

azimuth: The horizontal orientation of the front surface of a station or of a radio antenna system’s main lobe measured clockwise from true north.

base channel: Channel on which the tunneled direct-link setup (TDLS
) peer station (STA) is associated with an access point (AP).

basic service area (BSA): The area containing the members of a basic service set (BSS). It might contain members of other BSSs.

basic service set (BSS): A set of stations (STAs) that have successfully synchronized using the JOIN service primitives
 and one STA that has used the START primitive
. Alternatively, a set of STAs that have used the START primitive specifying matching mesh profiles where the match of the mesh profile
s has been verified via the scanning procedure. Membership in a BSS does not imply that wireless communication with all other members of the BSS is possible.

basic service set (BSS) transition: A station (STA) movement from one BSS to another BSS in the same extended service set (ESS).

beamformee: A station (STA) that receives a physical layer (#61)(PHY) protocol data unit (PPDU) that was transmitted using a beamforming steering matrix.

beamformer: A station (STA) that transmits a physical layer (#61)(PHY) protocol data unit (PPDU) using a beamforming steering matrix.

beamforming: A spatial filtering mechanism used at a transmitter to improve the received signal power or signal-to-noise ratio (SNR) at an intended receiver. Syn: beam steering. 

big endian: The concept that, for a given multi-octet numeric representation, the most significant octet has the lowest address.

broadcast address: A unique group address that specifies all stations (STAs). 

basic service set (BSS)(#1177) max idle period
: A time period during which the access point (AP) does not disassociate a station (STA) due to nonreceipt of frames from that STA. 

calibration initiator: A station (STA) that initiates a calibration sequence.

calibration responder: A station (STA) that transmits during a calibration sequence in response to a transmission by a calibration initiator.

candidate peer mesh station (STA): A neighbor mesh STA to which a mesh peering has not been established but meets eligibility requirements to become a peer mesh STA.

channel: An instance of communications medium use for the purpose of passing protocol data units (PDUs) between two or more stations (STAs).

channel spacing: The difference between the center frequencies of two nonoverlapping and adjacent channels of the radio transmitter. 

cipher suite: A set of one or more algorithms, designed to provide data confidentiality, data authenticity or integrity, and/or replay protection.

clear channel assessment (CCA) function: That logical function in the physical layer (PHY) that determines the current state of use of the wireless medium (WM).

collocated interference: Interference that is caused by another radio or station (STA) emitting radio energy located in the same physical device as the reporting STA, where the reported characteristics of the interference are known a priori without interference detection, measurement, or characterization by the reporting STA. 

collocated radio: A radio capable of emitting radio-frequency energy located in the same physical device as the reporting station (STA), where the radio’s type and some link characteristics are known without signal detection or measurement by the reporting STA.

configuration profile: A collection of parameters identified by a profile identifier (ID) that represent a current or available configuration of a station (STA).

contention-free period (CFP): The time period during the operation of a point coordination function (PCF
) when the right to transmit is assigned to stations (STAs) solely by a point coordinator (PC), allowing frame exchanges to occur between members of the basic service set (BSS) without contention for the wireless medium (WM).

contention period (CP): The time period outside of the contention-free period (CFP) in a point--coordinated basic service set (BSS)
. In a BSS where there is no point coordinator (PC), this corresponds to the entire time of operation of the BSS.

controlled access phase (CAP): A time period during which(#1178) the hybrid coordinator 
(HC) maintains control of the medium, after gaining medium access by sensing the channel to be idle for a point coordination -function (PCF) interframe space (PIFS) duration. It might span multiple consecutive transmission opportunities (TXOPs) and can contain polled TXOPs.

contention-based access period (CBAP): The time period within the data transfer interval (DTI) 
of a directional multi-gigabit (DMG) basic service set (BSS) where enhanced distributed channel access (EDCA) is used. (11ad)
· The following definition contains too many 802.11-specific terms.

coordination function: The logical function that determines when a station (STA) operating within a basic service set (BSS) is permitted to transmit protocol data units (PDUs) via the wireless medium (WM). The coordination function within a BSS might have one hybrid coordination function (HCF), or it might have one HCF and one point coordination function (PCF) and has one distributed coordination function (DCF). A quality-of-service (QoS) BSS has one DCF and one HCF. In addition, a directional multi-gigabit (DMG) STA has a DMG channel access function that includes the beacon transmission interval (BTI), the association beamforming training (A-BFT), the announcement transmission interval (ATI), and the service period channel access (SPCA).(11ad)

contention-free (CF) pollable: A station (STA) that is able to respond to a CF poll
 with a (#100)Data frame if such a frame is queued and able to be generated.

Counter mode with Cipher-block chaining Message authentication code (CCM): A symmetric key block cipher mode providing confidentiality using counter mode (CTR) and data origin authenticity using cipher-block chaining message authentication code (CBC-MAC). 

NOTE 3(#1101)—See IETF RFC 3610.

cryptographic encapsulation: The process of generating the cryptographic payload from the plaintext data. This comprises the cipher text as well as any associated cryptographic state required by the receiver of the data, e.g., initialization vectors (IVs), sequence numbers, message integrity codes (MICs), key identifiers.

data confidentiality: A property of information that prevents disclosure to unauthorized individuals, entities, or processes.

deauthentication service: The service that voids an existing authentication relationship. 

decapsulate: To recover an unprotected frame from a protected one.

decapsulation: The process of generating plaintext data by decapsulating an encapsulated frame.

deep sleep mode: 
A mesh power mode in which the mesh station (STA) operates either in the Awake state or in the Doze state towards a neighbor mesh STA, and is not expected to receive beacons from this neighbor mesh STA.

delivery-enabled access category 
(AC): A quality-of-service (QoS) access point (AP) AC where the AP is allowed to use enhanced distributed channel access (EDCA) to deliver traffic from the AC to a QoS station (STA) in an unscheduled service period (SP) triggered by the STA.

dependent station (STA): A STA that is not registered and whose operational parameters are dictated by messages it receives from an enabling STA. Once enabled by the dynamic STA enablement (DSE) process, a dependent STA’s continued operation becomes contingent upon being able to receive messages from its enabling STA over the air.

destination mesh station (STA): A mesh STA that is the final destination of a MAC service data unit (MSDU). This mesh STA might reside in a proxy mesh gate that might forward the MSDU to a STA outside of the MBSS. A destination mesh STA might be an end station as defined in IEEE Std 802.1.

directed frame: See: individually addressed. 

direct link: A bidirectional link from one quality-of-service (QoS) station (STA)
 to another QoS STA operating in the same infrastructure QoS basic service set (BSS) that does not pass through a QoS access point (AP). Once a direct link has been set up, all frames between the two QoS STAs are exchanged directly.

directed multicast service (DMS): A service in which the access point (AP) transmits group addressed frames as individually addressed frames to the requesting non-AP station (STA).

directional multi-gigabit (DMG): 
Pertaining to operation in a frequency band containing a channel with the Channel starting frequency above 45 GHz. 

NOTE 4(#1101)—The Channel starting frequency for 802.11 stations (STAs) is defined in Annex E

disassociation service: The service that removes an existing association. 

distributed coordination function (DCF): A class of coordination function where the same coordination function logic is active in every station (STA) in the basic service set (BSS) whenever the network is in operation.

distribution service: The service that, by using association information, delivers medium access control (MAC) service data units (MSDUs) within the distribution system (DS). 

distribution system (DS): A system used to interconnect a set of basic service sets (BSSs) and integrated local area networks (LANs) to create an extended service set (ESS). 

distribution system medium (DSM): The medium or set of media used by a distribution system (DS) for communications between access points (APs), mesh gates, and portals of an extended service set (ESS). 

distribution system service (DSS): The set of services provided by the distribution system (DS) that enable the medium access control (MAC) to transport MAC service data units (MSDUs) between stations (STAs) that are not in direct communication with each other over a single instance of the wireless medium (WM). 
NOTE--These services include transport of MSDUs between the access points (APs) of basic service sets (BSSs) within an extended service set (ESS), transport of MSDUs between portals and BSSs within an ESS, transport of MSDUs between mesh gates in the same or different mesh basic service sets (MBSSs), transport of MSDUs between mesh gates and APs, transport of MSDUs between mesh gates and portals, and transport of MSDUs between STAs in the same BSS in cases where the MSDU has a group destination address or where the destination is an individual address and the STA is associated with an AP. 

NOTE 5(#1101)—DSSs are provided between pairs of MACs not on the same instance of the WM.

dynamic frequency selection (DFS): Facilities mandated to satisfy requirements in some regulatory domains for radar detection and uniform channel spreading in the 5 GHz band. These facilities might also be used for other purposes, such as automatic frequency planning.

dynamic frequency selection (DFS) owner: A station (STA) in an independent basic service set (IBSS) or off-channel TDLS
 direct link that takes responsibility for selecting the next channel after radar is detected operating in a channel. Due to the nature of IBSSs, it cannot be guaranteed that there is a single DFS owner at any particular time and the protocol is robust to this situation.

dynamic station (STA) enablement (DSE): The process by which an enabling STA grants permission and dictates operational procedures to STAs that are subject to its control.

effective isotropic radiated power (EIRP): The equivalent power of a transmitted signal in terms of an isotropic (omnidirectional) radiator. The EIRP equals the product of the transmitter power and the antenna gain (reduced by any coupling losses between the transmitter and antenna).

emergency alert system (EAS): A U.S. national public warning system.

enabling station (STA): A registered STA that has the authority to control when and how a dependent STA can operate. An enabling STA communicates an enabling signal to its dependents over the air. An enabling STA chooses whether other dynamic STA enablement (DSE) messages are exchanged over the air, over the distribution system (DS), or by mechanisms that rely on transport via higher layers.

encapsulate: To construct a protected frame from an unprotected frame.

encapsulation: The process of generating a protected frame by encapsulating plaintext data.

enhanced distributed channel access (EDCA): The prioritized carrier sense multiple access with collision avoidance (CSMA/CA) access mechanism used by quality-of-service (QoS) stations (STAs) in a QoS basic service set (BSS). This access mechanism is also used by the QoS access point (AP) and operates concurrently with hybrid coordination function (HCF) controlled channel access (HCCA)
.

enhanced distributed channel access function (EDCAF
): A logical function in a quality-of-service (QoS) station (STA) that determines, using enhanced distributed channel access (EDCA), when a frame in the transmit queue with the associated access category (AC) is permitted to be transmitted via the wireless medium (WM). There is one EDCAF per AC.

extended service area (ESA): The area within which members of an extended service set (ESS) can communicate. An ESA is larger than or equal to a basic service area (BSA) and might involve several basic service sets (BSSs) in overlapping, disjointed, or both configurations. 

extended service set (ESS): A set of one or more interconnected basic service sets (BSSs) that appears as a single BSS to the logical link control (LLC) layer at any station (STA) associated with one of those BSSs.

extended service set (ESS) transition: A station (STA) movement from one basic service set (BSS) in one ESS to another BSS in a different ESS.

fast basic service set (BSS) transition: A station (STA) movement that is from one BSS in one extended service set (ESS) to another BSS within the same ESS and that minimizes the amount of time that data connectivity is lost between the STA and the distribution system (DS).

fast basic service set (BSS) transition (FT) 4-Way Handshake: A pairwise key management protocol used during FT initial mobility domain association. This handshake confirms mutual possession of a pairwise master key, the PMK-R1, by two parties and distributes a group temporal key (GTK).

fast basic service set (BSS) transition (FT) initial mobility domain association: The first association or first reassociation procedure within a mobility domain, during which a station (STA) indicates its intention to use the FT procedures.

fast session transfer (FST): The transfer of a session from a channel to another channel, in the same or different frequency bands. The term “session” refers to non-physical layer state information kept by a pair of stations (STAs) that communicate directly (i.e., excludes forwarding). (11ad)
fixed station (STA): A STA that is physically attached to a specific location. In licensed bands, a fixed STA might be authorized to operate only at a specific location.

flexible multicast service (FMS): A service that enables a non-access-point (non-AP) station (STA) to request a multicast delivery interval longer than the delivery traffic indication map (DTIM) 
interval for the purposes of lengthening the period of time a STA can be in a power save state.

flexible multicast stream identifier (FMSID): An identifier assigned by the access point (AP) to a particular group addressed stream subsequent to a successful FMS Request.

flexible multicast service (FMS) stream: A succession of frames transmitted by the access point (AP) that correspond to a single flexible multicast stream identifier (FMSID).

flexible multicast service (FMS) stream set: A collection of FMS streams identified by the value of the FMS Token field,(#1122) used during the FMS Request procedure.
forwarding information: The information maintained by a mesh station (STA) that allows the mesh STA to perform its path selection and forwarding functions.

fragmentation: The process of segmenting a medium access control (MAC) service data unit (MSDU) or MAC management protocol data unit (MMPDU) into a sequence of smaller MAC protocol data units (MPDUs) prior to transmission. The process of recombining a set of fragment MPDUs into an MSDU or MMPDU is known as defragmentation. These processes are described in 5.8.1.9 of ISO/IEC 7498-1:1994.

frame: A unit of data exchanged between peer protocol entities.(#1179)
Gaussian frequency shift keying (GFSK): A modulation scheme in which the data are first filtered by a Gaussian filter in the baseband and then modulated with a simple frequency modulation.

group: The entities in a wireless network, e.g., an access point (AP) and its associated stations (STAs), or all the STAs in an independent basic service set (IBSS) network.

group address: A medium access control (MAC) address that has the group bit equal to 1. Syn: multicast address.

group addressed: When applied to a medium access control (MAC) service data unit (MSDU), it is an MSDU with a group address as the destination address (DA). When applied to a MAC protocol data unit (MPDU), it is an MPDU with a group address in the Address 1 field. Syn: multicast.

group (#1012)addressed quality-of-service management frame (GQMF): A group (#1012)addressed (#100)Management frame that is transmitted using the quality-of-service management frame (QMF) service.(11ae)
Group Key Handshake: A group key management protocol defined by this standard. It is used only to issue a new group temporal key (GTK) to peers with whom the local station (STA) has already formed security associations.

group master key (GMK): An auxiliary key that might be used to derive a group temporal key (GTK).

group temporal key (GTK): A random value, assigned by the group source, which is used to protect group addressed medium access control (MAC) protocol data units (MPDUs) from that source. The GTK might be derived from a group master key (GMK).

hidden station (STA): A STA whose transmissions are not detected using carrier sense (CS) by a second STA, but whose transmissions interfere with transmissions from the second STA to a third STA

homogenous extended service set (ESS): A collection of basic service sets (BSSs), within the same extended service set (ESS), in which every subscription service provider network (SSPN) or other external network reachable at one BSS is reachable at all of them.

hybrid coordination function (HCF): A coordination function that combines and enhances aspects of the contention-based and contention-free access methods to provide quality-of-service (QoS) stations (STAs) with prioritized and parameterized QoS access to the wireless medium (WM), while continuing to support non-QoS STAs for best-effort transfer. The HCF includes the functionality provided by both enhanced distributed channel access (EDCA) and HCF controlled channel access (HCCA
). The HCF is compatible with the distributed coordination function (DCF) and the point coordination function (PCF). It supports a uniform set of frame formats and exchange sequences that STAs might use during both the contention period (CP) and the contention-free period (CFP). 

hybrid coordinator (HC): A type of coordinator, defined as part of the quality-of-service (QoS) facility, that implements the frame exchange sequences and medium access control (MAC) service data unit (MSDU) handling rules defined by the hybrid coordination function (HCF). The HC operates during both the contention period (CP) and contention-free period (CFP). The HC performs bandwidth management including the allocation of transmission opportunities (TXOPs) to QoS stations (STAs). The HC is collocated with a QoS access point (AP).

hybrid coordination function (HCF) controlled channel access (HCCA): The channel access mechanism utilized by the hybrid coordinator (HC) to coordinate contention-free media use by quality-of-service (QoS) stations (STAs) for downlink individually addressed, uplink, and direct-link transmissions.

idle power indicator (IPI): A physical layer (PHY) indication of the total channel power (noise and interference) as measured in the channel at the receiving antenna connector while the station (STA) is idle, i.e., neither transmitting nor receiving a frame.

IEEE Std(#130) 802.1X authentication: Extensible Authentication Protocol (EAP) authentication transported by the IEEE Std(#130) 802.1X protocol.

independent basic service set (IBSS): A basic service set (BSS) that forms a self-contained network, and in which no access to a distribution system (DS) is available.

individual address: A medium access control (MAC) address in which the group bit is 0. Syn: directed address, unicast address.

individually addressed: When applied to a medium access control (MAC) service data unit (MSDU), it is an MSDU with an individual address as the destination address (DA). 
NOTE--When applied to a MAC protocol data unit (MPDU), it is an MPDU with an individual address in the Address 1 field
. Syn: directed, unicast.

individually addressed quality-of-service management frame (IQMF): An individually addressed (#100)Management frame that is transmitted using the quality-of-service management frame (QMF) service.(11ae)
infrastructure: The infrastructure includes the distribution system medium (DSM), access point (AP), and portal entities. It is also the logical location of distribution and integration service functions of an extended service set (ESS). An infrastructure contains one or more APs and zero or more portals in addition to the distribution system (DS). 

infrastructure authorization information: The information that specifies the access rights of the user of a non-access-point (non-AP) station (STA). This information might include the rules for routing the user traffic, a set of permissions about services that a user is allowed to access, quality-of-service (QoS) configuration information, or the accounting policy to be applied by the infrastructure.

integration service: The service that enables delivery of medium access control (MAC) service data units (MSDUs) between the distribution system (DS) and a local area network (LAN) (via a portal).

integrity GTK (IGTK): A random value, assigned by the broadcast/multicast source STA, which is used to protect group addressed medium access control (MAC) management protocol data units (MMPDUs) from that source STA.

light sleep mode
: A mesh power mode in which the mesh station (STA) operates either in the Awake state or in the Doze state towards a neighbor mesh STA, and is expected to receive beacons from this neighbor peer mesh STA.

link: In the context of an IEEE Std(#130) 802.11 
medium access control (MAC) entity, a physical path consisting of exactly one traversal of the wireless medium (WM) that is used to transfer an MAC service data unit (MSDU) between two stations (STAs).

link margin: Ratio of the received signal power to the minimum required by the station (STA). The STA might incorporate rate information and channel conditions, including interference, into its computation of link margin. The specific algorithm for computing the link margin is implementation dependent.

link metric: A criterion used to characterize the performance, quality, and eligibility of a link.

little endian: The concept that, for a given multi-octet numeric representation, the least significant octet has the lowest address.

liveness: A demonstration that the peer is actually participating in this instance of communication.

location configuration information (LCI): As defined in IETF RFC 6225(#1692): includes latitude, longitude, and altitude, with resolution indicators for each.

location subject local: The term used when a location request is for the location of the requesting STA, i.e., when the requesting STA asks, “Where am I?”

location subject remote: The term used when a location request is for the location of the reporting STA, i.e., when the requesting STA asks, “Where are you?”

location subject third party: The term used when the location request is for the location of a station (STA) other than the requesting STA or the requested STA, (i.e., when the requesting STA asks, “Where is he/she?”)

master session key (MSK): Keying material that is derived between the Extensible Authentication Protocol (EAP) peer and exported by the EAP method to the Authentication Server (AS). 

NOTE 6(#1101)—In this standard, this key is at least 64 octets in length.

medium access control (MAC) frame: The unit of data exchanged between MAC entities. Syn: MPDU.

NOTE-References to a “frame” from within the clauses describing the MAC are implicitly references to a MAC frame, unless otherwise qualified.(#1179)
medium access control (MAC) management protocol data unit (MMPDU): The unit of data exchanged between two peer MAC entities, using services of the physical layer (PHY), to implement the MAC management protocol. 

medium access control (MAC) protocol data unit (MPDU): The unit of data exchanged between two peer MAC entities using the services of the physical layer (PHY). Syn: MAC(#1179) frame. 

medium access control (MAC) service data unit (MSDU): Information that is delivered as a unit between MAC service access points (SAPs).

mesh basic service set (MBSS): A basic service set (BSS) that forms a self-contained network of mesh stations (STAs) that use the same mesh profile. An MBSS contains zero or more mesh gates, and can be formed from mesh STAs that are not in direct communication.

mesh facility: The set of enhanced functions, channel access rules, frame formats, mutual authentication methods, and managed objects used to provide data transfer among autonomously operating stations (STAs) that might not be in direct communication with each other over a single instance of the wireless medium. Communication between STAs using the mesh facility takes place using only the wireless medium. The mesh facility transports an MSDU between source and destination STAs over potentially multiple hops of the wireless medium without transiting the MAC_SAP at intermediate STAs.

mesh gate: Any entity that has mesh station (STA) functionality and provides access to one or more distribution systems, via the wireless medium (WM) for the mesh basic service set (MBSS).

mesh link: A link from one mesh station (STA) to a neighbor mesh STA that have a mesh peering with each other.

mesh neighborhood: The set of all neighbor mesh stations (STAs) relative to a particular mesh STA.

mesh path: A concatenated set of mesh links from a source mesh station (STA) to a destination mesh STA. 

mesh path selection: The process of selecting a mesh path.

mesh peer service period (MPSP): A contiguous period of time during which one or more individually addressed frames are transmitted between two peer mesh stations (STAs) with at least one of those mesh STAs operating in light sleep or deep sleep mode
. A mesh peer service period is directional and may contain one or more transmission opportunities (TXOPs). A mesh STA may have multiple mesh peer service periods ongoing in parallel. No more than one mesh peer service period may be set up in each direction with each peer mesh STA.

mesh peer service period (MPSP) owner: A mesh station (STA) that obtains transmission opportunities (TXOPs), transmits individually addressed frames to the recipient mesh STA in the mesh peer service period, and terminates the mesh peer service period.

mesh peering: A relationship between two mesh stations (STAs) that is required for direct communication over a single instance of the wireless medium (WM). A mesh peering is established with a mesh peering protocol.

mesh peering management: A group of protocols to facilitate the mesh peering establishment and closure of the mesh peerings.

mesh power mode: The activity level identifier of a mesh station (STA) set per mesh peering or for nonpeer neighbor STAs. A lower activity level enables a mesh STA to reduce its power consumption.

mesh power mode tracking: Operation to observe the peering-specific mesh power modes from the peer mesh STAs and to maintain the peering-specific mesh power modes for each peer mesh STA.

mesh profile: A set of values of parameters that identifies the attributes of the mesh basic service set (MBSS) and that is used in a single (#1180)MBSS. 
NOTE-The mesh profile consists of the identifiers that are the values for the parameters: mesh ID, active path selection protocol, active path selection metric, congestion control mode, synchronization method, and authentication protocol
.

mesh services: The set of services that enable the creation and operation of a mesh basic service set (MBSS).

mesh station (STA): A quality-of-service (QoS) STA that implements the mesh facility.

message integrity code (MIC): A value generated by a cryptographic function. If the input data are changed, a new value cannot be correctly computed without knowledge of the cryptographic key(s) used by the cryptographic function. 

NOTE 7(#1101)—This is traditionally called a -message authentication code (MAC), but the acronym MAC is already reserved for another meaning in this standard.

mobile station (STA): A type of STA that uses network communications while in motion.

mobility domain: A set of basic service sets (BSSs), within the same extended service set (ESS), that support fast BSS transitions between themselves and that are identified by the set’s mobility domain identifier (MDID).

mobility domain identifier (MDID): An identifier that names a mobility domain.

multi-level precedence and preemption (MLPP): A framework used with admission control for the treatment of traffic streams based on precedence, which supports the preemption of an active traffic stream by a higher precedence traffic stream when resources are limited. Preemption is the act of forcibly removing a traffic stream in progress in order to free up resources for another higher precedence traffic stream.

multicast: See: group addressed.

multicast address: See: group address.

multicast-group address: A medium access control (MAC) address associated by higher level convention with a group of logically related stations (STAs).

multiple BSSID capability: The capability to advertise information for multiple basic service set identifiers (BSSIDs) using a single Beacon or Probe Response frame instead of using multiple Beacon or Probe Response frames, 
each corresponding to a single BSSID, and the capability to indicate buffered frames for these multiple BSSIDs using a single traffic indication map (TIM) element in a single Beacon.

multiple input, multiple output (MIMO): A physical layer (PHY) configuration in which both transmitter and receiver use multiple antennas.

multiple medium access control (MAC) station management entity (SME) (MM-SME): Component of station management that manages multiple cooperating stations (STAs). (11ad)
neighbor access point (AP): Any AP that is a potential service set transition candidate.

neighbor station (STA): A STA in the following relationship: STA A is a neighbor to STA B if STA A can both directly transmit to and receive from STA B over the wireless medium.

network access identifier (NAI): The user identity submitted by the Supplicant during IEEE Std(#130) 802.1X authentication.

NOTE 8(#1101)—See IETF RFC 4282.

network access server (NAS) client: The client component of a NAS that communicates with the Authentication Server (AS).

network allocation vector (NAV): An indicator, maintained by each station (STA), of time periods when transmission onto the wireless medium (WM) is not initiated by the STA regardless of whether the STA’s clear channel assessment (CCA) function senses that the WM is busy. 

next-hop mesh station (STA): The next peer mesh STA on the mesh path to the destination mesh STA.

nonce: A numerical value, used in cryptographic operations associated with a given cryptographic key, that is not to be reused with that key, including over all reinitializations of the system through all time.

non-access-point (non-AP) station (STA): A STA that is not contained within an AP.

nonoperating channel: A channel that is not the operating channel of the basic service set (BSS) of which the station (STA) is a member.

nonpeer mesh power mode: The activity level identifier of a mesh station (STA) towards nonpeer neighbor mesh STAs. Two nonpeer mesh power modes are defined: active mode and deep sleep mode
.

non-personal basic service set control point (non-PCP) station (STA): A STA that is not a PCP. (11ad)
non-personal basic service set control point (non-PCP)/non-access point (non-AP) station (STA): A STA that is not a PCP and that is not an AP. (11ad)
non-quality-of-service (non-QoS) access point (AP): An AP that does not support the quality-of-service (QoS) facility.

non-quality-of-service (non-QoS) basic service set (BSS): A BSS that does not support the quality-of-service (QoS) facility.

non-quality-of-service management frame (non-QMF) access point (AP): An AP that does not implement the quality-of-service management frame (QMF) service.(11ae)
non-quality-of-service management frame (non-QMF) station (STA): A STA that does not implement the quality-of-service management frame (QMF) service.(11ae)
non-quality-of-service (non-QoS) station (STA): A STA that does not support the quality-of-service (QoS) facility.

nontransmitted BSSID: A basic service set identifier (BSSID) corresponding to one of the basic service sets (BSSs) when the multiple BSSID capability is supported, where the BSSID is not announced explicitly but can be derived from the information encoded in the transmitted (#1565)Beacon frames.

null data packet (NDP): A physical layer (#61)(PHY) protocol data unit (PPDU) that carries no Data field
.

off-channel: Channel that is not the base channel.

operating channel: The operating channel is the channel used by the serving AP of the BSS to transmit beacons. In an IBSS the operating channel is the channel used by the IBSS DFS owner to transmit beacons.

operating channel width: The channel width in which the station (STA) is currently able to receive.

overlapping basic service set (OBSS): A basic service set (BSS) operating on the same channel as the station’s (STA’s) BSS and within (either partly or wholly) its basic service area (BSA).

over-the-air fast basic service set (BSS) transition (FT): An FT method in which the station (STA) communicates over a WM link to the target access point (AP).

over-the-DS (distribution system) fast basic service set (BSS) transition (FT): An FT method in which the station (STA) communicates with the target access point (AP) via the current AP.

pairwise: Referring to, or an attribute of, two entities that are associated with each other, e.g., an access point (AP) and an associated station (STA), or two STAs in an independent basic service set (IBSS) network. This term is used to refer to a type of encryption key hierarchy pertaining to keys shared by only two entities.

pairwise master key (PMK): The key derived from a key generated by an Extensible Authentication Protocol (EAP) method or obtained directly from a preshared key (PSK).

pairwise master key R0 (PMK-R0): 
The key at the first level of the fast basic service set (BSS) transition (FT) key hierarchy.

pairwise master key (PMK) R0 name (PMKR0Name
): An identifier that names the PMK-R0.

pairwise master key (PMK) R0 key holder identifier (R0KH-ID
): An identifier that names the holder of the PMK-R0 in the Authenticator.

pairwise master key R1 (PMK-R1
): A key at the second level of the fast basic service set (BSS) transition (FT) key hierarchy.

pairwise master key (PMK) R1 name (PMKR1Name
): An identifier that names a PMK-R1.

pairwise master key (PMK) R1 key holder identifier (R1KH-ID
): An identifier that names the holder of a PMK-R1 in the Authenticator.

pairwise master key (PMK) S0 key holder identifier (S0KH-ID
): An identifier that names the holder of the PMK-R0 in the Supplicant.

pairwise master key (PMK) S1 key holder identifier (S1KH-ID
): An identifier that names the holder of the PMK-R1 in the Supplicant.

pairwise transient key (PTK): A concatenation of session keys derived from the pairwise master key (PMK) or from the PMK-R1
. Its components include a key confirmation key (KCK), a key encryption key (KEK), and one or more temporal keys that are used to protect information exchanged over the link.

pairwise transient key (PTK) name (PTKName): An identifier that names the PTK.
parameterized quality of service (QoS): The treatment of the medium access control (MAC) protocol data units (MPDUs) depends on the parameters associated with the MPDU. Parameterized QoS is primarily provided through the hybrid coordination function (HCF) controlled channel access (HCCA) mechanism
, but is also provided by the enhanced distributed channel access (EDCA) mechanism when used with a traffic specification (TSPEC) for admission control.

pass-phrase: A secret text string employed to corroborate the user’s identity.

password: A shared, secret, and potentially low-entropy word, phrase, code, or key used as a credential for authentication purposes. 

NOTE 9(#1101)—The method of distribution of a password to the units in the system is outside the scope of this standard.

path metric: An aggregate multi-hop criterion used to characterize the performance, quality, and eligibility of a mesh path. 

peer mesh station (STA): A mesh STA to which a mesh peering has been established.

peer trigger frame: A Mesh Data or quality-of-service (QoS) Null frame
 that initiates a mesh peer service period.

peer-specific mesh power mode: The activity level identifier of a mesh station (STA) set per mesh peering. Three peer-specific mesh power modes are defined: active mode, light sleep mode, and deep sleep mode
.

peer-to-peer link: A direct link within a quality-of-service (QoS) basic service set (BSS), a tunnelled direct-link setup (TDLS
) link, or a STA-to-STA communication in an independent basic service set (IBSS).

peer-to-peer traffic specification (PTP TSPEC): The quality-of-service (QoS) characteristics of a data flow between non-access point (non-AP) QoS stations (STAs). (11ad)
PeerKey Handshake: A key management protocol composed of the station-to-station link (STSL) master key (SMK) Handshake and the 4-Way STSL transient key (STK) Handshake
. This is used to create new SMK security associations (SMKSAs) and STK security associations (STKSAs) to secure the STSLs.

per-frame encryption key: A unique encryption key constructed for each medium access control (MAC) protocol data unit (MPDU).

NOTE 10(#1101)—A per-frame encryption key is employed by some security protocols defined in this standard.

personal basic service set (PBSS
): A directional multi-gigabit (DMG) basic service set (BSS) that includes one PBSS control point (PCP), and in which access to a distribution system (DS) is not present but an intra-PBSS forwarding service is optionally present. (11ad)
personal basic service set (PBSS) control point (PCP): An entity that contains one station (STA) and coordinates access to the wireless medium (WM) by STAs that are members of a PBSS. (11ad)
personal basic service set (PBSS) control point (PCP)/access point (AP): A station (STA) that is at least one of a PCP or an AP.(11ad)
physical layer (PHY) frame: The unit of data exchanged between PHY entities. Syn: PPDU.(#1179)
NOTE-References to a "frame" from within the clauses describing the PHYs are implicitly references to a PHY frame, unless otherwise qualified.

piggyback: The overloading of a (#100)Data frame 
with an acknowledgment of 
a previously received medium access control (MAC) protocol data unit (MPDU) and/or a poll to the station (STA) to which the frame is directed. 

point coordinator (PC): The entity within the STA in an AP that performs the point coordination function. 

point coordination function (PCF): A class of possible coordination functions in which the coordination function logic is active in only one station (STA) in a basic service set (BSS) at any given time that the network is in operation. 

portable station (STA): A type of station (STA) that might be moved from location to location, but that only uses network communications while at a fixed location. 

portal: The logical point at which the integration service is 
provided.

precursor mesh station (STA): A neighbor peer mesh STA on the mesh path to the destination mesh STA, that identifies the mesh STA as the next-hop mesh STA.

preshared key (PSK): A static key that is distributed to the units in the system by some out-of-band means. 

primary channel: The common channel of operation for all stations (STAs) that are members of the basic service set (BSS).

prioritized quality of service (QoS): The provisioning of service in which the medium access control (MAC) protocol data units (MPDUs) with higher priority are given a preferential treatment over MPDUs with a lower priority. 
NOTE--Prioritized QoS is provided through the enhanced distributed channel access (EDCA) mechanism
.

protection mechanism: Any procedure that attempts to update the network allocation vector (NAV) of all receiving stations (STAs) prior to the transmission of a frame that might or might not be detected as valid network activity by the physical layer (PHY)(#1187) entities at those receiving STAs.

protection mechanism frame: Any frame that is sent as part of a protection mechanism -procedure.

protocol instance: An execution of a particular protocol that consists of the state of the communicating parties as well as the messages exchanged.

proxy mesh gate: A mesh gate acting as an intermediary for IEEE 802 stations (STAs) outside the mesh basic service set (MBSS).

pseudorandom function (PRF): A function that hashes various inputs to derive a pseudorandom value. In order to ensure liveness of a communication in which a pseudorandom value is used, a nonce is used as one of the inputs to the function.

public safety answering point (PSAP): A physical location where emergency calls are received and routed to the appropriate emergency service dispatch center. 

NOTE 11(#1101)—See NENA 08-002 [B53].

quadrature binary phase shift keying (QBPSK): A binary phase shift keying modulation in which the binary data is mapped onto the imaginary (Q) axis.

quality-of-service (QoS) access point (AP): An AP that supports the QoS facility. The functions of a QoS AP are a superset of the functions of a non-QoS AP, and thus a QoS AP is able to function as a non-QoS AP to non-QoS stations (STAs).

quality-of-service (QoS) basic service set (BSS): A BSS that provides the QoS facility. An infrastructure QoS BSS contains a QoS access point (AP).

quality-of-service (QoS) facility: The set of enhanced functions, channel access rules, frame formats, frame exchange sequences and managed objects used to provide parameterized and prioritized QoS.

quality-of-service (QoS) independent basic service set (IBSS): An IBSS in which one or more of its stations (STAs) support the QoS facility.

quality-of-service management frame (QMF): A (#100)Management frame that is transmitted using the QMF service.(11ae)
quality-of-service management frame (QMF) access point (AP): A quality-of-service AP that implements the QMF service.(11ae)
quality-of-service management frame (QMF) policy: A policy defining the access category of (#100)Management frames. QMF stations (STAs) transmit their (#100)Management frames using the access category defined by the policy.(11ae)
quality-of-service management frame (QMF) service: A service in which the enhanced distributed channel access (EDCA) access category with which a (#100)Management frame is sent is determined according to a configured policy.(11ae)
quality-of-service management frame (QMF) station (STA): A quality-of-service STA that implements the QMF service.(11ae)
quality-of-service (QoS) station (STA): A STA that implements the QoS facility. A QoS STA acts as a non-QoS STA when associated in a non-QoS basic service set (BSS). 

reassociation service: The service that enables an established association [between access point (AP) and station (STA)] to be transferred from one AP to another (or the same) AP. 

receive chain: The physical entity that implements any necessary signal processing to provide the received signal to the digital baseband. Such signal processing includes filtering, amplification, down-conversion, and sampling.

receive power: Mean power measured at the antenna connector.

received channel power indicator (RCPI): An indication of the total channel power (signal, noise, and interference) of a received frame measured on the channel and at the antenna connector used to receive the frame.

received power indicator (RPI): A quantized measure of the received power level as seen at the antenna connector.

received signal to noise indicator (RSNI): An indication of the signal to noise plus interference ratio of a received frame. RSNI is defined by the ratio of the received signal power (RCPI-ANPI) to the noise plus interference power (ANPI) as measured on the channel and at the antenna connector used to receive the frame.

NOTE 12(#1101)—RCPI and ANPI might not be measured simultaneously; see 10.11.9.4 (Noise Histogram report) for details.

registered station (STA): A STA for which information needs to be submitted to an appropriate regulatory or coordination authority before it is allowed to transmit.

remote request broker (RRB): The component of the station management entity (SME) of an access point (AP) that supports fast basic service set (BSS) transitions over the distribution system (DS).

resource information container (RIC): A sequence of elements 
that include resource request and response parameters.

restricted channel: A radio channel in which transmission is restricted to stations (STAs) that operate under the control of licensed operators.

roaming consortium: A group of subscription service providers (SSPs) having inter-SSP roaming agreements.

(#1181)robust Management frame: A (#100)Management frame 
that is eligible for protection.

scheduled service period (SP): The SP that is scheduled by the quality-of-service (QoS) access point (AP) or the personal basic service set (PBSS) control point (PCP)(11ad). Scheduled SPs start at fixed intervals of time.

sector: A transmit or receive antenna pattern corresponding to a Sector ID
. (11ad)
service interval (SI): The interval between the start of two successive scheduled service -periods (SPs).

service period (SP): A contiguous time during which one or more downlink individually addressed frames are transmitted to a quality-of-service (QoS) station (STA) and/or one or more transmission opportunities (TXOPs) are granted to the same STA. SPs are either scheduled or unscheduled. 

NOTE—A non-access-point (non-AP) STA can have at most one nongroupcast with retries SP (non-GCR-SP)(11aa)(#1124) active at any time.(#1033)
service set transition: A STA movement from one BSS to another BSS, i.e., either a BSS transition or an ESS transition.

serving AP: The AP to which the STA is associated.

sounding: The use of preamble training fields to measure the channel for purposes other than demodulation of the Data portion 
of the physical layer (#61)(PHY) protocol data unit (PPDU) containing the training fields
.

NOTE 13(#1101)—These uses include calculation of transmit steering, calculation of recommended MCS, and calculation of calibration parameters.

source mesh station (STA): A mesh STA from which a MAC service data unit (MSDU) enters the mesh basic service set (MBSS). A source mesh STA may be a mesh STA that is the source of an MSDU or a proxy mesh gate that receives an MSDU from a STA outside of the MBSS and forwards the MSDU on a mesh path.

space-time block coding/spatial multiplexing (STBC/SM): A combination of STBC and SM where one spatial stream is transmitted using STBC and one or two additional spatial streams are transmitted using SM.

space-time streams: Streams of modulation symbols created by applying a combination of spatial and temporal processing to one or more spatial streams of modulation symbols.

spatial multiplexing (SM): A transmission technique in which data streams are transmitted on multiple spatial channels that are provided through the use of multiple antennas at the transmitter and the receiver.

spatial sharing (SPSH): Use of a frequency channel by multiple stations (STAs) located in the same vicinity, and whose directional transmissions may overlap in time. (11ad)
spatial stream: One of several streams of bits or modulation symbols that might be transmitted over multiple spatial dimensions that are created by the use of multiple antennas at both ends of a communications link.

station (STA): A logical entity that is a singly addressable instance of a medium access control (MAC) and physical layer (PHY) interface to the wireless medium (WM).

station service (SS): The set of services that support transport of medium access control (MAC) service data units (MSDUs) between stations (STAs) within a basic service set (BSS).

subscription service provider (SSP): An organization (operator) offering connection to network services, perhaps for a fee. 

subscription service provider network (SSPN): The network controlled by a subscription service provider (SSP). The network maintains user subscription information.

Supplicant: An entity at one end of a point-to-point LAN segment that is being authenticated by an Authenticator attached to the other end of that link. (IEEE Std 802.1X-2010(M14))

Supplicant address (SPA): The medium access control (MAC) address of the IEEE Std(#130) 802.1X Supplicant.

temporal encryption key: The portion of a pairwise transient key (PTK) or group temporal key (GTK) used directly or indirectly to encrypt data in medium access control (MAC) protocol data units (MPDUs).

temporal key (TK): The combination of temporal encryption key and temporal message integrity code (MIC) key.

temporal message integrity code (MIC) key: The portion of a transient key used to ensure the integrity of medium access control (MAC) service data units (MSDUs) or MAC protocol data units (MPDUs).

time unit (TU): A measurement of time equal to 1024 µs.

traffic category (TC): A label for medium access control (MAC) service data units (MSDUs) that have a distinct user priority (UP), as viewed by higher layer entities, relative to other MSDUs provided for delivery over the same link. Traffic categories are meaningful only to MAC entities that support quality of service (QoS) within the MAC data service. These MAC entities determine the UP for MSDUs belonging to a particular traffic category using the priority value provided with those MSDUs at the MAC service access point (MAC_SAP).

traffic classification (TCLAS): The specification of certain parameter values to identify a Protocol Data Unit (PDU) or a medium access control (MAC) service data unit (MSDU). The classification process may be performed above the MAC service access point (MAC_SAP), within the MLME, or within the MAC, based on the type of classification.(#78)
traffic filter: A set of traffic specifications defined by the use of traffic classification (TCLAS) elements 
that are utilized by the traffic filtering service (TFS) to identify specific allowed frames.

traffic filtering service (TFS): A service provided by an access point (AP) to a non-AP station (STA) to reduce the number of frames sent to the non-AP STA by not forwarding individually addressed frames addressed to the non-AP STA that do not match traffic filters specified by the non-AP STA.

traffic identifier (TID): Any of the identifiers usable by higher layer entities to distinguish medium access control (MAC) service data units (MSDUs) to MAC entities that support quality of service (QoS) within the MAC data service. 
NOTE--There are 16 possible TID values; eight identify TCs, a
nd the other eight identify parameterized TSs. The TID is assigned to an MSDU in the layers above the MAC.

traffic indication map (TIM) broadcast: A service that enables a non-access-point (non-AP) station (STA) to request periodic transmission of a TIM frame
 by the AP. TIM frames have shorter duration than Beacon frames and can be transmitted at a higher physical layer (PHY) rate, which allows the STA to save additional power while periodically checking for buffered traffic in standby mode, relative to the power consumed if the station (STA) were to periodically wake up to receive a (#1565)Beacon frame. 

traffic specification (TSPEC): The quality-of-service (QoS) characteristics of a data flow to and from a QoS station (STA).

traffic stream (TS): A set of medium access control (MAC) service data units (MSDUs) to be delivered subject to the quality-of-service (QoS) parameter values provided to the MAC in a particular traffic specification (TSPEC). TSs are meaningful only to MAC entities that support QoS within the MAC data service. These MAC entities determine the TSPEC applicable for delivery of MSDUs belonging to a particular TS using the priority parameter provided with those MSDUs at the MAC service access point (MAC_SAP).

traffic stream identifier (TSID): Any of the identifiers usable by higher layer entities to distinguish medium access control (MAC) service data units (MSDUs) to MAC entities for parameterized quality of service (QoS) [i.e., the traffic stream (TS) with a particular traffic specification (TSPEC)] within the MAC data service. The TSID is assigned to an MSDU in the layers above the MAC.

transmission opportunity (TXOP): An interval of time when a particular quality-of-service (QoS) station (STA) has the right to initiate frame exchange sequences onto the wireless medium (WM). 
NOTE--A TXOP is defined by a starting time and a maximum duration. The TXOP is either obtained by the STA by successfully contending for the channel or assigned by the hybrid coordinator (HC
).

transmission opportunity (TXOP) holder: A quality-of-service (QoS) station (STA) that has either been granted a TXOP by the hybrid coordinator (HC) 
or successfully contended for a TXOP.

transmission opportunity (TXOP) responder: A station (STA) that transmits a frame in response to a frame received from a TXOP holder during a frame exchange sequence, but that does not acquire a TXOP in the process.

transmitted basic service set identifier (BSSID): The BSSID included in the MAC Header transmitter address field of a Beacon frame 
when the multiple BSSID capability is supported.

tunneled direct-link setup (TDLS): A protocol that uses a specific Ethertype 
encapsulation to TDLS frames 
through an access point (AP) to establish a TDLS direct link. 

tunneled direct-link setup (TDLS) direct link: Direct link between two non-AP stations (STAs) that has been established using the TDLS protocol.

tunneled direct-link setup (TDLS) initiator station (STA): A STA that transmits a TDLS Setup Request frame or a TDLS Discovery Request frame.

tunneled direct-link setup (TDLS) peer power save mode (PSM): A power save mode that is based on periodically scheduled service periods, which can be used between two stations (STAs) that have set up a TDLS direct link.

tunneled direct-link setup (TDLS) peer power save mode (PSM) initiator: A station (STA) that transmits a TDLS Peer PSM (#99)Request frame.

tunneled direct-link setup (TDLS) peer power save mode (PSM) responder: A station (STA) that transmits a TDLS Peer PSM (#99)Response frame.

tunneled direct-link setup (TDLS) peer station (STA): A STA with a TDLS direct link.

tunneled direct-link setup (TDLS) peer unscheduled automatic power save delivery (U-APSD) [TDLS peer U-APSD (TPU)]: A power save mode based on unscheduled service periods that can be used between two stations (STAs) that have set up a TDLS direct link.

tunneled direct-link setup (TDLS) peer unscheduled automatic power save delivery (U-APSD) [TDLS peer U-APSD (TPU)] buffer station (STA): A TDLS peer STA that buffers traffic for a TPU sleep STA.

tunneled direct-link setup (TDLS) peer unscheduled automatic power save delivery (U-APSD) [TDLS peer U-APSD (TPU)] sleep station (STA): A TDLS STA that entered power save mode on a TDLS direct link and that is using TPU for the delivery of buffered traffic.

tunneled direct-link setup (TDLS) power save mode (PSM): TDLS peer PSM or peer unscheduled automatic power save delivery (U-APSD).

tunneled direct-link setup (TDLS) responder station (STA): A STA that receives or is the intended recipient of a TDLS Setup Request frame or TDLS Discovery Request frame.

unauthorized disclosure: The process of making information available to unauthorized individuals, entities, or processes. 

unauthorized resource use: Use of a resource not consistent with the defined security policy. 

unicast: See: individually addressed.

unicast address: See: individual address.

uniform spreading: A regulatory requirement for a channel selection mechanism that provides uniform usage across a minimum set of channels in the regulatory domain.
unquenchable flame: A flame that cannot be quenched.
unreachable destination: A destination mesh station (STA) for which the link to the next hop of the mesh path to this destination mesh STA is no longer usable.(#1125)
unscheduled service period (SP): The period that is started when a quality-of-service (QoS) station (STA) transmits a trigger frame to the QoS access point (AP).

user priority (UP): A value associated with an medium access control (MAC) service data unit (MSDU) that indicates how the MSDU is to be handled. The UP is assigned to an MSDU in the layers above the MAC.

validated AP: An AP that has either been explicitly configured as a Neighbor or learned through a mechanism like the Beacon (#1294)report.

wildcard BSSID: A BSSID value 
used to represent all BSSIDs.
NOTE—In IEEE Std. 802.11, this is represented by all binary 1s.
wildcard SSID: A SSID value  
used to represent all SSIDs.
NOTE—In IEEE Std. 802.11, this is represented by the value “null”.
wireless distribution system (WDS): Often used as a vernacular term for a mechanism for wireless communication among nonmesh stations (STAs) using a four address frame format. 

NOTE 15(#1101)—This standard specifies such a frame format. (#301)This standard defines use of this frame format for a mesh basic service set (MBSS).

wireless local area network (WLAN) system: A system that includes the distribution system (DS), access points (APs), and portal entities. It is also the logical location of distribution and integration service functions of an extended service set (ESS). A WLAN system contains one or more APs and zero or more portals in addition to the DS.

wireless medium (WM): The medium used to implement the transfer of protocol data units (PDUs) between peer physical layer (PHY) entities of a wireless local area network (LAN).




Status:  review status of BSS and its dependencies.
Check: portal / DS / integration service / BSSID / peerkey handshake

	CID
	Page
	Clause
	Resn Status
	Comment
	Proposed Change
	Resolution
	Owning Ad-hoc

	2099
	
	
	
	There are multiple forms of expression used when a MIB variable forms part of a condition. i.e.,* When dot11 (300) o Also note when dot11 ... is set to 1 should refer to the time it is set, not a condition. (102) o All of these uses appear to be correct* If dot11 (397)* For which dot11 (38)* In which dot11 (12)* With dot11 (84)* Has dot11 (29)* Have dot11 (12)I believe such variability is generally unnecessary, and creates confusion for submission authors.
	Decide on a preferred syntax and change other uses to suit.
	
	GEN


Status:  Current email discussion thread started by Guido.
	CID
	Page
	Clause
	Resn Status
	Comment
	Proposed Change
	Resolution
	Owning Ad-hoc

	2258
	61.17
	
	
	"A non-PCP/non-AP STA requests a PCP/AP for SPs, which can be used for transmission": confusing at best. How does a STA request a PCP or AP for service periods? What does that mean? We're guessing that it means that the STA requests one or more SPs from a PCP or AP.
	Replace "requests a PCP/AP for SPs, which can be used" with "requests SPs from a PCP or AP. These SPs can be used".
	
	GEN


Context: 61.16

	The third mechanism, designated the service period (SP) access orservice period channel access (SPCA), is

applicable only to DMG STAs and allows for the reservation of channel time by the PCP/AP. A non-PCP/

non-AP STA requests a PCP/AP for SPs, which can be used for transmission to any other STA in the BSS.

The request is initiated by the SME of the non-PCP/non-AP STA. The PCP/AP either accepts or rejects the

request based on an admission control policy. If the request is accepted, the PCP/AP uses the Extended

Schedule element to schedule SPs for communication between the source and destination DMG STAs

indicated within the request. Details of this mechanism are provided in 9.34.6.2 (Service period (SP)

allocation), 9.34.6.4 (Pseudo-static allocations), 9.34.6.6 (DMG Protected Period), and 10.4 (TS operation).


Discussion:

CID 2115 reworded some of the cited text thus:

	A non-AP and non-PCP STA requests an AP or PCP for SPs, which can be used for transmission to any other STA in the BSS.


The improvement proposed by the commenter can be merged into the terminology/ordering changes from CID 2115.
Proposed Resolution:
Revised.  Change cited sentence to read: “… requests SPs from an AP or PCP.  These SPs can be used …”

	CID
	Page
	Clause
	Comment
	Proposed Change

	2436
	504.32
	8.2.2
	P1386.32 (D 1.0) says that the nonce to integer conversion is described in 8.2.2. It isn't there.Almost all mentions of exchanging a Nonce (cf 8.4.2.47, and 11.6.1.3 says to use 8.2.2 to know how to do a Min/Max operation) mention that it is encoded as described in 8.2.2 (Conventions). But, nonce is not specifically called out in 8.2.2. It could be argued that this means a Nonce field is like other fields (least significant octet first), but then why explicitly call out using 8.2.2 for this field, at all? Also since a nonce includes a MAC Address (which is encoded most significant octet first), how the pieces are concatentated and transferred is not obvious.
	Add a description of how to encode a nonce, or convert one to an integer. Since this is generally working, there must be agreed conventions being used today - document those.


Jouni provides the following commentary:

	Lovely. I think I¹ve looked at this in the past but did not bother proposing edits at that point for some reason. However, after reading this comment and looking at the text in 8.2.2, I would need to agree with the commenter on the interpretation of how to apply Min/Max here and that interpretation would result in implementation that does not match what is done in practice..

MAC Address is not within a nonce in the case pointed out here (i.e., Min/Max for MAC Addresses is handled separately from nonces). 8.2.2 describes rules for MAC Addresses, but not in exactly straightforward manner (bit order rather than byte order). There is a case where CCM nonce does include a MAC Address, but that specific nonce is never used with Min/Max functions and its use is clearer.

Personally, I¹d prefer not to include a special case for nonces in 8.2.2, but well, it looks like that would be the simplest change here taken into account existing references to that clause and new similar cases being added in task groups.. As such, the easiest option would be to make a copy of the OUI paragraph in 8.2.2 and describe nonces in that way. In other words, adding something like this:

Nonces are specified in two forms: an ordered sequence of octets, and a numeric form. Treating the nonce as an ordered sequence of octets, the leftmost octet is always transferred first. This is equivalent to transmitting the most significant octet of the numeric form first.




Proposed Resolution:

Revised.

At 504.61 insert:

“Nonces are specified in two forms: an ordered sequence of octets, and a numeric form. Treating the nonce as an ordered sequence of octets, the leftmost octet is always transferred first. This is equivalent to transmitting the most significant octet of the numeric form first.”

Status:  Dan agreed to own this comment.
	2468
	629.19
	8.4.2.4
	DSSS Parmeter set IE and HT OP IE channel numbers need to match
	Add language that requires a concordance between the values for the channel numbers in the DSSS Parameter set IE and the HT Operation IE - not sure where it belongs - in 8.x or in 10.x or where? - might need a new subclause in 10.x


Status:  Please assign to Brian Hart.
	2473
	629.62
	8.4.2.3
	Add a BSS membership selector for "private network" with the membership requirement to join the private network found in a specific location, e.g. include a new IE which contains an OUI field and a type field which together are a reference to a VSIE that matches that OUI value and with the type octet matching the octet that immediately follows the OUI value in the VSIE. The VSIE provides further details of what is required for membership, expressed in a vendor-specific manner.
	As suggested.


Discussion:

I believe this change is ugly and unnecessary.   But I am willing to listen to argument by the commenter.

Why it’s ugly is that we are providing only partial semantics for a filter operation, relying on hidden semantics presumably present in a vendor specific element to provide the missing detail.

On the other hand, such a change doesn’t create any kind of interoperability issue, but it does raise the issue of where a manufacturer goes to discover the missing detail.  Also, in the case that the feature was widely adopted, it would then lose its benefit. So we have the curios case of a feature that has value only if it’s not widely used.
Proposed resolution:
Rejected. The use case is not clear from the comment. We believe there are other mechanisms that can achieve what we believe to be the intent of the commenter.
Status:   Assigned to Matt Fischer. 
	2329
	644.06
	8.4.2.20.3
	Normative verb in a definition.
	Replace "may indicate" with "indicates".


	2334
	675.40
	8.4.2.21.3
	Normative verb in a definition.
	Replace "may indicate" with "indicates".


Context: 644.04:

	8.4.2.20.3 CCA request

A Measurement Type in the Measurement Request element may indicate a CCA request. A response to a

CCA request is a CCA report. It is optional for a STA to generate a CCA report in response to a CCA

request. The Measurement Request field corresponding to a CCA request is shown in Figure 8-127

(Measurement Request field format for a CCA request)


Propose resolution:

Revised.  Delete the first three sentences of the paragraph at 644.06.
Delete the first two sentences of the para at 675.40.

Insert a new subclause 10.11.x (at the end):
“10.11.x CCA request and report

The response to a CCA request is a CCA report. A STA may support the generation of a CCA report. A STA may generate a CCA report in response to a CCA request.”
	2330
	644.31
	8.4.2.20.4
	Normative verb in a definition.
	Replace "may indicate" with "indicates".


	2335
	676.15
	8.4.2.21.4
	Normative verb in a definition.
	Replace "may indicate" with "indicates".


Propose resolution:
Revised.  Delete the first three sentences of the paragraph at 644.31.
Delete the first two sentences of the para at 676.15.

Insert a new subclause 10.11.x (at the end):

“10.11.x RPI histogram request and report

The response to an RPI histogram request is an RPI histogram report. A STA may support the generation of an RPI histogram. A STA may generate an RPI histogram report in response to an RPI histogram request.”
	2197
	744.14
	8.4.2.30
	I don't understand how a TCLAS can apply a frame classifier of type 6 to an incoming MSDU. But that operation is now permitted.
	Add a limitation somewhere that this classifier is used only by the procedures that make sense, i.e. TFS.


Discussion:

A TCLAS is used for these distinct purposes:

· To match an MSDU to TSPEC
· To match an MSDU for transmission using FMS (flexible multicast)

· To match MPDUs or MSDU/MMPDUs for filtering and notification using TFS

· To match MSDUs for transmission using DMS (directed multicast)

· To match MSDUs for SCS (stream classification service, .11aa,  drop eligibility)

All except TFS operate at the level of MSDU/MMPDU.   Upon review,  TFS can clearly do both.
TFS says: “When a traffic filtering agreement is established for a STA, the AP shall discard all individually addressed frames destined for the STA until a frame is found that matches one or more Traffic Filter Sets within the traffic filtering agreement.”
Although TFS may allow a TCLAS that operates on individual MPDUs, it makes no sense to take action on individual MPDUs.   A notification should occur based on the entire MSDU/MMPDU.

This is naturally the outcome of the logic at 1554.18 onwards, unless the TCLAS is looking at the fragment number field.  Given that I can’t see any reason to want to do that,  I think the current specificiation is OK.

Proposed Resolution:
Rejected.   This classifer applies to MPDU headers, not MSDUs, and therefore implicitly applies after the processes the turn an MSDU into an MPDU.

	2015
	577.06
	8.3.4.1
	The Order of "Last -n" is very curious and will be misread as "Last to n".
	Change to "2 - (Last - 1)", which mirrors usage in the action frame at 574.37. Make similar change at 1079.06, 1080.17, 1084.28


Straw poll: (Discussed and results from 2013-11 shown)
Do you want to:


A:  remove the order column - 4


B:  change to 1, 2.., n,  last - 9


B.5:  change to 1, 2, 3, 4, 5  (i.e. no “last”) - 3


B.6:  As above + change column title to “rank” - 1


B.7:  1,2,3,  last-2, last-1, last - 10


C:  use “last” and “penultimate” terminology - 2


D:  reject the comment - 3


E: Resolve this comment by “Last (-n)” – 2

Status 2013-11-26:  Updated the yellow block below.  

Issue: Mesh Peering Action frames (see 1047.20) don’t follow the format for Action frame,  and include Vendor Specific.  Can be fixed by adding the AMPE element into the Action frame format in position “Last”. 

Proposed Resolution:
Revised.

Replace the “order” column entries at the following locations as follows:

559.52: Last – 1

571.31: Last – 1

571.34: Last

574.14: Last – 1

574.36: Last – 1

577.06: Last – 1

1007.60: 4
1053.50: 3

1056.59: 3

1057.31: 4

1058.31: 4

1059.11: 4
Also copy last row of Table 8-314 (1047.20) to the Action frame format (Table 8-35) as a new Last row, renumber previous Last and Last-1, and add to description “Present only in Self-protected Action frames”.

	2045
	1064.24
	8.6.20.4
	REVmc D1 removed attempts to calculate the order of variable-count fields. This should be propagated to the .11ad tables.
	At order 5, change information to DMG Capabilities (optional, repeated), remove the N+4 row, change N+5 to 6, and change information for old N+5 to (optional, repeated), delete 4+N+M row.Make matching changes at 1065.07.Make similar change at 1068.51, 1069.60, 1084.62


Context: 1064.20:
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5 DMG Capabilities 1 (optional)
N+4 | DMG Capabilities N (optional)
N+5 IE Provided 1 (optional)

4+N+M | IE Provided M (optional)
Last Vendor specific





Discussion.  If this is an action field, it is followed by Vendor Specific, but should not iself include Vendor Specific.

“IE Provided” is not the name of any element and uses “old language”.  Except for the Mesh Peering Action frames,  which have their own problems, all other Action field descriptions don’t use “Last” and don’t have Vendor Specific.    They should be removed from the .11ad action fields.
Discuss: The proposed resolutions don’t introduce a new column.   The alternative would be to follow the pattern of table 8-258 (976.44) and introduce a “Notes” column to convey any additional multiplicity semantics.
Proposed Resolution:
At 1064.20, Number order 5, Replace “DMG Capabilities 1 (optional)” with “Zero or more DMG Capabilities elements”

At 1064.22, delete row

At 1064.24, delete row

At 1064.26, Number order 6, Replace “IE Provided 1 (optional)” with “Zero or more provided elements”

At 1064.28 & 30, delete rows
At 1065.17, Number order 4, Replace “DMG Capabilities 1” with “One or more DMG Capabilities elements”

At 1065.19, delete row

At 1065.21, delete row

At 1065.23, Order = 5

At 1065.25, Number order 6, Replace “IE Provided 1 (optional)” with “Zero or more provided elements”

At 1065.27 & 28, delete rows

At 1068.48, replace “Relay Capable STA 1 Info” with “Zero or more Relay Capable STA Info fields”.

Delete rows at 1068.49 and 1068.51.
At 1069.56, replace “Channel Measurement Info 1” with “One or more Channel Measurement Info fields”

Delete rows at 1069.58 and 1068.60.
At 1079.06, replace “Last – n” with “10”.

Delete row at line 14.

At 1080.17, replace “Last – n” with “11”.

Delete row at line 25.   
At 1084.28,  replace “Last – n” with “13”.

Delete row at line 33. 
At 1084.57, Replace “Channel Measurement Feedback element 1 (optional)” with “Zero or more Channel Measurement Feedback elements”.
Delete rows at lines 60 and 62.

	2028
	827.61
	8.4.2.71
	Does this para dupliate the previous one?
	If so, delete it.


Context: 827.56

	When transmitted by a DMG STA, the Nontransmitted BSSID Capability element includes the DMG BSS

Control and the Nontransmitted BSSID DMG Capability element fields. These fields are not present if this

element is transmitted by non-DMG STAs.

The DMG BSS Control field and the Nontransmitted BSSID DMG Capabilities element field are present in

this element only when the element is transmitted by a DMG STA and are not present otherwise.


Proposed Resolution:
Revised.  The text is a functional duplicate of the previous para.  Delete cited para.

	2447
	835.54
	8.4.2.78
	8.4.2.78 on max idle period specifies specific behavior details that aren't in subclause 10.24.13. This is confusing (behavior in clause 8). Move (or copy) this to clause 10.
	Replace the sentence "The Max Idle Period field indicates the time period during which a STA can refrain from transmitting frames to its associated AP without being disassociated." with "The Max Idle Period field indicates the idle timeout limit, as described in 10.24.13 (BSS max idle period management)." and delete "A non-AP STA is considered inactive if the AP has not received a Data frame or Management frame of a frame exchange sequence initiated by the STA for a time period equal to or greater than the time specified by the Max Idle Period field value." from the cited location.Add, "The Max Idle Period field of the BSS Max Idle Period element indicates the time period during which a STA can refrain from transmitting frames to its associated AP without being disassociated. A non-AP STA is considered inactive if the AP has not received a Data frame or Management frame (protected or unprotected per the following) of a frame exchange sequence initiated by the STA for a time period equal to or greater than the time specified by the Max Idle Period field value." to the start of the second paragraph of 10.24.13.


Context: 835.54:

	The Max Idle Period field indicates the time period during which a STA can refrain from transmitting frames to its associated AP without being disassociated. The Max Idle Period field is a 16-bit unsigned integer. The time period is specified in units of 1000 TUs. The value of 0 is reserved. A non-AP STA is considered inactive if the AP has not received a Data frame or Management frame of a frame exchange sequence initiated by the STA for a time period equal to or greater than the time specified by the Max Idle Period field value.


Changes 835.54

	The Max Idle Period field indicates the idle timeout limit, as described in 10.24.13 (BSS max idle period management).



And at 1554.46:

	10.24.13 BSS max idle period management

If dot11MaxIdlePeriod is a nonzero, the STA shall include the BSS Max Idle Period element in the

Association Response frame or the Reassociation Response frame. Otherwise, the STA shall not include the BSS Max Idle Period element in the Association Response frame or the Reassociation Response frame. A STA may send security protocol protected or unprotected keep-alive frames, as indicated in the Idle Options field.

The Max Idle Period field of the BSS Max Idle Period element indicates the time period during which a STA can refrain from transmitting frames to its associated AP without being disassociated. A non-AP STA is considered inactive if the AP has not received a Data frame or Management frame (protected or unprotected as specified in this paragraph) of a frame exchange sequence initiated by the STA for a time period equal to or greater than the time specified by the Max Idle Period field value. If the Idle Options field requires security protocol protected keep-alive frames, then the AP may disassociate the STA if no protected frames are received from the STA for a period indicated by the Max Idle Period field of the BSS Max Idle Period element. If the Idle Options field allows unprotected or protected keep-alive frames, then the AP may disassociate the STA if no protected or unprotected framesare received from the STA for a duration indicated by the Max Idle Period field of the BSS Max Idle Period element.




Proposed resolution:

Revised.  Make changes in <this document> under CID 2447.
	2448
	836.12
	8.4.2.78
	In 8.4.2.78 (max idle period) what is "the Idle Timer" - it's not mentioned anywhere else.
	Replace"The Protected Keep-Alive Required bit set to 1 indicates that the STA sends an RSN protected frame to the AP to reset the Idle Timer at the AP for the STA, as defined in 10.24.13 (BSS max idle period management). If the Protected Keep-Alive Required bit is 0, the STA sends either an unprotected or a protected frame to the AP to reset the Idle Timer at the AP."with"The Protected Keep-Alive Required bit is set to 1 to indicate that an RSN protected frame is required to show activity. The Protected Keep-Alive Required bit is set to 0 to indicate either an unprotected or a protected frame indicates activity."


Context: 836.12:
	The Protected Keep-Alive Required bit set to 1 indicates that the STA sends an RSN protected frame to the

AP to reset the Idle Timer at the AP for the STA, as defined in 10.24.13 (BSS max idle period management). If the Protected Keep-Alive Required bit is 0, the STA sends either an unprotectedor a protected frame to the AP to reset the Idle Timer at the AP.


Change proposed by commenter: 

	

The Protected Keep-Alive Required bit is set to 1 to indicate that an RSN protected frame is required to show activity. The Protected Keep-Alive Required bit is set to 0 to indicate either an unprotected or a protected frame indicates activity.


Discussion:
1. “bit” is not preferred language.

2. “is required” sounds like a normative requirement

Proposed resolution:

Revised.  Replace cited paragraph with:

“The Protected Keep-Alive Required subfield is set to 1 to indicate that only an RSN protected frame indicates activity. The Protected Keep-Alive Required subfield is set to 0 to indicate that either an unprotected or a protected frame indicates activity.”

	2030
	839.31
	8.4.2.80
	"When the value of the Subelement ID field is 1, the TFS Response Subelement is a TFS Status subelement" - this merely duplicates what is stated in table 8-180.
	Delete cited para.


Proposed Resolution:
Accepted

	2031
	839.39
	8.4.2.80
	"If present, the TFS Subelements field contains the alternative filtering parameters preferred by the AP." Some little hint as to how these parameters are formatted may, just possibly, make interoperability feasible.
	Describe the format of these subelements, or reference where defined.


Status:  Asked Qi’s help.
	2446
	846.32
	8.4.2.87
	Table 8-185 is mis-labeled.
	Change the Table heading to "DMS Request Type field" (Change "SCS" to "DMS" and change capitalization)


Context:

[image: image2.png]The Request Type field identifies the type of DMS request. The encoding of the Request Type field is shown
in Table 8-185 (SCS request type definition).

Table 8-185—SCS request type definition
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Proposed Resolution:
Accepted

	2469
	866.21
	8.4.2.101
	The mesh peering protocol identifier field is indicated as being 2 octets in length in the diagram of the element format, but the table that describes the encoding for this field stops at 255 - so is the field 1 octet or 2 octets?
	Fix the discrepancy between the format figure and the table values.


Context:
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Figure 8-417—Mesh Peering Management element format
Table 8-200—Mesh Peering Protocol Identifier field values

Mesh peering management protocol

Authenticated mesh peering exchange protocol

Reserved

Vendor specific
(The active mesh peering protocol is specified in a Vendor Specific clement)

When the Mesh Peering Protocol Identifier field is 255, the active mesh peering protocol is specified by a




I asked Kaz for comment.  He confirms that 1 octet was the original intention, but the linux implementation (https://github.com/torvalds/linux/blob/master/net/mac80211/mesh_plink.c#L344) uses 2 octets.  So we have to stick with 2 octets.

Proposed Resolution:
Revised.

At 866.24 insert a row: “256-65535 / Reserved”

	2032
	898.02
	8.4.2.128
	Figure 8-469 has a blank field name
	Insert "MinPPDuration"


Discussion:

The proposed field name is the only one in the text following the figure that is not present in the figure,  so the change has to be correct.

Proposed Resolution:
Accepted.

	2033
	901.07
	8.4.2.129
	Mixing bit fields and integers in the same field is a recipe for confusion, as one is represented least significant on the left, and the other least significant on the right.
	Describe structure of subfield using a bit-oriented figure.


Context: 901.07

	For the MIDC with multiplesector ID (MID) subphase only, indicates the number of 

sectors that the responder/initiator transmits during the MID subphase. Otherwise, 

indicates the number of beams in the Sector ID Order subfield for the MIDC subphase 

with the direction and the TX/RX antenna identification.

The 1st bit is set to 0 for the initiator link and to 1 for the responder link. The 2nd bit 

is set to 0 for the transmitter antenna and to 1 for the receiver antenna. The 3rd to 5th 

bits represent the number of beams for beam combining. E.g., “01101” stands for Nbeam(I, RX)= 5.


Discussion:

Assaf Kasher (one of the .11ad authors) indicates that this field is not used in the MID suphase.  So we can simply restructure it to indicate

Proposed change.

Change Figure 8-472 as follows:

	…
	B46
	B47
	B48
	B49                B51

	…
	Sector ID Order Present
	Link Type
	Antenna Type
	Number of Beams

	…
	1
	1
	1
	3


Change Table 8-209 as shown (only last existing row is shown):

	Field
	Meaning

	…
	…

	Link Type
	Set to 0 for the initiator link and to 1 for the responder link

	Antenna Type
	Set to 0 for the transmitter antenna and to 1 for the receiver antenna

	Number of Beams 


	Indicates the number of beams in the Sector ID Order subfield for the MIDC subphase.




At 1322.62, after “… is carried out.”  Insert a new paragraph:

“In 9.36.6.3 the following terminology is used:

· Nbeam:  the value of the Number of Beams subfield of the FBCK-TYPE field
· Nbeam(Link Type,Antenna Type):  represents a combination of Nbeam, Link Type (I for Initiator, R for Responder), and Antenna Type (TX for Transmitter, RX for Receiver)”

Replace all “Nbeam subfield” with “Number of Beams subfield”.
Proposed resolution:
Revised.  Make changes in <this-document> under CID 2033.   

	2034
	903.21
	8.4.2.131
	"The broadcast AID asserted in the Source AID and the Destination AID fields for an SP allocation indicates that during the SP a non-PCP/non-AP STA does not transmit unless it receives a Poll or Grant frame from the PCP/AP"What does "asserted" mean here?
	Rewrite as English.


Discussion: 

This is getting perilously close to behavioural description “does not transmit”.

Proposed change:

If the Source AID and the Destination AID fields for an SP allocation contain the broadcast AID, then during the SP a non-PCP/non-AP STA does not transmit unless it receives a Poll or Grant frame from the PCP/AP.

Proposed Resolution:
Revised. Make changes in <this-document> under CID 2034.   These changes clarify the language at the cited location.
	2338
	903.29
	8.4.2.131
	"contiguous" means either "sharing a border" or "near another entity". What border is shared or other entities near a time block?
	Replace "contiguous" with "continuous".


Context: 903.29

	The Allocation Block Duration field indicates the duration, in microseconds, of a contiguous time block for which the SP or CBAP allocation is made and cannot cross beacon interval boundaries. Possible values

range from 1 to 32 767 for an SP allocation and 1 to 65 535 for a CBAP allocation.


Proposed resolution:
Revised.  Change “contiguous time block” to “period of time”
	2339
	909.48
	8.4.2.135
	"contiguous" means either "sharing a border" or "near another entity". What border is shared or other entities near a bunch of time samples that are separated from each other by Tc?
	Replace "contiguous" with "consecutive".


Context: 909.46

	Each channel measurement contains Ntaps channel impulse taps. The channel impulse response reported for all Nmeasmeasurements correspond to a common set of relative tap delays. If the Tap Delay subfield is not present, then the Ntaps channel taps is interpreted as contiguous time samples, separated by Tc. The delay values in the Tap Delay subfield, when present, correspond to the strongest taps and are unsigned integers, in increments of Tc, starting from 0.Each channel tap is reported as an in-phase and quadrature component pair, with each component value represented as a twos complement number between –128 and 127. Unless all in-phase and quadrature component values are reported as zero, they are scaled such that the two most significant bits for at least one of the component values equal 01 or 10 (binary).


Proposed Resolution:
Accepted.

	2035
	918.09
	8.4.2.144
	"NOTE--A STA that is operating in a band/channel is not required tobe continuously in the Awake state on that band/channel." -- I don't understand why this note is needed, and even more so, I don't understand why it's needed in Clause 8.
	Delete cited note.


Context: 918.06:

	The Operation subfield is set to 1 to indicate that the STA is operating in the band indicated within the Band ID subfield. Otherwise, it is set to 0. Other values are reserved.

NOTE—A STA that is operating in a band/channel is not required to be continuously in the Awake state on that band/channel.


Proposed Resolution:
Accepted

	2036
	918.58
	8.4.2.146
	The sizeof() operator is not defined.
	Restructure equation to use short variable names for each of the sizeof terms. In the variable list describe these variables as the "size of the field in octets".


Context: 918.57:

	The value of n in Figure 8-498 (Cluster Report element format) is equal to 255 – (2 + sizeof(Reported BSSID field) + sizeof(Reference Timestamp field) + sizeof(Clustering Control field) + sizeof(ECPAC Policy Element field) + sizeof(TSCONST field)).


Proposed resolution:
Accepted

	2037
	919.09
	8.4.2.146
	"Traffic Scheduling Constraint (TSCONST)"So what is the name of the field?1. The redundant "Traffic Scheduling Constraint (TSCONST)"2. "Traffic Scheduling Constraint"3. "TSCONST"
	Change name of field so that it doesn't include an embedded abbreviation of itself. Check all references use this form.


Discussion:

There is need to abbreviate the name of the field,  so recommend using the full form to refer to the name of the field and leave TSCONST as part of the name of its subfields.
See 906.37:

	The Number of Constraints field indicates the number of TSCONST fields contained in the element. The

value of this field ranges from 0 to 15. Other values are reserved. The Traffic Scheduling Constraint (TSCONST) field contains one or more Constraint subfields as illustrated in Figure 8-481 (Traffic Scheduling Constraint field format).


This contains a logical error.   The Number of Constraints field must indicate the number of Constraint subfields,  not the number of TSCONST fields.   The point is that the latter are of variable length and have no way to delimit between them.   There is also no semantics associated with several TSCONST fields.

This error highlights the poor naming of the “Traffic Scheduling Constraint”, because it actually represents a set of constraints.  I asked the original author of this text (Carlos Cordeiro) for comment.  He said:

	…

Also, please consider changing the name of the field from “Traffic Scheduling Constraint” to “Traffic Scheduling Constraint Set”. This would make its intent much clearer.


Also, there is very little value in trying to define the “format” of the Traffic Scheduling Constraint [Set] field in a separate figure.  Instead whenever a Traffic Scheduling Constraint [Set] field is defined,  it should be described as “containing Constraint subfields as defined in figure 8-482.

Also, at 907.27:

	The Interferer MAC Address field is set to the value of the TA field within a frame received during the

interval of time indicated by this TSCONST field. If the value is unknown, the Interferer MAC Address field is set to the broadcast MAC address.


I assume that “TSCONST” should be “Constraint”,  because each Constraint has its own notion of an interval of time.
Proposed changes:

At 906.41:

	The Traffic Scheduling Constraint field contains one or more Constraint subfields (see Figure 8-482).


At 919.09:

[image: image4.png]Octets:

0,130r 17

Oor17-n

Traffic Scheduling Constraint
(TSCONST)

Variable





Delete “(TSCONST)”

At 920.18:

	The Traffic Scheduling Constraint field contains one or more Constraint subfields as defined in 8.4.2.133 (DMG TSPEC element) and

specifies periods of time with respect to the TBTT of the beacon interval of the BSS the STA participates

where the STA experiences poor channel conditions, such as due to interference.


At 904.41
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Change “TSCONST” to “Traffic Scheduling Constraint”
At 906.37:

	The Number of Constraints field indicates the number of Constraint subfields contained in the element. The value of this field ranges from 0 to 15. Other values are reserved. 


Delete 906.41 to 50 (including the figure):
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At 907.27:
	The Interferer MAC Address field is set to the value of the TA field within a frame received during the

interval of time indicated by this Constraint subfield. If the value is unknown, the Interferer MAC Address field is set to the broadcast MAC address.


At 918.58:

	The value of nin Figure 8-498 (Cluster Report element format) is equal to 255 – (2 + sizeof(Reported BSSID field) + sizeof(Reference Timestamp field) + sizeof(Clustering Control field) + sizeof(ECPAC Policy Element field) + sizeof(Traffic Scheduling Constraint field)).


(note to editor,  merge with change at CID 2036)

At 919.33:

	The Cluster Report subfield is set to 1 to indicate that this element contains a cluster report. If this subfield is set to 1, the Reported BSSID, Reference Timestamp and Clustering Control fields are present in this

element. Otherwise, if the Cluster Report subfield is set to 0, none of the Reported BSSID, Reference

Timestamp, Clustering Control, Extended Schedule Element, and Traffic Scheduling Constraint fields is present in this element


At 919.45:
	The TSCONST Present subfield is valid only if the Cluster Report subfield is set to 1; otherwise, it is

reserved. The TSCONST Present subfield is set to 1 to indicate that the Number ofConstraints field and the

Traffic Scheduling Constraint field are present inthis element. Otherwise, these fields are not present in this element.


At 920.14:
	The Number of Constraints field indicates the number of Constraint subfields contained in the Traffic Scheduling Constraint field. The value of this field ranges from 0 to 15. Other values are reserved. 

The Traffic Scheduling Constraint field contains zero or more Constraint subfields as defined in 8.4.2.133 (DMG TSPEC element) and

specifies periods of time with respect to the TBTT of the beacon interval of the BSS the STA participates

where the STA experiences poor channel conditions, such as due to interference.


At 1273.61:

	The PCP/AP should schedule SPs for a STA such that the scheduled SPs do not overlap in time with the traffic scheduling constraints indicated by this STA in the Traffic Scheduling Constraint field of the associated DMG TSPEC element.


At 1280.53:

	A STA that receives an RTS and/or DMG CTS frame that updates the NAV and that overlaps in time with

an SP where the STA is destination or source, may report the overlap to the PCP/AP by sending a DMG

ADDTS Request frame variant (8.6.3.3.2 (DMG ADDTS Response frame variant)) and including in the

DMG TSPEC element (8.4.2.133 (DMGTSPEC element)) the indication of interference in the Traffic Scheduling Constraint field (Figure 8-481 (Traffic Scheduling Constraint field format)). Transmission of the DMG ADDTS Request frame variant shall follow the rules defined in 10.4 (TS operation), with the following exceptions.


(The following changes follow the pattern of changes shown above)

And change “TSCONST” to “Traffic Scheduling Constraint” at: 1281.28, 1281.36, 1298.56, 1299.06, 1618.01, 1618.03, 1634.29.
At 1281.01:

	The Traffic Scheduling Constraint field of the DMG TSPEC element may contain one or more Constraint subfields. Each Constraint subfield provides information separately for each overlapping NAV event.


(and finally)

Globally change “Traffic Scheduling Constraint” to “Traffic Scheduling Constraint Set”.

Proposed Resolution:
Revised.  Make changes in < this –document> under CID 2037.

	2041
	929.10
	8.4.2.156
	The term "information element" was changed to "element", but we did not do the same for "information subelement"
	Globally replace "Information subelement" with "subelement".


There are 43 instances.  Three of which are “Directional Channel Quality Reporting Information” subelement.

The “information” is useless there too.  We either have to change the name of this subelement, or exclude it from the global change.

Proposed resolution:
Revised.

Change all “Directional Channel  Quality Reporting Information” to “Directional Channel  Quality Reporting”.

Change all “Information subelement” to “subelement”,  with capitalization as required by syntax.
	2042
	1031.50
	8.6.14.15
	Many figures claim to show the format of a frame, when they are showing the format of the action field (e.g. Figure8-613)
	Review all figure captions in the action frame subclause and replace "frame format" with "Action field format".


Range of figures is 8-554 to 8-642.
Range of tables is 8-232 to 8-366.

Also included are some “Action fields expressed as tables”.

Proposed Resolution:
Revised:
Review all figure captions in the range 8-554 to 8-642 and replace "frame format" with "Action field format".
Review all table captions in the range 8-232 to 8-366 and replace "frame format" with "Action field format".
	2044
	1062.54
	8.6.20.2
	"The format of the Power Save Configuration Request frame Action field is shown..." -- no it's not. The action field does not include category or DMG action fields.
	Remove the Category and DMG Action fields from all the "action field" figures in 8.6.20 and remove accompanying descriptions.


Context: 1062.52

[image: image7.png]8.6.20.2 Power Save Configuration Request frame format

The format of the Power Save Configuration Request (PSC-REQ) frame Action field is shown in Table 8-
336 (Power Save Configuration Request frame Action field format).




And 1063.01:
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Table 8-336—Power Save Configuration Request frame Action field format

Category

DMG Action

Dialog Token

DMG Power Management

Wakeup Schedule element (optional)





Proposed resolution:
Accepted.
	2046
	1083.65
	8.6.22.2
	"Any number of elements can be included within an Announce frame." - is both patently untrue, and doesn't follow style.
	Delete cited sentence.


Context: 1083.48
	8.6.22.2 Announce frame format

The Announce frame is an Action or an Action No Ack frame of category Unprotected DMG. The format of an Announce frame Action field is shown in Table 8-365 (Announce frame Action field format). 

Announce frames can be transmitted during the ATI of a beacon interval and can perform functions

including of a DMG Beacon frame, but since this frame does not have to be transmitted as a sector sweep to a STA, it can provide much more spectrally efficient access than using a DMG Beacon frame. 

The Category field is set to the category for Unprotected DMG, specified in Table 8-43 (Category values).

The Unprotected DMG Action field is set to the value corresponding to Announce specified in Table 8-364

(Unprotected DMG Action field values). 

Any number of elements can be included within an Announce frame.
…


And 1084.01:
[image: image9.png]‘Table 8-365—Announce frame Action field format
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Discussion:

The original design is probably underconstrained.   For example,  all the optional elements above could be omitted and then re-introduced under the “multiple elements” position – thus rendering the specified ordering moot.
And then there’s a whole bunch of elements that aparently “can appear” here,  but that would make no sense.  For example,  it makes no sense to include multiple DMG Capabilities elements,  particularly if they are not exact copies. 

What .11ad should have done is list the valid elements and their multiplicities.

I suppose the least we can address is the “any number” issue.

Because the Table is normative and definitive,  and specifies the contents of the “last-n” order in a lot more detail than the “Any number of elements can be included within an Announce frame.”,  I propose to delete the latter.
Proposed resolution:
Revised.  At cited location delete: “Any number of elements can be included within an Announce frame.”
	2095
	1087.32
	8.7.2
	"Data MPDUs sent under an HT-immediate Block Ack ... in a DMG BSS, QoS Null MPDUs..."There is no need to conflate together the Data MPDUs and QoS NUll MPDUs into the same row, as it makes the logic unnecessarily complex.
	Separate out the DMG QoS Null case into a separate row.


Discussion:  page number is actually 1089.32.
Context: 1089.01

	· A-MPDU contents in the data enabled 
immediate response context 
MPDU Description
Conditions
(#1198)Ack(#190)
If the preceding PPDU contains an MPDU that requires an (#1198)Ack response, a single (#190)(#1198)Ack frame at the start of the A‑MPDU.
In a non-DMG STA:(11ad) at most one of these MPDUs is present.

In a DMG STA: at most one (#1198)Ack MPDU is present, and zero or more HT-immediate BlockAck MPDUs are present.(11ad)
HT-immediate BlockAck
In a non-DMG STA:(11ad) if the preceding PPDU contains an implicit or explicit Block Ack request for a TID for which an HT-immediate Block Ack agreement exists, at most one (#192)BlockAck frame for this TID, in which case it occurs at the start of the A-MPDU.

In a DMG STA: if the preceding PPDU contains an implicit or explicit Block Ack request for a TID for which an HT-immediate Block Ack agreement exists, one or more copies of the same BlockAck for this TID.(11ad)
Delayed BlockAcks
BlockAck frames with the BA Ack Policy subfield equal to No Acknowledgment with a TID for which an HT-delayed Block Ack agreement exists.
Delayed Block Ack data
QoS Data MPDUs with a TID that corresponds to a Delayed or HT-delayed Block Ack agreement.

These have the Ack Policy field equal to Block Ack.
Action No Ack
Management frames of subtype Action No Ack.
Delayed BlockAckReqs
(#193)BlockAckReq frames with a TID that corresponds to an HT-delayed Block Ack agreement in which the BA Ack Policy subfield is equal to No Acknowledgment.
Data MPDUs sent under an HT-immediate Block Ack agreement (M34)or in a DMG BSS, QoS Null MPDUs with Ack Policy set to No Acknowledgment
QoS Data MPDUs with the same TID, which corresponds to an HT-immediate Block Ack agreement

(#202)See NOTE.

In addition, in a DMG BSS, QoS Null MPDUs with Ack Policy set to No Acknowledgment.(M34)
Of these, at most one of the following is present in a non-DMG BSS:(M34)
· One or more QoS Data MPDUs with the Ack Policy field equal to Implicit Block Ack Request

· A BlockAckReq frame

Of these, at most one of the following is present in a DMG BSS:(M34)
· One or more QoS Data MPDUs with the Ack Policy field equal to Implicit Block Ack Request

· QoS Null MPDU with Ack Policy set to No Acknowledgment

· A BlockAckReq frame with an optional QoS Null MPDU with Ack Policy set to No Acknowledgment
Immediate BlockAckReq
At most one BlockAckReq frame with a TID that corresponds to an HT-immediate Block Ack agreement.

This is the last MPDU in the A-MPDU. 

It is not present if any QoS (#100)Data frames for that TID are present.
(#202)NOTE—These MPDUs all have the Ack Policy field equal to the same value, which is either Implicit Block Ack Request or Block Ack.
 


Proposed changes:

	· A-MPDU contents in the data enabled 
immediate response context 
MPDU Description
Conditions
(#1198)Ack(#190)
If the preceding PPDU contains an MPDU that requires an (#1198)Ack response, a single (#190)(#1198)Ack frame at the start of the A‑MPDU.
In a non-DMG STA:(11ad) at most one of these MPDUs is present.

In a DMG STA: at most one (#1198)Ack MPDU is present, and zero or more HT-immediate BlockAck MPDUs are present.(11ad)
HT-immediate BlockAck
In a non-DMG STA:(11ad) if the preceding PPDU contains an implicit or explicit Block Ack request for a TID for which an HT-immediate Block Ack agreement exists, at most one (#192)BlockAck frame for this TID, in which case it occurs at the start of the A-MPDU.

In a DMG STA: if the preceding PPDU contains an implicit or explicit Block Ack request for a TID for which an HT-immediate Block Ack agreement exists, one or more copies of the same BlockAck for this TID.(11ad)
Delayed BlockAcks
BlockAck frames with the BA Ack Policy subfield equal to No Acknowledgment with a TID for which an HT-delayed Block Ack agreement exists.
Delayed Block Ack data
QoS Data MPDUs with a TID that corresponds to a Delayed or HT-delayed Block Ack agreement.

These have the Ack Policy field equal to Block Ack.
Action No Ack
Management frames of subtype Action No Ack.
Delayed BlockAckReqs
(#193)BlockAckReq frames with a TID that corresponds to an HT-delayed Block Ack agreement in which the BA Ack Policy subfield is equal to No Acknowledgment.
Data MPDUs sent under an HT-immediate Block Ack agreement (M34)or in a DMG BSS 
QoS Data MPDUs with the same TID, which corresponds to an HT-immediate Block Ack agreement

(#202)See NOTE.

 (M34)
Of these, at most one of the following is present in a non-DMG BSS:(M34)
· One or more QoS Data MPDUs with the Ack Policy field equal to Implicit Block Ack Request

· A BlockAckReq frame

Of these, at most one of the following is present in a DMG BSS:(M34)
· One or more QoS Data MPDUs with the Ack Policy field equal to Implicit Block Ack Request

· QoS Null MPDU with Ack Policy set to No Acknowledgment

· A BlockAckReq frame with an optional QoS Null MPDU with Ack Policy set to No Acknowledgment
QoS Null MPDUs with Ack Policy set to No Acknowledgment

In a DMG BSS, QoS Null MPDUs with Ack Policy set to No Acknowledgment.

Immediate BlockAckReq
At most one BlockAckReq frame with a TID that corresponds to an HT-immediate Block Ack agreement.

This is the last MPDU in the A-MPDU. 

It is not present if any QoS (#100)Data frames for that TID are present.
(#202)NOTE—These MPDUs all have the Ack Policy field equal to the same value, which is either Implicit Block Ack Request or Block Ack.
 


Proposed Resolution:
Revised.  Make changes in <this-document> under CID 2095, which implements the suggested change.

	CID
	Page
	Clause
	Resn Status
	Comment
	Proposed Change
	Owning Ad-hoc

	2066
	1261.14
	9.33.3
	
	(From Editor Panel Review of D1.1) " A non-PCP STA that is a non-AP STA and that receives scheduling information accesses the medium during the scheduled periods using the access rules specific to that period."We have various ways of ways of expressing this relation ship. The term "A non-PCP and non-AP STA" is also correct, but awkward. The terminology used elsewhere in .11ad is non-PCP/non-AP. This terminology should be used consistently or consistently replaced with something avoiding the "slash" conjection - which variously means "or" (as in a PCP/AP) or "and" (as in non-PCP/non-AP).
	Discuss the terminology. Do we like non-PCP/non-AP? If so, lets define it (because the definition is non obvious given the ambiguity of the conjunction) and use it to replace instances such as cited.If not, then replace all ambiguous "slash" conjunctions with plain English, or define a new term "e.g., a nurgel", add a definition and use consistently throughout.
	MAC


Proposed Resolution:

Rejected. The proposed change does not provide specific changes to make.

In reply to the commenter,  CID 2115 replaces all “PCP/” terminology with a textual conjunction “and” or “or”,  resulting in “AP or PCP” and “non-AP and non-PCP”.

	CID
	Page
	Clause
	Resn Status
	Comment
	Proposed Change
	Owning Ad-hoc

	2050
	1556.47
	10.24.16.2
	
	The substitutions from .11ad might be better served by creating termS to reflect "AP or DMG STA" and "non-AP or DMG STA" that relate to their roles, and to use those terms throughout this subclause.
	Consider defining terms representing these roles and using them in this subclause.
	MAC


Discussion:
Before .11ad,   DMS roles of sender and receiver mapped neatly onto AP and non-AP respectively.

After .11ad,  a DMS STA can provide either role, but only in the context of a PBSS.  
The changes made by .11ad were to introduce these substitutions,  but the substitutions were not precise,  because they don’t capture the distinctions between PBSS and DMG infrastructure operation.

So we ended up with “non-AP STA or DMG STA” and “AP or DMG STA” repeatedly in this section.
To address a similar issue, in REVmb days we introducted the term “FTO” to clarify roles and simplify the text related to fast transition.  We could do the same here.
The scope is local to 10.24.16.2.

For discussion:  at 1556.47:
	The Directed Multicast Service (DMS) is a service that may be provided by an AP or DMG STA to its

associated non-AP STAs or DMG STAs that support the DMS service, where the AP or DMG STA

transmits group addressed MSDUs as individually addressed A-MSDUs.


Where does “associated” bind?    Regardless “… provided by a DMG STA to its associated non-AP STAs” only makes sense if the DMG is an AP or PCP, which conflicts with 1556.51:  “In a PBSS, DMS is a service that may be provided by any STA to other STAs associated in the same PBSS”
Also, I originally suspected the “In a PBSS” is wrong here, assuming it to be true for infrastructure DMG BSS and PBSS.  However,  in an exchange with the .11ad editor,  he confirms that the “any STA can originate DMS” is specific to a PBSS.
Also note that the substitution “non-AP STA or DMG STA” is unnecessary and incorrect.  A DMG AP never acts as a DMS client.    A PCP and non-PCP/non-AP STA can.
I believe we gain an increment of clarity by defining a term for the recipient behaviour,  even if it expands to the previous text.

Proposed resolution:
Revised.

At 1556.46 add:

“In this subclause, the following terms are used:

--Directed Multicast Service (DMS) provider: An AP, PCP, or DMG STA associated with a PCP that provides the DMS service.

--DMS recipient: A non-AP STA that uses the DMS service.”
Throughout 10.24.16.2 replace “AP or DMG STA” with “DMS provider”.

Throughout 10.24.16.2 replace “non-AP or DMG STA” with “DMS recipient”.

Clause 10 comments

	CID
	Page
	Clause
	Resn Status
	Comment
	Proposed Change

	2116
	1354.11
	10.1.2.1
	
	"Before network initialization (see 10.1.3.5 (Beacon generation in an IBSS)), the value of the TSF timer isdelivered by DMG Beacon frames generated at each BTI." - this cannot be true for non-DMG BSSs.
	Make specific to DMG.


Context: 1154.11
	Before network initialization (see 10.1.3.5 (Beacon generation in an IBSS)), the value of the TSF timer is delivered by DMG Beacon frames generated at each BTI.


Discussion:
The correct reference should be to 10.1.3.4.  That aside,  the scope of the subclause is infrastructure and PBSS networks.  “Before network initialization” is outside this scope.
Proposed resolution:
Revised.  Delete cited sentence.

	2117
	1357.12
	10.1.3.3.3
	
	"The DMG AP shall assert the dot11MaxLostBeacons attribute value" - assertive, but not informative?
	Replace it with something meaningful


Context:
	The DMG AP shall assert the dot11MaxLostBeacons attribute value equal to the aMinBTIPeriod parameter value.


Proposed resolution:
Revised.   Replace cited sentence with:

“A DMG AP shall set dot11MaxLostBeacons to the value of the aMinBTIPeriod parameter.”

	2125
	1357.16
	10.1.3.4
	
	"network initialization" is a misleading term. We provide layers 1 and part of layer 2 of a communications protocol. "networking" is considered a layer 3 term.
	Replace all "network initialization" with "the establishment of a BSS" modulo necessary syntactic changes.


Discussion:
This is not just an issue of terminology.

For a STA to transmit Beacons requires an additional,  albeit,  implicit, state.  
The relationship of this state to active and passive scanning, and to operation of each is far from clear.
The relationship of this to the MLME primitives is far from clear.  I suspect that there is a missing set of primitives required to manage this.

That aside, although the term “network” does exist outside .11ad text,   the term “network initialization” is unique to .11ad text.  So the question is:

1. No position

2. No objection.

3. Do we object to “network”

4. Do we object to the term “network initialization” on principal

5. Do we object to the term “network initialization” only because it hasn’t been adequately defined related to the MLME primitives and state machine.
Straw poll:  Does additional material need to be developed to relate the operation of this subclause with the MLME primitives and/or the 10.3 state machine?
· Yes

· No

· Abstain

Status:  get feedback on the above,  then I’ll develop a proposed resolution.
Perhaps replace “before network initialization” to “during active scanning”.

Check with Carlos if other uses of this “subroutine” elsewhere.
	2126
	1363.30
	10.1.4.2.2
	
	"If at any time during the scan the DMG STA detects a non-DMG Beacon frame,..." -- "non-DMG Beacon frame" is ambiguous. Should be "frame that is not a DMG Beacon frame"
	Replace cited text with: "If at any time during the scan the DMG STA detects a frame that is not a DMG Beacon frame,"


Context: 1363.30

	If at any time during the scan the DMG STA detects a non-DMG Beacon frame, the DMG STA shall continue to scan the current channel until the scanning timer expires. After scanning one channel, the DMG STA shall initiate scanning in another channel if at least one channel within the ChannelList parameter has not yet been scanned.


Discussion:

This part of the logic is like the non-DMG case.  The receipt of any valid frame causes the scan to prolong.

The same is true here,  except that receipt of a DMG Beacon frame by itself doesn’t cause the scan on that channel to prolong.

Status:  check with Carlos
Proposed Resolution:

Accepted.

	2098
	1363.49
	10.1.4.3.2
	
	Much of the active scanning procedure is dependent on DMG/non-DMG. This obscures the logic.
	Describe DMG and non-DMG cases as either two separate lists or two separate subclauses.


Context:  1363.49

	· Active scanning procedure

Upon receipt of the MLME-SCAN.request primitive with ScanType indicating an active scan, a STA shall use the fol-lowing procedure:

For each channel to be scanned:

· Wait until the ProbeDelay time has expired or a (#1601)PHY‑RXSTART.indication primitive has been received.

· Perform the Basic Access procedure as defined in 9.3.4.2 (Basic access).

· If the STA is a DMG STA:(11ad)
· Start generation of DMG Beacon frames according to the rules described in 10.1.3.4 (DMG Beacon generation before network initialization) if the STA intends to transmit DMG Beacon frames with the Discovery Mode field set to 1.(11ad)
· Otherwise, optionally(M34) proceed to step (e).(11ad)
· If a DMG Beacon frame is received, perform the beamforming training defined in 9.36.5 (Beamforming in A-BFT). (11ad)
· If the STA is a DMG STA, perform the basic access procedure defined in 9.3.4.2 (Basic access).(11ad)
· Send a probe request to the broadcast destination address or, in the case of a DMG STA only:

· Following the transmission of an SSW-Feedback frame, send a probe request to the MAC address of the DMG STA addressed by the SSW-Feedback frame and(M34)
· Optionally,(M34) following the reception of an SSW-Feedback frame, send a probe request to the MAC address of the DMG STA that transmitted the SSW-Feedback frame. 

In all these cases, the probe request is sent,(11ad) with the SSID and BSSID from the MLME-SCAN.request primitive. When transmitted by a DMG STA, the probe request includes the DMG Capabilities element.(11ad) When the SSID List is present in the MLME-SCAN.request primitive, send one or more Probe (#99)Request frames,(Ed) each with an SSID indicated in the SSID List and the BSSID from the MLME-SCAN.request primitive.

· Set to 0 and start a timer if the STA is a non-DMG STA or, in case of a DMG STA set to 0 and start a (Ed)timer either immediately following the transmission of the first Probe Request on this channel or if no Probe Request is transmitted on this channel.(M34)(#1311)
· If PHY-CCA.indication (BUSY)(#1604) primitive has not been detected before the timer(#1311) reaches MinChannelTime and the STA is a non-DMG STA,(M34) then

· Set the NAV to 0 and scan the next channel.(11ad)
· Otherwise, when the timer(#1311) reaches MaxChannelTime, process all received probe responses.(11ad)
· Set the(11ad) NAV to 0 and scan the next channel. 

See Figure 10-4 (Probe response) for non-DMG STAs.(11ad) [image: image10.wmf]Figure 10-4—Probe response

(#1119)


See Figure 10-5 (Active scanning for DMG STAs) for DMG STAs that generate DMG Beacon frames with the Discovery Mode field set to 1.(11ad)                   .[image: image11.wmf]Figure 10-5—Active scanning for DMG STAs

(11ad)


When all channels in the ChannelList have been scanned, the MLME shall issue an MLME-SCAN.confirm primitive with the BSSDescriptionSet containing all of the information gathered during the scan.




Discussion:

If we agree with the commenter that the logic has become obscured by dependencies on DMG/non-DMG,  we can separate this into two subclauses as shown below:

	Change 10.1.4.3.2 as follows:
· Active scanning procedure for a non-DMG STA
Upon receipt of the MLME-SCAN.request primitive with ScanType indicating an active scan, a STA shall use the fol-lowing procedure:

For each channel to be scanned:

· Wait until the ProbeDelay time has expired or a (#1601)PHY‑RXSTART.indication primitive has been received.

· Perform the Basic Access procedure as defined in 9.3.4.2 (Basic access).

· 
· 
· (11ad)
· 
· 
· Send a probe request to the broadcast destination. 
· 
· . 

The probe request is sent,(11ad) with the SSID and BSSID from the MLME-SCAN.request primitive. When the SSID List is present in the MLME-SCAN.request primitive, send one or more Probe (#99)Request frames,(Ed) each with an SSID indicated in the SSID List and the BSSID from the MLME-SCAN.request primitive.

· Set to 0 and start a timer (M34)(#1311)
· If PHY-CCA.indication (BUSY)(#1604) primitive has not been detected before the timer(#1311) reaches MinChannelTime (M34) then

· Set the NAV to 0 and scan the next channel.(11ad)
· Otherwise, when the timer(#1311) reaches MaxChannelTime, process all received probe responses.(11ad)
· Set the(11ad) NAV to 0 and scan the next channel. 

See Figure 10-4 (Probe response) for non-DMG STAs.(11ad) [image: image12.wmf]Figure 10-4—Probe response

(#1119)



When all channels in the ChannelList have been scanned, the MLME shall issue an MLME-SCAN.confirm primitive with the BSSDescriptionSet containing all of the information gathered during the scan.
Insert the following new subclause after 10.1.4.3.2
10.1.4.3.2a Active scanning procedure for a DMG STA

Upon receipt of the MLME-SCAN.request primitive with ScanType indicating an active scan, a DMG STA shall use the fol-lowing procedure:

For each channel to be scanned:

a) Wait until the ProbeDelay time has expired or a (#1601)PHY‑RXSTART.indication primitive has been received.

b) Set to 0 and start a timer

c) Perform the Basic Access procedure as defined in 9.3.4.2 (Basic access).

d) If the DiscoveryMode parameter of the MLME-SCAN.request primitive is equal to 1, generate DMG Beacon frames as described in 10.1.3.4 (DMG Beacon generation before network initialization) for a period no longer than MaxChannelTime.
e) If beamforming training is required, if a DMG Beacon frame is received before the timer reaches MaxChannelTime, optionally perform the beamforming training defined in 9.36.5 (Beamforming in A-BFT). (11ad)
f) Perform the basic access procedure defined in 9.3.4.2 (Basic access).(11ad)
g) Send a probe request to the broadcast destination address or:

a. Following the transmission of an SSW-Feedback frame, send a probe request to the MAC address of the STA addressed by the SSW-Feedback frame and(M34)
b. Optionally,(M34) following the reception of an SSW-Feedback frame, send a probe request to the MAC address of the STA that transmitted the SSW-Feedback frame. 

In all these cases, the probe request is sent,(11ad) with the SSID and BSSID from the MLME-SCAN.request primitive. The probe request includes the DMG Capabilities element.
(11ad) When the SSID List is present in the MLME-SCAN.request primitive, send one or more Probe (#99)Request frames,(Ed) each with an SSID indicated in the SSID List and the BSSID from the MLME-SCAN.request primitive.

h) When the timer(#1311) reaches MaxChannelTime, process all received probe responses.(11ad)
i) Set the(11ad) NAV to 0 and scan the next channel. 

See Figure 10-5 (Active scanning for DMG STAs) for DMG STAs that generate DMG Beacon frames with the Discovery Mode field set to 1.(11ad)                   .[image: image14.wmf]Figure 10-5—Active scanning for DMG STAs

(11ad)


When all channels in the ChannelList have been scanned, the MLME shall issue an MLME-SCAN.confirm primitive with the BSSDescriptionSet containing all of the information gathered during the scan.




Status:  Currently reviewing this logic with .11ad experts.
	2129
	1365.52
	10.1.4.3.3
	
	"Only the following STAs respond to probe requests"Either this statement has no effect, or it creates an exception to the normative statement "STAs ... shall respond" at 1365.27.
	Merge this list with the lettered list, or find a way to call out the exceptions from the "shall respond" statement.


Discussion:

At 1365.27, we have:  “STAs, subject to the criteria below, receiving Probe Request frames shall respond”.

At 1365.41, we have: “Additionally, STAs … shall … response”
At 1365.52, we have: “only the following STAs respond…”

At 1366.14, we have “STAs … shall respond”

At 1366.29, we have “mesh STA ... shall not respond”

It is not immediately clear that all of these shalls and shall nots are distinct.  Certainly a “shall” and a matching “shall not” creates a conflict.

In doing this work, I found plenty of conflicts.   For example the “only … STAs shall respond” does not include a non-AP STA in an infrastructure BSS.   But 1365.27 says it does.

At 1366.14, a STA shall respond if there is a match on SSID,  without calling out any other fields,  such as Address 1 or Address 3.

The more I look at this,  the more tempted I am to say “let sleeping worms lie”.

The original text is:

	STAs, subject to the criteria below, receiving Probe Request frames shall respond with a probe response only if the Address 1 field in the probe request is the broadcast address or the specific MAC address of the STA, and either of the following applies:(#1475)
· The STA is a mesh STA and the Mesh ID in the probe request is the wildcard Mesh ID or the specific Mesh ID of the STA.

· The STA is not a mesh STA and

· The SSID in the probe request is the wildcard SSID, the SSID in the probe request is the specific SSID of the STA, or the specific SSID of the STA is included in the SSID List element, and

· The Address 3 field in the probe request is the wildcard BSSID or the BSSID of the STA.

Additionally, STAs with dot11InterworkingServiceActivated equal to true, receiving Probe Request frames containing an Interworking field in the Extended Capabilities element set to 1 shall examine the Interworking element in the received Probe Request frame and respond with a probe response only if

· The HESSID field, if present in the Interworking element, is the wildcard HESSID or the HESSID of the STA, and

· The Access Network Type field in the Interworking element is the wildcard Access Network Type or the Access Network Type of the STA.

Only the following STAs respond to probe requests:(Ed)

· DMG STAs that are not members of a PBSS that are performing active scan as defined in 10.1.4.3.2 (Active scanning procedure)(M34) 

· Multi-band capable non-AP STAs for which the last received probe request included a Multi-band element(11ad)

· APs

· PCPs(11ad)

· STAs in an IBSS

· STAs in an MBSS

A result of the procedures defined in this subclause is that in each non-DMG(11ad)(Ed) infrastructure BSS, and in each IBSS there is at least one STA that is awake at any given time to receive and respond to probe requests. In an MBSS, STAs might not be awake at any given time to respond to probe requests. In an infrastructure BSS or in an IBSS, a STA that sent a Beacon frame shall remain in the Awake state and shall respond to probe requests, subject to criteria in the next paragraph, until a Beacon frame with the current BSSID is received. If the STA is contained within an AP, it shall remain in the Awake state and always respond to probe requests, subject to criteria in the next paragraph. There may be more than one STA in an IBSS that responds to any given probe request, particularly in cases where more than one STA transmitted a Beacon or DMG Beacon(11ad)(Ed) frame following the most recent TBTT, either due to not receiving successfully a previous Beacon or DMG Beacon(11ad)(Ed) frame or due to collisions between beacon transmissions. 

In an infrastructure BSS or in an IBSS, STAs receiving Probe Request frames shall respond with a probe response when the SSID in the probe request is the wildcard SSID or matches the specific SSID of the STA or when the specific SSID of the STA is included in the SSID List element. Furthermore, a STA with dot11RadioMeasurementActivated true receiving a probe request with a DSSS Parameter Set element containing a Current Channel field value that is not the same as the value of dot11CurrentChannel shall not respond with a probe response. A DMG STA that is not member of a PBSS but that is performing active scan as defined in 10.1.4.3.2 (Active scanning procedure), an(11ad) AP, and a PCP(11ad) shall respond to all probe requests meeting the above criteria if the transmit antenna of the DMG STA is trained to transmit to the STA from which a probe request was received.(Ed)(M34) In an IBSS a STA that transmitted a Beacon or DMG Beacon(11ad) frame since the last TBTT shall respond to group addressed Probe Request frames. A STA in an IBSS shall respond to Probe Request frames sent to the individual address of the STA.

An (#1151)mesh STA that receives a Probe Request frame shall not respond with a Probe Response frame when dot11RadioMeasurementActivated is true and the Probe Request frame contains a DSSS Parameter Set element with its Current Channel field value different from the value of dot11CurrentChannelNumber.

Probe Response frames shall be sent as directed frames to the address of the STA that generated the probe request.(#1511)

Requested Element IDs in the Request element shall be included in the Probe Response if the responding STA supports it. In an improperly formed Request element, a STA may ignore the first element requested that is not ordered properly and all subsequent elements requested. In the Probe (#99)Response frame, the STA shall return the requested elements in the same order as requested in the Request element.

If dot11RadioMeasurementActivated is true and if the Request element of the Probe Request includes the RCPI element ID, the STA shall include in the Probe Response an RCPI element containing the measured RCPI value of the received Probe Request frame. If no measurement result is available, the RCPI value shall be set to indicate that a measurement is not available.




I propose to replace this text with the following:
	A STA that receives a Probe Request frame shall respond as follows:

1. If the STA does not match any of the following criteria, and the procedure terminates without sending a response.

a. A DMG STA that is not a member of a PBSS and that is performing active scan as defined in 10.1.4.3.2 (Active scanning procedure)
b. A Multi-band capable non-AP STA for which the last received probe request included a Multi-band element

c. The STA is an AP
d. The STA is a PCP
e. The STA is in an IBSS

f. The STA is in an MBSS
g. The STA is a non-DMG STA in an infrastructure BSS

2. If the Address 1 field of the Probe Request frame contains an individual address that is not the MAC address of the STA, the procedure terminates without sending a response.
3. If the STA is a non-AP STA in an infrastructure BSS and the Address 1 field of the Probe Request frame contains the broadcast address, the procedure terminates without sending a response.

4. If the STA is in an IBSS, the STA did not transmit a Beacon or DMG Beacon frame since the last TBTT, and the Address 1 field of the Probe Request frame contains the broadcast address, the procedure terminates without sending a response.
5. If the STA is a mesh STA and the Mesh ID in the Probe Request frame is not the wildcard Mesh ID and does not match specific Mesh ID of the STA, the procedures terminates without sending a response.

6. If the STA is not a mesh STA:

a. If none of the following apply the procedures terminates without sending a response, 

i. The SSID in the Probe Request frame is the wildcard SSID, 
ii. The SSID in the Probe Request frame matches the SSID of the STA,
iii. The SSID List element is present and includes the SSID of the STA.
b. If the Address 3 field of the Probe Request frame does not contain a wildcard BSSID and does not match the BSSID of the STA, the procedures terminates without sending a response.
7. A STA that has dot11InterworkingServiceActivated equal to true and receives a Probe Request frame containing the Interworking field in the Extended Capabilities element equal to 1 and an Interworking element terminates the procedure without sending a response unless both the following criteria are met:
a. The HESSID field of the Interworking element is absent or is present and contains the wildcard HESSID or matches the HESSID of the STA, and

b. The Access Network Type field of the Interworking element contains the wildcard Access Network Type or matches the Access Network Type of the STA.

8. A STA that has dot11RadioMeasurementActivated equal to true and receives a Probe Request frame containing a DSSS Parameter Set element in which the Current Channel field contains a value that is not the same as dot11CurrentChannel terminates without sending a response.
9. A DMG STA terminates the procedure without sending a response if the transmit antenna of the DMG STA is not trained to transmit to the STA from which a probe request was received.
10. The STA transmits a Probe Response frame as follows:
a. The Probe Response frame is individually addressed to the STA that generated the Probe Request frame.
b. Requested Element IDs in the Request element shall be included in the Probe Response if the responding STA supports it. In an improperly formed Request element, a STA may ignore the first element requested that is not ordered properly and all subsequent elements requested. In the Probe (#99)Response frame, the STA shall return the requested elements in the same order as requested in the Request element.

c. If dot11RadioMeasurementActivated is true and if the Request element of the Probe Request includes the RCPI element ID, the STA shall include in the Probe Response an RCPI element containing the measured RCPI value of the received Probe Request frame. If no measurement result is available, the RCPI value shall be set to indicate that a measurement is not available.

A result of the procedures defined in this subclause is that in each non-DMG(11ad)(Ed) infrastructure BSS, and in each IBSS there is at least one STA that is awake at any given time to receive and respond to probe requests. In an MBSS, STAs might not be awake at any given time to respond to probe requests. In an infrastructure BSS or in an IBSS, a STA that sent a Beacon frame shall remain in the Awake state and shall respond to probe requests, subject to criteria in the next paragraph, until a Beacon frame with the current BSSID is received. If the STA is contained within an AP, it shall remain in the Awake state and always respond to probe requests, subject to criteria in the next paragraph. There may be more than one STA in an IBSS that responds to any given probe request, particularly in cases where more than one STA transmitted a Beacon or DMG Beacon(11ad)(Ed) frame following the most recent TBTT, either due to not receiving successfully a previous Beacon or DMG Beacon(11ad)(Ed) frame or due to collisions between beacon transmissions. 




Status:
This is a SWAG for discussion.  I have no doubt it is choc-full of errors.  These are unknown.  The question is whether the original text is better on the basis of:

1. It is demonstrably full of issues.  But we have managed to live with this, and the universe has not yet imploded.

2. The new text may contain new issues to which current implementations are not inured. Making this change will definitely cause the universe to implode, which will possibly get 802.11 a bad rep.
Action:  pull into a separate document.  Announce it to the reflector.
Ask for volunteers to work with this.
	2130
	1367.12
	10.1.4.3.4
	
	"(set to 0)" - there is no need to say this
	Removed cited text (twice)


Context: 1367.08:
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Figure 10-6—PCP Factor for a DMG STA





Proposed Resolution:
Accepted.
	2132
	1367.26
	10.1.4.3.4
	
	"For the purpose of this MAC address comparison, the first transmitted octet shall be interpreted as the most significant octet (i.e., big endian)."My experience tells me that implementers will still get this wrong.
	Refer to 11.6.1, which contains " For the purposes ofcomparison, the MAC address is encoded as 6 octets, taken to represent an unsigned binary number. Thefirst octet of the MAC address shall be used as the most significant octet. The bit numbering conventions in8.2.2 (Conventions) shall be used within each octet. This results in a 48-bit unsigned integer labelled B0(least significant) to B47 (most significant), where the I/G bit is in B40."


Context: 1367.20
	For each peer STA reported as part of an MLME-SCAN.confirm primitive or considered as part of a PCP handover, the STA proceeds as follows. If the STA’s value of self_PCP_factor is greater than the value of peer_PCP_factor or if the values are equal and the MAC address of the STA is greater than the MAC address of the peer STA contained in the peer STA’s DMG Capabilities element, the STA becomes a candidate PCP. Otherwise, the STA does not become a candidate PCP. For the purpose of this MAC address comparison, the first transmitted octet shall be interpreted as the most significant octet (i.e., big endian).


The text in 11.6.1 is referenced,  e.g. at 1718.20 for the purpose of comparing MAC addresses:
	The IEEE Std 802.1X reauthentication timers in each STA are independent. If the reauthentication timer of the STA with the higher MAC address (see 11.6.1 (Key hierarchy) for MAC comparison) triggers the reauthentication via its Authenticator, its Supplicant shall send an EAPOL-Start frame tothe authenticator of the STA with the lower MAC address (see 11.6.1 (Key hierarchy) for MAC comparison) to trigger reauthentication on the other STA. This process keeps the pair of STAs in a consistent state with respect to

derivation of fresh temporal keys upon an IEEE Std 802.1X reauthentication.


Proposed changes:
	For each peer STA reported as part of an MLME-SCAN.confirm primitive or considered as part of a PCP handover, the STA proceeds as follows. If the STA’s value of self_PCP_factor is greater than the value of peer_PCP_factor or if the values are equal and the MAC address of the STA is greater than (see 11.6.1 (Key hierarchy) for MAC address comparison) the MAC address of the peer STA contained in the peer STA’s DMG Capabilities element, the STA becomes a candidate PCP. Otherwise, the STA does not become a candidate PCP. 


Proposed Resolution:
Revised.  Delete cited sentence.  At 1367.22 insert “(see 11.6.1 for MAC address comparison)” after “greater than”.

	2356
	1376.37
	10.2.2.5.2
	
	"may not" is ambiguous -- does it mean "might not" or "is not permitted" ("shall not")?
	Both on this line and line 38 replace "may" with "might".


Context: 1376.35

	10.2.2.5.2 U-APSD Coexistence 

A non-AP STA that uses U-APSD may not be able to receive all AP transmitted frames during the service period due to interference observed at the non-AP STA. Although the AP may not observe the same interference, it is able to determine that the frames were not received correctly by the non-AP STA. The UAPSD Coexistence capability enables the non-AP STA to indicate a requested transmission duration to the AP for use during U-APSD service periods.


Proposed Resolution:
Accepted

	2134
	1377.10
	10.2.2.5.2
	
	"If the non-APSTA wants to terminate use of all QoS services provided by an ADDTSRequest frame including U-APSD Coexistence, it may transmit a DELTS Request frame to the AP" - normative statement based on a STA's wants.
	Reword so that the normative statement is based on observable conditions.


Proposed Resolution:

Revised.   Replace cited text with:

“A non-AP STA may terminate use of all QoS services (including U-APSD Coexistence) resulting from an ADDTS Request frame by transmitting a DELTS Request frame to the AP”

	2359
	1385.50
	10.2.2.14
	
	"contiguous" means either "sharing a border" or "near another entity". But what is a single time period contiguous with?
	Replace "contiguous" with "continuous".


Context: 1385.50

	A TDLS Peer PSM service period is a contiguous period of time during which one or more individually addressed frames are transmitted between two TDLS peer STAs when atleast one STA employs TDLS Peer PSM.


Discussion:

Do we really need “continuous?”   Surely a non-continuous period of time is actually multiple periods of time.  And we mustn’t lose sight of the need to delete 300 pages before we can roll in .11ac.

Proposed Resolution:
Revised.  Delete “contiguous”.

	2172
	1398.11
	10.2.3.5
	
	" the STA should retain the buffered BUs and attempt to transmit the ATIM during the next ATIM Window/Awake Window." -- if you read this literally, at the start of the next ATIM window it will transmit both the old (delayed) ATIM and shiny new one.One way to fix this is just to discard the ATIM. However that starts the backoff count from a random number and gives no "priority" to old ATIMs. Might be better to state in a) that new ATIMs are created, except where one is already queued for transmission.
	Perhaps exclude destinations that already have an ATIM queued from the generation of new ATIMs in step a).


Context: 1398.11

	If a STA is unable to transmit an ATIM during the ATIM Window/Awake Window, for example due to contention with other STAs, the STA should retain the buffered BUs and attempt to transmit the ATIM during the next ATIM Window/Awake Window.


Discussion:

There are several aspects to this.  Certainly it makes no sense to have multiple ATIMs transmitted.  The logic at 1397.51 says:  “during the ATIM Window, the STA shall transmit an individually addressed ATIM frame to each STA for which it has one or more buffered individually addressed BUs”.   It doesn’t separate the act of queing and the act of transmission.

Also, such created ATIMs will have a new backoff.

If a STA fails to transmit an ATIM because its backoff counter does not reach zero,  then the ATIM should resume transmission in the next ATIM window with the backoff counter it had at the end of the previous ATIM window.

I think there are two models:

1. Retain the previous ATIM and run a channel access attempt across multiple ATIM windows

2. Create the ATIM afresh each ATIM window.

Unfortunately the text in this subclause hedges it bets and kind-of appeals to both.

I think the cleanest way to fix this is to leave the cited text alone,  and change the text at 1397.51 thus:

	Following the reception or transmission of the Beacon frame in a non-DMG IBSS, during the ATIM Window, the STA shall queue for transmission an individually addressed ATIM frame to each STA for which it has one or more buffered individually addressed BUs and for which an ATIM is not already queued. Following the BTI or ATI in a DMG BSS, during the Awake Window, the STA shall queue for transmission an individually addressed ATIM management frame to each STA for which it has one or more buffered individually addressed BUs and for which an ATIM is not already queued. If the STA has one or more buffered group addressed MSDUs (excluding those with a service class of StrictlyOrdered) or has one or more buffered group addressed MMPDUs, it shall queue for transmission an appropriately addressed group addressed ATIM frame if such an ATIM is not already queued.


Change 1398.09 as follows:

	If a STA is unable to transmit an ATIM during the ATIM Window/Awake Window, for example

due to contention with other STAs, the STA should retain the buffered BUs and either discard the ATIM or attempt to transmit the ATIM during the next ATIM Window/Awake Window.


Proposed resolution:
Revised.  Change 1397.51 as shown in <this document> under CID 2172. 
These changes avoid multiple queued ATIMs to the same address.
	2138
	1405.11
	10.2.6.2.4
	
	"Group addressed MSDUs, individually addressed MSDUs and MMPDUs that are to be transmitted to a STAthat is in PS mode are first announced through ATIM frames during the Awake window."Other parts of REVmc use "BU" terminology to describe these items, specifically addressing that A-MSDUs may be buffered, and that not all MMPDUs are.
	Review all 10.2.6 references to the type of thing buffered and determine if the rules should be the same as for non-DMG. If that is so, replace such references with "BU".


Status:  asking .11ad experts if any reason for differentiation
	2143
	1405.44
	10.2.6.3
	
	""WS" is an abbreviation of Wakeup Schedule." True, that's what 3.3 says. However we generally don't abbreviate a "Wakeup Schedule element" to a "WS element".
	Remove cited text. In Figure 10-10 replace any "WS element" by "Wakeup Schedule element"


Context:

	NOTE—Figure 10-10 (State Transition Diagram of PCP Power Management Mode) uses the following terminology: “As per T1” means that the transitions are specified in Table 10-3 (Power management statesfor an Awake BI), “As per T2” means that the transitions are specified in Table 10-4 (Power management states for a Doze BI), “WS” is an

abbreviation of Wakeup Schedule.
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Figure 10-10—State Transition Diagram of PCP Power Management Mode




Proposed resolution:

Accepted

	2199
	1411.32
	10.3.4.1
	
	Section 10.3.4.1 states that DMG STAs do not support authentication and deauthentication. This appears to be an optimisation that should only apply to cases where the Open Authentication algorithm is used, otherwise 11ad STAs cannot make use of other authentication algorithms such as SAE, Fast BSS Transition and those in 11ai. Even when Open Authentication is in use I'm not sure how multi-band operation is affected by this restriction.
	Restrict this optimisation to cases where the Open Authentication algorithm is in use. This will require also changes in other parts of the draft, such as Figure 10-12 which shows authentication and association states.


Status:  asking Carlos to take ownership of this comment.
	2144
	1423.13
	10.3.7
	
	"the PCP shall send the PBSS information" -- not specific enough.
	Delete "the PBSS information using" orcite the required information / elements / structures.

	2148
	1423.44
	10.4.1
	
	"When transmitted between DMG STAs" - the act of transmitting is not something that can be shared (unless this is a veiled reference to relay operation).
	"between" -> "by" . Ditto line 47 (but not 45).

	2149
	1424.25
	10.4.1
	
	"DMG TSPEC is transported over the air within the DMG ADDTS and across" -- which DMG ADDTS frames? It's also missing an article.
	Cite specific frame names and correct grammar.

	2154
	1432.23
	10.4.4.4
	
	"All MSDUs corresponding to a TID that was successfully negotiated through the ADDTS exchange with a U-PID element with the No-LLC field equal to 1(M34) shall have their LLC header stripped before transmission and the agreed LLC header added before delivery at the peer MAC-SAP. (11ad)"Passive voice considered dangerous. The following statement "shall have ... stripped" hides who does this. Also this is not an MLME activity, but a MAC data-plane activity, and may be above the MAC data SAP.
	Determine where the stripping takes place. If it is in the MAC data plane, move this statement into clause 9. If it is above the MAC data plane, this is out of scope, and move it to an informative annex.Reword so that it cites the entity responsible for this action.

	2155
	1434.40
	10.4.7
	
	The changes from CID 1412 removed the ADDTS failure timeout. The changes to the figures 10-16 should be more radical than described in that comment resolution, because now a .confirm is not provided in the case of timeout. Errors are handled above the MLME by the SME, which might choose to send an MLME-DELTS.request to cover case 2.
	Remove the timeout from the two cases in Figure 10-16. Consider adding mandatory SME behavior on timout to send a DELTS.request in the case of timeout.Remove the text: "shall send a DELTS to the HC specifying the TSID and direction of the failed request"

	2156
	1436.41
	10.4.9
	
	The changes by .11ad "deletion initiated by the HC/PCP" do not match the figure labeling "HC/non-AP STA".
	Make the text and figure consistent.

	2157
	1437.35
	10.4.10
	
	Generally there's a lot of unnecessary qualification introduced by .11ad. For example in " PCP shall send a DELTS frame to the non-PCP DMG STA", it is unnecessary to include DMG in "non-PCP DMG STA" because the PCP cannot send a DELTS to a non-DMG STA. We went through a process in REVmb days of removing unnecessary "QoS" qualifications. Looks like we might need to do the same for DMG.
	Review this subclause and remove any unnecessary qualification.

	2158
	1437.52
	10.4.10
	
	"The case of uplink TS timeout in which the PCP/AP is the destination DMG STA of the TS(11ad) is shown in Figure 10-18 (TS timeout)" -- the qualification inserted by .11ad "hijacks" the figure so that it no longer describes the non-DMG case.
	Add back the non-DMG case.

	2160
	1440.10
	10.4.13.3
	
	" that each allocation is at least Minimum Duration microseconds" - where is Minimum Duration?
	Add the word "field" somewhere.

	2358
	1468.29
	10.11.2
	
	"may not" is ambiguous -- does it mean "might not" or "is not permitted" ("shall not")?
	Replace "may" with "might".

	2360
	1470.19
	10.11.4
	
	Confused writing makes the requirements unclear. What exactly does "shall not be set to 0 except for Beacon request with Measurement Mode set to Beacon Table Mode, Statistics request and request for triggered autonomous measurements." mean? Also: "Beacon Table Mode" does not appear to be the name of a frame, field, element, etc, so should be in lower case. Is it clear what type of frame constitutes the last type of request? Where is that specified?
	Delete the comma after "frames" and replace the quoted sentence fragment with "shall not be set to 0 except when the request frame is a Beacon request in which the Measurement Mode field value is beacon table mode, or is a Statistics request frame, or is a request for triggered autonomous measurements." And specify exactly what frames make up the "request for triggered autonomous measurements". Also specify explictly somewhere (MIB?) the value of "beacon table mode".

	2362
	1484.12
	10.11.9.8
	
	"may not" is ambiguous -- does it mean "might not" or "is not permitted" ("shall not")?
	Replace "may" with "might".

	2363
	1486.21
	10.11.9.9
	
	Normative verbs in an informative NOTE.
	This NOTE is attempting to make requirements on user applications, far out of 802.11's scope. At the least replace "should not" with "need to be designed not to"; on line 18 replace "should" with "need to be designed to"; and on lines 19 and 21 replace "may" with "might".

	2364
	1486.29
	10.11.9.9
	
	"may" used to specify an external relationship of an SME.
	Replace "may" with "might".

	2365
	1487.47
	10.11.9.10
	
	"may not" is ambiguous -- does it mean "might not" or "is not permitted" ("shall not")?
	This NOTE is a repeat of a note on the previous page. Delete this whole NOTE.

	2366
	1487.62
	10.11.10.1
	
	"may not" is ambiguous -- does it mean "might not" or "is not permitted" ("shall not")?
	Replace "may" with "might".

	2367
	1495.61
	10.12.2.1
	
	The enablement exchange sequence is a sequence of frames that are defined in clause 8, not a sequence of messages.
	Replace "two-message" with "two-frame" and replace "message" with "frame" on lines 15, 16, 20, 41, 49, 55, and 59. On page 1491 replace "message" with "frame" on lines 19 and 37. On page 1493 replace "message" with "frame" on lines 15, 21 and 29 (all three in the figure).

	2368
	1496.38
	10.12.2.2
	
	No "enablement response message" is defined. In fact, the next subclause, which is used as a reference here, does not use that name.
	Either define "enablement response message" (in clause 8 or perhaps in the next subclause) or delete "from an enablement response message".

	2369
	1521.24
	10.23.1
	
	Adding ", except PCO" at the end of a sentence doesn't help clarity.
	Replace "Features that are not" with "Except when the BSS is in PCO mode, features that are not" and at the end of the sentence replace "STAs, except PCO." with "STAs."

	2370
	1523.01
	10.23.4
	
	This paragraph is about frames, not messages.
	Replace "message" with "frame".

	2371
	1523.27
	10.23.4
	
	The TDLS setup uses frames (though some of those may incorporate handshake messages).
	Replace "messages" with "frames".

	2372
	1538.53
	10.24.4.1
	
	This is the third copy of a confusing note (with normative requirements about external operations in a NOTE).
	Delete this NOTE.

	2164
	1543.21
	10.24.6
	
	The fine timing measurement procedure is OK as far as it goes, but it lacks some optimizations necessary to make it useful. Perhaps the most significant issue is that a STA has to be permanently on the channel negotiated with STA1 in order to receive Fine Timing Measurement frames. This means it can't do power saving, and can't perform location simultaneously with STA1s on different channels.
	Add support for STA2 power saving during location determination. Add support that allows a STA2 to perform ranging with STA1s on different channels.

	2406
	1543.22
	10.24.6
	
	add explanatory text on what is the difference between timing measurement and the fine timing measurement. They both seem to provide the same thing, clock sync and flight time measurement.
	as suggested

	2405
	1543.32
	10.24.6
	
	The sentence "The STA does not support the fine timing measurement procedure." does not seem to have any meaning and can be removed.
	

	2407
	1544.04
	10.24.6
	
	Text says: "A STA that supports the fine timing measurement procedure may transmit a Fine Timing MeasurementRequest frame to a peer STA". Yet, the figure 10-31 shows the request frame as being mandatory (not dotted line).
	Align figures 10-30 and 10-31. In both figures the Request Frame is optional (right?), but in 10-30 it is dotted line, while in 10-31 is not.Also in figure 10-30 there is a star next to the Request, what does that mean?Make the Request Frame in both figures either dotted line or continuous line. The star should also be present in both figures or in neither.

	2165
	1554.01
	10.24.12.3
	
	" Traffic Filter Set " - REVmc followed the time-honored practice of capitalizing really cool stuff.However, WG11 style is really so un-hip its legs have dropped of, and specifically doesn't allow cool stuff to be capitalized unless it is also a proper noun that is an enumeration value, field, frame ...
	Either lower case this concept and admit it's no longer cool. Or turn into a reference to a field, element, frame... etc.

	2374
	1555.27
	10.24.14
	
	There is no "Neighborhood Advertisement" message.
	Replace "Neighborhood" with "Neighbor".

	2167
	1559.32
	10.24.16.3.1
	
	The insertions by .11ad are unnecessary because the exclusions apply to features already not supported by DMG STAs.
	Remove any unnecessary "non-DMG" qualifications

	2376
	1570.42
	10.25.3
	
	GAS 'messages' really are GAS frames; in this case "message" is just being used to say "information".
	On this line replace "messages" with "information". On lines 23 and 57 replace "message" with "frame". On page 1566 lines 2 and 29 replace "message" with "frame". On page 1567 lines 2 and 45 replace "message" with "frame". On page 1567 line 5 replace "messages" with "frames". On page 1568 lines 2 and 46 replace "message" with "frame". On page 1568 line 3 replace "messages" with "frames".

	2486
	1590.43
	10.26.1.2
	
	There are no default QMF policies for DMG/Robust AV streaming action frames in the Table 10-18.If a QoS STA sets dot11QMFActivated to true, a DMG/Robust AV streaming action frame may be transmitted using AC_BE, which may be not adequate.
	Define the default QMF policies for DMG/Robust AV streaming action frames in Table 10-18 as follows:---- | Subtype | Category value | Action Class | QMF access categoryDMG | 1101 | 16 | 0 - 22 | AC_BEFast session transfer | 1101 | 18 | 0 - 5 | AC_VORobust AV Streaming | 1101 | 19 | 0 - 3 | AC_BEUnprotected DMG | 1101 | 20 | 0 - 1 | AC_VO

	2187
	1609.31
	10.29.2.2
	
	"The PCP may transmit a Handover Request frame toa non-PCP STA that is handover capable" -- relate to either mib variable or OTA signalling.
	As in comment

	2168
	1623.40
	10.33.2.2
	
	Embedded "magic numbers"
	Replace with name of status code throughout table.

	2466
	1624.35
	10.33.2.2
	
	What does this text mean? "all the streams within the Switching Stream element that have the LLT Type field set to 1 shall be switched using the Stream-based Link Loss Countdown," - it sounds like it is saying that the session transfer will take place based on the LLC timer, but nowhere does it really say this - nowhere does it say, make the transition when the counter reaches zero, and furthermore, the counter counts down as long as no frame is received - what if a frame is received? Then the counter will be reloaded and so, if frames keep arriving for this stream, the stream will never transition! Is the intention that the source of the frames of the stream will stop sending the frames and this will cause the timer to reach 0? If so, this is very implicit and should be stated more clearly - and it is completely unclear which entity in the system will perform the gating to stop letting frames from this stream pass out to the network. I suspect that the entity that would do this is actually not a part of the 802.11 system, but some entity above 802.11 - in which case, it would still be nice to have some statement in here pointing to that fact.
	Clarify just exactly how this counter is used to make a transition despite the possible reloads.

	2467
	1625.59
	10.33.2.2
	
	The language here is not well worded: "The initiator and responder shall move to the Initial state when the STT moves from 1 to 0 (other than set to 0)."
	Propose to change text to: "The initiator shall transition to the Initial state when its STT transitions from 1 to 0, but not when the STT is set to 0. The responder shall transition to the Initial state when its STT transitions from 1 to 0, but not when the STT is set to 0.

	2169
	1633.09
	10.34.2.2
	
	" The MMS Control field within the MMS element included in the Association Request and Response frame should be asserted as per 8.4.2.152 (Multiple MAC Sublayers (MMS) element )."What does "field ... should be asserted" mean?
	Explain in terms of specific fields getting set to specific values.Ditto at 1633.38 and 1633.46.

	2170
	1635.04
	10.36.1
	
	"a destination REDS and an RDS shall establish pair-wise authentication among these STAs ifthe dot11RSNAEnabled variable for any of these STAs is true."A STA is only aware of the MIB variable status of its own variables. This reads like it needs to inspect the MIBs of other STAs.
	Relate to on-the-air signalling.


Approved Resolutions

	CID
	Page
	Clause
	Resn Status
	Comment
	Proposed Change
	Resolution
	Owning Ad-hoc

	2000
	9.48
	3.1
	
	The "coordination function" definition includes too many 802.11-specific terms.
	Either make it generic. Or move to 802.11-specific subclause
	
	GEN


Context:  (9.48):

	coordination function:The logical function that determines when a station (STA) operating within a basic service set (BSS) is permitted to transmit protocol data units (PDUs) via the wireless medium (WM). The coordination function within a BSS might have one hybrid coordination function (HCF), or it might have one HCF and one point coordination function (PCF) and has one distributed coordination function (DCF). A quality-of-service (QoS) BSS has one DCF and one HCF.In addition, a directional multi-gigabit (DMG) STA has a DMG channel access function that includes the beacon transmission interval (BTI), the association beamforming training (A-BFT), the announcement transmission interval (ATI), and the service period channel access (SPCA).


Proposed resolution:
Revised.

Turn all but the first sentence into a NOTE--.

	CID
	Page
	Clause
	Resn Status
	Comment
	Proposed Change
	Resolution
	Owning Ad-hoc

	2213
	20.10
	3.1
	
	A PCP and an AP each are defined to contain a single STA. So how can a STA be one or more PCPs and/or APs?
	Replace "is at least one of a PCP or an AP" with "either is contained in an AP or is contained in a PCP".
	
	GEN


Discussion:   

The resolution for CID 2115 removes the need for this definition as it splits all occurances of PCP/AP into its component parts. 

Proposed Resolution:
Revised.

Delete cited definition.

(Note to editor, this is a subset of the changes for CID 2115)
	2131
	927.08
	8.4.2.154
	
	"availability of the nth Beacon SP" -- in other TGs we have tried to avoid the superscripted "th". For consistency should replace here.
	Reword "availability of the Beacon SP n". Review and reword all such uses in the draft where possible.
	
	EDITOR


Discussion:

While I think “th” is overwhelmingly ugly, the question is whether the change below introduces ambiguity.

If it does, we can resolve this by adding to 1.4 (Word Usage):

‘The expression “index” followed by a number identifies a single occurance of an ordered sequence.   For example, “symbol index 2 of the frame” identifies the second symbol.’

And then prefix each of the insertions below with “index”.

Straw poll:  Do you


Prefer to reject this comment 9


Prefer to make changes to address the comment 3

Proposed resolution:
Rejected.  These expressions are unambiguous, and we prefer not to make any change.

	2145
	1225.30
	9.26.2
	
	"+HTC/DMG" -- the "/" as a conjunction is evil because it sometimes means "and" and sometimes means "or".
	Replace all such with +HTC or DMG
	
	EDITOR


Proposed Resolution:
Accepted

	CID
	Page
	Clause
	Resn Status
	Comment
	Proposed Change
	Resolution
	Owning Ad-hoc

	2115
	
	
	A
	PCP/AP suffers from a cart-before-the-horse issue. Clearly those who wrote the PCP stuff concentrated on the existence of PCPs. But most readers of the standard will care more about APs, and (like the egg) these did come first. So it's a bit a surprise to see wholesale rebranding of APs as PCP/APs.
	Replace PCP/AP with AP/PCP, and similarly the non-PCP/non-AP.
	ACCEPTED (GEN: 2013-11-12 21:08:35Z)
	GEN


Discussion:

At TGmc session on 2013-11-12 the general question of / in PCP/AP and non-PCP/non-AP arose during discussion of 2115, and sentiment was expressed that we should address the general issue in the context of comment 2145.  However, I propose we leave 2145 as an accept, and re-visit 2115 as below

Also the definitions of the “PCP/” terms are now no longer needed and should be remove.

The following resolution touches about 1400 locations.

Proposed resolution
Revised.

The CRC decided also to remove “/” from PCP/AP terminology.  

Replace globally as follows, with adjustment to surrounding synax as necessary:

PCP/AP -> AP or PCP

non-PCP/non-AP -> non-AP and non-PCP

Non-PCP/Non-AP -> Non-AP and non-PCP

S-PCP/S-AP -> S-AP or S-PCP

member PCP/member AP -> member AP or member PCP

PCP/HC -> HC or PCP

PCP/APs -> APs and PCPs

S-PCP/SAP -> S-AP or S-PCP

PCP/access point (AP) Cluster -> access point (AP) cluster or PCP cluster

PCP/APAP -> AP or PCP

PCP/AP Clustering -> AP or PCP Clustering

PCPs/APs -> APs and PCPs

S-AP/member PCP/  member AP -> member AP, S-AP, or member PCP 

member PCP/  AP -> member AP or member PCP 

synchronization PCP (S-PCP)/S-AP -> S-AP or synchronization PCP (S-PCP)

control point (PCP)/access point (AP) -> control point (PCP) or access point (AP)
personal basic service set (PBSS)control point (PCP)/AP Cluster -> AP Cluster or personal basic service set (PBSS)control point (PCP)

Delete definitions at 17.55, 20.10, 38.53

	CID
	Page
	Clause
	Resn Status
	Comment
	Proposed Change
	Owning Ad-hoc

	2114
	
	
	
	The PCO "tricks" for separating two classes of device don't extend into further classes of device, which means it is not compatible with VHT. There is no point trying to over-manage 2.4 GHz because of the variety of non-802.11 devices present, and it won't be able to manage 5 GHz which will be used generally only when VHT is deployed.It has not been implemented, and based on the above analysis, never will be.
	Deprecate PCO.
	MAC


Discussion:

Should we deprecate or mark as obsolete?

We have 13 deprecates outside the MIB.

Some of them:

“The use of priority value of ContentionFree is deprecated at QoS STAs.”

“The use of WEP for confidentiality,authentication, or access control is deprecated.”

“The use of TKIP is deprecated.”

And there are 9 obsoletes:

“Note that the use of the StrictlyOrdered service class is obsolete and the StrictlyOrdered service

class might be removed in a future revision of the standard”

“The PCF mechanism is obsolete. Consequently, this subclause might be removed in a later revision of the

standard.”

It seems that we “deprecate” stuff that we have to leave in the standard,  and we mark as obsolete stuff we hope to remove.   However the word “obsolete” also carries the implication of age that is arguably not so in this case.

Notwithstanding this,  “obsolete” seems the more appropriate choice.

Stock phrase for “phased removal” is as follows: (630.27)

“The PCF mechanism is obsolete. Consequently, this subclause might be removed in a later revision of the standard.”

This statement is present in a small number of locations per feature that has been obsoleted,  generally Clause 8,  Clause 9/10 and Annex B.

Straw poll:   Do you agree to deprecate or mark as obsolete the PCO mechanism?


Yes: 10


No: 1


Abstain: 6

Straw poll:   Do you prefer to deprecate or mark as obsolete?


Deprecate (no indication of future removal) 6


Deprecate and obsolete and might be removed later 4


Mark as obsolete and might be removed later 12


No preference 3


None of the above 1

Proposed resolution:
Revised.  At 777.21 (Extended capabilities) in the Definition column add:

“The PCO mechanism is obsolete. Consequently, this subfield might be reserved in a later revision of this standard.”

At 1008.09 (Set PCO Phase frame format) and 1514.35 (General description of PCO) add:

“The PCO mechanism is obsolete. Consequently, this subclause might be removed in a later revision of this standard.”

At 2340.52 (PICS) add

“The PCO mechanism is obsolete. Consequently, the PCO mechanism might be removed in a later revision of this standard.”

	CID
	Page
	Clause
	Resn Status
	Comment
	Proposed Change
	Owning Ad-hoc

	2190
	
	
	
	Dual CTS protection is evil.The issue is that STBC was introduced in .11n as an attempt to extend range, moving "high throughput" goal-posts so far they fell out of the ball-park.It created a bunch of corner conditions related to how you initiate a TXOP and how you truncate it. Although I can't remember any of the specific causes for concern, I do remember doing the analysis and discovering multiple corner cases.And then we have the issue of transmitting all broadcast frames in both STBC and non-STBC variants at the lowest rates.As far as I know, nobody has implemented this feature.
	Deprecate Dual CTS protection and related mechanisms (e.g. dual transmission of broadcast frames).
	MAC


Discussion: 

Is Dual CTS protection inseperable from Dual Beacon?   I believe so.  Dual Beacon was added to extend the range of the Beacon for 1-antenna devices in .11n.   Dual CTS protection was added to extend the range of protection for these devices by using STBC for control frames.

The proposed resolution comes in two parts, one to deprecate dual-cts, one to deprecate STBC Beacon.

Straw poll, do you:


Agree to deprecate these mechanisms (no notice of removal inserted in text) 15


Agree to mark as obsolete (notice of removal) 6


Want to keep them 1

Proposed Resolution:
Revised.

At 784.43 (HT Operation element) in the Definition column, add:

The use of the dual CTS mechanism is deprecated.”

At 1109.49 (Dual CTS protection procedure) add:

“The use of the dual CTS mechanism is deprecated.”

At 2340.19 (PICS) add:

“The use of the dual CTS mechanism is deprecated.”

At 784.34 (HT Operation element) and 784.56 in the Definition column, add:

“The use of the dual beacon mechanism is deprecated.”

At 1355.38 (Beacon generation in non-DMG infrastructure networks) add:

“The use of the dual beacon mechanism is deprecated.”

At 2340.13 (PICS) add:

“The use of the STBC beacon transmission mechanism is deprecated.”

	2007
	509.36
	8.2.4.1.4
	The insertion by .11ad disallows mesh the use of this encoding (ToDS and FromDS both zero). Is this correct?
	If it is not correct, add MBSS somewhere.


Proposed Resolution:
Rejected.   The statements at 509.47 and 509.52 exclude To DS=From DS=0 from use by a mesh STA.  So the insertion of “infrastructure” by .11ad at line 38 is correct.

	2013
	510.51
	8.2.4.1.7
	The references introduced by CID 86 are bogus. 10.2.1.2 does not exist. 10.2.2.4 seems wrong.
	Check and correct references.


Proposed Resolution:
Revised.  At 510.52 change “10.2.1.2” to “10.2.2.2”.  At 510.62 change “10.2.2.4” to “10.2.3.4”

	2451
	511.21
	8.2.4.1.8
	D1.5 P502.50 How does the AP know that the non-DMG STA has the subfield 1 and APSD enabled? This should talk about signaling the AP has received. Similar at 502.55, but that one might be okay.
	Change "has the More Data Ack subfield of its QoS Capability element equal to 1" to "has the More Data Ack subfield equal to 1 in the most recently received Capability Information field"Change, "has APSD enabled" to "is using APSD and is in PS mode"


Context: (511.20)

	An AP optionally sets the More Data field to 1 in Ack frames to a non-DMG STA that has the More Data

Ack subfield of its QoS Capability element equal to 1 and that has APSD enabled to indicate that the AP has a pending transmission for the STA.


Change proposed by commenter:

	An AP optionally sets the More Data field to 1 in Ack frames to a non-DMG STA that "has the More Data Ack subfield equal to 1 in the most recently received Capability Information field
 and that is using APSD and is in PS mode to indicate that the AP has a pending transmission for the STA.


Comments:

1. We have moved away from “most recently received” describing capabilities.

2. “is using APSD” is still wooly.

Proposed resolution:
Revised.

Replace cited sentence with:

“An AP optionally sets the More Data field to 1 in Ack frames to a non-DMG STA from which it has received a frame that contains a QoS Capability element in which the More Data Ack subfield is equal to 1 and that has one or more ACs that are delivery enabled and that is in PS mode to indicate that the AP has a pending transmission for the STA.”

	2014
	513.06
	8.2.4.2
	The insertion by .11ad is probably wrong. The insertion is between two conditions that are exclusions, but the .11ad insertion is an inclusion.
	Reword so that all terms are inclusions or exclusions.


Context: (513.06),  addition by .11ad highlighted.

	Duration value (in microseconds) within all frames other than  PS-Poll frames transmitted during the CP, within all frames transmitted by a DMG STA, and under HCF for frames transmitted during the CFP


Discussion:

All frames transmitted by a DMG STA use this encoding.   So we can achieve the intended effect unambiguously by excluding from the exclusion any frames transmitted by a DMG STA.   A DMG does not operate under HCF,  so there is no need to exclude that.  

Proposed Resolution:
Revised. 

Replace the first row of the “Usage” table with:

“Duration value (in microseconds) within all frames except:

· PS-Poll frames transmitted by a non-DMG STA during the CP

· frames transmitted during the CFP using the HCF”

	2320
	513.32
	8.2.4.3.1
	Normative verb in a defnition
	"may not" also is ambiguous here. Replace "may" with "might".


Context: 513.30: (and proposed change)

	There are four address fields in the MAC frame format. These fields are used to indicate the basic service set identifier (BSSID), source address (SA), destination address (DA), transmitting STA address (TA), and receiving STA address (RA). Certain frames might not contain some of the address fields.


Proposed resolution:
Accepted.

	2480
	519.14
	8.2.4.5.4
	It is time to reconsider the restriction on a QOS Null frame to "normal ack" ack policy. The original rationale for this restriction was probably something along the lines of "Why send a frame that causes nothing to happen and not receive an acknowledgement?" But i say, why send a frame and receive an acknowledgement if nothing will happen at the recipient that receives that frame? But i digress. The point is that now, with lots of optional fields, take HT Control, for example, now appearing, potentially in the QOS NULL frame, the receipt of a QOS NULL CAN cause something to happen at a recipient. This means that the original rationale becomes valid, and i suppose is not really an argument to support the suggestion herein, which is to allow the NOACK setting for this frame. The rationale to support a NOACK setting is that the QOSNULL carrying HTC can be a valid option for, as an example an RDG decline. It is also possible that the transmission of this frame could be used to stretch the time to create an RDG response in the case of accepting the RDG.
	Allow the use of NO ACK policy for the QOS NULL frame.


Proposed Resolution:
Rejected.   The proposed change, by itself, is not sufficient.   A new STA that uses QoS Null (NoAck) cannot determine whether its peer supports this or not.  So it cannot determine whether an Ack will be sent or not in this case.

	2124
	531.01
	8.2.5.3
	"NOTE--DMG STAs do not transmit QoS CF-Poll frames".Why is the NOTE necessary?Ditto other similar statements in 8.2.5
	Delete cited note, and at 531.32, 531.46, 532.13, 534.14, 535.03, 535.57, 544.40


Discussion:

Notes are informative.   They have no effect on implementations of the standard.

Proposed Resolution:
Revised.  Make changes as indicated,  and delete the last two sentences at 537.24.

Delete sentence at 540.62.  
	2452
	549.54
	8.3.2.1
	8.3.2.1, bottom of page 549 has behavioral "shall" text
	Remove the paragraph at the bottom of page 549. Split the third paragraph of 9.2.8 into two paragraphs, after the first sentence. Replace the second paragraph now created, with:Address filtering is performed on the Address 1 field of each MPDU contained in a PPDU and on the DA of each MSDU within an A-MSDU. When the Address 1 field or DA field contains a group address, address filtering is performed by comparing the value in the Address 1 field or DA field to all values in the dot11GroupAddressesTable, and the STA also validates the BSSID to verify either that the group addressed frame originated from a STA in the BSS of which the receiving STA is a member, or that it contains the wildcard BSSID value, indicating a Data frame sent outside the context of a BSS (dot11OCBActivated is true in the transmitting STA).A mesh STA also uses the address matching rules described in 9.33.4 (Addressing and forwarding of individually addressed Mesh Data frames), when it receives an individually addressed frame. When a mesh STA receives a frame with the Address 1 field equal to a group address, the mesh STA also checks the TA to determine whether the group addressed frame originated from one of its peer mesh STA; if there is no match, the STA shall discard the frame. A mesh STA also uses the address matching rules described in 9.33.5 (Addressing and forwarding of group addressed Mesh Data frames).If the Address 1 field of an MPDU carrying an A-MSDU does not match any individual address at a receiving STA, then the entire A-MSDU is discarded.


Context: (549.54)

	A STA uses the contents of the Address 1 field to perform address matching for receive decisions. A mesh STA also uses the address matching rules described in 9.33.4 (Addressing and forwarding of individually addressed Mesh Data frames), when it receives an individually addressed frame. When a STA other than mesh STA (nonmesh STA) receives a frame with the Address 1 field equal to a group address, the STA also validates the BSSID to verify either that the group addressed frame originated from a STA in the BSS of which the receiving STA is a member, or that it contains the wildcard BSSID value,indicating a Data frame sent outside the context of a BSS (dot11OCBActivated is true in the transmitting STA). When a mesh STA receives a frame with the Address 1 field equal to a group address, the mesh STA also checks the TA to determine whether the group addressed frame originated from one ofits peer mesh STA; if there is no match, the STA shall discard the frame. A mesh STA also uses the address matching rules described in 9.33.5 (Addressing and forwarding of group addressed Mesh Data frames).


Proposed change: (1099.31)

	9.2.8 MAC data service

The MAC data service provides the transport of MSDUs betweenMAC peer entities as characterized in 5.1.1 (Data service).

The transmission process is started by receipt of an MA-UNITDATA.request primitive containing an MSDU and the associated parameters. This might cause one or more Data MPDUs containing the MSDU to be transmitted following A-MSDU aggregation, fragmentation, and security encapsulation, as appropriate.

The MA-UNITDATA.indication primitiveis generated in response to one or more received Data MPDUs

containing an MSDU following validation, address filtering, decryption, decapsulation, defragmentation, and A-MSDU deaggregation, as appropriate. 

Address filtering is performed on the Address 1 field of each MPDU contained in a PPDU and on the DA of each MSDU within an A-MSDU. When the Address 1 field or DA field contains a group address, address filtering is performed by comparing the value in the Address 1 field or DA field to all values in the dot11GroupAddressesTable, and the STA also validates the BSSID to verify either that the group addressed frame originated from a STA in the BSS of which the receiving STA is a member, or that it contains the wildcard BSSID value, indicating a Data frame sent outside the context of a BSS (dot11OCBActivated is true in the transmitting STA). A mesh STA also uses the address matching rules described in 9.33.4 (Addressing and forwarding of individually addressed Mesh Data frames), when it receives an individually addressed frame. When a mesh STA receives a frame with the Address 1 field equal to a group address, the mesh STA also checks the TA to determine whether the group addressed frame originated from one of its peer mesh STA; if there is no match, the STA shall discard the frame. A mesh STA also uses the address matching rules described in 9.33.5 (Addressing and forwarding of group addressed Mesh Data frames). If the Address 1 field of an MPDU carrying an A-MSDU does not match any individual address at a receiving STA, then the entire A-MSDU is discarded.

In a QoS STA, the TID parameter of the MA-UNITDATA.request primitive results in a TID being specified for the transmitted MSDU. This TID associates the MSDU with the AC or TS queue for the indicated traffic.


Proposed Resolution:
Accepted.

	2495
	561.36
	8.3.3.6
	EDCA Parameter Set is not always present in the (Re-)Association Response frame.
	Add the following into the Note column of Table 8-23 and Table 8-25."The EDCA Parameter Set element is present ifdot11QosOptionImplemented is true and dot11MeshActivated is false."


Discussion:

There are a bunch of conditionals for this parameter/element as follows:  154.33 (Associate Confirm), 160.60 (Associate Response), 167.36 (Reassociate confirm),  173.57 (Reassociate response)

	Specifies the EDCA parameter set 

that the STA should use. The 

parameter is present if 

dot11QosOptionImplemented is 

true; otherwise not present.


At 557.20 (Beacon frame body)

	The EDCA Parameter Set element is present if 

dot11QosOptionImplemented is true, and dot11MeshActivated is 

false, and the QoS Capability element is not present.


At 569.16 (Probe Response)

	The EDCA Parameter Set element is present if 

dot11QosOptionImplemented is true and dot11MeshActivated is 

false.


The location cited in the comment relates to the Association Response frame.

As far as I can tell the exclusion of the QoS Capability element enables  a Beacon to include an EDCA Parameter Set element in a subset of beacons.  So that shouldn’t affect the Association Response.

The MCF text doesn’t reference this element,  so I think it is clear that it is specific to infrastructure BSS.

The difference between probe response and (re-)associate primitives is correct,  as the latter are non-mesh specific.


Proposed resolution:
Revised.

Add the following into the Note column of Table 8-27 and Table 8-29."The EDCA Parameter Set element is present if dot11QosOptionImplemented is true; otherwise not present."
	2016
	578.02
	8.3.4.1
	"The value of this field is in the range of 1 to 16, with the value being equal to the bit representation plus 1." -- How can the value of the field be different from the value represented by its bits?
	Replace para with: "The FSS field specifies the number of SSW frames allowed per sector sweep slot (9.36.5 (Beamforming inA-BFT)) minus one. The range of this field is 0 to 15. For example, the number of SSW frames allowed per sector sweep is 5, the field contains the value 4."


Context: 578.06,  plus change proposed by commenter

	The FSS field specifies the number of SSW frames allowed per sector sweep slot minus one (9.36.5 (Beamforming in A-BFT)). The range of this field is  0 to15 For example, when the number of SSW frames allowed per sector sweep is 5, the field contains the value 4.


Proposed resolution:
Revised.   
Change cited text to read:

The FSS field specifies the number of SSW frames allowed per sector sweep slot minus one (9.36.5 (Beamforming in A-BFT)). The range of this field is  0 to 15. For example, when the number of SSW frames allowed per sector sweep is 5, the field contains the value 4.
	2018
	580.31
	8.4.1.3
	Why is this a note? It is surely part of the specification of this field.
	Promote to body text.


Context:

	NOTE—A value of 0 in the Beacon Interval field transmitted by a DMG STA indicates that the TBTT of the next BTI is unknown.


Proposed resolution:
Accepted.

	2324
	589.33
	8.4.1.10
	Normative verb in a definition.
	Replace "may" with "can".


Context: 589.30 (and proposed change)

	The allocation or TS has not been created because the request cannot be honored; however, a suggested 

TSPEC/DMG TSPEC is provided so that the initiating STA can attempt to set another allocation or TS with the suggested changes to the TSPEC/DMG TSPEC


Discussion:

“can” is appropriate,  because the mechanism being described explicitly supports that functionality.

Proposed resolution:
Accepted

	2019
	592.31
	8.4.1.11
	"The Column labelling "Action frame" is non-intuitive.
	Rename column "Per Action-frame exceptions."


Discussion:

The commenter aparently didn’t read 592.18: “The “Action frame” column in Table 8-43 (Category values) identifies exceptions, if any, that specific frames within a category have with respect to the “Robust” column.”

The change would claim to make the column more useful for general exception.

The one entry in that column at 592.51: “DMG: Link Measurement Request and Link Measurement Report are not robust frames” adequately establishes the nature of the exception.

So,  the change can be made to the column heading,  but the sentence at 592.18 needs also to be modified to reflect the implied semantics.

Propose resolution:

Revised.   Remove the sentence at 592.18.  Remove the “Action frame” column.

In Robust cell for Radio Measurement, replace contents of cell with “See NOTE 1”.   Insert new NOTE 1 in table footer to read:  “Radio measurement frames are Robust, except for Link Measurement Request and Link Measurement Report in a DMG BSS.”  Renumber existing NOTE as appropriate.
	2325
	596.52
	8.4.1.17
	Normative verb in a definition.
	On lines 52, 63 and 65, and on page 597 lines 6 and 8, replace "may" with "can".


Context (and proposed changes): 596.51

	The Max SP Length subfield is 2 bits in length and indicates the maximum number of total buffered

MSDUs, A-MSDUs, and MMPDUs the AP can deliver to a STA during any SP triggered by the STA. This subfield is reserved when the APSD subfield in the Capability Information field is equal to 0. If the APSD subfield in the Capability Information field is equal to1, the settings of the values in the Max SP Length subfield are defined in Table 8-44 (Settings of the Max SP Length subfield).


596.63:

	AP can deliver all buffered MSDUs, A-MSDUs, and MMPDUs.
AP can deliver a maximum of two MSDUs, A-MSDUs, and MMPDUs per SP.


597.06:

	AP can deliver a maximum of fourMSDUs, A-MSDUs, and MMPDUs per SP.

AP can deliver a maximum of six MSDUs, A-MSDUs, and MMPDUs per SP.


Discussion:

The normative effect of this field is established at 1379.45:

	At each unscheduled SP for a STA, the AP shall attempt to transmit at least one BU, but no more than the

value specified in the Max SP Length field in the QoS Capability element from delivery-enabled

ACs, that are destined for the STA.


But,  I believe that the whole description of these fields is wrong.   The focus should not be on what the AP is allowed to do (which moves us into “quasi-normative” statements),  but on what the STA is capable of doing.

So,  I propose to reword these on that basis thus:

596.51

	The Max SP Length subfield is 2 bits in length and indicates the maximum number of total buffered

MSDUs, A-MSDUs, and MMPDUs the STA is prepared to receive during any SP triggered by the STA. This subfield is reserved when the APSD subfield in the Capability Information field is equal to 0. If the APSD subfield in the Capability Information field is equal to1, the settings of the values in the Max SP Length subfield are defined in Table 8-44 (Settings of the Max SP Length subfield).


596.63:

	The STA is prepared to receive all buffered MSDUs, A-MSDUs, and MMPDUs.
The STA is prepared to receive a maximum of two MSDUs, A-MSDUs, and MMPDUs per SP.


597.06:

	The STA is prepared to receive a maximum of four MSDUs, A-MSDUs, and MMPDUs per SP.

The STA is prepared to receive a maximum of six MSDUs, A-MSDUs, and MMPDUs per SP.


Proposed resolution:
Make changes in <this-document> under CID 2325.   These changes reword the cited locations to describe what the STA is capable of, not what the AP is limited to doing.

	2022
	626.37
	8.4.2.1
	Name collision: Wakeup Schedule
	Rename DMG Wakeup Schedule and adjust all uses in .11ad material.


Discussion:

The comment is correct, and the proposal acceptable.  But it needs specific locations.

Proposed Resolution:
Revised. Change “Wakeup Schedule” to “DMG Wakeup Schedule” at the following locations:

137.31, 626.37, 901.26 (and rest of subclause), 1063.22 (and rest of subclause), 1063.45 (and rest of subclause), 1078.52 (and rest of subclause), 1080.10 (and rest of subclause), 1399.51 (and rest of 10.2.6, including Figure 10-11), 1429.44, 1430.43

	2453
	632.31
	8.4.2.6
	P634L47 (D1.6) "shall" is inappropriate in clause 8.
	Change "shall encode" to "encodes"


Context: 632.29:

	Based upon its knowledge of the capability of associated stations to support the multiple BSSID

capability, as indicated by the corresponding field in the Extended Capabilities element and the

content of the traffic indication virtual bitmap, an AP shall encode the Partial Virtual Bitmap and the

Bitmap Control field of the TIM element using one of the two following methods. Specifically, an

AP uses Method B when it determines that the bit for each associated non-AP STA in the traffic

indication virtual bitmap that is reconstructed by each non-APSTA from the received TIM element

encoded using Method B is set correctly. Otherwise, an AP uses Method A.


Proposed resolution:
Accepted

	2326
	634.02
	8.4.2.9
	Normative verb in a definition.
	Replace "may" with "might".


Proposed resolution:
Accepted

	2327
	639.61
	8.4.2.18
	Normative verb in a definition.
	Replace "may" with "might".


Proposed resolution:
Revised.  Replace “may” with “can”.  This verb is appropriate because the cited text is followed immediately by a reference to text that indicates the circumstances under which it is present.

	2328
	643.46
	8.4.2.20.2
	Normative verb in a definition.
	Replace "may indicate" with "indicates".


Context: 643.47:

	A Measurement Type in the Measurement Request element may indicate a basic request.


Discussion:

I think this is a really confusing statement.    There is no such thing as “A Measurement Type”.

I believe this sentence intends to say “One of the possible values of the Measurement Type field is basic request.”  Well, that adds nothing over and above Table 8-66.

Propose resolution:
Revised.  Delete the first sentence of the paragraph at the cited location.

	2331
	650.08
	8.4.2.20.7
	Normative verb in a definition.
	Replace "may" with "might".


Context: 650.07:

	The Beacon Reporting subelement indicates the condition for issuing a Beacon report. The Beacon

Reporting subelement may be included in a Beacon Request only for repeated measurements.


Discussion:

I believe “might” is wrong.   I think this is trying to say something stronger than might – “may .. only”.

We can also move a bit closer to preferred style by using “present” rather than “included”.

Proposed resolution:
Revised.  Replace sentence with:

“The Beacon Reporting subelement is optionally present in a Beacon Request for repeated measurements; otherwise not present.”

	2332
	674.39
	8.4.2.21.2
	Normative verb in a definition.
	Replace "may indicate" with "indicates".


Propose resolution:
Revised.  Delete the first sentence of the paragraph at the cited location.


	2333
	675.20
	8.4.2.21.2
	Normative verb in a definition.
	On lines 20 replace "may indicate" with "indicates" and on line 24 replace "may be set" with "is set".


Context: 675.17: (and proposed changes)

	--OFDM preamble bit, which is set to 1 when at least one sequence of short training symbols, as

defined in 18.3.3 (PHY preamble (SYNC)), was detected in the channel during the measurement

period without a subsequent valid SIGNAL field (see 18.3.4 (SIGNAL field)).This indicates the presence of an OFDM preamble, such as high-performance RLAN/2 (HIPERLAN/2). Otherwise,

the OFDM preamble bit is set to 0.

— Unidentified Signal bit, which is set to 1 when, in the channel during the measurement period, there is significant power detected that is not characterized as radar, an OFDM preamble, or a valid MPDU. Otherwise, the Unidentified Signal bit is set to 0. The definition of significant power is implementation dependent.


Proposed resolution:
Accepted

	2026
	691.64
	8.4.2.21.9
	Figure 8-185 and surrounding claim to show a subelement, but don't look like a subelement.
	Either show the whole structure, (compliant with WG11 style rules) or reword as "payload of the .. subelement"


Discussion:

The changes shown below are purely editorial in nature.

However, we might also want to address 692.44:

“In a nontriggered STA Statistics report, all fields in the Reporting Reason subelement are set to 0.”

The question is what purpose is there in having this subelement present when it conveys no information.  The other question is whether this subelement is always present in the triggered STA Statistics report.  I can find nothing that clarifies this status.

Proposed resolution:
Revised.   Replace “The Reporting Reason subelement” by “The Data field of the Reporting Reason subelement” at 691.47, 691.64 and 691.44.
And at 692.44 change “all fields in the Reporting Reason subelement” to “all subfields of the Data field of the Reporting Reason subelement”.
	2336
	715.10
	8.4.2.24.1
	"contiguous" means either "sharing a border" or "near another entity". What border is shared or other entities near a range of discrete values? In ordinary English a set of whole numbers can be 'continuous', but mathematics (and thus engineering) doesn't use this concept of continuity.
	Delete the sentence "The range of Version field values a STA supports is contiguous." If the 'continuity' (in the ordinary sense) of the supported whole numbers is critical, replace that sentence with: "A STA shall support consecutive set of version numbers."


Context: 715.10

	The Version field indicates the version number of the RSNA protocol. The range of Version field values a STA supports is contiguous. Values 0 and 2 or higher of the Version field are reserved. RSN Version 1 is defined in this standard.


Discusion:

What a STA supports or does not support is not a Clause 8 concern,   except how to signal the degree of support.  Furthermore, only one value is defined in this standard, so any concern about whether multiple values are “contiguous” is trying to create a constraint on the writers of future amendments.  They may have other ideas…

Proposed resolution:

Revised.   Replace para with:

The Version field indicates the version number of the RSN protocol. Version 1 is defined in this standard. Other values are reserved. 
	2027
	731.59
	8.4.2.29
	Basing the format of an element on whether is is transmitted in a particular band is suboptimal from general principles. The general principle is that an MPDU needs to identify its own structure, minimizing the need for additional context.The specific reason why this is bad for a TSPEC is that is a TSPEC is communicated over the DS (e.g. by an FT STA), then the format is ambiguous.Further, the only apparent difference is the existence of the DMG attributes field.
	Change to a single figure showing a DMG Attributes field of length 0 or 2 octets. Explain that this field is present in a TSPEC transmitted by a DMG STA, and its presence can be determined from the length of the element.


Dislaimer:  this is my comment.

Proposed Resolution:
Revised.

Delete figure 8-226.   Delete “(non-DMG)” from figure 8-225.   Copy “DMG Attributes” field from figure 8-226 to the end of figure 8-225, and modify size to “0 or 2”.

Delete: “when the element is transmitted in a non-DMG BSS and in Figure 8-226 (TSPEC element format (DMG)) when the element is transmitted in a DMG BSS”

After: “The DMG Attributes field is defined in Figure 8-229 (DMG Attributes field format).”, insert:  “The DMG Attributes field is present in a TSPEC when the BSS to which the TSPEC applies is a DMG BSS;  otherwise absent.”
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�Specific to 802.11


�For discussion.  Is any other technology going to want to re-use this terminology.   I think not.


�Specific to 802.11


�Implicitly a reference to 802.11.


�This is 802.11-specific.


�802.11 specific


�802.11 specific


�802.11 specific


�While the concept is generic,  the terminology is 802.11 specific


�It is unlikely any other technology will want to re-use this terminology.


�802.11 specific


�802.11 specific


�802.11 specific


�Turned into a NOTE by another comment,  so OK.


�802.11 specific


�802.11 specific


�802.11 specific


�If the definition was related to a link between STAs in a BSS,  it might be generic.  But I think this pushes it over the threshold for specificity.


�Behaviour


�802.11 specific


�Really this should be a NOTE.


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11-specific.  Turn into a note.


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�For discussion.


It seems like this is a useful general term.  But as defined it is specific to 802.11.  Do we want to reword it to be non-dmg-specific?





This has a ripple on effect to PCP.


�802.11 specific


�Reword to avoid specific


�Check ds/bss


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�802.11 specific


�Is this necessary?


�This seems really odd.


�This was missing from the original “only a STA” list


�I think this is correct,  but it is an extrapolation from existing rules.
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