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Interpretation of a Motion to Adopt

A motion to approve this submission means that the editing instructions and any changed or added material are actioned in the TGaf Draft.  This introduction is not part of the adopted material.

Editing instructions formatted like this are intended to be copied into the TGaf Draft (i.e. they are instructions to the 802.11 editor on how to merge the text with the baseline documents).

TGaf Editor: Editing instructions preceded by “TGaf Editor” are instructions to the TGaf editor to modify existing material in the TGaf draft.  As a result of adopting the changes, the TGaf editor will execute the instructions rather than copy them to the TGaf Draft.
	CID
	Page
	Clause
	Comment
	Proposed Change
	Resolution

	3001
	295.50
	E.2.5.1
	Because DSE Link Identifier element was removed, please remove the descriptions of DSE Link Identifier element at lines 50-59 page 295.
	Remove the descriptions of DSE Link Identifier element at lines 50-59 page 295.
	Accepted

	3002
	298.10
	E.2.6.1
	Because DSE Link Identifier element was removed, please remove the descriptions of DSE Link Identifier element at lines 10-19 page 298.
	Remove the descriptions of DSE Link Identifier element at lines 10-19 page 298.
	Accepted


Discussion:
DSE Link Identifier element was removed. So, as mentioned by the commenter, the descriptions of DSE Link Identifier element shall be be removed fron Annex E. 
Propose 
Accepted for CID 3001 and 3002, per discussion and editing instructions in 11-13/0498r0.
	CID
	Page
	Clause
	Comment
	Proposed Change
	Resolution

	3007
	65.23
	9
	Clause 9 has many places to describe VHT behavior. TVHT should be added also.
	As defined in comment.
	Rejected


Discussion:
Sub-clause 4.3.10b is saying that the features and behaviors of VHT STAs specified in Clause 8, Clause 9, Clause 10 and Clause 13 apply to TVHT STAs as well, unless stated otherwise. 
So, if there is no amendment for TVHT behavior in clause 9, it means that the VHT behavior is applied to TVHT behavior. 
Propose 
Rejected for CID 3007, sub-clause 4.3.10b mentions that the features and behaviors of VHT STAs specified in Clause 9 apply to TVHT STAs, unless stated otherwise.
	CID
	Page
	Clause
	Comment
	Proposed Change
	Resolution

	3008
	68.01
	10.24.3.3
	RLSS can provide service to multiple BSSes which means that RLSS may conect with APs through IP netwok (IP protocol). Restricting Ethertype 89-0d for RLQP makes IP connection difficult. If the conntection with RLSS is IP based instead of 89-0d based, all IP related protocols can be used.
	Select other atchitecture to define the protocol.
	Rejected


Discussion:
RLQP defined in 11af is layer 2 protocol. If IP based protocol is needed, you can use other protocol developed from other standard. For example, IETF PAWS working group is developing the IP-based White Space database access protocol. 

Propose 
Rejected for CID 3008, other protocol can support the IP-based White Space databse access protocol. 

	CID
	Page
	Clause
	Comment
	Proposed Change
	Resolution

	3010
	70.13
	10.43.1
	Does a GDD dependent STA need to authenticate a GDD enabling STA or geolocated non-AP STA? If the answer is no, the wrong information will make a STA violate the regulatory rules.
	Clarify it.
	Rejected


Discussion:
In sub-clause 10.43.2, 

“In some regulatory domains the GDD enabling station may be required to have secure authentication or association with the GDD dependent STA before it sends the GDD Enablement Response frame.”
The requirement of the secure authentication and association is regulation dependant.
Also, in sub-clause 10.43.3, 

“b) After authentication and association, the GDD dependent STA securely sends a GDD Enablement Request frame to a GDD enabling STA from which it has received a GDD enabling signal. Based on the input received from the GDD dependent STA, the GDD enabling STA responds with a GDD Enablement Response frame indicating the result for the enablement request.”
When the the secure authentication and association is required, it is clearly mentioned that the GDD dependent STA can send a GDD Enablement Request frame after authentication and association. 
Propose 
Rejected for CID 3010, sub-clause 10.43.2 and 10.43.3 are clearly describing the STA behavior for the secure authentication and association.
	CID
	Page
	Clause
	Comment
	Proposed Change
	Resolution

	3055
	2.21
	3.1
	The definition of the "Beacon Channel" was introduced in clause 3.1. The term Beacon Channel was used two times in Clause 8.4.2.169.1. However there is no description of how the Beacon Channel was selected and used by the neighbor Aps.
	It seems that some text is needed in clause 10.42 to describe how Beacon Channel is selected and how is it different from
	Revised


Discussion:
Because Beacon frame is transmitted in a primary channel, the Beacon channel can be replaced with the primary channel. 

Propose 
Revised for CID 3055, per discussion and editing instructions in 11-13/0498r0.

TGaf editor: Modify sub-caluse 3.1 as the following: 

3.1 Definitions
beacon channel: The channel on which the beacon of a basic service set (BSS) is transmitted.
TGaf editor: Modify sub-caluse 8.4.2.169.1 as the following: 

8.4.2.169.1 Neighbor AP Information field
Operating Class is 1 octet in length and indicates the band and bandwidth of the beacon channel primary channel of the APs in this Neighbor AP Information field. Valid values of Operating Class are shown in Table E-4— (Global operating classes).
Channel Number is 1 octet in length and indicates the last known beacon channel primary channel of the APs in this Neighbor AP Information field. Channel Number is defined within an Operating Class as shown in Table E-4— (Global operating classes).
	CID
	Page
	Clause
	Comment
	Proposed Change
	Resolution

	3065
	11.35
	6.3.95.1.1
	The response to CID 2073 is not accepted.  Perhaps (some of) the point was missed.  There is a timelimit value passed in to the MLME-CHANNELAVAILABILITYQUERY.request primitive.  It seems that this parameter is to be used by the MLME to "terminate the channel query process", presumably if no response is received from the peer STA before the timeout expires.  This is not described anywhere that I can find (other than the implication by the Description in the service primitive table).  Further, this value does not appear to be communicated to the peer STA, so the peer appears to be completely unaware of the value, or if or when a timeout occurs.  Thus, my statement in CID 2073 that this parameter has nothing to do with interoperability.  The response mentions that this parameter would be important when (timeout) values come from an RLSS.  However, I see no mention that this could come from an RLSS, nor does it seem to have applicability to channel usage like GDD enablement validity timer (dot11GDDEnablementValidityTimer), dot11GDDEnablementTimeLimit, or dot11GDDEnablementFailHoldTime.  Thus, I still conclude that this is purely a local timeout, used to determine that a Channel Availability Query transaction is not going to complete successfully.  Such timeouts are a local matter, and are not appropriate in the Standard.  One last thing, if this is important to describe in the Standard, then text is needed in clause 10 discussing how it functions, and I would expect to see some indication of this in the MLME-CHANNELAVAILABILITYQUERY.confirm primitive which is not currently there either.
	Delete the ChannelQueryTime limit parameter from this service primitive.
	Accepted


Discussion:
I agree that ChannelQueryTime limit is a local timeout. ChannelQueryTime limit is used to determine that a Channel Availability Query transaction is not going to complete successfully.
Propose 
Accepted for CID 3065, per discussion and editing instructions in 11-13/0498r0.
	CID
	Page
	Clause
	Comment
	Proposed Change
	Resolution

	3066
	13.35
	6.3.95.2.3
	MLME-CHANNELAVAILABILITYQUERY.confirm is generated when a channel query response is received.  A MLME-CHANNELAVAILABILITYQUERY.request by itself (without the rest of the transaction and protocol exchange) won't generate one.
	Change, "This primitive is generated by the MLME as a result of an MLME-CHANNELAVAILABILITYQUERY.request primitive for channel query with a specified peer MAC entity" to "This primitive reports the result of a channel availability query procedure."
	Revised


Discussion:
MLME-CHANNELAVAILABILITYQUERY.confirm primitive reports the result of a channel availability query procedure. So, add the proposed sentence at the end of the current sentence. 

Propose 
Revised for CID 3066, per discussion and editing instructions in 11-13/0498r0.

TGaf editor: Modify sub-caluse 6.3.95.2.3 as the following: 

This primitive is generated by the MLME as a result of an MLME-CHANNELAVAILABILITYQUERY.request primitive for channel query with a specified peer MAC entity and indicates the results of a channel availability query procedure.
	CID
	Page
	Clause
	Comment
	Proposed Change
	Resolution

	3074
	77.17
	10.43.6
	Receiving a CVS with a different MapID means some elements in the map may have changed.
	Change 2nd para, 5th sentence to start "If they are different, some elements in the map may have changed""
	Revised


Discussion:
In order to clarify the meaning of different Map ID, revise the sentence as proposed by the commenter. 

Propose 
Revised for CID 3074, per discussion and editing instructions in 11-13/0498r0.

TGaf editor: Modify sub-caluse 10.43.6 as the following: 

10.43.6 Contact verification signal (CVS)
If they are different, the WSM is invalid and. Because WSM information has changed, the STA should transmit a Channel Availability Query request frame, and receive a Channel Availability Query response frame that contains an updated WSM.
	CID
	Page
	Clause
	Comment
	Proposed Change
	Resolution

	3077
	74.10
	10.43.4.2
	When the CAQ request is sent protected, the CAQ response should be sent protected, by every STA sending the response.
	Change text about transmitting a CAQ response to include requirement that it be protected if the CAQ request was received with Protected true.
	Revised


Discussion:
The CAQ response shall be sent in a protected frame when a CAQ request is received in protected frame. For explicitly describing the normative behavior, add the protection rule of the CAQ  response frame to clause 10.
Propose 
Revised for CID 3077, per discussion and editing instructions in 11-13/0498r0.

TGaf editor: insert the following sentence at the end of the sub-clause 10.43.4.2. 
10.43.4.2 CAQ responding STA
When a CAQ responding STA receives the Protected Channel Availability Query frame, the response shall be sent using the Protected Channel Availability Query frame.
	CID
	Page
	Clause
	Comment
	Proposed Change
	Resolution

	3082
	69.61
	10.43.1
	The dot11GDBAccessActivated is an unnecessary status variable, as it is never true in dependent STAs, and is unused in the description of a GDD enabling STA. The only text describing setting it is in WSM, to indicate that it has received a valid map from an authorized source. GDD enabling STA operation can be monitored and managed through the MIB interface.
	Remove text referring to dot11GDBAccessActivated from 10.43.1 (delete p69 line 61 through Table 10-21), 10.43.3 (delete p70 line 65), 10.43.9 White Space Map (delete p80 line 28 "sets dot11GDBAccessActivated to true and") and Clause C.
	Revised


Discussion:
dot11GDBAccessActivated is not needed for describing the MLME behavior. 
Propose 
Revised for CID 3082, per discussion and editing instructions in 11-13/0498r0. 

TGaf editor: Change sub-caluse 10.43.1 as the following: 

10.43.1 General
Table 10-21 (GDD STA attributes) relates the role of the STA with its specified dot11GDBAccessActivated value.
TGaf editor: Change sub-caluse 10.43.3 as the following: 

10.43.3 GDD dependent STA operation

A GDD dependent STA is one in which dot11GDBAccessActivated is false.
…
A GDD dependent STA with dot11GDBAccessActivated false shall not transmit any frames unless it has received a valid GDD enabling signal from a GDD enabling STA.
TGaf editor: Delete Table 10-21as the following: 

TGaf editor: Change sub-caluse 10.43.9 as the following: 

10.43.9 White space map (WSM)
A GDD enabling STA contacts a GDB to obtain the permissible frequencies and operating parameters before it begins its transmissions. After receiving the WSM information from a GDB, a GDD enabling STA sets dot11GDBAccessActivated to true and operates only within the frequencies that the GDB indicates are available. The GDD enabling STA generates WSMs based on the information from the GDB. It may update WSMs when STAs perform a measurement or receive a measurement report in which a primary service signal is measured on a channel, which is indicated as available from the GDB.
TGaf editor: Delete dot11GDBAccessActivated from Annex C. 
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