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8.3.3.2 Beacon frame format

Instructions to Editor:  Insert the new row in the corresponding tables as follows:
Table 8-20 Beacon frame body

	ANA
	Protected Initial Link Setup Time element 
	The Protected Initial Link Setup Time element as specified in 8.4.2.187, is optionally present when dot11FILSActiveated is true.


8.4.2.1 General 

Instructions to Editor:  Insert new rows in the corresponding tables as the following:
Table 8-54—Element IDs

	Element 
	Element ID
	Length of indicated element (in octets) 
	Extensible

	Protected Initial Link Setup Time element (see 8.4.2.187)

	ANA
	1
	


8.4.2.187 Protected Initial Link Setup Time element 
Instructions to Editor: Append the Clause 8.4.2.187 with the following text:
The Protected Initial Link Setup Time element notifies STAs of time that are allowed to associate with the AP in the following time duration. The Protected Initial Link Setup Time element is optionally present in the Beacon frame. The Protected Initial Link Setup Time element is defined in Fig. 8-aixxx 

               Figure 8-aixxx Protected Initial Link Setup Time element format
	
	Element ID
	Length
	Protected Initial Link Setup Time

	Octets:
	1
	1
	1


The Element ID field is equal to the Protected Initial Link Setup Time element value in Table 8-54.
The Length field is 1 octet long. It specifies the length of Protected Initial Link Setup Time element in octets.
The Protected Initial Link Setup Time field indicates time that is allowed the STAs to send the management frame for the initial link setup purpose. During this time, STAs that are not attempting the link setup with the AP are not allowed to send the signal to the AP. The unit of this field is miliseconds. 

10.25.4 Protected Initial Link Setup 

10.25.4.1 AP procedure 

Instructions to Editor:  Add the new Clause 10.25.4.1 with the following text:
An AP with dot11FILSActivated equal to true may allow only for the STAs that are attempting the link setup to send the signal to the AP to prevent the collision of the STAs through the setting of the Protected Initial Link Setup Time in the Protected Initial Link Setup Time element. The decision when AP considers including the Protected Initial Link Setup Time element is implementation specific.
10.25.4.2 Non-AP STA procedure 

Instructions to Editor:  Add the new Clause 10.25.4.2 with the following text:
If the non-AP STA with dot11FILSActivated equal to true receives a Beacon frame including the Protected Initial Link Setup Time element and detects the Protected Initial Link SetupTime, the STAs that are attempting the link setup to the AP sends the management frame for the link setup purpose within the indicated Protected Initial Link Setup Time. Other STAs (i.e., not attempting the link setup with the AP) does not send the signal to the AP during this Protected Initial Link Setup Time element.
Straw-Polls and Motions
The following lists the draft straw-polls and motions that are intended to present to the TGai Group in next Face-to-Face meeting.
Straw-Poll-1: Do you support that 11ai-capable BSS/AP shall include the Protected Initial Link Setup Time element in the Beacon / Probe Response frame? 
Result    Yes                    No                     Abstain_______________
Motion-1: Include the proposed text of this contribution (13/0262r1) into the TGai Draft Specification Document (D0.5).

Move:  

Second:

Result: Yes: ____________;  No: _________________;  Abstain: _____________________

Abstract


When the large number of the STAs receive the Beacon frame from an AP, STAs may transmit management frames (i.e. authentication, association frames) to associate with the AP in a bursty manner. In that case, probability of access collision can be highly increased. Collision among STAs in passive scanning mode is more problematic than that of STAs in active scanning mode.


Thus, the submission proposes the solution that sloves the collision avoidance problem of the Passive Scanning Initial Link Setup. 
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