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Summary of the intention of this document
1. CID59 pointed out the omission of mesh gate in Figure 4-11, which depicts complete IEEE 802.11 architecture.

2. It is indeed necessary to add mesh gate instance in Figure 4-11 to be consistent with the description in 4.4.3.

3. Authors of this proposal believe that sudden inclusion of mesh gate in Figure 4-11 may trigger other misunderstandings without additional explaination on the DS concept. As such, it is suggested to add some more guideline text and figures before Figure 4-11 so that readers easily understand why the complete IEEE 802.11 architecture looks like the modified Figure 4-11.

Suggested changes to the draft spec

Apply the following changes.
Corresponding changes to 802.11-2012 are indicated in the following text with “Track Changes” on, to clarify the direction to the editor.
Instruction to the REVmc editor: amend the following text as indicated by “track changes”. Also, include new figures as shown below.
4.3 Components of the IEEE 802.11 architecture
4.3.3 STA membership in a BSS is dynamic

A STA’s membership in a BSS is dynamic (STAs turn on, turn off, come within range, and go out of range).

To become a member of an infrastructure BSS or an IBSS, a STA joins the BSS using the synchronization

procedure described in 10.1.4.5. To start a new mesh BSS or to become a member of a mesh BSS, a STA

starts the transmission of Beacons and performs the synchronization maintenance procedure described in

13.13. 
To
 access all the services of an infrastructure BSS, a STA becomes “associated.” These associations

are dynamic and involve the use of the distribution system service (DSS), which is described in 4.4.3. 
A
 mesh STA does not become associated as there is no central entity in a mesh BSS (MBSS). Instead, a mesh

STA peers with other mesh STAs that can communicate with each other directly.
4.3.4 Distribution system (DS) concepts

4.3.4.1 Overview

PHY limitations determine the direct station-to-station distance that may be supported. For some networks

this distance is sufficient; for other networks, increased coverage is required.
Instead of existing independently, an infrastructure BSS may also form a component of an extended form of

network that is built with multiple BSSs. The architectural component used to interconnect 
BSSs is the DS.
IEEE Std 802.11 logically separates the WM from the distribution system medium (DSM). Each logical

medium is used for different purposes, by a different component of the architecture. The IEEE 802.11

definitions neither preclude, nor demand, that the multiple media be either the same or different.

Recognizing that the multiple media are logically different is key to understanding the flexibility of the

architecture. The IEEE 802.11 LAN architecture is specified independently of the physical characteristics of

any specific implementation.
The DS enables mobile device support by providing the logical services necessary to handle address to

destination mapping and seamless integration of multiple BSSs.

An access point (AP) is any entity that has STA functionality and enables access to the DS, via the WM for

associated STAs.
Figure 4-2 adds the DS, DSM and AP components to the IEEE 802.11 architecture picture.
[image: image1.emf]
Figure 4-2—DSs and APs
Data move between a BSS and the DS via an AP. Note that all APs are also STAs; thus they are addressable

entities. The addresses used by an AP for communication on the WM and on the DSM are not necessarily

the same.
Data sent to the AP’s STA address by one of the STAs associated with it are always received at the

uncontrolled port for processing by the IEEE 802.1X port access entity. In addition, if the controlled port is

authorized, these frames conceptually transit the DS.
The DS also interconnects mesh BSSs (MBSSs). Owing to its distributed nature, a mesh BSS (MBSS) has no central entity like the AP of an infrastructure BSS. Instead, an MBSS forms a single set of independent mesh STAs. This set is indivisible and cannot be further unified. However, a mesh gate, which has mesh STA functionality and enables access to the DS, provides access from an MBSS to DSs. Figure 4-2a depicts this concept.
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Figure 4-2a—DSs, MBSS, and mesh gates
As DS is defined as a high level architectural component, an instance of a DS may differ depending on the view point. From BSS 3 perspective, each component beyond the mesh gates is DS, as shown in Figure 4-2a. On the other hand, from BSS 1, BSS 2 and BSS 4 perspective, BSS 3 (MBSS) may be invisible and perceived as a part of a large DS. Figure 4-2b depicts the same network configuration as Figure 4-2a, but the DS component is drawn from infrastructure BSSs perspective. From infrastructure BSSs, the BSS 3 is not visible and it is one of the DSM that composes the DS.
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Figure 4-2b—MBSS as a part of a DS
4.3.4.2 Extended service set (ESS): The large coverage network

The DS and infrastructure BSSs allow IEEE Std 802.11 to create a wireless network of arbitrary size and

complexity. IEEE Std 802.11 refers to this type of network as the ESS network. An ESS is the union of the

infrastructure BSSs with the same SSID connected by a DS. The ESS does not include the DS.
The key concept is that the ESS network appears the same to an LLC layer as an IBSS network. STAs within

an ESS may communicate and mobile STAs may move from one BSS to another (within the same ESS)

transparently to LLC.
.




Nothing is assumed by IEEE Std 802.11 about the relative physical locations of the BSSs in Figure 4-3.
[image: image4.emf]
Figure 4-3—ESS
All of the following are possible

a)  The BSSs partially overlap. This is commonly used to arrange contiguous coverage within a physical volume.
b) The BSSs could be physically disjoint. Logically there is no limit to the distance between BSSs.
c) The BSSs are physically collocated. This could be done to provide redundancy.
d) One (or more) IBSS or ESS networks are physically present in the same location as one (or more) ESS networks. This could arise for a number of reasons. Some examples are when an IBSS network is operating in a location that also has an ESS network, when physically overlapping IEEE 802.11 networks have been set up by different organizations, and when two or more different access and security policies are needed in the same location.
The ESS and the MBSS are complementary. The ESS concept does not apply to the MBSS. However, it is possible to use an MBSS as all or part of the DS that connects an ESS. An example configuration is depicted in Figure 4-3a.
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Figure 4-3a—ESS and MBSS
4.3.6 Integration with wired LANs

To integrate the IEEE 802.11 architecture with a traditional wired LAN, a final logical architectural

component is introduced—a portal.

A portal is the logical point at which MSDUs from an integrated non-IEEE-802.11 LAN enter the 

IEEE 802.11 DS. For example, a portal is shown in Figure 4-6 connecting to a wired IEEE 802 LAN.
[image: image6.emf]
Figure 4-6—Connecting to other IEEE 802 LANs
All data from non-IEEE-802.11 LANs enter the IEEE 802.11 architecture via a portal. The portal is the

logical point at which the integration service is provided. The integration service is responsible for any

addressing changes that might be required when MSDUs pass between the DS and the integrated LAN. It is 

possible for one device to offer both the functions of an AP and a portal. Similarly, it is possible for one device to offer functions of an AP, a mesh gate, and a portal (see 4.3.15.4 (IEEE 802.11 components and mesh BSS)).
4.4 Logical service interfaces

4.4.1 General

A DS may be created from many different technologies including current IEEE 802 wired LANs. IEEE Std 802.11 does not constrain the DS to be either data link or network layer based. Nor does IEEE Std 802.11

constrain a DS to be either centralized or distributed in nature.

IEEE Std 802.11 explicitly does not specify the details of DS implementations. Instead, IEEE Std 802.11

specifies services. The services are associated with different components of the architecture. There are two

categories of IEEE 802.11 service—the station service (SS) and the distribution system service (DSS). Both

categories of service are used by the IEEE 802.11 MAC sublayer.

The complete set of IEEE 802.11 architectural services are as follows:
a) Authentication

b) Association

c) Deauthentication

d) Disassociation

e) Distribution

f) Integration

g) Data confidentiality

h) Reassociation

i) MSDU delivery
j) DFS
k) TPC

l) Higher layer timer synchronization (QoS facility only)

m) QoS traffic scheduling (QoS facility only)

n) Radio measurement

o) DSE
This set of services is divided into two groups: the SS and the DSS. The SS is part of every STA. The DSS is

provided by the DS.
4.4.2 SS

The service provided by STAs is known as the SS.

The SS is present in every IEEE 802.11 STA (including APs, as APs include STA functionality). The SS is

specified for use by MAC sublayer entities. All conformant STAs provide SS.

The SS is as follows:

a) Authentication (not used when dot11OCBActivated is true)

b) Deauthentication (not used when dot11OCBActivated is true)

c) Data confidentiality (not used when dot11OCBActivated is true)

d) MSDU delivery

e) DFS

f) TPC

g) Higher layer timer synchronization (QoS facility only)

h) QoS traffic scheduling (QoS facility only)

i) Radio measurement

j) DSE

4.4.3 DSS

The service provided by the DS is known as the DSS.

This service is represented in the IEEE 802.11 architecture by arrows within APs and mesh gates, indicating

that the service is used to cross media and possibly address space logical boundaries. An AP and a mesh gate

are logical entities, and the functions described may be shared by one or more physical entities.

The services that comprise the DSS are as follows:

a) Association (not mesh facility)

b) Disassociation (not mesh facility)

c) Distribution

d) Integration

e) Reassociation (not mesh facility)

f) QoS traffic scheduling (QoS facility only)

g) DSE

h) Interworking with the DS (mesh facility only)

DSSs are specified for use by MAC sublayer entities.
Figure 4-11 combines the components from previous figures with both types of services to show the 

complete IEEE 802.11 architecture from ESS perspective.
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Figure 4-11
—Complete IEEE 802.11 architecture from the ESS perspective
As described in 4.3.4.2 (Extended service set (ESS): The large coverage network), MBSSs can be used as part of the DS. Figure 4-11a depicts the components in the Figure 4-11 to show the complete IEEE 802.11 architecture when the MBSS is used as a part of the DS.
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Figure 4-11a—Complete IEEE 802.11 architecture from the MBSS perspective
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� Details of MBSS architecture are described in 4.3.15.4 (IEEE 802.11 components and mesh BSS).





�Make it a new paragraph.


�Make it  a new paragraph.


�Delete the existing paragraph entirely


�Replace figure 4-11 with this one
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