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Interpretation of a Motion to Adopt

A motion to approve this submission means that the editing instructions and any changed or added material are actioned in the TGaf Draft.  This introduction is not part of the adopted material.

Editing instructions formatted like this are intended to be copied into the TGaf Draft (i.e. they are instructions to the 802.11 editor on how to merge the text with the baseline documents).

TGaf Editor: Editing instructions preceded by “TGaf Editor” are instructions to the TGaf editor to modify existing material in the TGaf draft.  As a result of adopting the changes, the TGaf editor will execute the instructions rather than copy them to the TGaf Draft.
comments
LB 189 CID 305:

	305
	4.3.19
7.46
	"securly maintain" is not defined. As an implementor I would need some idea of the level of security I must provide: hardware? NSA approved? Or simply no access through UI?
	If this is a regulatory requirement add a reference. Otherwise add normative text detailing requirements (elsewhere in the document). Otherwise delete "securely".


LB 189 CID 1305 asks that if this is a regulatory requirement add a reference otherwise delete “securely”, and we agree to add pointers to regulatory requirements in Annex D.1
Propose Revised for CID 305, per discussion and editing instructions in 11-12/1402r1. We agree to add references to regulatory requirements in Annex D.1.
LB 189 CIDs 609, 882, 883, 884, 885, 886, 892 and 894:

	882
	4.3.19
7.03
	A quotation that is not even well written English is of no help to the reader.  No competent English thinker would even bother contemplating "is well-established", much less a sharing scheme that needs "dynamic" in scare quotes.  Bureaucratese doesn't belong in an IEEE 802.11 introducton.
	Delete the quotation that begins on line 3.

	883
	4.3.19

7.05
	Subclause 4.3.19 is a beginning, but does not introduce the concepts used to provide the 11af facilities.  For instance, the list of names beginning at line 60 is not an introduction, but just a list of names.
	Write introductions to the functions and facilities provided by 11af.

	894
	4.3.19

7.60
	An introduction needs more than a list of names.
	Introduce (at least a line or two) each of these concepts.

	884
	4.3.19

7.08
	"Regulators are using television broadcast bands to deploy dynamic sharing technologies".  Wow. These certainly are more active regulators than we've met before.  Are they depoying these technologies using VHF, UHF or ?
	If this means "Regulators are specifying television broadcast bands for the deployment of dynamic sharing technologies", then why not just say that?

	885
	4.3.19

7.08
	"Regulators ... with different views on how much time should elapse ...".  Are the different views views of the regulators, no one else?
	Why not start a second statement with something like:  "Unfortunately, there are varying views about how much time will be allowed to elapse..."?

	886
	4.3.19

7.10
	"One current view is daily checking for changes is possible;"  -- at least needs a "is that daily", but more needs to indicate what is doing the checking.
	Replace this sentence and the rest of the paragraph with descriptions of different possible designs, not the views of regulators and their commentators.

	892
	4.3.19

7.51
	A name of a protocol is mentioned, but with no introduction to how the protocol works (which should be the concept that is being introduced in this clause).
	Add in a general description of how this protocol works to accomplish that sharing.  Include also a description of how a registered location secure server works, as well as how they work together.


This subclause starts with a quote which seems to be of historical interest but not of technical significance. It then continues with a paragraph which talks about timing granularities of dynamic sharing technologies, followed by a figure with mulltiple GDBs and APs, and then comments about GDC enabling STA and RLQP. I missed the point being driven in this subclause, but I was expecting an architectural overview of some sort.

	The flow of the subclause is odd and can be improved. For example, on line 59 a list of "mechanisms" is listed but it is not until the end of the subcluase is it explained what these mechanisms might be for.
	The subclause should be re-written and present a complete train of thought.


Discussion:

LB 189 CID 882 says toss the quote and we agree. CIDs 883 and 894 ask to describe each mechanism’s use in a sentence or two, and we agree. CIDs 884, 885 and 886 propose useful changes and we agree. CIDs 892 and 609 assume all these mechanisms are used in most regulatory domains, but in fact many were specified to control white space in one specific environment where the local controller negotiates with the controllers in the neighborhood, and will only be informative in other regulatory domains, not necessary to meet regulatory requirements. Proposing the general introduction describes operation under lax rules and extremely timebound rules is unrealistic.
Propose Accepted for CIDs 882, 883, 884, 885, 886 and 894, per discussion and editing instructions in 802.11-12/1402r1. 
Propose Rejected for CIDs 892 and 609, per discussion in 802.11-12/1402r1.
LB189 CID 634:
	1034
	4.3.19
7.21
	Figure 4-10a: In an infrastructure BSS, is an GDC enabling STA always an AP-STA?
	Please clarify in an infrastructure BSS, whether an GDC enabling STA must be an AP-STA or not.


Discussion:

LB 189 CID 634 asks based on Figure 4-10a, whether a GDC enabling STA must be an AP in an infrastructure BSS. Our answer is yes. In an infrastructure BSS, an AP is the only STA transmitting an enabling signal in Beacon frames.
Propose Accepted for CID 634, per discussion in 11-12/1402r1. A GDC enabling STA must be an AP in an infrastructure BSS.
LB189 CID 890:
	890
	4.3.19
6.45
	What does "directly communicate" mean?  The antenna on the figure's enabling STA seems to indicate 802.11, so does it mean that the STA must not use any repeaters (the AP or mesh) to contact the GDB?
	Explain below what "direct communication" means.


Discussion:

LB 189 CID 890 asks about direct communication with a GDB, and for it to be explained. We prefer to delete the term and change the figure to show communication with a GDB is outside the scope of 802.11.
Propose Revised for CID 890, per discussion and editing instructions in 11-12/1402r1. We prefer to delete the term and change the figure to show communication with a GDB is outside the scope of 802.11.
Proposed Resolution:

Accept changes to P802.11af draft based on discussion and editing instructions in 11-12/1402r1:
CC4 CID 1017:
	1017
	4.3.19

9.59
	The 4.3.19 General Description text should address FCC rules/configuration, OFCOM/EU proposed rules/configuration, and the optional use of CAQ, CSM, NCC and WSM in each.
	Describe operation in the two known regulatory domains.


Discussion:

CC4 CID 1017 asks that 4.3.19 be more specific about general operation under FCC and OFCOM rules. 

Propose Accepted for CID 1017, per discussion and editing instructions in 11-12/1402r1. 
Proposed Resolution:

Accept changes to P802.11af draft based on discussion and editing instructions in 11-12/1402r2:
4. General description

4.3 Components of the IEEE 802.11 architecture

TGaf Editor: Change text in section 4.3.19 as follows:

4.3.19 Operation under geolocation database control
“While geographic sharing of spectrum is well-established, we are only just now seeing the emergence of technologies that enable ‘dynamic’ sharing – that is, the ability to identify slices of spectrum that are available at that location, whether for a few seconds, a few minutes, a few hours, or a few days.”
Regulators are specifying using television broadcast bands for the deployment ofto deploy dynamic sharing technologies. Unfortunately, there are varying ,  with different views on how much time should elapse from the moment an authorized database is told to change access to a particular slice of spectrum, and the time that sharing radios are required to change their operations. One current system design allows the geolocation databases to utilize a fully populated map of all protected services and the databases have precalculated maps that are effective on timescales of one to two days. view is daily checking for changes is possible; in effect the database spectrum grants are acting like daily experi​mental licenses. Another system design allows the protected services to negotiate with controllers of unlicensed devices so that both may share available broadcast channels, and view is response times of less than an hour are necessary, and change in minutes desirable. Another system design has the database fully control all white space devices by requiring them to tell the database their intended location and emissions footprint, and receive permission before any broadcast band transmission. Any change of intended frequencies or powers must be told to the database, and permission received before the change takes place.One could view the radar band dynamic frequency selection (DFS) requirements as changes within a few seconds that are required for sharing with radars. Unlike other bands with static rules, in white spaces, the future available channels and transmit power limits are unknown. The architectural role of com​ponents depends on the security and timeliness requirements in particular regulatory domains. Figure 4-10a (Multiple APs and multiple GDBs) shows APs and STAs operating under control of two geolocation databases. 
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Figure 4-10a—Multiple APs and multiple GDBs
In mostsome regulatory domains GDC enabling STAs are required to
—securelydirectly communicate with GDBs 
—securely maintain the white space maps and other information received from GDBs
—create and transmit a contact verification signal to inform GDC dependent STAs that the map they received is still valid 
A Registered location query protocol (RLQP) is provided to share the white space maps and current channel use among GDC enabling STAs in a neighborhood. GDC dependent STAs can query both their GDC enabling STA and the registered location secure server about white space maps and channel utilization.  In some regulatory domains a registered location secure server can pro​vide GDBs with the current channel use information for all the BSSs and IBSSs that communicate with it. In some regulatory domains the registered location secure server communicates with controllers of other white space systems to coordinate emissions footprints of their services. By accessing and using this information, the STAs can make intelligent decisions about the most effective way to utilize the available spectrum, power, and bandwidth for their communications.
The specific mechanisms are as follows:
—Channel Availability Query, used to obtain one or more white space maps of available channels for an area or a geolocation
—Channel Schedule Management, used to obtain start and ending times for each available white space channel
—Contact Verification Signal, used by a GDE dependent STA to very it is still receiving frames from its GDC enabling STA
—GDC Enablement, the procedure where a GDC enabling STA forms a network and maintains the network under the control of a geolocation database
—Network Channel Control, used to inform a local channel controller that has a view of nearby transmitters and their emissions footprints
—White Space Map, used to retrieve the available white space channels and their transmit power restrictions
The use of the mechanisms in a particular regulatory domain depends on their specific regulatory require​ments. Table 4-1 (GDC mechanisms and timescales) gives a view of the use of specific mechanisms to meet regulatory requirements in terms of daily, hourly and minute timescales. Implementers are referred to the regulatory sources in

Table D-1 for further information. Operation in countries within defined regulatory domains may be subject to additional or alternative national regulations.
Table 4-1 GDC Mechanisms and timescales

	Mechanism
	Daily consultation required
	Hourly consultation required
	Minute responsiveness

	Channel Availability Query
	Informative
	Informative
	Not applicable

	Channel Schedule Management
	Informative
	Informative
	Not applicable

	Contact Verification Signal
	Required to be secure
	May be secure
	Loss of consecutive signals requires action

	GDC Enablement
	Required
	Required
	Required

	Network Channel Control
	Informative
	Informative
	Not applicable

	White Space Map
	Required for enabling STA, might be translated for dependent STA
	Required for enabling STA, might be translated for dependent STA
	Required for enabling STA, might be translated for dependent STA


These mechanisms provide the capability for a BSS to manage and query its radio environment, and to allow GDB control of the radio environment for all wireless services.
Abstract


Proposed resolutions to some LB 189 CIDs in Clause 4.3.19 (305, 609, 634, 882, 883, 884, 885, 886, 890, 892, 894). Revision 1 proposes resolutions for CC4 CID 1017. Revision 2 changes the proposed resolutions for CIDs 305 and 890. 


Editing instructions are based on P802.11af Draft 2.2. 
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