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Interpretation of a Motion to Adopt

A motion to approve this submission means that the editing instructions and any changed or added material are actioned in the TGaf Draft.  This introduction is not part of the adopted material.

Editing instructions formatted like this are intended to be copied into the TGaf Draft (i.e. they are instructions to the 802.11 editor on how to merge the text with the baseline documents).

TGaf Editor: Editing instructions preceded by “TGaf Editor” are instructions to the TGaf editor to modify existing material in the TGaf draft.  As a result of adopting the changes, the TGaf editor will execute the instructions rather than copy them to the TGaf Draft.
GEN comments
LB 189 CID 862:

	862
	3.1

2.22


	"registered location" is used here as if it is a well known concept.  Yet there are no 802.11 definitions telling us what "registered location" is.
	Define "registered location".


LB 189 CID 862 Says “registered location” is used in defining RLQP, but has not been defined. We agree and propose to add a definition: registered location: the geolocation of a STA registered in accordance with the requirements for the regulatory domain.
Propose Accepted for CID 862, per discussion and editing instructions in 11-12/1354r0. We agree and propose to add a definition: registered location: the geolocation of a STA registered in accordance with the requirements for the regulatory domain.

LB 189 CID 490:

	490
	3.3

5.33


	There is no TVHT BSS definition
	Add a definition for TVHT BSS


LB 189 CID 490 Says “TVHT BSS” is used  but not defined. We agree and propose to add a definition: Television very high throughput (TVHT) basic service set (BSS): a geolocation database controlled (GDC) enabling station operating in television white space (TVWS) and one or more of its dependent stations.
Propose Accepted for CID 490, per discussion and editing instructions in 11-12/1354r0. We agree and propose to add a definition: Television very high throughput (TVHT) basic service set (BSS): a geolocation database controlled (GDC) enabling station operating in television white space (TVWS) and one or more of its dependent stations.
LB 189 CID 815:

	815
	8.5.8

64.43


	Because unprotected Public Action frames are insecure, their use is only informative. Use of unprotected Public Action frames are not required to control BSS and client/slave STAs. Protected Dual of Public Action frames can be used to control BSS and client/slave STAs.
	Remove all unprotected Public Action frames from Table 8-210, and text describing use of unprotected Public Action frames from subclauses of 10.42.


LB 189 CID 815 asks that no unprotected Public Action frames be used in TVWS and we agree. 
Propose Revised for CID 815, per discussion and editing instructions in 11-12/1354r0. We change 10.42 so that no unprotected Public Action frames are used in GDC procedures. 
LB 189 CIDs 816, 423:

	816
	10.24.3.3

75.49


	Because Registered Location Query Protocol is defined for use before Authentication and Association, its use between client/slave STAs and an AP is not secure. It will be much more secure if use of RLQP is restricted to data frames between client/slave STAs and an AP after Authentication, and RLQP be confined to the dialog between the GDC enabling STA and the RLSS.
	Add text restricting client/slave STA use of RLQP to only be data frames after Authentication.

	423
	8.5

64.41
	Action frame can not hanndle the case that the information that wants to be delivered is oversize. Add functonlity to enhance or remove the action frame option.
	per comment


LB 189 CID 816 asks that RLQP be defined to only use data frames after Authentication in TVWS and we agree. CID 423 states action frame maximum length is not large enough to carry some TVWS elements and requests removing action frames or enhance them to handle large TVWS elements, and we agree to remove unprotected Action frames from query or respond to query procedures.
Propose Accepted for CID 816 and Revised for CID 423, per discussion and editing instructions in 11-12/1354r0. We change 10.24 and 10.42 so that no unprotected Action frames are used to query or respond to queries. 
LB 189 CID 818:

	818
	10.42.4

80.27


	The Draft has four redundant Public Action frames and RLQP elements for control: CAQ (10.42.4), CPM(10.10.4), CSM(10.42.5) and NCC(10.42.7), and there should be secure control for these functions.
	Add text restructing client/slave STA use to protected Dual of Public Action frames and RLQP elements in data frames after Authentication.


LB 189 CID 818 asks that only protected communication of RLQP elements be allowed, and we agree to change the draft so no unprotected Action frames are used in query or respond to query procedures.
Propose Revised for CID 818, per discussion and editing instructions in 11-12/1354r0. CID 818 asks that only protected communication of RLQP elements be allowed, and we agree to change the draft so no unprotected Action frames are used in query or respond to query procedures.
LB 189 CID 518:

	518
	8.5.2.6

64.42
	The specification is too explicit - it should be shut down until it puts some clothes on. Check the entire baseline for explicit numerical BW quantities and update them as necessary such that a variable is used instead to allow TVHT to use all of these element and action frames.
	As per comment.


LB 189 CID 518 asks that the Channel Switch Announcement frame and other element and action frames be modified so that TVHT can use them. We disagree with using Channel Switch Announcement frame and observe that 11ac Channel Switch Wrapper can use Extended Channel Switch Announcement for all functions needed for operation in TVWS. 
Propose Rejected for CID 518, per discussion in 11-12/1354r0. CID 518 asks that the Channel Switch Announcement frame and other element and action frames be modified so that TVHT can use them. We disagree with using Channel Switch Announcement frame and observe that 11ac Channel Switch Wrapper can use Extended Channel Switch Announcement for all functions needed for operation in TVWS.
LB 189 CID 469:

	469
	8.4.5

56.59


	why is the need to define a new structure for RLQP elements?
	Use IE structure for defining RLQP elements


LB 189 CID 469 proposes that RLQP elements be defined using the IE structure (one octet IE, one octet length) rather than a version of 802.11u ANQP (two octet RLQP ID, two octet Length), and to justify not using IE structure. We know that WSMs containing the geolocation of an area per frequency range can be larger that 255 octets, and need to create a fragmentation mechanism to use the IE structure to convey them.
Propose Accepted for CID 469, per discussion and editing instructions in 11-12/1354r0. 
LB 189 CID 164:

	164
	
	Protected and unprotected forms of various procedures are defined in 10.42.  Admittedly they are determined by the MLME parameters.  Where are the requirements on the SME to determine whether to use protected and whether to ignore unprotected information?   Where is this policy set?  What controls it?
	Please consider whether such policy is in scope of 802.11,  and if it is,  provide SMT mib variables to control it and some description of SME requirements in 10.42 or 6.


LB 189 CID 164 asks what the receiver of unprotected TVWS information should do, and that it be specified for the various procedures defined in 10.42. CID 164 proposes that if the receiver’s actions are variable, that SMT MIB varibles to control the actions be described. The proposed resolutions to CIDs 423, 815, 816 and 818 specify that unprotected forms are removed from the draft, and we agree to make it clear in 10.42 that the information received in unprotected form is discarded on reception. In response to other LB189 comments, we explicitly require authentication between STAs before messages are sent, and discard on reception.
Propose Accepted for CID 164, per discussion and editing instructions in 11-12/1354r0. We agree and propose to document rules in 10.42 for discarding information received in unprotected forms of frames.
LB 189 CID 170:

	170
	
	Denial of service attacks.   Has the TG considered what new DoS attacks have been created?  Each new mechanism that allows one STA to enable/disable/manage another has potential abuse.
	Please provide a reference to the submission that describes the DoS properties of the new management services.


LB 189 CID 170 asks that the TG consider new Denial of Service attacks that have been created by the new management services, and to document the DoS properties of the new management services. This is the submission where DoS properties of the new services are described. The proposed resolutions to CIDs 423, 815, 816 and 818 specify that unprotected forms of management services are removed from the draft, and we agree to make it clear in 10.42 that the information received in unprotected form is discarded on reception. In response to other LB189 comments, we explicitly require authentication between STAs before messages are sent, and discard on reception.
Propose Accepted for CID 170, per discussion in 11-12/1354r0. This is the submission where DoS properties of the new services are described. The proposed resolutions to CIDs 423, 815, 816 and 818 specify that unprotected forms of management services are removed from the draft, and we agree to make it clear in 10.42 that the information received in unprotected form is discarded on reception. In response to other LB189 comments, we explicitly require authentication between STAs before messages are sent, and discard on reception.
LB 189 CID 207:

	207
	10.24.3.3
75.55

	My understanding is that the RLQP protocol uses an ethertype and yet the frame type is a Public Action frame. Typically Ethertypes are used with data frames.
	It looks as though the description of the RLQP procedures needs to be updated to clarify how the Ethertype is used. My guess is that it is used to convey information across the DS to the GDC.


LB 189 CID 207 asks that the RLQP procedure for using an Ethertype clarify how the Ethertype is used. Because GDCs are accessed by the Internet, dialog with them is outside the scope of 802.11. We use the Ethertype to dialog with an RLSS across the DS. 
Propose Revised for CID 207, per discussion and editing instructions in 11-12/1354r0.  We use the Ethertype to dialog with an RLSS across the DS. 
LB 189 CID 468:

	468
	10.24.3.3

75.46


	Confusing text. What peer to peer means in this context. If the STA is a AP STA is the peer to peer means that an AP retrieves RLQP information from another AP? Can non-AP stations send Probe response?
	Clarify the term "peer" in this context. Specify if the procedure refers to AP or non AP STAs.


LB 189 CID 468 says that 10.24.3.3 “peer to peer” is confusing and requests that text specify whether it refers to AP or non AP STAs. We observe that 10.24.3.1 GAS Protocol describes “peer to peer” GAS protocol for both STA to AP and AP to external networks in over six pages of detail, and 10.24.3.2 ANQP procedures glosses over 18 procedures in less than four pages of detail. We believe this comment response clarifies that GAS protocol is used for both STA to AP and AP to external networks.
Propose Revised for CID 468, per discussion in 11-12/1354r0. “We observe that 10.24.3.1 GAS Protocol describes “peer to peer” GAS protocol for both STA to AP and AP to external networks in over six pages of detail, and 10.24.3.2 ANQP procedures glosses over 18 procedures in less than four pages of detail. We believe this comment response clarifies that GAS protocol is used for both STA to AP and AP to external networks.
LB 189 CIDs 637, 980:

	637, 980
	10.24.3.3

75.43


	It's not clear whether RLQP specifies (a) the frame exchange between a GDC enabling STA and a RLSS, or (b) the frame exchange between a GDC enabling STA and a GDC dependent STA, or both.
	Please clarify.


LB 189 CID 637 and duplicate CID 908 asks that it be made clear whether RLQP is between a GDC dependent STA and a GDC enabling STA or a GDC enabling STA and a RLSS. We agree to clarify that RLQP specifies both.
Propose Accepted for CID 637 and duplicate CID 980, per discussion and editing instructions in 11-12/1354r0. We agree to clarify that RLQP is between a GDC dependent STA and a GDC enabling STA and between a GDC enabling STA and a RLSS.
LB 189 CID 180:


As I view it,  a TVHT STA uses a subset of VHT mandatory features,  but is not a VHT STA.


	The lack of any statements in B.4 about things like A-MPDU aggregation begs some statements on coupling that do not exist.
	There are two ways forward.  My preference is this one to reproduce B.4.23.1 here.   In those VHT features that are supported in TVHT,  add a CF<tvws>: O or M as appropriate.


LB 189 CID 180 asks that the PICs have more detail about the TVHT MAC features be available and accurate. Our preference is to reproduce P802.11ac D4.0 B.4.23.1 in B.4.27.1 and mark all features O at this time.
Propose Revised for CID 180, per discussion and editing instructions in 11-12/1354r0. 
LB 189 CIDs 188, 553, 737:

	737
	Annex C

272.00


	Numerous errors in MIB
	Details to fix MIB to be supplied in a contribution by Joe Kwak.


The HT and VHT phys both added a bunch of objects and a group - e.g. dot11VHTTransmitBeamformingGroup, dot11PhyVHTComplianceGroup



Either:


1. Modify the renaming statement at 256.13,  and add relevant VHT phy variables to a TVHT group; or

	2. For each VHT PHY mib variable,  add a TVHT definition.   Create a TVHT PHY group and cite in TVHT compliance.

	553
	Annex C

272.01
	Not sure if MIB vars need to have names changed, or if there should be new parallel MIB vars, e.g. dot11VHTShortGIOptionIn80Activated
	Consider changing MIB vars from VHT that include explicit numerical BW references to allow reuse of the same MIB vars for TVHT - MIB Var definitions will probably also need to be changed.


LB 189 CID 737 says there are numerous errors in MIB, and accepted CIDs 184, 185, 186, 187 and 189 commit the editor to compiling a MIB when the baseline text is available. CID 188 asks in general that the PHY part of the MIB reflect the actual PHY operation. CID 553 asks to consider a new set of MIB elements with timing references unique to 11af. When we receive the compiled MIB baseline text, we will seek proper technical assistance to make the MIB compile. 
Propose Revised for CIDs 737, 188 and 553, per discussion and editing instructions in 11-12/1354r0. 
3.1 Definitions

TGaf Editor: insert definition in section 3.1 as follows:
registered location: the geolocation of a STA registered in accordance with the requirements for the regulatory domain.
3.2 Definitions specific to IEEE 802.11
TGaf Editor: insert definition in section 3.2 as follows:

Television very high throughput (TVHT) basic service set (BSS): a geolocation database controlled (GDC) enabling station operating in television white space (TVWS) and one or more of its dependent stations.
8. Frame formats

8.2 MAC frame formats
8.2.6 TLV encodings

TGaf Editor: Insert new text before clause 10 as follows:
Insert new text before 9.25 Reverse Direction Protocol as follows:
9.24.10 Extensible TLV parsing

A TVHT STA that receives a frame containing a TLV tuple with an unknown Type value shall discard the tuple and continue processing the next tuple.
10.24.3.3 Registered location query protocol (RLQP) procedures
TGaf Editor: Insert new at end of third paragraph as follows:
When RLQP is transmitted between the GDC dependent STA and its GDC enabling STA, it uses protected Action frames, but does not use Ethertype 89-0d frames.
10.43.4 Channel availability query (CAQ) procedure
TGaf Editor: Change start of seventh paragraph as follows:
STAs may transmit a channel availability query request in the protected dual of a CAQ public action frame (see 8.5.8.27 (Channel Availability Query frame format), or its protected dual (see 8.5.11 (Protected Dual of Public Action frames) or in a GAS Initial Request frame
10.43.4.1 CAW Requesting STA

TGaf Editor: Change end of second paragraph as follows:
transmitted by its intended CAQ responder in a Beacon or Probe Response frame and with which it is associated.

TGaf Editor: Change start of fourth paragraph as follows:
The CAQ requesting STA may send the protected dual of the channel availability query public action frame or its protected dual where the CAQ responding STA does not support RLQP capability.

TGaf Editor: Change end of fourth paragraph as follows:
The specific information items in the protected dual of the CAQ public action or its protected dual are
TGaf Editor: Insert P802.11ac D4.0 Annex B.4.23.1 after B.4.27, change CF29 to CF30 and VHT to TVHT in the whole table, and mark all CF30 status as ‘O’.
Abstract


Proposed resolutions to some LB 189 CIDs in Comment Groups GEN (164, 170, 180, 188, 207, 423, 468, 469, 490, 518, 553, 637, 737, 815, 816, 818, 862 and 980). Editing instructions are coordinated with 802.11-12/1334r1 LB189 Regulatory CIDs, 802.11-12/1339r0 TLV CIDs and apply to P802.11af Draft 2.1.
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