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Abstract 

Explanation of 802.1Q bridge “Baggy Pants” diagram 
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8.2 Bridge architecture

A Bridge comprises at least one bridge component. A bridge component comprises

a) A MAC Relay Entity that interconnects the Bridge’s Ports;
b) At least two Ports;
c) Higher layer entities, including at least a Spanning Tree Protocol Entity. 

The VLAN-aware Bridge architecture is illustrated in Figure 8-2. The MAC Relay Entity handles the media
access method independent functions of relaying frames among Bridge Ports, filtering frames, and learning
filtering information. It uses the Enhanced Internal Sublayer Service (EISS) (6.8, 6.9) provided by each
Bridge Port.

Each Bridge Port also functions as an end station providing one or more instances of the MAC Service. Each
instance of the MAC Service is provided to a distinct LLC Entity that supports protocol identification,
multiplexing, and demultiplexing, for PDU transmission and reception by one or more higher layer entities.

NOTE 1—In most cases, each Port provides a single instance of the MAC Service, to an LLC Entity that supports all
Higher Layer Entities that require a point of attachment to the Port. Further instances are only provided when the
specifications of the Higher Layer Entities require the use of different instances of the MAC service or of different
source addresses.

An LLC Entity for each Bridge Port shall use an instance of the MAC Service provided for that Port to
support the operation of LLC Type 1 procedures in order to support the operation of the Spanning Tree

Figure 8-2—VLAN-aware Bridge architecture

NOTE—The notation “IEEE Std 802.n” in this figure indicates that the specifications for these functions can be
found in the relevant standard for the media access method concerned; for example, n would be 3 (IEEE Std 802.3)
in the case of Ethernet.
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6. Support of the MAC Service

VLAN-aware MAC Bridges interconnect the separate IEEE 802 LANs that compose a Virtual Bridged
Local Area Network by relaying and filtering frames between the separate MACs of the bridged LANs.

The position of a VLAN-aware Bridge’s MAC Relay Entity (8.2) within the MAC Sublayer is shown in
Figure 6-1.

The MAC Sublayer comprises:

a) Media access method specific functions18 that realize transmission and reception of MAC Protocol
Data Units (MPDUs);

b) Media access method dependent convergence functions that use item a) to provide a media access
method independent service;

c) Media access method independent functions that use a media independent service to provide the
same or another media independent service.

A VLAN-unaware Bridge’s MAC Relay Entity forwards frames between the instances of the media
independent Internal Sublayer Service (6.6).

A VLAN-aware Bridge’s MAC Relay Entity forwards frames between the instances of the media
independent Enhanced Internal Sublayer Service (EISS, 6.8). The EISS is provided by the functions
specified in 6.9 using the media independent Internal Sublayer Service (6.6). The convergence functions that
provide the ISS using the media specific functions for each IEEE 802 LAN MAC type are specified in 6.7. 

This clause:

d) Summarizes basic architectural concepts and terms used throughout this standard, introduces the
primitives and parameters of the MAC Service, and defines VLANs in terms of the connectivity
provided to service users (6.1, 6.2, 6.3);

e) Describes how Bridges preserve and maintain the quality of the MAC Service (6.4, 6.5);

18The media access method specific functions together with media access method dependent convergence functions that realize a MAC
Service for use in end stations are specified for each IEEE 802 LAN media access control method or “MAC type” (e.g., IEEE 802.3,
IEEE 802.11) by the relevant standard for that media access control method and are commonly referred to as “the MAC.”

Figure 6-1—Internal organization of the MAC sublayer

NOTE—The notation “IEEE Std 802.n” in this figure indicates that the specifications for these
functions can be found in the relevant standard for the media access method concerned; for
example, n would be 3 (IEEE Std 802.3) in the case of Ethernet.
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NOTE—The Rapid Spanning Tree Protocol (RSTP) (Clause 13) and the Multiple Spanning Tree Protocol (MSTP)
(Clause 13) require that a single unique identifier be associated with each Bridge. That identifier is derived from the
Bridge Address as specified in 14.2.2.

8.13.9 Points of attachment and connectivity for Higher Layer Entities

The Higher Layer Entities in a Bridge, such as the Spanning Tree Protocol Entity (8.10), MRP entities
(8.11), and Bridge Management (8.12), are modeled as attaching directly to one or more individual LANs
connected by the Bridge’s Ports, in the same way that any distinct end station is attached to the network.
While these entities and the relay function of the Bridge use the same individual MAC entities to transmit
and receive frames, the addressing and connectivity to and from these entities is the same as if they were
attached as separate end stations “outside” the Port or Ports where they are actually attached. Figure 8-11 is
functionally equivalent to Figure 8-2 but illustrates this logical separation between the points of attachment
used by the Higher Layer Entities and those used by the MAC Relay Entity.

Figure 8-12 depicts the information used to control the forwarding of frames from one Bridge Port to
another (the Port States and the content of the Filtering Database) as a series of switches (shown in the open,
disconnected state) inserted in the path provided by the MAC Relay Entity. For the Bridge to forward a
given frame between two Ports, all three switches must be in the closed state. While showing Higher Layer
Entities sharing the point of attachment to each LAN used by each Bridge Port to forward frames, this figure
further illustrates a point made by Figure 8-11. Controls placed in the forwarding path have no effect on the
ability of a Higher Layer Entity to transmit and receive frames to or from a given LAN using a direct
attachment to that LAN (e.g., from entity A to LAN A); they only affect the path taken by any indirect
transmission or reception (e.g., from entity A to or from LAN B).

Figure 8-11—Logical points of attachment of the Higher Layer and Relay Entities
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NOTE 1—In most cases, each Port provides a single instance of the MAC Service, to an LLC Entity that supports all
Higher Layer Entities that require a point of attachment to the Port. Further instances are only provided when the
specifications of the Higher Layer Entities require the use of different instances of the MAC service or of different
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An LLC Entity for each Bridge Port shall use an instance of the MAC Service provided for that Port to
support the operation of LLC Type 1 procedures in order to support the operation of the Spanning Tree

Figure 8-2—VLAN-aware Bridge architecture

NOTE—The notation “IEEE Std 802.n” in this figure indicates that the specifications for these functions can be
found in the relevant standard for the media access method concerned; for example, n would be 3 (IEEE Std 802.3)
in the case of Ethernet.

Higher Layer Entities

MAC Relay Entity

Bridge Port

LAN

ISS

MS MS

EISS
LAN

ISS

Media Access 
Method

Independent
Functions (6.9)

Media Access Method 
Specific Functions 
(IEEE Std 802.n)

Media Access 
Method

Dependent
Convergence 

Functions (6.7)
EISS

Bridge Port

PHY 
MAC 

PHY 
MAC 

Possible 
paths 

Baggy pants 
LLC “pocket” 

This is what 
has a 
MAC 

address 



Submission 

doc.: IEEE 11-12/1162r0 

In a sense, every medium is shared 

So, as far as the bridge’s “baggy pants pockets” are 
concerned, every medium is a shared medium. 

An 802.3 point-to-point link is actually a shared medium 
to bridges: 
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Don’s picture from 12-1128: 

Therefore, IF the 802.11 AP + STAs act like a shared 
medium, Don’s picture is, in a sense, accurate. 

 
 
 
 
 
 
 
AP & STAs are LLCs; the bridge is the Relay Entity. 
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But, the baggy pants pocket takes care of 
paralleling the station and relay, already! 

There is no need for 802.11 to do anything except provide 
a MAC service that can operate in promiscuous mode 
and doesn’t reflect frames back to the bridge. 

What the bridges require is just this, for the emulated 
LAN approach*: 

 
 
 
The bridges have been, and can continue to, handle the 

station vs. bridge issues. 
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