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	Hunter, David
	480.00
	29
	10.36
	0195-03 describes the relative time procedure (that is, delayed sync via timing off the transmitted and received preamble), but that discussion leaves the QAB functionality very incomplete.  Where is the normative text requiring the preamble-related sync function to be implemented by QAB-supporting APs?  In addition, that document does not answer the question about APs that do not support QAB allowing STAs to interfere with other BSS transmissions.  Nor does the 10.36 text require all such AP-AP QAB semi-sync to be based on direct transmissions (not through REDS or 11s, for instance).  No interoperable means of negotiating needs and priorities are provided (e.g., a BSS with a security camera in it must never be quieted, but how can an AP know that?), and there is no specification that the APs must negotiate authentication and encryption requirements in order to be able to communicate directly (otherwise, how does an AP know that it is not negotiating with a rogue AP?).
	The QAB functionality is far too incomplete to ensure interoperability, much less reliability and usefulness.  Delete 10.36 and all references to quiet intervals and QAB or insert the normative specifications needed to make it interoperable, reliable and worth implementing.


Discussions: 

Comment CID 7102 commented on submission 802.11-12/0195r3 saying the solution provided is incomplete. 802.11-12/0195 was not intended to provide extra feature of QAB, rather it provides text for clarification. For example, name of some fields are changed to better convey the meaning of the fields. A small change is to add a counter field to help terminate the operation. 

Regarding the issues of interoperability, we would have to disagree with the commenter. All these interoperability issues raised by the commenter, such as priority negotiation, detection of a AP that cannot be trusted are not in the scope of 802.11 standard. QAB sections have already provided frame formats and the procedures so that independent implementers can implement products that can interoperate. Detection of a rogue AP is never in the scope of the 802.11 standard. 
Acquiring timing from preamble is already in the 802.11 standard, it is not limited with only QAB function. QAB requires relative timing instead of absolute timing. Time synchronization between BSSs is not needed.  
We believe it is not necessarily true that a security camera must never be quieted as mentioned by the commenter, because following the timing of 802.11 system, there must be some airtime left for management purpose, beaconing etc. During those periods, the camera keeps rolling, and video will be buffered for later transmission. It will have to follow the same action when quiet periods come out. The example raised by the commenter belongs to implementation issue and is not in the scope of 802.11 standard.
QAB can be securely performed using protected dual of public action frames when a security key is negotiated. An AP may use its station role to authenticate and associate with another AP. Keeping in our mind that in DMG the number of APs involved in QAB can be very less due to the significant pass loss and shadowing effect of the wall so that a practical implementation of such the key negotiation is not difficult. However, again the issues mentioned by the commenter are implementation dependent and is not in the  scope of 802.11 standard. 
Proposed resolution:

Rejected for CID 7102 per discussions in 802.11-12/0502r0.  
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