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Comments
	CID
	Page
	Clause
	Comment
	Proposed Change
	Comment Group

	3284
	17
	7.1.3.5a
	MSI and MAI fields do not specify which way the MSBit of the encoded values is oriented. Is the MSBit generally the higher-numbered bit of the field? It seems that way, since the obvious alternative to this interpretation leads to a contradiction between MAI and MSI/MRQ use. This problem of MSBit definition occurs in additional places within clause 7. See 7.3.1.32 as another fine example. Or 7.3.1.7.
	Either use a more traditional method of describing values in fields using tables with headings giving bit numbers for the fields, or describe a generic encoding that says that MSBit is the highest numbered bit of a field. The fifth paragraph of 7.1.1 might be a good place to make a definitive statement - it actually seems to point to table 1 as a good example, which shows that the binary values in that table are actual numerical values, in which case, the table shows that the MSBit of any numerical value corresponds to the highest numbered bit of the field.
	Trivial Technical Changes - D


Proposed resolution:  Counter

Change the second paragraph of 7.1.1 as follows:

7.1.1 Conventions

In figures, all bits within fields are numbered, from 0 to k, where the length of the field is k + 1 bits. Bits within numeric fields that are longer than a single bit are depicted in increasing order of significance – i.e, with the its lowest numbered bit having the least significance. The octet boundaries within a field can be obtained by taking the bit numbers of the field modulo 8. Octets within numeric fields that are longer than a single octet are depicted in increasing order of significance, from lowest numbered bit to highest numbered bit. The octets in fields longer than a single octet are sent to the PLCP in order from the octet containing the lowest numbered bits to the octet containing the highest numbered bits.
	2027
	24.43
	7.2.1.7.1
	We've renamed the "old" frame to "Basic BlockAckReq", and we have not considered the question as to which of the 56 uses of BlockAckReq in REVma D9.0 are specific to "basic". Undoubtedly some of the statements in REVma should be qualified with "basic" Ditto comment with "Basic BlockAck"
	Review all uses of "BlockAckReq" and "BlockAck" in the baseline docuements and insert "basic" where necessary.
	Trivial Technical Changes - D


Proposed change: Counter
Add the following new paragraph after paragraph 2 of 9.10.1 Starting “The Block Ack mechanism is initialized by an exchange of ADDBA Request/Response frames. After initialization, blocks of QoS data frames can be transmitted from the originator to the recipient.”

The Block Ack mechanism is optimized for use between two HT STA as described in 9.10.7 (HT-immediate), 9.10.8 (HT-delayed) and 9.15.2.7 (PSMP Acknowledgement rules).   The optimizations include compression of the BlockAck bitmap,  implicit Block Ack request and scoreboard rules that reduce memory requirements at the recipient and also scheduled acknowledgement using the Multi-TID BlockAck variant as part of the PSMP mechanism.
Change the paras 6-8  of 9.10.3 as follows:
If the immediate Block Ack policy is used, the recipient shall respond to a Basic BlockAckReq frame with a Basic BlockAck frame. If the recipient sends the Basic BlockAck frame, the originator updates its own record and retries any frames that are not acknowledged in the Basic BlockAck frame, either in another block or individually.

If the delayed Block Ack policy is used, the recipient shall respond to a Basic BlockAckReq frame with an ACK

frame. The recipient shall then send its BasicBlockAck response in a subsequently obtained TXOP. Once the

contents of the Basic BlockAck frame have been prepared, the recipient shall send this frame in the earliest possible

TXOP using the highest priority AC. The originator shall respond with an ACK frame upon receipt of the

Basic BlockAck frame. If delayed Block Ack policy is used and if the HC is the recipient, then the HC may respond

with a +CF-Ack frame if the Basic BlockAckReq frame is the final frame of the polled TXOP’s frame exchange. If

delayed Block Ack policy is used and if the HC is the originator, then the HC may respond with a +CF-Ack

frame if the Basic BlockAck frame is the final frame of the TXOP’s frame exchange.
The Basic BlockAck frame contains acknowledgments for the MPDUs of up to 64 previous MSDUs. In the

Basic BlockAck frame, the STA acknowledges only the MPDUs starting from the starting sequence control until the

MPDU with the highest sequence number (modulo 212) that has been received, and the STA shall set bits in the

Block Ack bitmap corresponding to all other MPDUs to 0. The status of MPDUs that are considered “old” and

prior to the sequence number range for which the receiver maintains status shall be reported as successfully

received (i.e., the corresponding bit in the bitmap shall be set to 1). The sequence number space is considered

divided into two parts, one of which is “old” and one of which is “new” by means of a boundary created by

adding half the sequence number range to the current start of receive window (modulo 212). If the Basic BlockAck

frame indicates that an MPDU was not received correctly, the originator shall retry that MPDU subject to that

MPDU’s appropriate lifetime limit.
Change paras 10- of 9.10.3 as follows:
The subsequent Basic BlockAckReq starting sequence number shall be higher than or equal to the starting

sequence number (modulo 212) of the immediately preceding Basic BlockAckReq frame for the same TID.

The originator may continue to transmit MPDUs to the recipient after transmitting the Basic BlockAckReq frame, but before receiving the Basic BlockAck frame (applicable only to delayed Block Ack). The bitmap in the Basic BlockAck frame shall include the status of frames received between the start sequence number and the transmission of the Basic BlockAckReq frame. A recipient sending a delayed Basic BlockAck frame may update the bitmap with information on QoS data frames received between the receipt of the Basic BlockAckReq frame and the transmission of the Basic BlockAck frame.

If there is no response (i.e., neither a BlockAck nor an ACK frame) to the BlockAckReq frame, the originator

may retransmit the BlockAckReq frame within the current TXOP (if time permits) or within a subsequent

TXOP. MSDUs that are sent using the Block Ack mechanism are not subject to retry limits but only to MSDU

lifetime. The originator need not set the retry bit for any possible retransmissions of the MPDUs.

The BlockAckReq frame shall be discarded if all MSDUs referenced by this BlockAckReq frame have been

discarded from the transmit buffer due to expiry of their lifetime limit.

In order to improve efficiency, originators using the Block Ack facility may send MPDU frames with the Ack

Policy subfield in QoS control frames set to Normal Ack if only a few MPDUs are available for transmission.

The Block Ack record shall be updated irrespective of the Ack Policy subfield in the QoS data frame for the

TID with an active Block Ack. When there are sufficient number of MPDUs, the originator may switch back to

the use of Block Ack. The reception of QoS data frames using Normal Ack policy shall not be used by the

recipient to reset the timer to detect Block Ack timeout (see 11.5.3). This allows the recipient to delete the

Block Ack if the originator does not switch back to using Block Ack.
	671
	31.21
	7.2.1.9
	I am not quite sure if we should follow exactly the same rules. I believe there should be some adjustment based on the frame that is expected/transmitted.
	Determine if any adjustments are needed and if so, add them.
	Non-trivial Technical Changes


Proposed Change: Reject

The commenter does not indicate a problem that needs to be addressed.  The comment resolution group has considered this question and is not aware of any adjustments necessary to the referenced text.
	677
	40.13
	7.3.1.24
	Is the intent of this field to indicate the width of the primary channel ? If that is true then shouldn't the minimum be set to 5 MHz ?
	Clarify
	Non-trivial Technical Changes


Proposed Change: Reject

This frame is exchanged only between two HT STA to manage dynamic switching of the receiver between 20 and 40MHz operation (e.g. in response to local interference on the secondary channel).
	3288
	40.13
	7.3.1.24
	Confused. The channel width field is supposed to indicate the channel width, yet it says that a value of 0 indicates that the 20 mhz primary channel is to be used - that's a channel, not a width. And what about cases when the channels of operation are 10 mhz? Or 5 mhz? Should this field say something other than an explicit 20 mhz? Likewise, the notify channel width action frame 7.4.9.2 also mentions an explicit channel width of 20 mhz. And there is a "channel width" field defined in the MIMO control field 7.3.1.29 - do we want to have two fields with the same name?
	Make the explicit references to 20 mhz channel widths something more generic to refer to the actual nominal channel width. Consider changing the name of one of the fields that has the name of "channel width."
	Non-trivial Technical Changes


Proposed resolution:  Counter

Change the second para of 7.3.1.24 as follows:

When the Channel Width field is set to 0, it indicates use of 20 MHz channel width.
In response to the commenter: The frame containing this field is exchanged only between two HT STA to manage dynamic switching of the receiver between 20 and 40MHz operation (e.g. in response to local interference on the secondary channel), so it is not appropriate to mention 10 or 5 MHz.

Regarding similar naming.   Provided a name is re-used in a distinct context, there is no confusion caused by having the same name.  Both represent a channel width, albeit one is in the context of a MIMO measurement and the other in the context of a transition in receiver capabilities.
	2827
	53
	7.3.2.2
	There is no need in more than one membership selector
	Remove text the defines more than one membership selectors
	Non-trivial Technical Changes


Proposed resolution:  Reject

While there is currently only a single value defined for the BSS Basic Membership Selector, there may be a future use that needs multiple values. It is not appropriate to constrain this choice now when we don’t understand the possible requirements for multiple values and the cost of supporting multiple values is negligible (i.e. essentially comes “for free” as part of the existing BSSBasicRateSet behaviour).
	2088
	53.04
	7.3.2.2
	"If the BSSBasicMembershipSelectorSet parameter contains at least one BSS membership selector, then at least one BSS membership selector value from the BSSBasicMembershipSelectorSet parameter shall be included in the Supported Rates element." Under what conditions can the MAC transmit only a subset of the BSSBasicMembershipSelectorSet parameter? Same comment page 54 line 52
	Remove quoted text, or replace "then at least one BSS membership selector value from the BSSBasicMembershipSelectorSet parameter shall be included in the Supported Rates element" with "then all the values from the BSSBasicMembershipSelectorSet parameter shall be included in the Supported Rates element"
	Non-trivial Technical Changes


Proposed resolution: Counter

Change 7.3.2.2 last sentence of first para as follows:

If the BSSBasicMembershipSelectorSet parameter contains atleast one BSS membership selector, then at least one BSS membership selector value from the BSSBasicMembershipSelectorSet parameter shall be included in the Supported Rates element.
NOTE- this ensures that a receiving STA that does not process the Extended Supported Rates element will still encounter a “basic rate” it does not support. Any values from the BSSBasicMembershipSelectorSet that are not transmitted in the Supported Rates element are transmitted in the Extended Supported Rates element.
In reply to the commenter:  The “subset” choice is about where the values for the BSSBasicMembershipSelector are transmitted (Supported rates or Extended Supported rates), not whether they are transmitted.   The note added above clarifies this point.
The normative requirement for this behaviour is established by:  “then an Extended Supported Rate element shall be generated to specify the remaining supported rates and BSS membership selectors” earlier in the same para.
	3015
	54.12
	
	The experience with 802.11 specs learns that not all mandatory features defined in 802.11 are impemented by industry (certified by WiFi), therefore the description in the Column3 of the table n24 is not self-explanatory. The examples of mandatory features ommited by WiFi are ( 802.11e HCCA, DLS, EDCA in AdHoc; 802.11i RSN in AdHoc). Additionally, this mechanim introduces inter-operability issue with legacy implementations, as some legacy STAs may not be able to connect to the BSS that advertises non-Basic BSS Membership Selector. Please, note that WiFi does not test the behavior of STAs that receive invalid rate vaues in the Supported Rates IE.
	1. Do not overlay BSS Membership Selector with Rates.2. Define BSS Membership Selector as a separate IE. 3. Define coding of this IE as a bitmap where every feature support is coded by a separate bit.
	Non-trivial Technical Changes


Proposed resolution: Counter
The resolution to comment 2826 has removed non-basic BSS Membership selectors,  but didn’t quite finish the job.

TGn Editor:  remove the following text from 7.3.2.14 (D2.05): “A BSS membership selector

that has the MSB (bit 7) set to 1 in the extended supported rates element is defined to be basic.”
In reply to the commenter:

The main intention of re-using the BasicRateSet mechanism is to provide a way to signal to legacy devices that they need not attempt an association because it will be refused.

The changes do not achieve this purpose as they rely on new signalling that would be ignored by legacy STA.

The mandatory features of Clause 20 are unambiguously defined in Clause 20.  It is not possible or appropriate in this forum to speculate how others may choose to sub-set these features in a device that is not compliant to 802.11.
	3016
	55.19
	
	Secondary Channel Offset coding is redundant
	Change the description on page 55, lines 19-23 to the following: "The Secondary Channel Offset field represents the position of the secondary channel relative to the primary channel. The Secondary Channel Offset field is set to the value 1 to indicate that the secondary channel is above the primary channel; the value 0 indicates that the secondary channel is below the primary channel. Secondary Channel Offset IE is not present of there is no secondary channel."
	Non-trivial Technical Changes


Proposed Resolution: Reject

As it stands the secondary channel offset subfield of the secondary channel offset element takes the same values as the secondary channel offset field of the HT Information element.  Changing the coding as described results in the encoding of these fields being different, for no benefit.

	3017
	56
	
	The requirement to truncate the information part of Ies is not acceptable, as it diminished the use of the report by Management application.
	Change the definition of Beacon report to allow to send multiple Beacon Report Action frames, each of these holding one or more complete Beacon Report elements, no truncation of Ies is allowed.
	Non-trivial Technical Changes


Proposed Resolution: Reject

The principle of truncation of the reported elements was introduced by TGk.  As TGk should have a better understanding of radio resource management requirements than TGn, their preference for truncation versus the complexity of defining a beacon report without truncation must take precedence.
However, comments 3017 and 825 have been passed to the chair of TGk for consideration during their current sponsor ballot comment resolution process.

	825
	56.07
	7.3.2.22.6
	"Reported IBSS DFS elements shall be truncated such that only the lowest and highest channel number map are reported and the element length field is modified to indicate the truncated length of 13. Reported RSN elements shall be truncated such that only the first 4 octets of the element are reported and the element length field is modified to indicate the truncated length of 4." Not only is this extremely complicated to do possibly causing resource issues inside the device burdened with this, but there appears to be no option to actually get the RSN information for security reasons.
	Either provide an option to get the complete information in the beacon report as TGk intended, or (preferred - fight beacon bloat. Derterime how to send more data with multiple frames and or elements). 
	Non-trivial Technical Changes


Proposed Resolution:  Reject

See response to CID 3017
	678
	57
	7.3.2.22.6
	Table 31b, Group identity requested = 13, the definition of dot11PSMPSuccessCountCounter32 and dot11PSMPFailureCountCounter32 is not clear is the allocated UTT is used partially
	Add text in the draft to clarify how the counters are updated if the allocated UTTs are used partially. Instead of success or failure counters add a new fields to the report 1) UTT period allocated 2) UTT period used
	Non-trivial Technical Changes


Proposed Resolution:  Counter (Accept in principle)

Change 7.3.22.8 table 7-31b (D2.05) as follows:

	13
	STA Counters from dot11CountersGroup3 (BlockAckReq, Channel

Width, PSMP) (#2095):

dot11ImplicitBARFailureCountCounter32,

dot11ExplicitBARFailureCountCounter32,

dot11ChannelWidthSwitchCountCounter32,

dot11TwentyMHzFrameTransmittedCountCounter32,

dot11FortyMHzFrameTransmittedCountCounter32,

dot11TwentyMHzFrameReceivedCountCounter32,

dot11FortyMHzFrameReceivedCountCounter32,

dot11PSMPUTTGrantDurationCounter32,

dot11PSMPUTTUsedDurationCounter32


Change Annex D as follows:

Dot11CountersEntry ::=

SEQUENCE {

… ,

dot11FortyMHzFrameReceivedCount Counter32,

dot11PSMPUTTGrantDuration Counter32,

dot11PSMPUTTUsedDuration Counter32,

dot11GrantedRDGUsedCount Counter32,

…

dot11PSMPUTTGrantDuration OBJECT-TYPE

SYNTAX Counter32

MAX-ACCESS read-only

STATUS current

DESCRIPTION

"
 This counter contains the cumulative duration of PSMP-UTT granted to the STA, in units of 4μs."

::= { dot11CountersEntry 43 }

dot11PSMPUTTUsedDuration OBJECT-TYPE

SYNTAX Counter32

MAX-ACCESS read-only

STATUS current

DESCRIPTION

"
.This counter contains the cumulative duration of transmission by the STA during its allocated PSMP-UTT."

::= { dot11CountersEntry 44 }
dot11CountersGroup3 OBJECT-GROUP

OBJECTS {

dot11TransmittedFragmentCount,

…

dot11FortyMHzFrameReceivedCount,

dot11PSMPUTTGrantDuration,

dot11PSMPUTTUsedDuration,

dot11GrantedRDGUsedCount,

…

dot11RTSLSIGSuccessCount,

dot11RTSLSIGFailureCount }

STATUS current

DESCRIPTION

"Attributes from the dot11CountersGroup that are not described

in the dot11MACStatistics group. These objects are mandatory."

::= { dot11Groups 47 }
	296
	58.06
	7.3.2.25.1
	"shall not use…" is overly restricted as a standard can not enforce vendors implementation and enhancements.
	Rather than restrict, state what is mandatory. Change this sentence to read "An HT STA shall use CCMP as the pairwise and group cipher suites."
	Non-trivial Technical Changes


Proposed Resolution:  Reject

The constraint referenced by the commenter has been considered a number of times during the life of TGn, and each time it has been affirmed.
The logic is thus:

· Support for TKIP within an A-MPDU is problematical.  The interval between A-MPDUs is potentially short and the startup time of the TKIP decryption is long (due mainly to the multiple rounds of RC4 initialization, which are difficult to perform in parallel).

· TKIP was explicitly a transitional cyphersuite, intended as a stop-gap to improve security over and above WEP using “legacy hardware”.  An HT STA will not be “legacy hardware”.
· An RSN STA that supports TKIP must also support CCMP

· CCMP is more secure than TKIP and does not suffer from the same initialization delays
These points bring us to the conclusion that there is no perceived downside from limiting the use of TKIP between HT STA and no benefit from allowing it.

	2097
	58.1
	7.3.2.27
	Why is the HT Information Exchange Support in the Extended Capabilities element? Presumably to allow non-HT STA to send the HT Information Exchange frame. Where are the rules defined for a non-HT STA sending this frame?
	Add a new subclause that indicates how a non-HT STA can use the HT Information Exchange. Review the rules related to the transmission of an HT Information Exchange element and call out explicitly any exceptions that cannot be supported by a non-HT STA.
	Non-trivial Technical Changes


Proposed Resolution:  Counter

The frame has been renamed in D2.06 (See resolution of CID 75) so that is it now clear that this frame is not HT-specific.   None of the procedures in subclause 11.17 (D2.06) are specific to HT,  so their use by explicitly non-HT STA does not need to be described.
	1876
	67
	7.3.2.49.5
	The meaning of the MCS field, when value is set to 3, is not clear. Does a value of 3 mean that a station can provide all the allowed feedback policies (i.e. immediate, delayed and unsolicited)? MCS field should be used to facilitate the requesting station to predict the response timing.
	Suggest to change the meaning of this field in order to facilitate the requesting station to predict the response timing. Use value 1 of the MCS Feedback field (which is now reserved) if the station supports Immediate MCS feedback, use value 2 for Delayed/Unsolicited and value 3 if all MCS feedback policies are supported. 


Discussion:
The current purpose of this field is to determine between two peers whether MRQ may be sent, and whether MFB will be generated.

If we bring timing of MRQ/MFB into the mix we end up with the following combinations:

· No support

· Unsolicited only

· Delayed only

· Immediate

· Delayed + unsolicited

· Immediate + unsolicited

Can we usefully compress these into 2 bits?  The commenter’s suggestion is:

· No support

· Unsolicited only

· Immediate

· Unsolicited + delayed or immediate

Which has no representation for delayed only.

Proposed Resolution:  Reject
When timing of response is brought into this enumeration,   there are six significant states (no support, unsolicited only, delayed only, immediate, delayed+unsolicited, immediate+unsolicited).   The proposal merges two of these states and omits the “delayed only” state.   It is not possible to maintain the original purpose of this field (which is to allow two peers to determine whether MRQ may be sent and whether MFB will be generated) and also indicate the timing of the response without expanding the field.
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