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Resolutions
	CID
	Page
	Clause
	Comment
	Proposed Change

	291
	8.65
	6.1.2
	This section should be updated to reflect text from 802.11ma D9.0.
	In the comment.


Discussion:  

The word “WEP” does not exist in the baseline and needs to be removed from our draft.  There’s also some missing underlining of inserted text, highted below.

Proposed Resolution:

Accept in principle.  Make the changes in document 11-07/xxxxrn.

Edits
Change 6.1.2 as follows:

Security services in IEEE 802.11 are provided by the authentication service and the TKIP, and CCMP mechanisms. The scope of the security services provided is limited to station-to-station data exchange. The data confidentiality service offered by an IEEE 802.11 TKIP implementation is the protection of the MSDU and by an IEEE 802.11 CCMP implementation is the protection of the MSDU or A-MSDU. For the purposes of this standard, TKIP and CCMP are viewed as logical services located within the MAC sublayer as shown in the reference model, Figure 10 (in 5.7). Actual implementations of the TKIP and CCMP services are transparent to the LLC and other layers above the MAC sublayer.
	1124
	95.37
	9.1.5
	This sentence is six lines long. It is totally unintelligible
	Reword, preferrably as several shorter sentences


	3353
	95.39
	9.1.5
	This sentence mentions "after" MAC header and FCS, but shouldn't this include expansion due to encryption. Or, is this somehow implied?
	Clarify if "after" MAC header and FCS are added => that the expansion due to encryption is covered. Make language similar to description in dot11FragmentationThreshold


Proposed Resolution:

Counter.  Make changes as indicated in 11-07/xxxxrn.

Text in D2.02 (for reference)
When an individually addressed MSDU is received from the LLC, or a number of MSDUs are aggregated to produce a directed A-MSDU or an individually addressed MMPDU is received from the MLME that would result in a length greater than dot11FragmentationThreshold when after the MAC header and FCS are added, the MSDU, A-MSDU or MMPDU shall be fragmented, unless as described above if the MSDU or A-MSDU is transmitted under an HT-immediate or HT-delayed BlockAck agreement, or is to be included in an A-MPDU.

Discussion:

The proposed edits below address both comments. The MIB definition repeats itself – hence the strikeout, which looses no normative behaviour.
Edits

TGn Editor:  replace the referenced sentence with the following:
Except as described below, when an individually addressed MSDU is received from the LLC, or a number of MSDUs are aggregated to produce an individually addressed A-MSDU, or an individually addressed MMPDU is received from the MLME that would result in an MPDU of length greater than dot11FragmentationThreshold when after any encryption and the MAC header and FCS are added,; the MSDU , A-MSDU or MMPDU shall be fragmented. The exception applies when an MSDU or A-MSDU is transmitted using an HT-immediate or HT-delayed Block Ack agreement, or when the MSDU, A-MSDU or MMPDU is carried in an A-MPDU, in which case the MSDU, A-MSDU or MMPDU is transmitted without fragmentation.
TGn Editor:  change the edits shown in Annex D for dot11FragmentationThreshold as follows:

Change the entry for dot11FragmentationThreshold as follows:

Change the entry for dot11FragmentationThreshold as follows:
dot11FragmentationThreshold OBJECT-TYPE

SYNTAX INTEGER (256..23408000)


MAX-ACCESS read-write


STATUS current


DESCRIPTION



"This attribute shall specify the current maximum size, in octets, of the MPDU PSDU that may be delivered to the PHY. This maximum size does not apply when an MSDU or A-MSDU is transmitted using an HT-immediate or HT-delayed Block Ack agreement, or when an MSDU, A-MSDU or MMPDU is carried in an A-MPDU. Except as described above, an MSDU, A-MSDU or MMPDU shall be fragmented when the resulting frame has an individual address in the Address1 field, and the length of the frame is larger than this threshold. The default value for this attribute shall be the lesser of 3000 8000 or the aMPDUMaxLength or the aPSDUMaxLength of the attached PHY and shall never exceed the lesser of 3000 8000 or the aMPDUMaxLength or the aPSDUMaxLength of the attached PHY. The value of this attribute shall never be less than 256."


::= { dot11OperationEntry 5 }

	3298
	98.15
	9.2.5.4
	Does HT information element need to be made more specific? In fact, there is no mention of the element at the beginning of the paragraph.
	Qualify "HT information element" with something along the line of "HT Information element that was received from the AP with which the STA has an active association." And make parallel language at the beginning of the paragraph.


Proposed Resolution:

Accept in principle.  Make the changes in document 11-07/xxxxrn.

Edits

TGn Editor:  Change 9.2.5.4 as follows:
Dual CTS Protection is required by the AP of a BSS (as indicated by the Dual CTS Protection field of the HT Information element most recently transmitted by that AP),
	1542
	133.23
	9.13.5.4
	HT-SIG Duration is not defined, and the definition seems to be wrong.
	Revise the paragraph starting in line 19 of page 133 to the following; "An HT STA that asserted the L-SIG TXOP Protection Support field upon association that receives an L-SIG　protected PPDU containing valid L-SIG Parity and HT-SIG CRC fields and that contains no valid MPDU from which a Duration/ID value can be determined shall, at the end of the PPDU, update its NAV to a value equal to; L-SIG duration - (TXTIME - (aPreambleLength+aPLCPHeaderLength)) Where TXTIME is the time required to send the entire PPDU. This NAV update operation takes place at the termination of the time/length value represented in the HT-SIG field.


Proposed Resolution:

Accept in principle.  Make the changes in document 11-07/xxxxrn.

Discussion:

The proposed change improves the text.  However,  it does not fully decouple the MAC from hidden knowledge in the PHY.   It needs to be broadened to relate only to the PHY-SAP.
Current Text (D2.02):

An HT STA that asserted the L-SIG TXOP Protection Support field upon association that receives an L-SIG protected PPDU containing valid L-SIG Parity and HT-SIG CRC fields and that contains no valid MPDU from which a Duration/ID value can be determined shall, at the end of the PPDU, update its NAV to a value equal to L-SIG duration - HT-SIG duration.This NAV update operation takes place at the termination of the time/length value represented in the HT-SIG field.
Edits:

An HT STA that asserted the L-SIG TXOP Protection Support field upon association that receives an L-SIG protected PPDU containing valid L-SIG Parity and HT-SIG CRC fields and that contains no valid MPDU from which a Duration/ID value can be determined shall, at the end of the PPDU, update its NAV to a value equal to L-SIG duration -(TXTIME - (aPreambleLength+aPLCPHeaderLength)), where TXTIME is the time required to send the entire PPDU. This NAV update operation takes place at the termination of the time/length value represented in the HT-SIG field.

	CID
	Page
	Clause
	Comment
	Proposed Change

	163
	137.38
	9.14.3
	What happens if the RD grantee wants to perform a Beamforming exchange using RTS/CTS? When it sends an RTS to the grantor, a CTS is required and that is “an immediate response”. Similarly for MIMO PS. The RD grantee may want to send an RTS to the grantor to turn on multiple receive channels. There should be an exception to use RTS/CTS to allow the above. Using Data/ACK to do the above will not work, because the moment the ACK is returned, the TXOP goes back to the grantor.
	Add such an exception allowing a CTS transmission as an exception.


Proposed Resolution:

Counter.   
The RD grantee can initiate beamforming training using any +HTC frame that is allowed inside an RD sequence (e.g, QoS Data, BA or BAR frame).   There are no rules that allow it to transmit an RTS.
There are no rules in D2.0 that require a TXOP holder to continue to transmit RD grants.   This is addressed by the following addition.

TGn Editor:  In D2.03,  at the end of 9.14.3 (Rules for the initiator),  add the following new paragraph:

“A TXOP holder that delivered an RD grant to a STA in the current TXOP should deliver an RD grant to the same STA, provided that there is time in the current TXOP, if any of the following conditions are true:
· The TXOP holder is transmitting a BA and there were one or more failed MPDUs in the last RD response burst (as indicated by MPDU FCS or A-MPDU Delimiter CRC failures).

· The RD responder transmitted a +HTC frame with TRQ set to 1 in the last RD response burst and, if NDP sounding is used, the NDP transmission is complete.
No objection to previous addition,  but not yet a complete resolution.
TBD:  statement of which frames can be transmitted by responder.
	CID
	Page
	Clause
	Comment
	Proposed Change

	451
	8.03
	6.1.2
	The following sentence is not able to be parsed by this reader: "The data confidentiality service offered by an IEEE 802.11 TKIP implementation is the protection of the MSDU and by an IEEE 802.11 CCMP implementation is the protection of the MSDU or A-MSDU."
	Delete the sentence.


Discussion:

A service is provided at the service access point.   It can only be related to the parameters of the service.  So while CCMP encrypts A-MSDUs,  the service it is providing is the transport of encrypted MSDUs,  regardless of whether they are aggregated or not.

So the amendment in TGn 6.1.2 is incorrect, as well as causing this comment parsing problems.   It can be removed.

Proposed Resolution:  
Counter:  delete subclause 6.1.2 in its entirety from our amendment (i.e.,  leaves the baseline material untouched).




Abstract


Contains a proposed resolution for LB97 comments, 163, 291, 1124, 3353, 3298, 1542,  which are assigned to the author. 
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