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1.  Overview

WAVE introduces enhancements to 802.11 in order to support:

a)  Extremely short latency, measured in tens of milliseconds

b)  Long range, up to 1000 meters (while still supporting short ranges of a few meters)

c)  Very mobile devices, with speeds while operating of up to 200 km/h.

d)  Extreme multipath, such as what is encountered by STA mounted on a car traveling on a highway alongside other cars and trucks traveling by large buildings and bridges.

The goal of WAVE is to provide seamless, interoperable services to transportation. These services include those recognized by the US National Intelligent Transportation Systems (ITS) Architecture and many others contemplated by the automotive and transportation infrastructure industries. These services include vehicle- to-roadside as well as vehicle-to-vehicle communications. A critical aspect of many of the applications that will use WAVE are that they are used for safety applicaitons such as vehicle collision avoidance. These applications have safety-of-life impacts and thus have different quality of service needs than typical 802.11 uses wherein loss of service or communications delays may cause user frustration, but do not threaten the user’s life. This is the basis for the US FCC allocating a licensed band at 5.9 Ghz for WAVE operations.

To provide complete interoperability at the application level requires standardization of the entire communications stack, not just of the lowest layers of the MAC and PHY as defined in 802.11. Those layers above the PHY and MAC, outside the scope of 802.11 and are mentioned here only to provide a complete description of WAVE and how 11p fits into this larger picture. While these upper layers are part of the overall WAVE architecture, there is no intent to limit 11p operation to the use of these higher layers. As intended by the OSI model, the 11p specifications may be implemented by different higher layers, such as any other uses of 802.11 that have comparable requirements for these layers.

2.  Operational considerations

WAVE was developed as a concept after reviewing the various applications of interest and how these appli​cations would impact the specifications (e.g. requirements were defined based on the anticipated end usage). There were over a hundred applications examined ranging from varous forms of collision avoidance tech​niques to entertainment. Most of these applications demanded communications capabilities that could not be met with existing technologies. (See 11-05-0445-00-000p-TGp Overview.ppt.) IEEE 802.11a was identified as the technology that most closely met all requirements and after a test and analysis effort, it was selected as the basis for WAVE.

A common characteristic of WAVE systems is that the communications are highly directional, such as com​municating exclusively with cars traveling on a given section of road traveling in a given direction (picture an antenna mounted on an overpass or gantry looking down on a given stretch of highway). The STA mounted beside or above the roadway is called the Road-Side-Unit (RSU) and the STA mounted onboard the vehicle is called the On-Board-Unit (OBU) as shown in Figure  . Area-wide approaches cannot provide this capability. An example of usage is in toll collection, where it is necessary to limit the communication zone (with an antenna mounted above the road aimed downward) to an area less than the size of a single car so as to limit the potential number of vehicles that are in the zone and to assist in assuring that evey car is charged, but charged only once (details of how this is done is beyond the scope of this discussion). This also leads to the most dramatic change from conventional 802.11 systems, which is the need for extremely short latency. Consider the case of the toll collection, wherein the entire communication zone is approximately the size of an average car. The system must accurately collect the tolls under all possible operational scenarios, including when a car is traveling at excessive speed. The toll collection may be occuring in an open road manner (no toll booths) and the cars may be traveling at speeds of 200 kpm. Without doing the math, it is obvious that we have to consiser cases where the car is in the zone for something on the order of 100 milli​seconds. The complete transaction has to include association (or its equivalent) and the exchange of multiple data packets in each direction in less than 100 ms. Typically, an 802.11 association is measured in seconds, not milliseconds, so some new “fast association” capability is required. This has lead to the development of an alternative to the traditional usage of a beacon to initiate an association leading to a BSS.
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Figure 1— Relationship between roadside and on-board STAs.

Additional information summarizing various operational scenarios and how they impact WAVE require​ments was presented in document 11-04-0121-00-wave-wave-background-information.ppt.frm. 

The PHY needs of WAVE are mostly satisfied by 802.11a. Considerable simulation and testing was per​formed to verify this abilty and to identify the “fine tuning” that was still necessary to obtain the desired relibility and QoS. The following presentations/reports have been provided to the 802.11 WG in an attempt to clarify what worked “as is” and what needed modification.

11-04-0142-00-wave-wave-high-speed-testing.ppt.frm

11-04-0143-00-wave-wave-adjacent-channel-rejection.ppt.frm

11-04-0141-00-wave-wave-vehicle-to-vehicle-channel-modeling.ppt.frm

11-04-0134-01-wave-overview-previous-analysis-wave.ppt.frm

11-04-0597-00-wave-11-04-476r0.doc

11-05-0217-00-000p-wavereceivedsignalstrength.ppt

11-05-0216-00-000p-wavereceivedsignalstrength.ppt

11-05-0446-00-000p-WAVE Operational Concepts.ppt

11-05-0754-03-000p-wrss-presentation.ppt

11-05-1178-00-000p-WAVEChanModel.doc

11-05-1176-00-000p-WAVE Motion Related Channel Model.ppt

11-06-0762-00-000p-wrss-recommendations.ppt

11-06-1017-02-000p-wave-motion-related-channel-model-development.ppt

11-06-1534-00-000p-congestion-control-in-ieee-802-11p.ppt

11-06-1724-01-000p-WAVE Channel Model.doc

11-06-1827-01-000p-wave-channel-model-information.doc

11-06-1825-01-000p-regulatory-measurement-language-change.doc

11-06-1796-02-000p-wording-change-spectral-mask-measurements.doc

11-07-0449-00-000p-gatech-discussion-points.ppt

11-07-0385-00-000p-coexistence-10-mhz-and-20-mhz-channels-in-wave.doc

In addition to these 802.11 submissions, there are a number of other reports and presentations that are behind these, many of which were presented in the IEEE 1609 Working Group which is responsible for the layers above the MAC and thus not provided within the 802.11 WG.

2.  General description (informative)

WAVE provides a communication protocol stack optimized for the vehicular environment, employing both customized and general-purpose elements.  The components of the system, as defined in standards, are shown in .  

Within this document, this introduction provides an overview of the WAVE system architecture and opera​tions.  WAVE components, along with an identification of defining specifications, are illustrated in  and described below.  The architectural components, including Networking Services, lower layers, upper layers, and radio service security, are introduced in Subclause .  In Subclause , the different communications methods and device types supported by the system are described.  Subclause  describes how the system operates in performing specific functions.    
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Figure 2— WAVE standards 

IEEE Std 1609.1™ 2006 describe the services and interfaces, including security and privacy protection mechanisms, associated with the DSRC Resource Manager operating at 5.9GHz .

IEEE Std 1609.2™ 2006:
a)  secure message formats and processing of secure messages, within the DSRC/WAVE system

b)  methods for securing WAVE management messages and application messages, with the exception of anonymity-preserving vehicle safety messages

c)  administrative functions necessary to support the core security function

IEEE Std 1609.3™ 2006 defines services, operating at the network and transport layers, in support of wire​less connectivity among vehicle-based devices, and between fixed roadside devices and vehicle-based devices using the 5.9 GHz WAVE mode. This includes the management of the WAVE BSS (WBSS).

IEEE Std 1609.4™ 2006 describes multi-channel wireless radio operations, that uses the IEEE 802.11p, WAVE mode, medium access control and physical layers, including the operation of control channel and service channel interval timers, parameters for priority access, channel switching and routing, management services, and primitives designed for multi-channel operations.

1.1  WAVE system attributes

This subclause describes important aspects of the WAVE system, which may be used as a base for better understanding the material in subsequent clauses.

1.1.1  Channel types

For the purposes of this standard, WAVE distinguishes between two classes of radio channel: a single con​trol channel (CCH), and multiple service channels (SCH). By default, WAVE devices operate on the control channel, which is reserved for short, high priority, application and system control messages. Service channel visits are arranged between devices via a WBSS in support of general-purpose application data transfers.  See IEEE Std 1609.4™-2006 for more information.

1.1.1  Communication protocols

WAVE provides two protocol stacks: standard Internet Protocol (IPv6) and the unique WAVE Short Mes​sage Protocol (WSMP) designed for optimized operation in the WAVE environment. WAVE short mes​sages (WSMs) may be sent on any channel. IP traffic is allowed only on SCHs. In addition to these traffic types, system management frames are sent on the CCH as described in IEEE Std 1609.4™-2006.

WSMP allows applications to directly control physical characteristics, e.g., channel number and transmitter power, used in transmitting the messages. A sending application must also provide the MAC address of the destination device, including the possibility of a broadcast address.  WSMs are delivered to the correct appli​cation at a destination based on Provider Service Identifier (PSID) (essentially the Application Service Access Point) which is a globally unique value managed by the IEEE Registration Authority. The PSID is used not only for internal routing with a device, but also so that devices entering a new communication zone can very rapidly (using only the data contained within an announcement message) know if there is a peer application of interest present. WSMs are designed to consume minimal channel capacity, so are allowed on both the CCH and SCHs.  

1.1.1  Communication service types

Applications may choose to send their traffic in the context of a WAVE BSS (WBSS), or not. If they do not employ a WBSS, their communication options are limited to WSMs sent on the CCH. Participating on a WBSS allows applications to use either WSM or IP traffic on the SCH associated with that WBSS.  Partici​pating devices periodically visit the designated SCH in order to exchange data.

A WBSS is established to support traffic to/from specific applications, and its presence announced for other devices with compatible applications to join. A persistent WBSS is announced periodically, and could be used to support an ongoing service of indefinite duration, such as general Internet access.  A non-persistent WBSS is announced only on WBSS initiation, and might be used to support a WBSS with limited duration. 

Operation on one WBSS consumes the resources of one device PHY.  More on the use of WBSS in WAVE is found in IEEE Std 1609.4™-2006.  

1.1.1  Device WBSS roles

Devices may take the role of either provider or user on a given WBSS; this is determined by the role chosen by the application operating through the device.  The provider device generates the announcements that inform other devices of the existence of the WBSS, and the presence of the associated application service(s).  The user role is assumed by any devices that join the WBSS based on receipt of the announcement. A device may change roles as it participates on different WBSSs over time. The terms provider and user do not imply any particular behavior of the applications once the WBSS is initiated or joined.

1.1.1  Priorities

The concept of priority is used in multiple ways. Applications have an application priority level, which is used by Networking Services to help decide which applications have first access to the communication ser​vices, e.g., which application's WBSS to announce/join in case of a conflict. In addition, the lower layers use a separate MAC transmission priority to prioritize packets for transmission on the medium.  IP packets are assigned the MAC priority associated with the traffic class of the generating application. The MAC priority for WSM packets is assigned by the generating application on a packet by packet basis. Any relationship between application and transmission values is within the application, and outside the scope of this standard.  See IEEE Std 1609.4™-2006 for more on MAC transmission priority. 

1.1.1  Channel coordination

WAVE channels are coordinated based on sync intervals that are synchronized using a common system time base preferably generated by a global time reference (e.g., UTC/GPS).  A sync interval is composed of a CCH interval followed by an SCH interval.  During the CCH interval, all devices monitor the CCH.  Devices participating in a WBSS will utilize the SCH designated for that WBSS during the SCH interval.  See IEEE Std 1609.4™-2006 for more information. 

1.1.1.1  WBSS initiation

This subclause provides a description of WBSS initiation from the application perspective, and ignores some of the detailed processing at lower layers, such as addressing, security credentials, and time synchroni​zation verification.  A WBSS is triggered by a provider application via a request to the WAVE Management Entity (WME, defined in IEEE Std 1609.3™-2007) using WME-Application.request. The request specifies the persistence, the MAC address (which may be unicast or broadcast) of the intended recipient devices(s), the number of announcement repetitions, and the SCH to be used.  (Optionally, it may direct the WME to choose the "best available" SCH.) These WBSS parameters are transmitted in a WAVE Announcement, in the Provider Service Table component of the WAVE Service Information Element (WSIE). See IEEE Std 1609.3™-2007 for more information. 

On receipt of an announcement, the receiving WME checks whether a provider application, defined by the PSID in the announcement, is of interest to any locally registered user applications. When a match is found (and assuming the WME's check of credentials, priority, etc., are satisfied), the WME will take one of two actions, depending again on an application registration parameter.  In the simple case, the WME will gener​ate the necessary MAC primitives to cause the local device to join the WBSS, i.e., to tune to the correct SCH at the correct time, and to set any other lower layer configuration appropriately to support the communica​tions.  Alternately, if the application has chosen, it must confirm the joining of the WBSS.  This gives the user application an additional level of control, for example allowing it to decline to participate in a service if it has recently accomplished any objectives it might have on that WBSS.  Upon decision to join, the WME sends a notification to the local application.  

The announcement is the only WAVE message sent over-the-air when setting up a WBSS; there is no lower- layer over-the-air coordination used to confirm the WBSS initiation. 
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Abstract


This is proposed as the introduction to 11p to counter the concerns/comments about the reasons for the WAVE changes to 802.11, why WAVE is different than normal 802.11 usage.











