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Introduction

This document proposes changes relating to the association procedure and event log report procedure in IEEE 802.11 TGv draft document [1]. 
Proposals
Problem:

Currently, TGv draft document allows STA to acquire FBMS service only after FBMS Request/Response frame exchange or reassociation request/response frame exchange, following association request/response frame exchange. However, a STA may request membership to a multicast group or indicate that it wishes to use the FBMS service using the Association request frames. This allows non-AP STA to skip FBMS Request/Response message exchange. Therefore, Association Request frame may contain FBMS Request information element and Association Response frame may contain FBMS Response information element, to improve FBMS capability further.
In addition, in Section 11.15.7, it is stated that 
“The STA includes the FBMS Request information element in the (re) association request frames to indicate that it wishes to use the FBMS service, including use of a higher multicast rate. The AP selects the multicast rate to use with the STA and indicates the rate and multicast address in the FBMS Reponse information element in the (re) association response frame.” in line 37. 
However, there is no FBMS Request information as shown in “Table 10 – Association Request frame body” in section 7.2.3.4, while there is FBMS Request information in “Table 12 – Reassociation Request frame body “ in section 7.2.3.6.
Table 10—Association Request frame body

	Order
	Information
	Notes

	10
	Wireless Network Management Capability
	Wireless Network Management Capability is present if dot11WirelessManagementImplemented is true.

	11
	Supported Regulatory Classes
	Supported Regulatory Classes Capability is present if dot11WirelessManagementImplemented is true.


NOTE— last entry in 11ma-D5.1 has order 9.
Remedy: 
We propose following changes including inserting a new row into table 10 and 11 as shown below:
[Make the following changes to 7.2.3.4]
7.2.3.4 Association Request frame format

[Make the following changes to Table 10]

Table 10—Association Request frame body

	Order
	Information
	Notes

	10
	Wireless Network Management Capability
	Wireless Network Management Capability is present if dot11WirelessManagementImplemented is true.

	11
	FBMS Request 
	FBMS Request may be present if dot11WirelessManagementImplemented is true and FBMS bit in the Wireless Network Management Capability is set to 1.

	12
	Supported Regulatory Classes
	Supported Regulatory Classes Capability is present if dot11WirelessManagementImplemented is true.


[Make the following changes to 7.2.3.5]
7.2.3.5 Association Response frame format

[Make the following changes to Table 11]
Table 11—Association Response frame body

	Order
	Information
	Notes

	8
	Wireless Network Management Capability
	Wireless Network Management Capability is present if dot11WirelessManagementImplemented is true.

	9
	FBMS Response
	FBMS Response may be present if dot11WirelessManagementImplemented is true and FBMS bit in the Wireless Network Management Capability is set to 1 and FBMS Request is present in corresponding Association Request frame.

	10
	Supported Regulatory Classes
	Supported Regulatory Classes Capability is present if dot11WirelessManagementImplemented is true.


[Modify a clause in Section 9.2.7.1 as indicated below.]
9.2.7.1 FBMS operation

The non-AP STA that wishes to use the FBMS shall send a FBMS Request or (Re)association Request with all FBMS elements for which it wants to subscribe. This is a declaration of all streams in which the STA is interested. For each stream, the STA proposes a delivery interval for the requested FBMS element. The AP can adopt the proposed delivery interval or provide an alternate delivery interval for the stream. The FBMS delivery interval is always an integer multiple of the DTIM Beacon period. If the AP denies the usage of FBMS for a particular traffic stream, normal broadcast and multicast transmission rules apply.

[Modify Section 10.3.6 as indicated below.]
10.3.6 Associate

10.3.6.1 MLME-ASSOCIATE.request

10.3.6.1.2 Semantics of the service primitive

[Change the primitive parameter list as shown:]
MLME-ASSOCIATE.request
(
PeerSTAAddress,
AssociateFailureTimeout,
CapabilityInformation,
ListenInterval,
Supported Channels,
RSN,
QoSCapability,
WirelessManagementCapabilities, 
FBMSRequest,
SupportedRegulatoryClasses
)

[Insert the following row after the WirelessManagementCapabilities of the parameter table:]
	Name
	Type
	Valid Range
	Description

	WirelessManagementCapabilities
	As defined in the Wireless Network Management Capabilities element
	As defined in the Wireless Network Management Capabilities element
	Specifies the Wireless Network Management capabilities of the non-AP STA. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true.

	FBMSRequest
	As defined in FBMS Request element
	As defined in FBMS Request element
	Specifies the proposed service parameters for the FBMS. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true and FBMS bit in the Wireless Network Management Capability is set to 1.

	SupportedRegulatoryClasses
	As defined in the Supported Regulatory Classes element
	As defined in the Supported Regulatory Classes element
	Specifies the supported Regulatory Classes capabilities of the non-AP STA. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true.


10.3.7.2 MLME-ASSOCIATE.confirm

10.3.7.2.2 Semantics of the service primitive
[Change the primitive parameter list as shown:]
MLME-ASSOCIATE.confirm                              (
ResultCode,
CapabilityInformation,
AssociationID,
SupportedRates,
EDCAParameterSet,
WirelessManagementCapabilities, 
FBMSResponse,
SupportedRegulatoryClasses
)

[Insert the following rowafter  the WirelessManagementCapabilities in the parameter table:]
	Name
	Type
	Valid Range
	Description

	WirelessManagementCapabilities
	As defined in the Wireless Network Management Capabilities element
	As defined in the Wireless Network Management Capabilities element
	Specifies the Wireless Network Management capabilities of the AP. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true.

	FBMSResponse
	As defined in FBMS Response element
	As defined in FBMS Response element
	Specifies service parameters for the FBMS. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true and FBMS bit in the Wireless Network Management Capability is set to 1 and FBMS Request is present in corresponding Association Request frame.

	SupportedRegulatoryClasses
	As defined in the Supported Regulatory Classes element
	As defined in the Supported Regulatory Classes element
	Specifies the supported Regulatory Classes capabilities of the non-AP STA. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true.


10.3.7.3 MLME-ASSOCIATE.indication

10.3.7.3.2 Semantics of the service primitive

[Change the primitive parameter list as shown:]
MLME-ASSOCIATE.indication
(
PeerSTAAddress,
CapabilityInformation,
ListenInterval,
SSID,
Supported Rates,
RSN,
QoSCapability,
WirelessManagementCapabilities, 
FBMSRequest,
SupportedRegulatoryClasses
)

[Insert the following rowafter  the WirelessManagementCapabilities in the parameter table:]
	Name
	Type
	Valid Range
	Description

	WirelessManagementCapabilities
	As defined in the Wireless Network Management Capabilities element
	As defined in the Wireless Network Management Capabilities element
	Indicates the Wireless Network Management capabilities of the non-AP STA. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true.

	FBMSRequest
	As defined in FBMS Request element
	As defined in FBMS Request element
	Specifies the proposed service parameters for the FBMS. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true and FBMS bit in the Wireless Network Management Capability is set to 1.

	SupportedRegulatoryClasses
	As defined in the Supported Regulatory Classes element
	As defined in the Supported Regulatory Classes element
	Specifies the supported Regulatory Classes capabilities of the non-AP STA. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true.


10.3.7.4 MLME-ASSOCIATE.response

10.3.7.4.2 Semantics of the service primitive

[Change the primitive parameter list as shown:]
MLME-ASSOCIATE.response
(
PeerSTAAddress,
ResultCode,
CapabilityInformation,
AssociationID,
WirelessManagementCapabilities, 
FBMSResponse,
SupportedRegulatoryClasses
)

[Insert the following row at the end of the parameter table:]
	Name
	Type
	Valid Range
	Description

	WirelessManagementCapabilities
	As defined in the Wireless Network Management Capabilities element
	As defined in the Wireless Network Management Capabilities element
	Indicates the Wireless Network Management capabilities of the AP. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true.

	FBMSResponse
	As defined in FBMS Response element 
	As defined in FBMS Response element 
	Specifies service parameters for the FBMS. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true and FBMS bit in the Wireless Network Management Capability is set to 1 and FBMS Request is present in corresponding Association Request frame.

	SupportedRegulatoryClasses
	As defined in the Supported Regulatory Classes element
	As defined in the Supported Regulatory Classes element
	Indicates the supported Regulatory Classes capabilities of the AP. This parameter shall only be present if the MIB attribute dot11WirelessManagementImplemented is true.


[Modify clauses in Section 11.2.1.5 as indicated below.]
11.2.1.5 FBMS power management

Using the FBMS it is possible to create different delivery intervals for different FBMS streams. 

The delivery interval for a FBMS stream is created by using the FBMS Request and Response frames or by using (Re)association Request and Response frames. A non-AP STA wishing to use FBMS can propose an delivery interval to the AP for FBMS streams. FBMS delivery interval can be multiple of DTIM periods. The AP shall make the selection of the FBMS delivery interval and shall indicate it by using the FBMS Response or (Re)association Response frame.

The APs shall send an AID 0 Info element in each Beacon frame containing the bit for AID 0 set to 1 if there is one or more FBMS set up. The AID 0 Info contains information about to which broadcast and/or multicast groups the buffered frames in the AP belongs to. 

Comments
[The following modification of text is necessary in Section 11.15.2.4 and 11.15.2.5.]
11.15.2.4 Peer-to-Peer Link Event Log Report

The purpose of the Peer-to-Peer Link Event Log report is to provide the AP with a historical view of the previous peer to peer connectivity.
11.15.2.5 Syslog Event Log Report

The purpose of the Syslog Event Log report is to provide the AP with a vendor specific event log or  “human” readable log for a given client STA.
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