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Background of proposal in this submission

This submission is aimed to provide a suggested resolution to the remaining comments on subclause 9.13.4 “L-SIG TXOP Protection”.
The list of the comments addressed is attached below.

	CID
	Comment
	Proposed change

	869
	It would be really helpful if this clause referenced clause 20.3.3.2.1.4 where the L-SIG field is defined, especially since the title of clause 20.3.3.2.1.4 does contain the word L-SIG.  Also, a brief explanation of how the L-SIG field is used by the MAC 
	Insert sentence "The L-SIG field is included in Legacy and Mixed Mode PLCP frame headers, and is defined in clause 20.3.3.2.1.4".  Also insert text providing a brief explanation how and when L-SIG TXOP protection is used instead of the MAC header duration

	870
	This clause needs a figure, simiar to figure n35
	Insert figure.

	3837
	In practice, many existing implementations do not hold their CCA busy if their NAV is not set, and hence it is not clear if the mechanism is useful at all. If something needs to be protected use protection using non-HT rates. If it is in 2.4 GHz and there are DS/CCK stations then a CTS-to-self is sent (in practice anyway). For OFDM PHYs, a CTS-to-self has about the same effect and the overhead incurred is only about 40 microseconds (and if you are worried about this overhead, you could be using GF preamble).
	Remove the mechanism

	3843
	This paragraph is very illuminating - why bother putting this stuff anyway?

"L-SIG TXOP Protection should not be used and the Implementers of L-SIG TXOP Protection are advised to include a NAV based fallback mechanism, if it is determined that the mechanism fails to effectively suppress non-HT transmissions. How this is determined is outside the scope of this document".
	Delete the mechanism – please force the producers to think that they should implement another questionable mechanisms. We have way too many as is in the standard.

	8277
	Receiving an L-SIG with a false positive parity error will occur more frequently when the distance to the transmitter increases, i.e. particularly in overlapping BSSs. To avoid erroneous NAV settings and associated jitter inside remote BSSs, a rule should
	After line 11, add that "L-SIG TXOP protection shall not be used when an overlapping BSS is detected".

	6783
	When using L-SIG TXOP Protection, MCS of the RTS should be selected from one of the MCS in Basic MCS Set.
	Add;
"When using L-SIG TXOP Protection, MCS of the RTS should be selected from one of the MCS in Basic MCS Set."

	6784
	RTS_frame, RTS_MM_Preamble_Length, Non-HT_Preamble_Length are undefined
	replace line 14 through 16 with the following;

"Under L-SIG TxOP Protection, the L-SIG Duration of an RTS shall be;

(T_RTS-PPDU - T_L-PLCP) + SIFS + T_CTS-PPDU – (EIFS – DIFS)

= (T_RTS-PPDU - T_L-PLCP) + T_CTS-PPDU – ACKTime

where T_RTS-PPDU is the length in time[usec] of the RTS PPDU, and T_CTS-PPDU is the length in time[usec] of the expected response PPDU.  T_L-PLCP is the length of the non-HT PCLP header;

T_L-PLCP = T_L-STF + T_L-LTF + T_L-SIG

These parameters are explained in Section 20.3.2.4.

 "

** Note to Editor: everything after "_" should be written in subscript

	6785
	No specification on MCS selection of response frame.
	Add;
"The response frame shall be sent at the same MCS as the previously received frame"

	11999
	When the HT-SIG cannot be demodulated, the L-SIG has a high probability of undetected error (as it is protected by only one parity bit--if the channel induces at least one error on the HT-SIG it may well to induce an even number of errors on the L-SIG).  
	Change the "shall" on line 35 to a "should".  

	8278
	The L-SIG field may be received with a false positive parity, and copying such a value into the NAV will lead to very unpredictable results, because the NAV is a hard CCA which can not be augmented by other methods like Energy Detect. This effect will be particularly evident inside overlapping BSSs, where it can cause long interruptions. This is very undesirable.
	Change shall into should or may. 


Proposal
CID 869:

Comment: 

It would be really helpful if this clause referenced clause 20.3.3.2.1.4 where the L-SIG field is defined, especially since the title of clause 20.3.3.2.1.4 does contain the word L-SIG.  Also, a brief explanation of how the L-SIG field is used by the MAC

Proposed Change: 

Insert sentence "The L-SIG field is included in Legacy and Mixed Mode PLCP frame headers, and is defined in clause 20.3.3.2.1.4".  Also insert text providing a brief explanation how and when L-SIG TXOP protection is used instead of the MAC header duration

Proposed Resolution:

Counter; an adopted resolution in doc1333r2 adds sufficient pointer to the appropriate sections for various parameters.  The document has been adopted in D1.04.

Also, sufficient information on when and how L-SIG Duration is used instead of the MAC header duration is explained in the current text.  See subclause 9.14.4 in D1.04 for details.

CID 870

Comment:

This clause needs a figure, similar to figure n35

Proposed Change:

Insert figure.

Proposed Resolution 

Accept; an adopted resolution in doc1333r2 adds sufficient diagrams.  The document has been adopted in D1.04.

CID 3837:

Comment:

In practice, many existing implementations do not hold their CCA busy if their NAV is not set, and hence it is not clear if the mechanism is useful at all. If something needs to be protected use protection using non-HT rates. If it is in 2.4 GHz and there are DS/CCK stations then a CTS-to-self is sent (in practice anyway). For OFDM PHYs, a CTS-to-self has about the same effect and the overhead incurred is only about 40 microseconds (and if you are worried about this overhead, you could be using GF preamble).
Proposed Change:

Remove the mechanism.

Proposed Resolution:

Reject; It is clearly specified in subclause 17.3.12 “Receive PLCP”of 802.11 REVma8.0 that the CCA shall be set to busy when a STA receives a valid signal field.  It is out of scope of the standard to take care of implementations that violate the spec.  The L-SIG TXOP Protection provides benefits that a CTS-to-Self does not provide, such as channel training.

CID 3843:

Comment: 

This paragraph is very illuminating - why bother putting this stuff anyway?

"L-SIG TXOP Protection should not be used and the Implementers of L-SIG TXOP Protection are advised to include a NAV based fallback mechanism, if it is determined that the mechanism fails to effectively suppress non-HT transmissions. How this is determined is outside the scope of this document"

Proposed Change:

Delete the mechanism - please force the producers to think that they should implement another questionable mechanism. We have way too many as is in the standard.

Proposed Resolution:

Counter; The sited sentence adds no normative behavior, so suggest removing the sentence.  The benefits of the mechanism are explained in the current text.

CID 8277

Comment:

Receiving an L-SIG with a false positive parity error will occur more frequently when the distance to the transmitter increases, i.e. particularly in overlapping BSSs. To avoid erroneous NAV settings and associated jitter inside remote BSSs, a rule should

Proposed Change:

After line 11, add that "L-SIG TXOP protection shall not be used when an overlapping BSS is detected".

Proposed Resolution:

Counter; an adopted resolution for CID 6788, where the L-SIG Duration is only used when HT-SIG CRC passes, significantly reduced the probability of false positive in the L-SIG field.  The current probability of false positive in the L-SIG is comparable to the false positive of the HT-SIG CRC which would in effect cause a CCA busy at the recipient causing more harm.
CID 6783:

Comment: 
When using L-SIG TXOP Protection, MCS of the RTS should be selected from one of the MCS in Basic MCS Set.

Proposed Change:

When using L-SIG TXOP Protection, MCS of the RTS should be selected from one of the MCS in Basic MCS Set.

Proposed Resolution:

Counter; see document 1557 for details.

CID 6784:

Comment:

RTS_frame, RTS_MM_Preamble_Length, Non-HT_Preamble_Length are undefined.

Proposed Change:

replace line 14 through 16 with the following;

"Under L-SIG TxOP Protection, the L-SIG Duration of an RTS shall be;

(T_RTS-PPDU - T_L-PLCP) + SIFS + T_CTS-PPDU – (EIFS – DIFS)

= (T_RTS-PPDU - T_L-PLCP) + T_CTS-PPDU – ACKTime

where T_RTS-PPDU is the length in time[usec] of the RTS PPDU, and T_CTS-PPDU is the length in time[usec] of the expected response PPDU.  T_L-PLCP is the length of the non-HT PCLP header;

T_L-PLCP = T_L-STF + T_L-LTF + T_L-SIG

These parameters are explained in Section 20.3.2.4."

** Note to Editor: everything after "_" should be written in subscript

Proposed Resolution:

Counter; an adopted resolution in doc1333r2 adds sufficient pointer to the appropriate sections for various parameters.  The document has been adopted in D1.04.

CID 6785:

Comment:
No specification on MCS selection of response frame.

Proposed Change:

Add;
"The response frame shall be sent at the same MCS as the previously received frame"

Proposed Resolution:

Counter; see document 1557 for details.

CID 11999:

Comment:

When the HT-SIG cannot be demodulated, the L-SIG has a high probability of undetected error (as it is protected by only one parity bit--if the channel induces at least one error on the HT-SIG it may well to induce an even number of errors on the L-SIG).

Proposed Change:

Change the "shall" on line 35 to a "should".

Proposed Resolution:

Counter; an adopted resolution for CID 6788, where the L-SIG Duration is only used when HT-SIG CRC passes, significantly reduced the probability of false positive in the L-SIG field.

CID 8278:

Comment: 

The L-SIG field may be received with a false positive parity, and copying such a value into the NAV will lead to very unpredictable results, because the NAV is a hard CCA which can not be augmented by other methods like Energy Detect. This effect will be particularly evident inside overlapping BSSs, where it can cause long interruptions. This is very undesirable.

Proposed Change:

Change shall into should or may.
Proposed Resolution:

Counter; an adopted resolution for CID 6788, where the L-SIG Duration is only used when HT-SIG CRC passes, significantly reduced the probability of false positive in the L-SIG field.  The current probability of false positive in the L-SIG is comparable to the false positive of the HT-SIG CRC which would in effect cause a CCA busy at the recipient causing more harm.
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CID 869, 870, 3837, 3843, 6783, 6784, 6785, 8277, 8278, 11999


regarding subclause 9.13.4 on L-SIG TXOP Protection.
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