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1 Introduction

This document describes a proposal to satisfy the IEEE 802.21 MIH (Media Independent Handover) requirements for 802.11 access technology. The document includes a brief overview of the IEEE 802.21 technology, key requirements for supporting 802.21 over 802.11 and the various elements of the proposed solution.
1.1 Overview of IEEE 802.21
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The IEEE 802.21 (Media Independent Handover) standard supports handovers across heterogeneous networks. The key elements of this standard are as follows.

· The standard defines a framework that enables transparent service continuity when a mobile node (MN) switches between heterogeneous link-layer technologies. The framework relies on the identification of a mobility-management protocol stack within the network elements that support the handover. The standard defines a set of handover-enabling functions within the protocol stacks of the network elements and the cre​ation therein of a new entity called the MIH Function. A media independent Service Access Point (called the MIH_SAP) and associated primitives are defined to provide MIH users with access to the services of the MIH Function. The MIH Function provides the following services.

· The Media Independent Event service detects events and delivers event messages from both local as well as remote interfaces. In case of 802.11 networks, events can originate both at the STA and the AP. Events can be delivered both from STA to AP and vice versa in State 3 only.
· The Media independent Command service provides a set of commands for the MIH users to control handover related link states. In case of 802.11 networks, these commands can originate both at the STA and the AP. Commands can be delivered both from STA to AP and vice versa in State 3 only.
· The Media Independent Information service provides an informa​tion repository, for query and response, thus enabling the making of more effective handover deci​sions across different heteroeneous networks. 802.11 STAs can query for information both in State 1 and State 3.

1.2 IEEE 802.21 Requirements

This section identifies specific 802.21 requirements that need to be satisfied by the 802.11 specification.

1.2.1 General Requirements

1.0. The 802.11 Reference Model shall support Media Independent Handover (MIH) Function services. The 802.11 specification shall define appropriate SAPs, primitives and information elements to support IEEE 802.21 MIH functionalities.
2.0. The IEEE 802.11 specification shall provide a means for APs to indicate support for the 802.21 specification.  This shall be in the form of a Media Independent Handover capability indication that shall be made available before the STA attaches to the network.
1.2.2 SAP Requirements
3.0. The IEEE 802.11 specification shall support link layer events as specified in the 802.21 specification. For each link layer event, this may result in definition of a new primitive, or change in semantics of an existing primitive or just identification of an existing primitive with appropriate semantics in the 802.11 specification.  

4.0. The 802.11 specification shall support link layer commands as specified in the 802.21 specification. For each link layer command this may result in definition of a new primitive, or change in semantics of an existing primitive or just identification of an existing primitive with appropriate semantics in the 802.11 specification.
5.0. The 802.11 specification shall support primitives to query values of different Information Elements at L2.
1.2.3 Transport Requirements
6.0. The 802.11 specification shall support a L2 transport for transferring remote events and remote command messages (only in state 3 and not in any other state) over the air interface between the MIH function on the STA and the MIH Function on the PoA (AP).  The L2 transport shall need to support integrity, fragmentation and re-assembly of packets.
7.0. The STA shall be able to use the Information Service and query specific IEs. The 802.11 specification shall provide a suitable L2 transport that allows the STA to query the values of different Information Elements in State 1 and State 3 phases. The L2 transport shall need to support integrity, fragmentation and re-assembly of packets. 

8.0. During state 3, the 802.11 specification shall support a new ether type for supporting MIH functionality over the data plane during the post-authentication phase. This has no additional requirements on 802.11.
2 Proposed Solution
2.1 Reference Diagram

The 802.11 Reference Diagram shall be updated as per Figure 1. 
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MIH Reference Diagram for 802.11

2.2 SAP Updates
The following events need to be added to the MLME_SAP.
2.2.1 Link Up
2.2.1.1 Function

Link Up is a L2 event which indicates that L3 can now send packets over the link. All L2 activities required for configuring the link are expected to be completed at this point. Thus in case of 802.11 network with 802.11i security it would mean that not only has station associated with an AP, but the 4 way handshake is also complete.

2.2.1.2 Semantics of the service primitive

MLME-LinkUp.indication
(

MacMobileTerminal,
LinkIdentifier,





MacNewAP





)

	Name
	Type
	Valid Range
	Description



	MacMobileTerminal


	 MAC Address
	Any valid individual MAC Address
	MAC Address of STA

	LinkIdentifier
	String
	N/A
	Unique 802.11 link identifier (SSID + BSSID)



	MacNewAP
	MAC Address
	Any valid individual MAC Address
	MAC Address of AP to which the STA is attached




2.2.1.3 When Generated

Generated by MLME when all L2 connection set up activities are completed.
2.2.1.4 Effect on Receipt

Higher layers may initiate a new connection, router discovery, IP configuration, etc.

2.2.2 Link Down

2.2.2.1 Function

This notification is delivered when a layer 2 connection is broken on the specified link and when no more packets can be sent on the link.
2.2.2.2 Semantics of the service primitive

MLME-LinkDown.indication
(

MacMobileTerminal,





MacOldAP,




ReasonCode




)

	Name
	Type
	Valid Range
	Description


	MacMobileTerminal


	 MAC Address
	Any valid individual MAC Address
	MAC Address of STA

	MacOldAP
	MAC Address
	Any valid individual MAC Address
	MAC Address of AP to which the STA was attached before the link went down


	ReasonCode


	UNSIGNED BYTE
	0-255
	Reason for why the link went down.

1: Explicit Disconnnect

2:Packet Timeout

3:No resources

4:No broadcast reception

5-127: Reserved

128-255: Vendor Specific




2.2.2.3 When Generated

This notification is generated when layer 2 connectivity is lost. Layer 2 connectivity may be lost explicitly in cases where the terminal may initiate disassociate type procedures. In other cases the terminal may infer loss of link connectivity due to successive timeouts for acknowledgements of retransmitted packets along with loss of reception of broadcast frames.

2.2.2.4 Effect on Receipt

Higher layers may take different actions on this notification. The handover policy may eliminate this link from list of active links for routing connections and may consider handing over any potential active connec​tions to other more suitable links.

2.2.3 Link Going Down

2.2.3.1 Function

This notification is delivered when a Layer 2 connection is expected (predicted) to go down (Link Down) within a certain time interval. Link Going Down event may be the indication to initiate handover proce​dures. Different applications may have different requirements with respect to the time interval required to anticipate in advance a link going down and make adequate a priori preparation to handover a connection depending on Application Class. Hence upper layers such as a L3 mobility protocol may actually configure the time interval in which a Link Going Down event may be delivered. This would allow the flexibility for the time interval to be in msecs, 100s of msecs or even seconds.
2.2.3.2 Semantics of the service primitive

MLME-LinkGoingDown.indication
(

MacMobileTerminal,






MacNewAP,






TimeInterval,






ConfidenceLevel,






UniqueEventIdentifier





)

	Name
	Type
	Valid Range
	Description


	MacMobileTerminal


	 MAC Address
	Any valid individual MAC Address
	MAC Address of STA

	MacNewAP
	MAC Address
	Any valid individual MAC Address
	MAC Address of candidate AP to which the STA may consider attaching 


	TimeInterval (msecs)

	UNSIGNED INTEGER
	
	Time Interval in msecs which the link is expected to go down. The link connectivity is expected to be available at least for time specified by TimeInterval


	ConfidenceLevel (%)
	UNSIGNED BYTE
	0-100
	The confidence level for link to go down within the specified time interval



	UniqueEventIdentifier
	UNSIGNED INTEGER
	
	Used to uniquely identify the event. To be used in case of event rollback




2.2.3.3 When Generated

A Link Going Down event implies that a Link_Down is imminent within a certain time interval. If Link Down is NOT received within specified time interval then actions due to previous Link Going Down may be rejected. 

A 100% confidence would indicate certainty that the link is definitely going down within the specified time interval. For example a BS that may have decided to shut down for administrative reasons may send down a Link Going Down trigger with 100% confidence level. Predictions based on changes in link parameters such as signal strength values would typically have a lower confidence level. Different links would typically use implementation specific methods to predict future loss in link connectivity.
2.2.3.4 Effect on Receipt

Higher layers may take different actions on this notification. Upper layers may prepare to initiate handovers based on the confidence level reported as part of the event.

2.2.4 Link Event Rollback

2.2.4.1 Function

Link_Event_Rollback is used in conjunction with Link_Going_Down. In case of Link_Going_Down if the link is no longer expected to go down in the specified time interval, then a Link_Event_Rollback message is sent to the Event destination. The destination should disregard or rollback the changes associated with the event identifier in such cases.

2.2.4.2 Semantics of the service primitive

MLME-LinkEventRollback.indication
(

MacMobileTerminal,










UniqueEventIdentifier





)

	Name
	Type
	Valid Range
	Description


	MacMobileTerminal


	 MAC Address
	Any valid individual MAC Address
	MAC Address of STA

	UniqueEventIdentifier
	UNSIGNED INTEGER
	
	Used to uniquely identify the event, obtained from Link Going Down. To be used to rollback the predictive event that did not occur.



2.2.4.3 When Generated

This notification is generated when a predictive even expected to occur within a certain time interval is no longer expected to occur before the expiry of the indicated time interval.

2.2.4.4 Effect on Receipt

Higher layers may reevaluate the link under consideration by retrieving other link quality related parame​ters. Any handover procedures that may have already been initiated may need to be rescinded.

2.2.5 Link Detected

2.2.5.1 Function

Link Detected indicates that a new type of link has been detected for use. This may imply that the terminal is in the coverage area and can listen to a beacon, or that the terminal may have received a response to a probe. Link Detected does not guarantee that the terminal would be able to establish connectivity with the detected link, but just that the terminal can attempt to gain connectivity. Upper layers including MIH Func​tion may evaluate additional properties of the link before attempting to establish a L2 connection with the link.

2.2.5.2 Semantics of the service primitive

MLME-LinkDetected.indication
(

MacMobileTerminal,





MacNewAP,





MIHCapability




)

	Name
	Type
	Valid Range
	Description


	MacMobileTerminal


	 MAC Address
	Any valid individual MAC Address
	MAC Address of STA

	MacNewAP
	MAC Address
	Any valid individual MAC Address
	MAC Address of candidate AP to which the STA may consider attaching 



	MIH Capability

	Flag
	0-1
	0 : MIH Capability Not Supported

1 : MIH Capability Supported




2.2.5.3 When Generated

This notification is generated when a new link type is detected. The detection can be based on a beacon or response to a probe or even through the Information Service.

2.2.5.4 Effect on Receipt

Upper layers including MIH Function may discover additional properties of the link before selecting it for establishing connectivity.

2.2.6 Link Parameters Change

2.2.6.1 Function

Link Parameters Change indicates changes in link parameters have crossed specified threshold levels. This may include link layer parameters such as Speed of the link, QoS, BER, etc. The threshold level for each such parameter may have to be configured through a separate command to link layer.

2.2.6.2 Semantics of the service primitive

MLME-LinkParametersChange.indication
(

MacMobileTerminal,







LinkParameterType,







OldValueOfLinkParameter,







NewValueofLinkParameter






)

	Name
	Type
	Valid Range
	Description


	MacMobileTerminal


	 MAC Address
	Any valid individual MAC Address
	MAC Address of STA

	LinkParameterType
	
	
	Media specific parameter types that have crossed thresholds



	oldValueOfLinkParameter


	
	
	Old values of link parameters



	newValueOfLinkParameter


	
	
	New values of link parameters that have crossed thresholds



Examples of link layer parameters that could trigger this event include:

· Link Speed
· Link Bit Error Rate
· Link Frame Loss Rate before Retransmission
· Link Received Signal Strength

2.2.6.3 When Generated

This notification is generated when a link layer parameter crosses a configured threshold.

2.2.6.4 Effect on Receipt

Higher layers may take different actions on this notification. If parameters related to link quality cross a cer​tain threshold then that link may need to be evaluated for handing over current connections. The MIH Func​tion may collectively evaluate different parameters and give appropriate indications to higher layers regarding suitability of different links.
2.2.7 Link SDU Transmit Status

2.2.7.1 Function

Link SDU Transmit Status indicates the transmission status of the higher layer PDU. A success status indi​cates that all segments belonging to a higher layer packet (PDU) have been successfully delivered from the ARQ module of link layer in current node to the ARQ module in link layer in peer node. A higher layer intermediate buffer management entity could use this indication to flush higher layer packets stored in any intermediate buffers. A failure status indicates that at least one segment belonging to a higher layer packet (PDU) was not delivered successfully from the ARQ module of link layer in current node to the ARQ mod​ule in link layer in peer node.

2.2.7.2 Semantics of the service primitive

MLME-LinkSDUTransmitStatus.indication
(

MacMobileTerminal,







PacketIdentifier,







Status






)

	Name
	Type
	Valid Range
	Description


	MacMobileTerminal


	 MAC Address
	Any valid individual MAC Address
	MAC Address of STA

	PacketIdentifier


	
	
	Identifier for higher layer packet

	Status


	
	
	0: Success

1: Failure




2.2.7.3 When Generated

A success notification is generated when all the link layer segments belonging to a higher layer PDU are successfully transmitted over the link.. A failure notification is generated when any link layer segment corre​sponding to a higher layer PDU was not transmitted successfully.
2.2.7.4 Effect on Receipt

Higher layers may take different actions on this notification. A higher layer intermediate buffer management entity in MIH could use the success indication to flush higher layer packets stored in any intermediate buff​ers and a failure indication to retransmit higher layer packets stored in any intermediate buffers, especially if there are changes in access network during handovers.

2.2.8 Link Handover Imminent

2.2.8.1 Function

Link Handover Imminent is generated when a native link layer handover or switching decision has been made and its execution is imminent (as opposed to Link Going Down which only indicates that a link is los​ing connectivity due to a change in certain link condition such as signal strength, but does not guarantee that an autonomous link switchover has been decided by the link layer). It contains information about the new point of attachment of the mobile node. It also contains information about any application specific data that might be useful for the application running on the mobile node. Link Handover Imminent can be used by upper layers (e.g., transport ) to initiate handover specific adaptation and as an enabler for initiating effective make-before-break handovers thereby reducing packet loss due to link layer handovers. This is a link layer event that exists for intra-technology handovers defined in many media types (e.g., cellular, 802.16e). MIH can receive the Link Handover Imminent events from the link layer and pass them to upper layer as MIH events for both inter-technology and intra-technology handover cases.

2.2.8.2 Semantics of the service primitive

MLME-LinkhandoverImminent.indication
(

MacMobileTerminal,






MacNewAP






)

	Name
	Type
	Valid Range
	Description


	MacMobileTerminal


	 MAC Address
	Any valid individual MAC Address
	MAC Address of STA

	MacNewAP
	MAC Address
	Any valid individual MAC Address
	MAC Address of candidate AP to which the STA may consider attaching 




2.2.8.3 When Generated

Depending on whether it is the Mobile node or the Network, it is generated when a native link layer han​dover or switching decision has been made and its execution is imminent.
2.2.8.4 Effect on Receipt

Application may take necessary actions to minimize the effect of the pending native link layer handover or switching on user data transfer. For example, to cover the handover period (when packets cannot be trans​ferred), the network can proactively start sending the additional data as soon as it has received indication about the event and should expect a request from the mobile specifying how much data it needs to cover the handover period. This event may also be used as an indication to start buffering packets. 

2.2.9 Link Handover Complete

2.2.9.1 Function

Link Handover Complete event is generated whenever a native link layer handover/switching has just been completed (as opposed to Link Up which only indicates that a link has been brought up for L2 connectivity, but does not indicate that a native link handover/switchover has just been completed by the link layer). Noti​fying the upper layer of this event can improve transport, session and application layer responsiveness to autonomous link changes. They can better adapt their data flows by resuming flows upon receiving this indi​cation. The upper layer can also use this event to check whether its IP configuration needs to be updated. This is a link layer event that exists for intra-technology handovers defined in many media types (e.g., cellu​lar, 802.16e). This event is applicable for terminal side only and is valid only for intra-technology han​dovers. MIH Function can receive the Link Handover Complete events from the link layer and pass them to upper layer as MIH events.

2.2.9.2 Semantics of the service primitive

MLME-LinkHandoverComplete.indication
(

MacMobileTerminal,







MacNewAP







)

	Name
	Type
	Valid Range
	Description


	MacMobileTerminal


	 MAC Address
	Any valid individual MAC Address
	MAC Address of STA

	MacNewAP
	MAC Address
	Any valid individual MAC Address
	MAC Address of candidate AP to which the STA may consider attaching 




2.2.9.3 When Generated

This is generated whenever a L2 link layer handover or switching has just been completed.
2.2.9.4 Effect on Receipt

Upon reception of this event, an upper layer (e.g., transport) can stop any handover adaptation that it has engaged to cope with the just completed native link layer handover/switching and resume normal data trans​fer. This event may also be used as an indication that a re-verification of the IP parameter should be consid​ered.

2.3 MIH Capability Indication
2.3.1 Beacons
A single bitfield (MIH Capability Enabled) shall be added to the beacon (Capabilities field or Extended Capabilities)
· MIH Capability Enabled: An AP advertises its ability to support MIH Capability as defined by the 802.21 specification.  When this bitfield is set to 1 within the beacons, probes, association and re-association request or response messages, then it indicates support for the 802.21 Specification. If this bit is set to 0 then the AP does not support 802.21 Specification.
2.3.2 Information Elements
A new Information Element MIH Services shall be defined to indicate more detailed support for MIH services in the network. 
Information Element IDs
	Information Element
	Element ID

	MIH Services IE
	

	Reserved
	


The currently defined MIH Services are as follows:

	Byte 0
	Bit 0

	MIH Event Service Enabled
	Indicates that MIH Event Service is supported


	
	Bit 1

	MIH Command Service Enabled
	Indicates that MIH Command Service is supported


	
	Bit 2

	MIH Information Service Enabled
	Indicates that MIH Information Service is supported


	
	Bit 3-7
	Reserved
	Set to 0, if not used
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MIH Services Information Element
2.4 MIH Protocol Action Frame details
Action Frames are defined to deliver MIH Protocol messages to MIHF Entity over the DS. If a non-MIHF capable AP receives these Action frames then the AP encapsulates the frames within Remote request/response frame. The action frame values associated with each frame format within the MIH Protocol Action frame category are defined below.
	Action field value
	Description

	0
	Reserved

	1
	MIH Protocol Message

	2-255
	Reserved


MIH Protocol Action field values

Status code field
	Status code
	Meaning

	56
	Invalid MIH Protocol Action Frame

	57-65535
	Reserved


Action Field Category Value
	Name
	Value

	MIH Protocol
	xx

	Reserved
	xx-27


MIH Protocol Message Action Frame

The MIH Protocol Message Action Frame is sent by the STA to its associated AP in order to notify the AP of MIH Capability Information.The MIH Capability Discover Request Aciton Frame format is as follows;
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MIH Protocol Message Action Frame

· The Category field shall be set to the value MIH Protocol
· The Action field shall be set to MIH Protocol Message
· The STA Address shall be set to the STA MAC address.
· Destination Address shall be set to the AP MAC Address.
· MIHF Frame is the MIH Protocol Frame (payload) as specified by the 802.21 specification. Please refer to Annex for more details on the MIHF frame.
2.5 MAC Transparency

ES and CS services can be used in State 3 only. There needs to be a mechanism by which Es and Cs requests in State 1 can be rejected by the AP. However it is also very desrable to decouple any specific 802.21 service information from the AP. A suitable mechanism needs to be developed to handle these aspects.

3 Annex A
3.1 Capability Field – Current state
For purpose of understanding, an Annex has been added to mention the current state of the Capabilities field.
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3.2 MIHF Frame Format

Figure below shows the current state of MIHF Frame as defined in the 802.21 draft P802-21-D00-05. This is just for information purposes only.
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4 Issues

· How does STA know which IE is supported by 802.21 and which IE is natively supported by 802.11? STAs should be able to send a common frame for request/response, irrespective of how the IEs are supported.

· MAC Transparency: Informaton service is supported in State 1, but Command service and Event service are not supported in State 1. The AP can indicate the state of STA when passing the request to MIH Function (non data plane requests) and then the MIH Function can make appropriate decisions, or should these decisions need to be made at AP. A malicious STA can always give incorrect information about its own state.
5 References

[1] IEEE 802.21 (Media Independent Handover) Draft version P802-21-D00-05, January 2006

Notice: This document has been prepared to assist IEEE 802.11. It is offered as a basis for discussion and is not binding on the contributing individual(s) or organization(s).  The material in this document is subject to change in form and content after further study. The contributor(s) reserve(s) the right to add, amend or withdraw material contained herein.





Release: The contributor grants a free, irrevocable license to the IEEE to incorporate material contained in this contribution, and any modifications thereof, in the creation of an IEEE Standards publication; to copyright in the IEEE’s name any IEEE Standards publication even though it may include portions of this contribution; and at the IEEE’s sole discretion to permit others to reproduce in whole or in part the resulting IEEE Standards publication.  The contributor also acknowledges and accepts that this contribution may be made public by IEEE 802.11.





Patent Policy and Procedures: The contributor is familiar with the IEEE 802 Patent Policy and Procedures <� HYPERLINK "http://%20ieee802.org/guides/bylaws/sb-bylaws.pdf" \t "_parent" ��http:// ieee802.org/guides/bylaws/sb-bylaws.pdf�>, including the statement "IEEE standards may include the known use of patent(s), including patent applications, provided the IEEE receives assurance from the patent holder or applicant with respect to patents essential for compliance with both mandatory and optional portions of the standard."  Early disclosure to the Working Group of patent information that might be relevant to the standard is essential to reduce the possibility for delays in the development process and increase the likelihood that the draft publication will be approved for publication.  Please notify the Chair <� HYPERLINK "mailto:stuart.kerry@philips.com" \t "_parent" ��stuart.kerry@philips.com�> as early as possible, in written or electronic form, if patented technology (or technology under patent application) might be incorporated into a draft standard being developed within the IEEE 802.11 Working Group. If you have questions, contact the IEEE Patent Committee Administrator at <� HYPERLINK "mailto:patcom@ieee.org" \t "_parent" ��patcom@ieee.org�>.





Abstract


This contribution is a proposal for supporting 802.21 MIH (Media Independent Handover) requirements on 802.11 access technology. 














�
























































Submission                                                   page 3                         Vivek Gupta, Intel (Editor)


_1201266993.vsd
Upper Layers
(IP, Mobile IP, SIP, HIP, Transport, Application…)


Information
Service


Information Service


Event
Service


Command Service


Command
Service


Event
Service


Lower Layers
(802.11, 802.16, 802.3, 3GPP, 3GPP2…)


MIH Function



_1201281364.vsd
�

Category�

Action�

1


Octets:


1


STA Address�

Destination Address�

MIHF Frame �

6


6


Variable



_1201627451.vsd
�

Element ID�

Length�

1


Octets:


1


MIH 
Services


1


1


Bits:


MIH Event 
Service Enabled


MIH Command Service Enabled


MIH Information Service Enabled


1


1


Reserved


5



_1201281340.vsd
�

MIHF Fixed Header (6 bytes)


MIHF Variable Header (Variable octets)


MIHF Payload (variable octets)�

MIH Function Frame



_1201281311.vsd
�

VER


Res.


No. of Header-Identifiers


Action ID 
(9)


Variable Load Length


MIH Message ID


SID 
(4)


OpCode (3)


MIHF- Payload
(contains other service specific TLVs)�

MIHF Variable Header 
(contains Header Identifiers in TLV format)�

Octet 1


Octet 2


Octet 3


Octet 4


MIHF-Fixed Header


MIHF 
Variable Load


0


3


4


7


BITS ->


23


31


8


11


12


23


14


15



_1201257122.vsd
PHY_SAP


MLME_SAP


MAC


PHY


MAC_SAP


MLME


PLME


MLME_PLME_SAP


PLME_SAP


LLC


MLME_SAP


LSAP


SME



MIH User
Layer 3 or higher Mobility Protocol (L3MP), Handover Policy, Transport, Applications


Media Independent Handover (MIH) Function


MIH Event Service 
MIH Command Service
MIH Information Service 


802.21 Scope


MIH_SAP


Data Plane


Management Plane



_1192874776.vsd
Capability
2-Bytes


ESS


IBSS


CF pollable


CF poll req.


privacy


Shrt. preamble


PBCC


Chan Agilit.


1


2


3


4


5


6


7


8


DSSS OFDM


Shrt. Slot time


Spec Mgmt


Shrt. Slot time


Radio Mgt.


DSSS OFDM


9


10


11


12


13


14


15


1


Not fixed


802.11g-2003


802.11k-2005


802.11-2003
802.11b-1999


Spec Mgmt


QoS


Sht.Slot time


APSD


WAVE


DSSS OFDM


Del Blk Ack


Imm Blk Ack


802.11e-2005


Spec Mgmt


QoS


Sht.Slot time


APSD


DSSS OFDM


Del Blk Ack


Imm Blk Ack


802.11p-D2


Present proposal status


ESS


IBSS


CF pollable


CF poll req.


privacy


Shrt. preamble


PBCC


Chan Agilit.


2


3


4


5


6


7


8


9


10


11


12


13


14


15


0


??


Spec Mgmt


QoS


Sht.Slot time


APSD


DSSS OFDM


Del Blk Ack


Imm Blk Ack


0



