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Introduction

Autonomous reporting is a feature defined in the IEEE 802.11-1999 (reaffiered 2003) standard.  This feature may be used by a STA for applications such as signaling the onset or presence of specific events which may be signficant.  For example, using this feature any STA detecting radar can autonomously forward information about the radar signal to its AP.  
In the IEEE 802.11-1999 (reaffiermed 2003) standard, all measurement reports, including autonomous reports used to report the detection of radar, are enabled by default (clause 11.6.6).  In the 802.11k amendment draft 3.0, autonomous reports are disabled by default, with the exception of the reports used for radar detection which is treated as a special case.  
The new restriction on measurement reports, namely requiring that all autonomous reports be triggered, is unnecessary and jeopardizes the future extensibility of the radio measurement amendment.  
For example, this requirement that prevents vendors from developing creative ways to use autonomous mesurements to improve the performance of a system (e.g. allowing a STA to autonomously submit a beacon table report to its serving AP indicating that a neighbor AP is out there with the same TBTT, etc.).  

Moreover, there are types of autonomous reports that will not require a trigger.  For example, consider a WLAN mesh where traffic can be forwarded between devices.  Any mesh point forwarding traffic between its neighbors should not be required to seek permission from its neighbors to send an autonomous report because it is providing a service to its neighbors.

This submission proposes a change to clause 11.11.8 to remove the limits imposed on autonomous reporting by draft 3.0 of 802.11k while still preserving the triggered autonomous reporting feature described therein.  
7.2.3.4 Association Request frame format

Insert a new row into table 7 as shown below:
Table 7—Association Request frame body
	Order
	Information
	Notes

	9
	Radio Measurement Capabilities
	The Radio Measurement Capabilities element may be present if dot11RadioMeasurementEnabled is true. When the Radio Measurement Capabilities element is present, it advertises the optional radio measurement capabilities of the STA.

	
	
	


7.2.3.5 Association Response frame format

Insert a new row into table 8 as shown below:

Table 8—Association Response frame body
	Order
	Information
	Notes

	9
	Radio Measurement Capabilities
	The Radio Measurement Capabilities element may be present if dot11RadioMeasurementEnabled is true. When the Radio Measurement Capabilities element is present, it advertises the optional radio measurement capabilities of the STA.

	
	
	


7.2.3.6 Reassociation Request frame format
Insert a new row into table 8 as shown below:
Table 9—Reassociation Request frame body
	Order
	Information
	Notes

	10
	Radio Measurement Capabilities
	The Radio Measurement Capabilities element may be present if dot11RadioMeasurementEnabled is true. When the Radio Measurement Capabilities element is present, it advertises the optional radio measurement capabilities of the STA.


7.2.3.7 Reassociation Response frame format
Insert new row into table 10 as follows:
Table 10—Reassociation Response frame body
	Order
	Information
	Notes

	6
	Radio Measurement Capabilities
	The Radio Measurement Capabilities element may be present if dot11RadioMeasurementEnabled is true. When the Radio Measurement Capabilities element is present, it advertises the optional radio measurement capabilities of the STA.


Insert the following new clauses adjusting the clause numbers as necessary: 
7.3.2.32 Radio Measurement Control element
The Radio Measurement Control element contains subfields that are used to advertise optional radio measurement capabilities at a STA.  The Radio Measurement Control element is defined in Figure kxx.  
	
	
	
	

	
	Element ID
	Length
	Measurement Control

	Octets:
	1
	1
	1


Figure kxx—Radio Measurement Control element format

The Element ID field shall be equal to the Radio Measurement Control value in Error! Reference source not found..

The length field shall be set to 1.
The Measurement control field is 1 octet in length, and contains radio measurement capability information bits.
	
	
	

	
	Autonomous Enabled
	Reserved (0)

	Bit:
	0
	1-7


Figure kxx—Measurement Control field

STA set the Autonomous Enabled subfield to 1 if they accept and can process autonomous measurement reports from other STA non and set it to 0 otherwise.
Instruct the editor to replace clause 11.11.8 with:
11.11.8 Autonomous Reporting
A STA may autonomously report measurements to another STA using a Measurement Report frame with a Dialog Token field set equal to 0 containing one or more Measurement Report elements.
A STA may enable or disable all autonomous measurement reports from another STA by transmitting a (re)association request frame containing a Radio Measurement Control element having its Autonomous Enabled subfield of its Measurement Control field set to 1 or 0, as appropriate.  All measurement requests and reports are enabled by default.
A STA may enable or disable specific measurement requests or autonomous measurement reports from another STA by transmitting Measurement Request elements with the Enable bit set to 1 and the Request bit and Report bit set to 0 or 1, as appropriate. These elements do not require a corresponding Measurement Report element in a Measurement Report frame.  A specific request to enable or disable measurement requests takes precedence over defaults established during (re)association.
The transmission of autonomous reports shall be entirely at the discretion of the STA at which such reporting has been enabled. An example of this use would be to report a change in conditions at the STA observed as a result of background measurement, e.g. the presence of a radar signal.

11.11.8.1 Triggered Autonomous Reporting
In radio measurement, autonomous reporting may be subject to trigger conditions set by the enabling STA that determine when measurement reports are issued. This is termed triggered autonomous reporting and provides a method for reporting during continuous background measurement. An example of the use of triggered autonomous measurement is for reporting problem conditions in continuous, non-invasive statistical monitoring. 


A STA indicates that it wishes to accept triggered autonomous reports by sending a Measurement Request element with the Enable and Report bits set to 1 – see 7.3.2.21. The type of measurement is indicated in the Measurement Type field. Trigger conditions that determine when measurement reports are to be generated shall be specified in the Measurement Request field. A Measurement Request element that is being used to control triggered autonomous reporting shall be sent within a Radio Measurement Request frame. Measurement Request elements being used to request measurements may also appear in the same Measurement Request Frame. The Measurement Request frame may be sent to a group receiver address to enable triggered autonomous reports at more than one STA.

A STA shall not send autonomous reports for radio measurement types having triggered autonomous reporting enabled without trigger conditions having been met. 
If a request to enable triggered autonomous reporting is sent to an individual address and the receipient STA does not support measurements of the type indicated, a Measurement Report element shall be returned to the requesing STA with the Incapable bit set. A STA may also refuse to enable triggered autonomous reporting. In this case a Measurement Report element shall be returned to the requesting STA with the refused bit set. Such responses shall not be issued if the request to enable triggered autonomous reporting was sent to a group address.

A STA receiving a request to enable triggered autonomous reporting from another STA may send reports of the appropriate type, addressed to the individual address of the STA that sent the enable request. Autonomous reports shall only be sent to the individual addresses of STAs from which a valid enable request has been received and shall only be issued when the trigger conditions have been met.

A STA may update the trigger conditions set for triggered autonomous reports by issuing a new Measurement Request element with the Enable and Report bits both set to 1, the Measurement Type field set to the appropriate type and the Measurement Request field indicating the new trigger conditions. A STA disables all triggered autonomous measurement reports by sending a Measurement Request element with the Enable bit set to 1 and the Report bit set to 0 – see 7.2.3.21.

A STA in an infrastructure BSS shall cease all triggered autonomous reporting if it disassociates, or re-associates to a different BSS. A STA in an independent BSS shall cease all triggered autonomous reporting if it leaves the BSS.

Triggered autonomous reporting and requested measurements are independent: a STA may request measurements from another STA even if it has enabled triggered autonomous reporting from that STA. All Measurement Request elements received in Radio Measurement Request frames that have the Enable bit set shall be processed without regard for the measurement precedence rules for requested measurements in 11.7.6.
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Abstract


This document proposes to remove the limits imposed on autonomous reporting by clause (11.11.8) of draft 3.0 of 802.11k while still preserving the triggered autonomous reporting feature described therein.  This document addresses comments 239 and 240 from LB78.     
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