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Abstract

Motions drafted to address Sponsor Ballot re-circulation 1 Comments on 802.11i draft 8.0.

Note: Comment numbers from doc 04/1004
Comment 141 - Accept
In Clause 5.9.3.2, replace:

Since in an IBSS there are two 4-Way Handshakes between any two STA Supplicants and Authenticators, the Pairwise key used between any two STAs is from the 4-Way Handshake initiated by the STA Authenticator with the higher MAC address.
With:
Since in an IBSS there are two 4-Way Handshakes between any two STA Supplicants and Authenticators, the Pairwise key used between any two STAs is from the 4-Way Handshake initiated by the STA Authenticator with the higher MAC address (see Clause 8.5.1 for MAC comparison).
Comment 141 - Accept
In Clause 7.2.2, replace:

The frame body consists of the MSDU or a fragment thereof, and a security header and trailer (if and only if the Protected Frame subfield in the frame control field is set to 1). The frame body is null (0 octets in length) in data frames of Subtype Null function (no data), CF-Ack (no data), CF-Poll (no data), and CF-Ack+CF-Poll (no data). These frame types shall be checked to verify that the frame body is null, and, if not discard the frame without indication to LLC.

With:

The frame body consists of the MSDU or a fragment thereof, and a security header and trailer (if and only if the Protected Frame subfield in the frame control field is set to 1). The frame body is null (0 octets in length) in data frames of Subtype Null function (no data), CF-Ack (no data), CF-Poll (no data), and CF-Ack+CF-Poll (no data).

Comment 142 - Accept
In Clause 10.3.11.1.4, replace:

Receipt of this primitive causes the MAC to set the appropriate keys and to begin using them as indicated.

With:

Receipt of this primitive causes the MAC to set the appropriate keys and to begin using them for all future MA-UNITDATA.request and MA-UNITDATA.indication primitives.

Comment 143 - Accept
In Clause 10.3.11.1.2, replace:

	Name
	Type
	Valid range
	Description

	Keylist
	A set of KeyDescriptors
	N/A
	The list of keys to be used by the MAC.


Each KeyDescriptor consists of the following elements:

With:

	Name
	Type
	Valid range
	Description

	Keylist
	A set of SetKeyDescriptors
	N/A
	The list of keys to be used by the MAC.


Each SetKeyDescriptor consists of the following elements:

In Clause 10.3.12.1.2, replace:

	Name
	Type
	Valid range
	Description

	Keylist
	A set of KeyDescriptors
	N/A
	The list of keys to be deleted from the MAC


Each KeyDescriptor consists of the following elements:

With:

	Name
	Type
	Valid range
	Description

	Keylist
	A set of DeleteKeyDescriptors
	N/A
	The list of keys to be deleted from the MAC


Each DeleteKeyDescriptor consists of the following elements:

Comment 144, 145 - Accept
In Clause 10.3.12.1.2, replace the following table:

	Name
	Type
	Valid range
	Description

	Address
	MAC Address
	Any valid individual MAC address
	This parameter is valid only when the key type is Pairwise, or when the key type is Group and is from an IBSS STA, or when the key is type STAKey


With:

	Name
	Type
	Valid range
	Description

	Key ID
	Integer
	N/A
	Key ID

	Key Type
	Integer
	Group, Pairwise, STAKey
	Defines whether this key is a Group or Pairwise key, or STAKey key.

	Address
	MAC Address
	Any valid individual MAC address
	This parameter is valid only when the key type is Pairwise, or when the key type is Group and is from an IBSS STA, or when the key is type STAKey


Comment 146 - Accept
In Clause 10.3.16.1.4, replace:

Once it is specified that a data frame is protected to or from a MAC address, this cannot be reset via the MLME interface. It is reset on sending or receiving an IEEE 802.11 authentication, (re)associate, disassociate or deauthenticate frame.
With:

Once it is specified that a data frame is protected to or from a MAC address, this can only be reset via the MLME-RESET.request primitive or the sending or receiving an IEEE 802.11 authentication, (re)associate, disassociate or deauthenticate frame.

Comment 147 - 
<tbd>
Comment 148 - Reject
Comment 149 - Accept
In Clause 11.4.5, replace list item b:
b) The state variable for the AP shall be set to 2.
With:

c) The state variable for the AP shall be set to 2 if and only if the original state variable was greater than or equal to 2.
Comment 150 - Reject
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