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Candidate List

“CAPWAP” switch/LWAPP movement of keys

Pre-authentication

Layer 2 prefix announcement for DNA

Guarantee of QoS

Measurement metrics

Scanning and rate adaptation

Pictorial Solution Architecture of roaming time contributions

Handoff problem space drawing

Velocity determination

Maximum velocity

Use cases

Application survey

Detection of necessity to BSS transition

Faster beacon transmition

Put keys in beacon

Movement of keys in general

Break authentication into which direction: mu->ap or ap-> mu

Traffic pattern research: measurement, detection, transfer results to entities (upstream, downstream, bidirectional)

Transition time metrics and methodology

Directed transitions

Moving BSS

Radar scan for ITU/FCC requirements; compatibility with TGh in general

Develop a complete set of performance requirements?

Client driven vs. AP driven transition trigger

Heterogeneous AP transitions (different manufacturers APs)

Interoperability

Survey TGk and decide what we can use and what to ask for

Survey WPP and decide what we can use and what to ask for

Heterogeneous AP capabilities; how to handle

Mobile APs; AP in elevator; preemptive roaming

Wireless APs or repeaters

Mesh

AP load balancing

802.21

Survey of prior art in AP management implementations

Inter AP communication 

Review of open group secure mobile architecture

Channel maps

Customer deployment policy decisions

Resource triggers for roaming

Dynamic data routing; DS notification; spanning tree

Path delay vs. position

Accumulation of propagation delay

Subnet vs. BSS considerations

Billing issues; accounting

Heterogeneous network transitions; in scope?

Resilience

Make before Break

Provisioning

Differential delay between consecutive packets or frames

Maximum lost signal time without dropping the session

Recovery time

Packet retry through different AP

Guaranteed delivery

What is the definition of “Fast”

Redundant paths

Roam contingent on availability of resources in target link/medium/system

Signal availability of resources in new target link/medium/system

Impact on system as design criteria

Security consequences of transition

Backward compatibility requirement

Coexistance with legacy equipment
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