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Abstract

This document contains a description of a mechanism to achieve mobility of the AP functionally between STAs.  The purpose is to avoid the need to form an IBSS and thereby gain the benefits of infrastructure operation in what would otherwise be an IBSS network.
1 Introduction

1.1 Contributors

The following are contributors to the “AP Mobility” ad-hoc:

John Kowalski

David Hunter (scribe)

Chao-Chun Wang 

Toshihiro Fujita 

Ho-In Jeon 

Brian Forde 

Minoru Takemoto 

Joerg Habetha 

Mary Duval

Simon Black

Susan Tsao

Khaled Turki

Mike Moreton (scribe)

Adrian Stephens (chair)

1.2 Purpose

There are a number of issues with the operation of a network in IBSS mode:

· There is no support for an HC in TGe.  This reduces the available bandwidth and the only QoS supported is CSMA/CA.  

· Power-saving in IBSS is based on unreliable knowledge of destination power-saving state.  This results in unpredictable delay and may increase MSDU loss.

· (TGi hasn’t solved the problems of how to create a security association between IBSS stations.)

· (TGh hasn’t solved the problems of DFS in IBSS networks.)

The aims of this document are to define techniques to support AP mobility so that a group of stations where one or more support this feature will operate as an infrastructure network with all its features.

1.3 Definition:

A station supporting AP-mobile capability is called a QAPCS (AP-capable station) (pronounced “capsis”).

Note – this doesn’t mean the device is physically mobile – just that the AP function is mobile between QAPCS stations in a network.

1.4 Features of the mechanism

· A group of stations containing at least one QAPCS will operate as an infrastructure network.

· A group of stations including QAPCS and a legacy AP will use the legacy AP.

· At any time the most capable QAPCS will be active as the AP. The definition of “most capable is below”.

· If the most capable AP becomes inactive, the next most capable QAPCS will take over as the AP.

· If a more capable QAPCS arrives in a network with an active QAPCS,  it will take over as the active AP.

· There is no additional protection against hidden node problems.  It is assumed that all QAPCS stations in the network are in range.

· A QAPCS that is the active AP can prevent a more capable QAPCS from taking over according to its local criteria.  This is typically done to prevent loss of connection during a TSPEC or stream.

· Switching between APs using this mechanism does not preserve any security associations (this means that the TGi protocols for key derivation have to be performed with the new AP), power management or QoS commitments (this means that any TSPECs that have been negotiated have to be re-negotiated after a re-association).  It is more akin to a normal roaming process.  The BSS identity is not preserved, but the SSID is.  The “network” is identified by a single SSID.  

It is expected that switching between APs because of this mechanism will be infrequent – i.e. a devices are brought in and out of operation, or power is inadvertently removed.

1.5 Status of this Revision

Changed in r2:

Text for 5.9 added (Kowalski/Stephens).

Changed in r3:

· Added MLME modifications to support specification of the QAPCS parameter set element.

· Gated QAPCS operation on the “QAPCS enabled state” parameter of the start/join.

· Changed delay to operate in units of dot11SlotTime.

· Changed passive takeover to set TSF so that expiry of delay is aligned with a TBTT.

· Added note on effect of AP transfer on higher layers.

· Tidied-up terminology and definitions.

Changed in r4:

Comments from telecon 6 Feb 2002.

Comments from telecon 13 Feb 2002.

Changed in r5:
Comments from telecon 27 Feb 2002

Comments from telecon 27 Feb 2002

Issues list updated to reflect all current issues.

1.6 Things to consider in future revisions of the draft

The proposal in this version is complete and internally consistent.  During discussion within the ad-hoc the following points were raised that do not invalidate the current proposal,  but may or may not need more consideration in a later revision of the draft.

What happens if we do have hidden-nodes in the network and multiple APs?  This can be mitigated at least partially if QAPCSs have multiple SSIDs, known to the STAs.  Applications would manage connections to the “correct” AP in such a case.

The hidden node problem can potentially be solved by including number of visible stations in the QAPCS metric.  However, this makes the metric potentially dynamic and may introduce thrashing.

Definition of metrics broadcast in the QAPCS parameter set and a ranking criterion provoked a lot of discussion.

Active QAPCS channel scan – need input from TGh as to the nature of their scan.

1.7 Log of Issues

	Section number (this doc)
	Issue
	Resolution

	1.4 Features of the Mechanism, last bullet
	Wouldn’t it be simpler just to say that all the QAPCS must be part

of the same ESS?  Is there some deeper issue you’re trying to avoid?
	Comment withdrawn.
Trying to be an IBSS replacement.

	5.9 AP Mobility
	I think you need to add some method to prevent thrashing

in cases where the other AP is only just in range.


	Noted.   Cannot think of any really clever way to prevent this.
Don’t expect thrashing because we have static ranking comparisons.

	5.9.1 Effect of AP Mobility on higher layers
	It possible,  or though not likely,  that both old and new QAPCS devices

are on the infrstructure and using 802.11f.

This proposal results in only ASSOCIATE and DEASSOCIATE indications

being generated.  How does this affect 802.11f?

Should an inactive QAPCS device be an active member of the DS in

any way?  What if its connectivity is a dial-up and incurs charges?
	We’re not expecting frequent take-overs,  so it makes sense for the APME and IAPP to be inactive,  although we don’t require this.

	7.3.2.xxx QAPCS parameter set element
	Rather than suggesting endless tweaks to this, I think you should

have a user configurable field as the highest priority so that

policy can be set by the user if they want to.  It’s probably worth

defining a couple of default values to go in this field for “I’m happy to be

an AP”

and “I’ll be an AP if no-one else wants to” so that users have some

sensible points to hang their user priorities around.
	Defer discussion.

	10.3.3.2 (MLME-JOIN.request) and 10.3.10.2 (MLME-START.request)
	How would the higher level software know which one to call?

Couldn’t we simplify things by always calling START?
	No clear resolution.   Structure class.   Unimportant service primitives.

Just keep START primitive and expand on semantics of the service primitive and add reference to the QAPCS sections.
(AS - Perhaps we need to modify the semantics of

the START so that it does an implicit JOIN is a suitable BSS

is available).

	11.4.1 Behaviour supported by the active QAPCS


	Would it be possible to get rid of the assertion action?

OK it would miss the case where an AP decides that it wants to

reject a handover only after the last beacon, but this is a pretty

small window, and arguably a good thing to do in any case.


	Leave as is.
(AS - it speeds up handover, but it is not strictly necessary.

I think beaconing by itself is sufficient.  Don't forget the

new AP to which you as the current AP must defer may be on a

different channel,  and it may take, say 10s, to see it during

your "background" scanning process).

	11.4.1 Behaviour supported by the active QAPCS
	Can this be piggy-backed onto 802.11h scanning processes? 

(In particular,  can it be done by QSTAs rather than the active QAPCS).


	TBD.

	Annex D
	What is a sensible default for scanning parameters?
	no comment

	11.4.1.2 Scanning by the active QAPCS
	Why would a QAPCS want to scan on a channel that it isn’t using?

I have a terrible feeling that you’re intending to make the election

process per medium, rather than per channel, which would play

havoc with sites that have more than one BSA.
	Rejected. (AS - election *is* per medium, not per channel.  A QAPCS device

must follow AP rules for starting a BSS,  including selecting an

unused channel.  It must follow TGh DFS, if appropriate.  Certainly

a legacy AP that fails and returns will avoid the QAPCS device

channel which will appear to be busy,  but if there is a legacy

AP it must become the AP of the network or fragmentation of the

network will occur.)

	11.4.1.3 Active QAPCS willingness to become inactive, last paragraph.
	If a QAPCS has seen a legacy AP it should stop operating as an AP.

So surely it doesn’t matter what it sets its Inhibit QAP Mobility bit to!
	

Comment accepted.

Remove sentence “if a QAPCS has seen a legacy...”.

	11.4.1.3 Active QAPCS willingness to become inactive, last paragraph.
	Should there be normative text describing under what conditions an

active QAPCS shall set its "inhibit AP mobility" bit?  If so,  what

are these conditions?
	An active QAPCS with existing TSPECS can set this bit.
(no stronger than this).

	11.4.2 Behaviour supported by the inactive QAPCS
	Perhaps it’s worth adding that QAPCS always enter

the inactive state on initialisation.
	(AS – agreed).
Accept.

	11.4.3.2 Passive Takeover  (should be 11.4.2.2????)
	Seems to calculate a delay, and then ignore it and send the beacon at

the next TBTT.  It’s probably better if the beacon isn’t synchronised

with the old one (imagine that the old AP has just gone out of range

from this AP, but not from other stations).
	Clarification added.

(AS – the intent is for two candidate devices to delay by a value

inversely related to their rank so that the highest ranking device

sends the a beacon and the lower ranking device aborts sending its

beacon.   As the number of things taken into consideration in the

ranking metric increases,  this fails.   Perhaps just a random delay

is OK,  appealing to QAPCS assertion MMPDUs to eliminate the lower

ranking devices.)
zzzz got to here 27 Feb 2002.



	11.4.3 Behaviour at the QSTA
	I think this section should be informative rather than normative –

I don’t think you want to standardise scanning algorithms.
	(AS – the best behaviour is for the QSTA to prefer the

higher ranking QAPCS device.  The reason is that the lower priority

QAPCS device will be eliminated either by observing a beacon from

the higher priority device or by receiving a QAPCS assertion MMPDU.

I agree we could make this an informative or a "should" section.)

	11.4.2.1 Active Takeover
	This case occurs when two inactive QAPCSs received beacon from active QAPCS having lower ranking.

What will happen ,if QAPCS1 transmits “Assertion action request" before QAPCS3?

How does QAPCS2 respond to the request transmitted from QAPCS3?  I think the transmission timing of "assertion action request" should be

defined with score.
	(AS - I don't think there is a problem here,  perhaps the document

needs to be clearer.  However,  the "delay proportional to score" mechanism

falls apart as more metrics are included in the score making its range

larger).

	11.4.4 QAPCS ranking
	I still feel the line power factor is too heavy. I prefer this:

      score = (highest supported PHY rate * 256 * 16) + (line power * 16)

              + (infrastructure bandwidth)
	(AS – An example of disagreement about ranking metrics)

	5.9 AP Mobility
	Is there any need to avoid the denial of service issue of a Rogue QAPCS that asserts itself to be the highest possible rank and shuts up other candidate devices?
	

	7.4.3 QAPCS assertion action frame format
	Is it possible to have an action frame of class 1?
	

	11.4.1.3
	There is a structural problem with the standard as this section is normative behaviour for the entity above the MLME.
	

	11.4.4 QAPCS ranking
	There are many situations to cause a takeover.

And only the user can judge that result.

I want to propose the following from such a reason.

score = (user defined rank * 8192) + (line power * 4096) + (highest 

supported PHY rate * 16) + infrastructure bandwidth

     User defined rank is selected by user as follows:

                           0 = without designation

                           1 = low

                           2 = middle

                           3 = high

For the purposes of 11.4.3.2, the maximum score "max-score" is defined to be:


max-score = (3 * 8192) + (1 * 4096) +  (255 * 16) + 16
	

	11.4.2
	Does the new AP keep BSS parameters from the old AP – e.g. basic rate set and beacon interval?
	

	Hunter
	Ranking – QAPCS has LAN on other side with devices or connected to the internet.
	

	Mike M
	What parameters of the BSS persist when an inactive QAPCS becomes active?
	

	Hunter
	Add a disassociation reason “QAPCS becoming inactive due to takeover”.
	Accepted


Regarding ranking of metrics:

	Who
	Line power
	User priority
	PHY-layer bandwidth
	infrastructure connectivity
	Other comments

	Mike M
	2
	1
	3
	4
	

	John K
	1
	lowest
	2
	2
	Those rated "2" all are of equal value; I think that User priority

could be lowest if the bandwidth fields were both there.

	Minoru T
	2
	1
	2
	2
	From the view of home network, a user can manage all devices

in his/her home. In this situation, it is preferable that the

user can control the priority of each QAPCS device as he/she

likes. So I think No.2 is most important.

For other items - Line power, Maximum PHY-layer bandwidth and

Infrastructure bandwidth -, I do not have strong opinion now.

	Adrian S
	remove it
	1
	3
	2
	Recommend user priority values that encode line power


1.8 Editing Instructions

Editing instructions are shown in bold italic.

3 Definitions

Add the following to an appropriate location in section 3.

3.xxx Mobile Unit (MU)

A Mobile Unit is a QSTA that is not operating as a QAP.

3.xxx QAP-capable STA (QAPCS)

A QAP-capable STA is able to operate either as a QAP or an MU.  

A QAPCS can be active or inactive.   An active QAPCS provides all the functionality of a QAP.  An inactive QAPCS operates as an MU. 

NOTE: an active QAPCS is a QAP.  An inactive QAPCS is a QSTA.

The transition between operating as a QAP and operating as an MU is defined in 11.4.

A QAPCS is backwardly compatible with an AP, and thus is able to function as an AP for legacy STAs, if so desired. 

4 Abbreviations and Acronyms

Add the following to an appropriate location in section 4.
QAPCS
QAP-capable QSTA

5. General Description

Add the following section 5.9 

5.9 AP Mobility

In 802.11, there is nothing to preclude the concept of a mobile AP, as well as mobile STAs.  This document defines, in addition, the concept of a “Quality of Service AP-Capable Station” (QAPCS).   Such a STA has the ability to become an AP (regardless of whether it is physically mobile). It can continue (with reassociations) the operation of a particular SSID if an AP goes out of range or becomes unavailable. A group of stations containing at least one QAPCS operates as an infrastructure network. A QAPCS acts as an AP in accordance with the following rules:

· A group of stations including QAPCS and a legacy AP uses the legacy AP.

· At any time the most capable QAPCS is active as the AP. The “most capable” AP is the one that has the highest ranking based on whether it is line powered or not, its Supported Rates of data transmission, and the bandwidth connection to the infrastructure. A QAPCS can inhibit transfer to another QAPCS.  

· If the most capable AP becomes inactive, the next most capable QAPCS takes over as the AP.

· If a more capable QAPCS arrives in a network with an active QAPCS, it takes over as the active AP.

· An active QAPCS can prevent take-over according to local criteria.

· There is no additional protection against hidden node problems.  It is assumed that all QAPCS stations in the network (identified by its SSID) are in range.  In order to protect against the possibility of hidden nodes, QAPCS may use one of a plurality of SSIDs, identifying different wireless networks.

(TBD waiting additional text from John Kowalski relating to use of SSIDs)

Transfer of AP responsibility using this mechanism does not preserve any security associations (i.e. protocols for key derivation have to be performed with the new AP), power management or QoS commitments (i.e. any TSPECs that have been negotiated have to be re-negotiated after a re-association).  Following a transfer, the BSS identity is not preserved, but the SSID is. 

Transfer of AP responsibility should be an infrequent event.  It occurs in response to QAPCS or (Q)AP devices starting or stopping operation.

For the STAs using the SSID, a transfer of AP responsibility devices triggers a normal roaming process.  

NOTE: regarding denial of service - there is nothing to stop a rogue QAPCS from declaring itself to be the highest possible rank with Inhibit QAP Mobility set.   This will ensure that no other QAPCS devices with the same SSID become active.  A wireless LAN (by virtue of using a shared medium) is susceptible to other kinds of denial of service attack, and it is not necessary to define a mechanism to avoid this particular problem.
5.9.1 Effect of AP Mobility on higher layers

A transfer of AP responsibility can occur between two QAPCS or a QAPCS and an AP that are both attached to the infrastructure.

When an inactive QAPCS connected to the infrastructure becomes active, it may need to register itself with the infrastructure. (Ed – reference appropriate sub-clauses  from 802.11f here)

It will then emit MLME-ASSOCIATION.indications from STAs that were associated with the previous (Q)AP as they associate with the active QAPCS.  

When an active QAPCS connected to the infrastructure becomes inactive, it emits MLME-DEASSOCIATION.indications for all STAs that were associated with the QAPCS.  It is an option whether the QAPCS de-registers itself from the infrastructure or not.

This document makes no assumption about the relative ordering of the association or deassociation indications.

7 Frame Formats

Insert the following at a suitable location in 7.1.3.7, table 18 (Reason codes).

	TBD
	Disassociated because sending STA is an active QAPCS that is about to become inactive.


Insert the following at a suitable location in 7.3.2 and assign an element ID in table 20.

Add a reference to this element to Beacon, Probe Response, Association Response and Deassociation Response MMPDUs in 7.2.3.1, 7.2.3.5, 7.2.3.7, 7.2.3.9 as transmitted by a QAPCS only.

7.3.2.xxx QAPCS parameter set element

This element is present in Beacon, Probe Response, Association Response and Reassociation Response MMPDUs transmitted by a QAPCS.

(Ed – this section is TBD pending agreement on the metrics and their ranking)
	Element ID
(xxxx)
	Length
(5)
	QAPCS Control Field

(1 Octet)
	Highest Supported PHY Rate

(1 Octet)


Figure xxx.1 – QAPCS parameter set element format

The QAPCS Control Field is defined in figure xxx.2

	bits:  0
	1
	2-3
	4
	5
	6
	7

	Inhibit QAP Mobility
	Line Power
	Reserved
	Infrastructure Bandwidth


Figure xxx.2 – QAPCS Control Field

The Inhibit QAP Mobility field is 1 when the active QAPCS is not willing to become inactive.  Otherwise it contains 0.  See 11.4.1.3.

The Line Power field is 1 when the QAPCS is operating off line power.  Otherwise it is 0.

The Infrastructure Bandwidth field is set according to figure xxx.3 based on the bandwidth of its (receive) connection to an infrastructure.

	Infrastructure Bandwidth Value
	Description

	0
	No connection

	1
	0 to 64 kbps

	2
	>64 to 128 kbps

	3
	>128 kbps to 1 Mbps

	4
	>1Mbps to 10Mbps

	5
	>10Mbps to 100Mbps

	6
	>100 Mbps to 1Gbps

	7
	>1 Gbps


Figure xxx.3 - Infrastructure Bandwidth Field

The Highest Supported PHY Rate field contains the value of the highest rate supported by its PHY, expressed in units of 500kbps.

Add a management action code for QAPCS assertion to table 20.3 of D2a.

Add the following after 7.4.2.

7.4.3 QAPCS assertion action frame format

The QAPCS assertion management action frame and its response shall be considered to be class 1 frames.
(TBD is class 1 possible? If not, we’ll have to define a new management frame type. Need to add text to go in the frame filtering by class section).
The frame body of a QAPCS assertion action request frame contains a QAPCS parameter set element as defined in 7.3.2.xxx.

The frame body of a QAPCS assertion response frame is null (zero length).

One additional status code is defined for the QAPCS assertion action response frame in figure xxx.x

	Status Code
	Definition

	2
	The request is refused because the active QAPCS has a higher rank than the requesting QAPCS.


Figure 1 - QAPCS assertion action frame status field

Make the changes shown below to add the “QAPCS enabled” and “QAPCS parameter set element” parameters to both section 10.3.10.2 (MLME-START.request).

Add the following parameters the MLME-START.request() parameter list:

QAPCS enabled,

QAPCS parameter set element

Add the following to the table of parameters:

	QAPCS enable state

(QAPCS only)
	Enumeration
	“Enabled” and “Disabled”
	Whether the QSTA should operate as a QAPCS (enabled) or not (disabled).

	QAPCS parameter set element

(QAPCS only)
	As defined in Frame Format
	As defined in Frame Format
	When the QAPCS enable state is set to “enabled”, contains the QAPCS parameter set element (except for the Inhibit QAP Mobility field, which is initially set to 0).

Otherwise, the contents of this parameter are undefined and have no effect.


Add a new section 10.3.11.9

10.3.11.9 MLME-SET-INHIBIT-QAP-MOBILITY.request

10.3.11.9.1 Function

This function allows the SME to control the setting of the “Inhibit QAP Mobility” field in the QAPCS parameter set element transmitted by a QAPCS when it is operating as an active QAPCS.

10.3.11.9.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-SET-INHIBIT-QAP-MOBILITY.request
(

Inhibit QAP Mobility








)

	Name
	Type
	Valid Range
	Description

	Inhibit QAP Mobility
	integer
	0-1
	Contains the value for the Inhibit QAP Mobility field of the QAPCS parameter set element to be transmitted in any subsequent QAPCS parameter set element transmitted by the QAPCS.


10.3.11.9.3 When generated

This service primitive is generated by the SME when it needs to specify a value for the “Inhibit QAP Mobility” field.  See 11.4.1.3.

10.3.11.9.4 Effect of Receipt

This primitive specifies the value to be transmitted in the “Inhibit QAP Mobility” field of any subsequent QAPCS parameter set element transmitted by the QAPCS.

Add the following sections after section 11.3.4 and renumber 11.4 to 11.5.

11.4 Description of QAPCS behavior

11.4.1 and 11.4.2 define rules followed by a QSTA that supports the QAPCS behavior following an MLME-START.request or MLME-JOIN.request with the QAPCS enable state parameter set to “enabled”.

Otherwise, the QSTA shall not support the behavior defined in these subclauses.  It shall not transmit any QAPCS parameter set elements.

11.4.3 defines rules that shall be followed by all QSTAs in support of QAPCS behavior regardless of whether they are QAPCS or not.

11.4.1 Behavior supported by the active QAPCS

An active QAPCS shall broadcast a QAPCS parameter set element in every beacon. 

An active QAPCS that receives a beacon containing a lower ranked (as defined in 11.4.4) QAPCS parameter set shall send a QAPCS assertion action request to that QAPCS.  This should cause the lower ranked QAPCS to stop operation as a QAP and to start operation as an MU.

An active QAPCS that knows it is going to stop operating for any local reason (for example, before powering-down) should, if it has time, disassociate its associated stations. During this process, the QAPCS shall send no further beacons and shall not respond to probe requests with a broadcast RA.

NOTE: this can reduce the delay before these stations start to look for an alternative.  Successful operation of this protocol doesn’t depend on this disassociation.

An active QAPCS that is not signalling Inhibit QAP mobility set to 1 shall periodically scan all channels for APs with higher QAPCS priority using the procedure defined in 11.4.1.2.  An active QAPCS that receives a beacon from a (Q)AP with higher QAPCS rank shall:

· send no further beacons

· not respond to probe requests with a broadcast RA

· disassociate all its stations using reason code “Active QAPCS about to become inactive”

· stop operating as an active QAPCS. 

NOTE: scanning for APs ensures that a non-QAPCS AP that stops operation and then re-starts can regain control of the STAs associated with the SSID.

An active QAPCS that receives a QAPCS assertion action request shall respond with a QAPCS assertion action response.  If the request is from a higher ranked QAPCS, the QAPCS can deassociate its stations, shall send a response with “success” status and shall become an inactive QAPCS.   If the request is from a lower ranked QAPCS, the QAPCS shall send a response containing a “refused” status and continue operation as the active QAPCS.

11.4.1.2 Scanning by the active QAPCS

The active QAPCS passively scans for a duration that equals dot11APMobilityScanRate percent of a beacon interval every dot11APMobilityScanInterval beacon intervals.  It shall listen on a single channel per scan.  

(Ed – This section may need to be replaced with a reference to the scanning procedure adopted by TGh,  as it makes sense to scan for beacons and perform any TGh scanning off channel at the same time). 

11.4.1.3 Active QAPCS willingness to become inactive

An active QAPCS may indicate its unwillingness to become inactive using the Inhibit QAP Mobility field of the QAPCS parameter set. This field may be based on a local knowledge of negotiated TSPECs or other local information.

NOTE: this means that an active QAPCS can prevent a new QAPCS coming online from attempting an active takeover procedure while the active QAPCS is aware of current activity (e.g. a current TSPEC).

A QAPCS that has no STAs associated with it shall not set the Inhibit QAP Mobility field.

A QAPCS should consider setting the Inhibit QAP Mobility field if it has active TSPECs.

11.4.2 Behavior supported by the inactive QAPCS

An inactive QAPCS shall not broadcast beacons.

An inactive QAPCS that receives a beacon with a matching SSID shall evaluate the relative rank of the active QAPCS and itself using 11.4.4.   If the inactive QAPCS has higher rank, it shall perform the active takeover procedure defined in 11.4.2.1.

An inactive QAPCS detects failure of its current AP if it fails to receive dot11MissedBeaconThreshold successive beacons from that AP. An inactive QAPCS that detects failure of its AP shall perform the passive takeover procedure defined in 11.4.2.2.  

An inactive QAPCS that becomes active shall operate using its own BSSID and an unchanged SSID.  

NOTE: It may start operation on the same or a different channel.
(Ed: It is TBD what parameters of the old AP’s BSS are kept by the new AP (e.g. basic rate set and beacon interval).)

An inactive QAPCS that is deauthenticated and/or disassociated by the active AP remains an inactive QAPCS.

An inactive QAPCS that receives a QAPCS assertion request shall send a QAPCS assertion response with status refused.

11.4.2.1 Active Takeover

This section defines procedures performed by an inactive QAPCS to request an active QAPCS to become inactive.

The inactive QAPCS sends a QAPCS assertion action request MMPDU to the active QAPCS.  If the transmission fails (after the normal number of transmission attempts), the inactive QAPCS shall become an active QAPCS.

Otherwise, the inactive QAPCS waits for a QAPCS assertion action response.

If no response is received within 2 beacon intervals, the inactive QAPCS shall become an active QAPCS.

If the response status is success, the inactive QAPCS shall become an active QAPCS.

If the response status is refused, the inactive QAPCS shall remain an inactive QAPCS.

11.4.2.2 Passive Takeover

This procedure is performed by an inactive QAPCS that detects loss of its AP.

The QAPCS shall delay for a period of time based on its own score (see 11.4.4) given by:


delay = (max-score – score) * dot11SlotTime

The delay starts a beacon interval after  the last missed beacon’s TBTT.

NOTE: the purpose of this delay is to make it likely that the highest ranking QAPCS is detected by any lower ranking QAPCSs before they have a chance to start operating as active QAPCSs.

The QAPCS shall set its TSF timer so that the end of this delay coincides with a TBTT of its own BSS.

If this delay expires without receiving a beacon from a QAPCS with higher rank, the QAPCS shall then transmit its first beacon using this TBTT and shall become an active QAPCS.

Otherwise, on receiving a beacon from a QAPCS with higher rank, the QAPCS ends the delay and remains an inactive QAPCS.

11.4.3 Behavior at the QSTA

When a passive or an active takeover occurs, A STA in the BSS may or may not receive a disassociation from its AP depending on the reason for the takeover.

The STA will see that its (Q)AP stops transmitting beacons.  This causes the STA to search for an AP with the same SSID.  Assuming that there is at least one QAPCS present, the STA scan will discover a new active (Q)AP, not necessarily on the same channel as the old one.

The STA will associate and authenticate with the new QAPCS.

11.4.3.1 Selection of an AP

A QSTA that scans for a (Q)AP shall select between available (Q)APs as described in this section.

A QSTA that sees one or more non-QAPCS (Q)APs and one or more QAPCSs with the same SSID shall not select one of these QAPCSs as its AP.

NOTE: this requirement exists because the QAPCS devices will become inactive and only the non-QAPCS (Q)APs will continue to operate.

Otherwise, a QSTA that sees multiple QAPCSs with the same SSID shall select the one with the highest QAPCS rank.

NOTE: this is because only the QAPCS with the highest rank will continue as the active QAPCS.

11.4.4 QAPCS ranking

(Ed – this section is TBD pending agreement on metrics).

This section defines how to compare the ranking of two QAPCSs or a QAPCS and a non-QAPCS (Q)AP sharing the same SSID.

A non-QAPCS (Q)AP (identified by having no QAPCS parameters element in the beacon) is considered to be the highest rank of all.

NOTE: This means that a QAPCS will always remain inactive while a non-QAPCS (Q)AP is operational.  This section does not address how to select between multiple non-QAPCS (Q)APs.

Otherwise, if one of the QAPCS parameter sets has the Inhibit QAP Mobility bit set, it is ranked higher than the parameter set without the Inhibit QAP Mobility bit set.

Otherwise a score is formed from both parameter sets using the encoding of the fields in the parameter set:


score = (line power * 256 * 16) + (highest supported PHY rate * 16) + infrastructure bandwidth

The higher score indicates the higher rank.

Ties between two equal scores are resolved in favor of the parameter set from the QAPCS with the numerically higher MAC address (treating the MAC address as a 48-bit integer with the I/G bit in the least significant position).

For the purposes of 11.4.3.2, the maximum score “max-score” is defined to be:


max-score = (256 * 16) + (255 * 16) + 16

Annex D

Add the following MIB variables at a suitable place in Annex D.

dot11MissedBeaconThreshold, 
INTEGER

dot11APMobilityScanRate, 
INTEGER

dot11APMobilityScanInterval,
INTEGER

Add the following MIB variables at a suitable place in Annex D.
dot11MissedBeaconThreshold OBJECT-TYPE


SYNTAX INTEGER (0..255)



MAX-ACCESS read-write


STATUS current


DESCRIPTION


“This attribute shall indicate the number of successive missed beacons received by a QAPCS in order to detect that it must perform a passive QAP takeover procedure defined in ??.  The default value of this attribute shall be 11.”


::= ( dot11MissedBeaconThreshold xxx )

(Ed – This two variables may need to be replaced replaced by the scanning mechanism adopted by TGh,  as it makes sense to scan for beacons and perform any TGh scanning off channel at the same time).

dot11APMobilityScanRate OBJECT-TYPE


SYNTAX INTEGER (0..100)



MAX-ACCESS read-write


STATUS current


DESCRIPTION


“This attribute shall indicate the percentage of a beacon interval that an active QAPCS spends scanning for beacons in a beacon interval in which a scan is required.  The default value of this attribute shall be 10%.”


::= (dot11APMobilityScanRate xxx )

dot11APMobilityScanInterval OBJECT-TYPE


SYNTAX INTEGER (0..255)



MAX-ACCESS read-write


STATUS current


DESCRIPTION


“This attribute shall indicate the number of beacon intervals that shall elapse between scans for beacons by an active QAPCS.  The default value of this attribute shall be 10.”


::= (dot11APMobilityScanInterval xxx )
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