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1. 
7
Bob O’Hara
T
Y
The requirement for a station to be able to “properly construct frames for transmission” has been improperly deleted.  The particular frames that a station must construct are determined by which options are implemented.  The original wording is sufficient.
Restore the original statement of the requirement.


2. 
7
Harry Worstell
T
YES
Clarification.
After the word “certain”, insert the word “fields”.


3. 
7
Matthew Sherman
T
YES
Clarification.
After the word “certain”, insert the word “fields”.
reclassified as editorial

4. 
7
Simon Black
T

The particular subsets of these formats that a station must construct and decode are determined by the functional capabilities supported by that particular station,as specified in 7.4.

This specification actually belongs in the PICS (of which there is none).
Add a PICS, a part of which should specify frames to be supported for various functional capabilities – see 1999 standard for an example.


5. 
7
Steve Gray
T
Y
The particular subsets of these formats that a station must construct and decode are determined by the functional capabilities supported by that particular station,as specified in 7.4.

This specification actually belongs in the PICS (of which there is none).
Add a PICS, a part of which should specify frames to be supported for various functional capabilities – see 1999 standard for an example.


6. 
7 lines 2-8
Anil K. Sanwalka
T
Y
Don’t understand what this paragraph is trying to say.
Clarify.

Add:

All fields/subfields indicated as reserved shall be transmitted as 0 and ignored on reception.




7. 
7, et seq
Bob O’Hara
T
Y
Other than the statement that a station is required to construct and decode frames properly, there are not any normative requirements in clause 7 (well, almost none anyway).  This is by design.
Rewrite any normative language, using “shall” or “may”, as descriptive language.


8. 
7, Page 14, line 30
Gunnar Rydnell
T
Yes
Chapter 7 doesn’t  indicate which frames are mandatory in EDCF or in HCF
Specify which frames are mandatory and optional.


9. 
7.
Amar Ghori
T
YES
There should be a reference here to correctable frames as well as those received without error
IBID


10. 
7.
Greg Parks
T
YES
There should be a reference here to correctable frames as well as those received without error
IBID
Change "received without errors" to "received without errors or with corrected errors"
Vote: 27-0-7 (passes)
Nonvoters: 6-0-8

11. 
7.1
Harry Worstell
T
YES
Clarification.
Modify the text for item a of this clause as follows:  a) A MAC header, which comprises frame control, duration, address, and sequence control information and Traffic Category Identifier;


12. 
7.1
Matthew Sherman
T
YES
Clarification.
Modify the text for item a of this clause as follows:  a) A MAC header, which comprises frame control, duration, address, and sequence control information and Traffic Category Identifier;
reclassified as editorial

13. 
7.1.1
Amar Ghori
T
YES
There should be a reference here to correctable frames as well as those received without error. Reserved value in non reserved fields are not transmitted by conformant stations 
IBID


14. 
7.1.1
Bob O’Hara
T
Y
There is no “other relevant error detection coding” in the MAC.  The draft proposes error correction coding elsewhere.  But, if this error correction coding fails to correct errors, the FCS will still have caught it.
Delete the text referring to “other relevant error detection coding.”


15. 
7.1.1
Greg Parks
T
YES
There should be a reference here to correctable frames as well as those received without error. Reserved value in non reserved fields are not transmitted by conformant stations 
IBID
Add "or with corrected errors" after "error" on page 15, line 5.
(accepted without objection)

Second part of comment withdrawn by commenter

16. 
7.1.1
Ken Kimura
T
YES
There should be a reference here to correctable frames as well as those received without error. Reserved value in non reserved fields are not transmitted by conformant stations 
IBID


17. 
7.1.1
Matthew Fischer
T
Y
While admirable, it is technically incorrect to attempt to define the behavior of 802.11-1999 conformant nodes in 802.11e, which is what the following language is really doing with the current wording. Within 802.11e, one may create another subset of 802.11 conformance, as described by the additive language:

Reserved values in non-reserved fields and subfields are not transmitted by conformant stations. However, a station conformant to an older revision of this standard may receive frames with what it considers to be reserved values in non-reserved fields and subfields. These fields, along with other fields in the same frame whose interpretation is directly dependent thereon, are ignored on reception.

FURTHER, a new statement which makes basically the above statement for 802.11e conformant nodes needs to appear, which the NOTE in this section of the draft seems to imply does, but the language above is backwards-referring, not current.
Reserved values in non-reserved fields and subfields are not transmitted by conformant stations. However, a station conformant to this revision of the IEEE 802.11 standard may receive frames with what it considers to be reserved values in non-reserved fields and subfields. These fields, along with other fields in the same frame whose interpretation is directly dependent thereon, are ignored on reception, with the exception of the revision subfield of the Frame Control field.

This is a bit scary, as noted by the revision field exception – there may be others lurking out there.




18. 
7.1.1
RAJU GUBBI
T
Y
While admirable, it is technically incorrect to attempt to define the behavior of 802.11-1999 conformant nodes in 802.11e, which is what the following language is really doing with the current wording. Within 802.11e, one may create another subset of 802.11 conformance, as described by the additive language:

Reserved values in non-reserved fields and subfields are not transmitted by conformant stations. However, a station conformant to an older revision of this standard may receive frames with what it considers to be reserved values in non-reserved fields and subfields. These fields, along with other fields in the same frame whose interpretation is directly dependent thereon, are ignored on reception.

FURTHER, a new statement which makes basically the above statement for 802.11e conformant nodes needs to appear, which the NOTE in this section of the draft seems to imply does, but the language above is backwards-referring, not current.
Reserved values in non-reserved fields and subfields are not transmitted by conformant stations. However, a station conformant to this revision of the IEEE 802.11 standard may receive frames with what it considers to be reserved values in non-reserved fields and subfields. These fields, along with other fields in the same frame whose interpretation is directly dependent thereon, are ignored on reception, with the exception of the revision subfield of the Frame Control field.

This is a bit scary, as noted by the revision field exception – there may be others lurking out there.




19. 
7.1.2
Amar Ghori


See remainder of clause 7.1.2, below



20. 
7.1.2
Diepstraten
T

The TCID field naming is not consistent, and is called “QoS Control” at other places.
Make the field naming consistent. QoS Control Field or QCF is suggested here.


21. 
7.1.2
Harry Worstell
T
YES
The existing text and figure is inconsistent with the frame descriptions in 7.2 – particularly CF-Multipoll, DlyAck, CC, and RR.  The figure shows the TCID field as being 2 bytes, and makes no reference to the other fields that can exist, or the varying order involved.  It is suggested that the title TCID should be changed to QoS Control, and it’s size made variable.  The existing section on QoS control sub-fields (7.1.3.5) could be extended to incorporate material from 7.2 on specific frame formats.  The material in 7.2.1.7-7.2.1.10 will probably require adjustment.  The QoS control field may want to be declared as separate from the MAC header.  Other possibilities exist, and further consideration may be required.
Fix inconsistencies.


22. 
7.1.2
Jerrold Bonn
T
Yes
Pg 15, Figure 12  Should TCID field be named TCA field? see 7.1.3.6 TCA field, and 7.22 Data Frames.
Correct figure


23. 
7.1.2
Keith Amann
T
Yes
This clause was not in any of the original texts adopted for inclusion in March 2001 and makes a change to the frame format which has not been approved.



24. 
7.1.2
Letanche
T
Y
The additional MAC header field in figure 12 is called TCID, while TCID is part of that field
Call the field QoS Control, what also is consistent with the rest of the draft


25. 
7.1.2
Matthew Fischer
T
Y
This section refers to TCID field in text and in table. Later sections describe TCID as a sub-field of QoS Control Field. The field in 7.1.2 probably needs to be renamed the QoS Control Field.
Change references of TCID to QC


26. 
7.1.2
Matthew Sherman
T
YES
The existing text and figure is inconsistent with the frame descriptions in 7.2 – particularly CF-Multipoll, DlyAck, CC, and RR.  The figure shows the TCID field as being 2 bytes, and makes no reference to the other fields that can exist, or the varying order involved.  It is suggested that the title TCID should be changed to QoS Control, and it’s size made variable.  The existing section on QoS control sub-fields (7.1.3.5) could be extended to incorporate material from 7.2 on specific frame formats.  The material in 7.2.1.7-7.2.1.10 will probably require adjustment.  The QoS control field may want to be declared as separate from the MAC header.  Other possibilities exist, and further consideration may be required.
Fix inconsistencies.
Modify the format diagrams of the relevant (control) frames 

27. 
7.1.2
RAJU GUBBI
T
Y
This section refers to TCID field in text and in table. Later sections describe TCID as a sub-field of QoS Control Field. The field in 7.1.2 probably needs to be renamed the QoS Control Field.
Change references of TCID to QC


28. 
7.1.3.1
Harry Worstell
T
YES
Clarification.
At the end of the existing paragraph add:

“The Frame Control field shall always be taken as the 1st and 2nd octects of any received frame.”


29. 
7.1.3.1
Matthew Sherman
T
YES
Clarification.
At the end of the existing paragraph add:

“The Frame Control field shall always be taken as the 1st and 2nd octets of any received frame.”
Accepted without dissent

30. 
7.1.3.1.10
Amar Ghori
T
YES
There seems to be a conflict in this note. By definition, a legacy packet transmitted as  “contention” must have a priority value of either 0 or 7 depending on what the default bits represent, so how can this legacy packet not be strictly orderable?
TBD


31. 
7.1.3.1.10
Bob O’Hara
T
Y
The strictly ordered service class does not need to be excluded from use when numeric priorities are present.  Simply include the priority along with the SA/DA pair as the identifying information to enforce ordering.
Remove the note and add text describing that order is enforced in MSDU delivery for (SA, DA, priority) tuples.


32. 
7.1.3.1.10
Greg Parks
T
YES
There seems to be a conflict in this note. By definition, a legacy packet transmitted as  “contention” must have a priority value of either 0 or 7 depending on what the default bits represent, so how can this legacy packet not be strictly orderable?
TBD
Withdrawn by commenter

33. 
7.1.3.1.10

7.1.3.5.2
MH
t
no
I would like to propose to redefine the Order field bit as the No Ack field bit (with the properties as described in 7.1.3.5.2) in case of the ESTA operating QBSSs. The Order field is unused in QBSSs because strictly ordered service is precluded from QoS operation.

The advantage of this is that the bit is available more quickly and can always be found at the same offset (finding the No Ack control field in the QoS control field requires interpretation of the To DS/From DS bits). Moreover, in .11a systems, the QoS control field may be in the second (and possibly last symbol), while all other information to base the SIFS response on is always available in the first symbol.
Add text to clause 7.1.3.1.10 that redefines the Order field to be the No Ack field as defined in 7.1.3.5.2 for MSDUs presented to the MAC with any of the integer priority values 0-7. Strike references to No Ack field from 7.1.3.5 and update the QoS Control field.


34. 
7.1.3.1.2
Amar Ghori
T
YES
Need for CC frames has been eliminated due to ability to transmit RR anytime during CFP  . CC is unnecessary and is too complicated just for sending reservation requests.


Eliminate Contention Control (CC) frame


35. 
7.1.3.1.2

7.2.1.8

7.5
Diepstraten
T

FEC 

This mechanism is I think not effective. A better mechanism can be achieved by building a solution above the MAC, and for which the MAC is relative transparent.

This would play well with the currently defined WEP mechanism, because that is transparent to the FEC coding, and does not multiply the errors upon occurrence.

Such a mechanism can be implemented when also all errored frames with attributes according to certain  filtering criteria are forwarded even if the FCS check fails.
Given that the current mechanism is optional, I do not attach a no-vote, unless it is burdening a non FEC implementation.

       


36. 
7.1.3.1.2
Greg Parks
T
YES
Need for CC frames has been eliminated due to ability to transmit RR anytime during CFP  . CC is unnecessary and is too complicated just for sending reservation requests.


Eliminate Contention Control (CC) frame
Deferred for CC/RR discussion

37. 
7.1.3.1.2

7.2.1.8
Jan Boer
T
Y
Delayed Ack

This mechanism is extremely complex, with limited benefit, and should therefore be removed.
7.1.3.1.2 Remove Delayed Ack frame from table

7.2.1.7 Remove this section.

Note that does not mean that the Ack-policy bit should be removed from the QoS-Control frames.


38. 
7.1.3.1.2
Ken Kimura
T
YES
Need for CC frames has been eliminated due to ability to transmit RR anytime during CFP. CC is unnecessary and is too complicated just for sending reservation requests.


Eliminate Contention Control (CC) frame


39. 
7.1.3.1.2
RAJU GUBBI
T
Y
The additional complexity due to the inclusion of container frame is not justified. I disapprove this as this causes lot of unavoidable corner cases in implementations that are not specified in this draft.
Remove container frame from the frame format and it’s reference in all the clauses in the draft


40. 
7.1.3.1.2

7.2.1.8
WD

Diepstraten
T
Y
Delayed Ack

This mechanism is extremely complex, with limited benefit, and should therefore be removed.
7.1.3.1.2 Remove Delayed Ack frame from table

7.2.1.8 Remove this section.

Note that does not mean that the Ack-policy bit should be removed from the QoS-Control frames.


41. 
7.1.3.1.3
Amar Ghori
T
YES
My current understand is that frames may also be directed from STA to STA and from ESTA to ESTA. How is this included in these definitions
TBD


42. 
7.1.3.1.3
Greg Parks
T
YES
My current understand is that frames may also be directed from STA to STA and from ESTA to ESTA. How is this included in these definitions
TBD
Resolved by adoption of comment resolution for comment 281 of 01/264r2 (was 11 of 01/264r1) in the case of ESTA-ESTA communication.  STA-STA communication in a (Q)BSS is not addressed by this standard.
Vote: 24-0-7 (passes)
Nonvoters: 7-0-6

43. 
7.1.3.1.3
Ken Kimura
T
YES
My current understanding is that frames may also be directed from STA to STA and from ESTA to ESTA. How is this included in these definitions
TBD


44. 
7.1.3.1.3
Matthew Fischer
T
Y
What is the disposition of the ToDS bit for frames sent by ESTA associated with an AP? Does an ESTA identity change to STA depending upon the type of AP (i.e. AP or EAP) with which it is associated? Or is an ESTA always an ESTA?
Define the appropriate behavior for an ESTA depending upon association.


45. 
7.1.3.1.3
RAJU GUBBI
T
Y
What is the disposition of the ToDS bit for frames sent by ESTA associated with an AP? Does an ESTA identity change to STA depending upon the type of AP (i.e. AP or EAP) with which it is associated? Or is an ESTA always an ESTA?
Define the appropriate behavior for an ESTA depending upon association.


46. 
7.1.3.1.3
Spiess
T
N
No mention is made of container frames being treated like a data frame.
Insert “and container” after “data type” and before “frames” in three occurrences. 


47. 
7.1.3.1.4
Amar Ghori
T
YES
My current understand is that frames may also be directed from STA to STA and from ESTA to ESTA. How is this included in these definitions
TBD


48. 
7.1.3.1.4
Anil K. Sanwalka
T
Y
There does not appear to be any reason why direct ESTA to ESTA frames cannot use ToDS= 0 and FromDS= 0.
Change text in Row1 of Table 2 to:

A data type frame from one STA to another STA within the save BSS or IBSS, as well as all management and control type frames.


49. 
7.1.3.1.4
Greg Parks
T
YES
My current understand is that frames may also be directed from STA to STA and from ESTA to ESTA. How is this included in these definitions
TBD
Same resolution as 42 of 01/264r2
(was 66 of 01/264r1)

50. 
7.1.3.1.4

p 18, l 1
Gunnar Rydnell
T
Yes
Direct ESTA to ESTA traffic under EAP appears to be allowed, but should be more explained, e.g. when is it used? How does it work in power save mode?
Add description for ESTA to ESTA communication.


51. 
7.1.3.1.4
Harry Worstell
T
YES
Table 2 would indicate that the DS exists in all STA and ESTA since to / from DS is set for ESTA to ESTA communications in the presence of an AP.  This is contrary to the current definition of the DS.
Clarify.


52. 
7.1.3.1.4
Ken Kimura
T
YES
My current understanding is that frames may also be directed from STA to STA and from ESTA to ESTA. How is this included in these definitions
TBD


53. 
7.1.3.1.4
Matthew Fischer
T
Y
BP/ESTA frame exchanges use ToDS and FromDS both set to 1. It is not at all clear that such exchanges are allowed, since this looks like a class 3 frame, and this requires an association, and I don’t see any text about associating with a BP, or any text that would allow multiple associations.

If one might borrow the association of the ESTA from the EAP to qualify for the BP, then the BP/ESTA frame exchange doesn’t include the BSSID of the exchange, and there is no mechanism to allow the BP to learn the set of ESTA which are associated with the EAP with which the BP is associated.

No matter how I view it, the exchange with the BP seems to be illegal.
Fix or remove the BP.


54. 
7.1.3.1.4
Matthew Sherman
T
YES
Table 2 would indicate that the DS exists in all STA and ESTA since to / from DS is set for ESTA to ESTA communications in the presence of an AP.  This is contrary to the current definition of the DS.
Clarify.


55. 
7.1.3.1.4
RAJU GUBBI
T
Y
Table-2: ToDS=0 and FromDs=0, is not specified to include ESTA to ESTA frames within QBSS
Include “and QBSS” after “IBSS” in the second line of second row (incl. Title row) in the table.


56. 
7.1.3.1.4
RAJU GUBBI
T
Y
BP/ESTA frame exchanges use ToDS and FromDS both set to 1. It is not at all clear that such exchanges are allowed, since this looks like a class 3 frame, and this requires an association, and I don’t see any text about associating with a BP, or any text that would allow multiple associations.

If one might borrow the association of the ESTA from the EAP to qualify for the BP, then the BP/ESTA frame exchange doesn’t include the BSSID of the exchange, and there is no mechanism to allow the BP to learn the set of ESTA which are associated with the EAP with which the BP is associated.

No matter how I view it, the exchange with the BP seems to be illegal. In addition
Fix the BP.


57. 
7.1.3.1.4
Spiess
T
N
No mention is made of container frames being treated like a data frame.
Insert “and container” after “data type” and before “frames” in three occurrences.


58. 
7.1.3.1.4
Sunghyun Choi
T
YES
Table 2: I think a data frame direct from one ESTA to a BP (from a BP to one ESTA) should have To DS = 0 and From DS = 1 (To DS = 1 and From DS = 0).

Accordingly, from ESTA to ESTA frame will have To DS = 0 and From DS = 0.



59. 
7.1.3.1.4, Page 18, line 2 
Gunnar Rydnell
T
Yes
Logical change of the parameters “to DS” and “from DS” in ESTA to ESTA communication, is confusing and should be avoided
Investigate the possibility to utilize ‘from DS=0’ and ‘to DS=0’, to simplify receiver decoding.


60. 
7.1.3.1.7
Amar Ghori
T
YES
There is some notion of advanced power savings as evidenced by the existence of the Listen Epoch mechanism. How is this reflected in the power management field by using one bit?
TBD


61. 
7.1.3.1.7
Greg Parks
T
YES
There is some notion of advanced power savings as evidenced by the existence of the Listen Epoch mechanism. How is this reflected in the power management field by using one bit?
TBD
There has never been a relationship between the power management frame control bit and the QoS power save mechanism partially embodied in the Listen Epoch concept.  Therefore no change to normative text is required.
Vote: 23-0-7 (passes)
Nonvoters: 5-0-7

62. 
7.1.3.1.7
Johansson
T
Y
Missing reference to the QoS power save clause.
Provide the clause and reference.


63. 
7.1.3.1.7
Keith Amann
T
Yes
This clause refers to a “QoS power save clause” which does not appear to exist.  The document is incomplete.
Remove the reference to the clause if it will not exist, or replace with the appropriate corresponding reference.


64. 
7.1.3.1.7
Ken Kimura
T
YES
There is some notion of advanced power savings as evidenced by the existence of the Listen Epoch mechanism. How is this reflected in the power management field by using one bit?
TBD


65. 
7.1.3.1.7
Letanche
T
Y
The QoS power save clause, as referred to in line 9, does not exist 
Add QoS power save clause


66. 
7.1.3.1.7
Liwen Wu

NO vote
Page 18, line9: <<#QoS power save clause>> is missing



67. 
7.1.3.1.7
Patrick Green
T
Yes
Page 18, line 9.  <<## QoS power save clause>>
Enter clause into document


68. 
7.1.3.1.7
Simon Black
T

This clause refers to a power save protocol, but I see no clause relating to power save operation in a QBSS apart from some statements about Listen Epoch
Describe fully the changes to the power save protocol when QoS is being supported.


69. 
7.1.3.1.7
Spiess
T
Y
A non-existent QoS power clause is referenced
The additional QoS significance of this field must be defined.


70. 
7.1.3.1.7
Steve Gray
T
Y
This clause refers to a power save protocol, but I see no clause relating to power save operation in a QBSS apart from some statements about Listen Epoch
Describe fully the changes to the power save protocol when QoS is being supported.


71. 
7.1.3.1.7
Yossi Texerman
T
Yes
A reference is made to non-existent “<<## QoS power save clause>>”.
Provide clause or remove reference to it.


72. 
7.1.3.1.8
Amar Ghori
T
YES
What is the definition for the more data bit when used with QoS CF Multipoll and QoS CF Poll frames? Does more data field indicate additional buffered MPDU in same traffic category or just any traffic category (contradiction) ?
TBD


73. 
7.1.3.1.8
APS
T
Yes
The two red paras appear to contradict themselves.  It is unclear on reading them both if the “more data” field is set in a QoS data type if there are frames of other traffic classes buffered.
Clarify which is the correct interpretation.
Delete the last paragraph at the bottom of page 18 and add a note to clarify that the QoS control field of the QoS data frame indicates the presence of MSDUs belonging to the same TC.
Vote: 26-0-9 (passes)
Nonvoters: 6-0-10

74. 
7.1.3.1.8
Fischer,Michael
T
yes
The interaction between More Data and TCID is not adequately specified.
Clarify that More Data indication applies to the (E)STA, not to any particular TC, so an ESTA sets More Data =1 if there is an MPDU from any TC, or an MMPDU, ready to transmit.


75. 
7.1.3.1.8
Greg Parks
T
YES
What is the definition for the more data bit when used with QoS CF Multipoll and QoS CF Poll frames? Does more data field indicate additional buffered MPDU in same traffic category or just any traffic category (contradiction) ?
TBD
Comment withdrawn

76. 
7.1.3.1.8
Harry Worstell
T
YES
The second and third paragraphs seems to be in conflict with each other. Does an ESTA set More Data when it has other MSDUs buffered, or only MSDUs for the same priority?
Clarify.


77. 
7.1.3.1.8
Harry Worstell
T
YES
Should the last paragraph be modified to account for Broadcast / Multicast from a RHC?
Clarify.


78. 
7.1.3.1.8
Jerrold Bonn
T
Yes
Pg18,line20 Clarify whether buffered frames must be in same traffic category to set the “more” bit. Next paragraph about container frames is explicit.
Add clarifying text


79. 
7.1.3.1.8
Keith Amann
T
Yes
Page 18, Line 20:  The statement is made “The More Data field shall be set to 1 in all QoS data type frames transmitted by ESTAs to indicate that the ESTA has at least one additional buffered MPDU available for transmission”.  This implies that an ESTA will never be able to send a data packet without the More Data bit set, even when it has no additional traffic to send and may be prepared to go into a power saving mode.
Remove this restriction, or provide more detail regarding why ALL data traffic from an ESTA must have the bit set.


80. 
7.1.3.1.8
Matthew Fischer
T
N
The language of the cited sentence is clearly wrong. The “all” needs to be removed – it may have been intended to modify “type” but instead can appear to be modifying “frames.” Additionally, this bit should be indicative of the current traffic category.
The More Data field shall be set to 1 in QoS data type frames transmitted by ESTAs when the ESTA has at least one additional buffered MPDU belonging to the same traffic category as this frame, that is available for transmission.


81. 
7.1.3.1.8
Matthew Sherman
T
YES
The second and third paragraphs seems to be in conflict with each other. Does an ESTA set More Data when it has other MSDUs buffered, or only MSDUs for the same priority?
Clarify.


82. 
7.1.3.1.8
Matthew Sherman
T
YES
Should the last paragraph be modified to account for Broadcast / Multicast from a RHC?
Clarify.


83. 
7.1.3.1.8
RAJU GUBBI
T
N
The language of the cited sentence is clearly wrong. The “all” needs to be removed – it may have been intended to modify “type” but instead can appear to be modifying “frames.” Additionally, this bit should be indicative of the current traffic category.
The More Data field shall be set to 1 in QoS data type frames transmitted by ESTAs when the ESTA has at least one additional buffered MPDU belonging to the same traffic category as this frame, that is available for transmission.


84. 
7.1.3.1.8
Tom T.
T
Y
Lines 15-17:  This paragraph is redundant as the More Data bit is set whenever an ESTA has more data, regardless of which TC it’s in.

If the intent is that this bit is set in QBSS only if the queued frame was from the same TC then the previous paragraph should be modified.
Either delete these lines or modify the previous paragraph to indicate that more data is only set if you have more data from the same TC.


85. 
7.1.3.1.8 lines 5-7
Anil K. Sanwalka
T
Y 
Container frames provide very little benefit for the complexity they introduce.
Remove the concept of container frames from 802.11e


86. 
7.1.3.17
Myles
T
Yes
It is not possible to evaluate QoS power save functionality as it has not been defined
Add QoS power save clause


87. 
7.1.3.17

p18 l9
Skell
T
Yes
Where is the “QoS power save clause”?
Add


88. 
7.1.3.2
Amar Ghori


Not convinced that the use of values less than 32768 during the CFP is the  best thing to do. 

HCF Implementions in environmemnts where its not beneficial to have  NAV  set can stop the CFP by sending CF end and then use the virtual carier sense mehanisms.

 
Remove the recommendation to implementers.


89. 
7.1.3.2
Anil K. Sanwalka
T
Y
There appears to be no logical reason for allowing a ESTA to not put the correct value in the duration field.
Change the text to indicate that the duration field during a CFP shall be 32768 and the duration value when not in a CFP. If an HCF burst overlaps a CFP then the value used during the CFP shall be 32768 and the actual duration value outside the CFP.


90. 
7.1.3.2
Bob O’Hara
T
Y
Though the text in the second sentence indicates the duration value will vary with superframe period, no such descriptive text is present to elaborate this point.
Either remove “superframe period,” from the second sentence or add text to the subclause that describe when and how the duration value varies with this parameter.


91. 
7.1.3.2
Fischer,Michael
T
no
Understanding of the Duration/ID field encoding and usage could be aided by addition of an informative note pertaining to table 3.
Add a note with an informative statement to the effect:
NOTE:  Despite the use of "may" in the top row of this table, implementers are strongly advised to use appropriate, calculated duration values, rather than the value 32768, in frames sent during the CFP in a QBSS.  Because NAV update rules at all STAs and ESTAs use the duration values from received frames to increase the NAV setting, but not to decrease the NAV setting, using calculated duration values during the CFP can enhance, and does not reduce, the scope of NAV protection afforded to frame exchanges during the CFP.


92. 
7.1.3.2
Greg Parks


Not convinced that the use of values less than 32768 during the CFP is the  best thing to do. 

HCF Implementions in environmemnts where its not beneficial to have  NAV  set can stop the CFP by sending CF end and then use the virtual carier sense mehanisms.

 
Remove the recommendation to implementers.
Withdrawn by commenter

93. 
7.1.3.2
Harry Worstell
T
YES
Clarification.
In the first paragraph beginning with “Whenever” after the word address insert:

“ type, or subtype”


94. 
7.1.3.2
Harry Worstell
T
YES
Clarification.
At the beginning of the last paragraph, before “The encoding” insert:

“The duration field shall always be taken as the 3rd and 4th octets of any received frame, regardless of type or subtype.”


95. 
7.1.3.2

7.2.1.1

7.2.1.2

7.2.1.4

7.2.2

7.2.3

7.2.3.9

7.3.1.4

Perhaps Others
Keith Amann
T
Yes
The letter ballot contains multiple instances of text which appear to have been changed (possibly for clarification, or transposition errors?) without noting those changes.  Since it is not clear what the complete impact of those changes are, nor where all those changes are, it can be argued that the intent of the original 802.11-1999 standard may have been changed and/or a discrepancy may have been introduced which, once included in the standard, would result in the automatic non-conformance of all existing products.
Although I may agree with these changes for the purposes of clarification, it is not clear to me how much editorial latitude should be allowed given that the editor was not given explicit direction to resolve these discrepancies, and without this specific direction I feel that I cannot endorse these changes.  More explicit attention should be paid to highlighting all changes in the future.  This issue resulted in my review taking much longer than it should have.  I have referenced several, but likely not all clauses as it may have prevented my ability to complete the draft in a timely manner.


96. 
7.1.3.2
Ken Kimura


Not convinced that the use of values less than 32768 during the CFP is the best thing to do. 

HCF Implementations in environments where it’s not beneficial to have NAV set can stop the CFP by sending CF end and then use the virtual carrier sense mechanisms.

 
Remove the recommendation to implementers.


97. 
7.1.3.2
Matthew Sherman
T
YES
Clarification.
In the first paragraph beginning with “Whenever” after the word address insert:

“ type, or subtype”


98. 
7.1.3.2
Matthew Sherman
T
YES
Clarification.
At the beginning of the last paragraph, before “The encoding” insert:

“The duration field shall always be taken as the 3rd and 4th octets of any received frame, regardless of type or subtype.”


99. 
7.1.3.2
RAJU GUBBI
T
Y
Table 3 – Explicitly disallow the use of Bit15=1 for any frame other than frames to/from legacy STAs during CFP.



100. 
7.1.3.2
Tom T.
T
Y
Lines 22, 28:   Allowing ESTAs to send a duration other than 0x8000 during the CFP will confuse legacy STAs that will interpret this as having missed the CFEnd and will assume the CFP is over.
Cannot have recommendations and options here.  Must stick with the standard 8000 hex value during the CFP for backward compatibility.


101. 
7.1.3.3.3
Amar Ghori


OK Not enough information to judge if retaining BSSID for the life of the QBSS even with the the transfer is HC is the right thing.
Include rules for operation of HC transfer in the appropriate section.


102. 
7.1.3.3.3
Anil K. Sanwalka
T
Y
The par for 802.11e allows us to modify the MAC to enhance it for QOS, not to redesign it just to be different. How would legacy stations work in a BSS where the AP address could change (they couldn’t). The ability of the AP MAC address to change without requiring new associations is unnecessary and fraught with problems.
Remove the new text in lines 7-9. Remove the concept of EAP functions being transferred without requiring new associations.


103. 
7.1.3.3.3
Fischer,Michael
T
no
The reference to the transfer of EAP or HC functions is open to misinterpretation, especially in the current draft where such transfer is mentioned but not defined.
Remove the text at the end of the paragraph which begins "even if ..." whileleaving the previous text intact.  This states the actual requirement -- that BSSID not change during the life of the QBSS -- while not speaking to whether, or by what means, the EAP or HC of a QBSS might change during the life of the QBSS.


104. 
7.1.3.3.3
Ken Kimura


OK Not enough information to judge if retaining BSSID for the life of the QBSS even with the transfer is HC is the right thing.
Include rules for operation of HC transfer in the appropriate section.


105. 
7.1.3.3.3
MH
t
no
Due to the suggested relation in 802.11 1999 between the BSSID and the MAC address of the STA in the AP, the new definition that says that “The BSSID remains unchanged for the life of a QBSS, even if the EAP and HC functions are transferred to an alternate station.” may cause backward compatibility issues with STAs that probe for a BSS and receive a Probe response with a different BSSID than the SA.

I assume that the mechanisms for transferring and assuring uniqueness of the BSSID are outside the scope of the standard.
None, just something to consider.


106. 
7.1.3.3.3
Tom T.
T
Y
If the EAP moves to another ESTA, then the BSS cannot conitnue using the same BSSID since ACKs will be sent with an RA of the BSSID not the new EAP’s actual source address.  Furthermore ACKs acknowledging frames from the old EAP cannot be distinguished from ACKs to the new EAP.
Remove statement that the BSSID can continue to be used.  This only applies to IBSSs where the BSSID is independent of any of the node’s addresses.


107. 
7.1.3.3.3.
APS
T
Yes
“Even if the EAP… functions are transferred to an alternate station”.

There is inadequate support for doing this in the spec.  Would need the APs to signal some kind of AP capability and priority information in a standardized form so that the “most important” potential AP acted in this role.
Remove the concept of EAP mobility or specify the necessary standardized mechanism for EAP election and transfer.
Remove the concept of EAP mobility from the document.
Vote: 17-3-18 (passes)
Nonvoters: 5-0-13

108. 
7.1.3.4.1
Amar Ghori


OK  Sequence number definition is not sufficient for delayed ack.
Change clause to say that ESTAs maintain one additional moduluo 4096 sequence number per traffic category they source per destination.


109. 
7.1.3.4.1
Ken Kimura


OK Sequence number definition is not sufficient for delayed Ack.
Change clause to say that ESTAs maintain one additional modulo 4096 sequence number per traffic category they source per destination.


110. 
7.1.3.4.1
Simon Black
T

Sequence numbers for QoS data type frames are assigned using the counter for the traffic category indicated in the TCID field of the frame,and that counter is incremented by 1 for each MSDU or MMPDU assigned a sequence number for that TC.

Not sure MMPDU should be here … this is just QoS data type frames.
Remove MMPDU


111. 
7.1.3.4.1
Steve Gray
T
Y
Sequence numbers for QoS data type frames are assigned using the counter for the traffic category indicated in the TCID field of the frame,and that counter is incremented by 1 for each MSDU or MMPDU assigned a sequence number for that TC.

Not sure MMPDU should be here … this is just QoS data type frames.
Remove MMPDU


112. 
7.1.3.5
Amar Ghori
T
YES
Shouldn’t the TXOP limit subfield also be used when the frame subtype include QoS CF Poll and CF Multipoll?
TBD


113. 
7.1.3.5
APS
T
Yes
Knowing the queue size (TC queue size) without knowing the rate that will be used to send DATA doesn’t allow the EAP/HC to allocate time, but does allow it to manage its internal storage. 
Replace TC queue size with an equivalent time-based specification.
***
considerable discussion, but no agreement reached on a resolution
***

114. 
7.1.3.5
Bob

Meier
T
Yes
A “Flow ID” is needed to identify frames that are associated with a parameterized flow.



115. 
7.1.3.5
Greg Parks
T
YES
Shouldn’t the TXOP limit subfield also be used when the frame subtype include QoS CF Poll and CF Multipoll?
TBD
Believed to be resolved, need to check with commenter

116. 
7.1.3.5
Ken Kimura
T
YES
Shouldn’t the TXOP limit subfield also be used when the frame subtype include QoS CF Poll and CF Multipoll?
TBD


117. 
7.1.3.5
Kenji Fujisawa
T
Yes
Figure 14.5 uses “WSTA”. By definition, “WSTA” is not an EAP nor a BP. Does that mean BP can not use the QoS control field?

The usage of “WSTA” in other places also seems to be unclear.



118. 
7.1.3.5
Letanche
T

It is not too clear in Figure 14.5 (row 1 and 2) when either TxOp limit or Tc queue size is used
Highlight the difference


119. 
7.1.3.5
Matthew Fischer
T
Y
The following sentence fragment adds to the confusion about QoS Control field and TCID:

The TCID field comprised of 5 subfields, described below and illustrated in Figure 14.5.

So what really, is this field? QoS Control, or TCID? And where does it appear in the frame? The reference of “immediately after the MAC header” implies both a TCID and a QoS Control header. Is this correct?
Apply consistency to the use of the QoS Control field.


120. 
7.1.3.5
Matthew Fischer
T
Y
The first entry from table 14.5 is:

TXOP limit, units of 16 microseconds (used if frame subtype includes CF-poll)

The language needs to be more explicitly restrictive.
TXOP limit, units of 16 microseconds (used only if frame subtype includes CF-poll; if frame subtype does not include CF-poll, then this field has an all zero value, and does not represent a TXOP limit value)


121. 
7.1.3.5
Matthew Fischer
T
Y
There seems to be no value in allowing duration values in what might be called the TXOP subfield (it has no name, and this in itself deserves a comment) if they are not going to be allowed in all frames that use this field. Add the duration interpretation to the QoS data (non-null) and Container frames sent by WSTAs usage. This allows for future expected incoming frames for a queue to be accounted for, rather than just the present frames, so that TXOP can be used to determine next TXOP granted by the HC. Certainly, there is no other value in this field beyond making future reservation requests, since the HC cannot use the current frame’s TXOP value to decide to cut off a granted TXOP, since it cannot cut off the granted TXOP prematurely without permission from the grantee. Effectively, the only TXOP value of import is the last one transmitted during the TXOP. Effectively, this makes that last value a request for the next TXOP, and as such, the subfield should allow durations as well as octets.
Change bit 15 from rsv to TS in the thrid row of table 14.5 (title row counts as one row).

Change bits 0-9 in third row of the table:

TS =0: TXOP duration requested, units of 16 microseconds

TS =1:TC queue size, units of 128 octets frames


122. 
7.1.3.5
Matthew Fischer
T
Y
I’ve been through the LAN on a subfield with no name…

Bits 0-9 of QoS Control field have no name. Let’s call them TXOP field. Actually, they do have a name – rather, three names. Let’s give the subfield one name, then indicate the different values that it can take, just as has been done for the Duration/ID field.
Change heading:

Bits 0-9 (TXOP subfield)


123. 
7.1.3.5
Matthew Fischer
T
Y
There should be allowance for the TXOP subfield to be given a zero value, even if the TC size is not actually zero. The STA can always use other means to request a new TXOP, and a TXOP value of TC size in current frames is not necessarily indicative of the future required need for a TXOP. I.e. the field is only useful as a request field, and as such, there should be more leeway in the use of the field.
Allow TXOP request and TC values of ZERO.


124. 
7.1.3.5
RAJU GUBBI
T
Y
The following sentence fragment adds to the confusion about QoS Control field and TCID:

The TCID field comprised of 5 subfields, described below and illustrated in Figure 14.5.

So what really, is this field? QoS Control, or TCID? And where does it appear in the frame? The reference of “immediately after the MAC header” implies both a TCID and a QoS Control header. Is this correct?
Apply consistency to the use of the QoS Control field.


125. 
7.1.3.5
RAJU GUBBI
T
Y
The first entry from table 14.5 is:

TXOP limit, units of 16 microseconds (used if frame subtype includes CF-poll)

The language needs to be more explicitly restrictive.
TXOP limit, units of 16 microseconds (used only if frame subtype includes CF-poll; if frame subtype does not include CF-poll, then this field has an all zero value, and does not represent a TXOP limit value)


126. 
7.1.3.5
RAJU GUBBI
T
Y
Figure 14.5: There is no value in knowing the TC-queue size in the units of 128 octets. What do you expect the EAP/HC to make out of this without knowing the rate at which the ESTA wishes to transmit those bytes? Remove the option of indicating TC-Queue size in (any number of) octets. Hence the Qos-control field becomes uniform except that Bits0-9 indicate the requested Txop-dur in ESTA’s frames and the same indicate the granted time in EAP/HC’s frames.
Remove the option of indicating TC-Queue size in (any number of) octets.


127. 
7.1.3.5
RAJU GUBBI
T
Y
Figure 14.5: Bits 0-9 of QoS Control field have no name. Let’s call them TXOP field. Actually, they do have a name – rather, three names. Let’s give the subfield one name, then indicate the different values that it can take, just as has been done for the Duration/ID field.
Change heading:

Bits 0-9 (TXOP subfield)


128. 
7.1.3.5
RAJU GUBBI
T
Y
There should be allowance for the TXOP subfield to be given a zero value, even if the TC size is not actually zero. The STA can always use other means to request a new TXOP, and a TXOP value of TC size in current frames is not necessarily indicative of the future required need for a TXOP. I.e. the field is only useful as a request field, and as such, there should be more leeway in the use of the field.
Allow TXOP request and TC values of ZERO.


129. 
7.1.3.5
RAJU GUBBI
T
Y
Figure 14.5: There is no indication that the frame is error protected when FEC is used
Use Bit-15 to indicate that the frame is FEC processed and hence error protected


130. 
7.1.3.5
RAJU GUBBI
T
Y
Figure 14.5: (a) Need a bit for Ack-policy extension and (b) 16usec resolution is not needed when the TXOP field in figure 14.5 is more than a millisecond.
Reformat the Qos-control field as follows

Bits (8:0) – TXOP field. If b8 is ‘0’ the resolution is 16 microsecond. If b8 is ‘1’, the resolution is 256 microsecond. This allows the range to be between 0-64millisec(approx).

Bit-9: “Last Frame Indication”

Bits (11:10) – Ack-policy

      00 – No Ack

      01 – must send ACK-frame

              as response

      10 – must send CF-Ack with

             data frame (to any other

             ESTA) as response

      11 – must use Delayed Ack

Bits (14:12) – TCID

Bit-15: FEC to indicate that the

           frame is error protected.


131. 
7.1.3.5
Spiess
T
Y
The TXOP is in multiples of 16us, and the CFP-multipoll documents 8us for the same information.
Select a scaling and keep it consistent


132. 
7.1.3.5.1
Fischer,Michael
T
no
There is still too much misunderstanding about the station having the right to select what MPDUs are transmitted during its TXOPs.
Add a note under this paragraph which states that:
NOTE:  The TCID value pertains exclusively to the traffic category of the MSDU, MMPDU, or fragment thereof in the frame body of the present MPDU.  In the case of QoS control fields which contain a TXOP limit value, the TCID value in that QoS control field does not constrain the receiving ESTA as to what is permitted or required to be sent during the TXOP which is subject to that limit value.


133. 
7.1.3.5.1
Matthew Fischer
T
Y
It is not clear what the TCID means when the +CF-Poll frame from the HC granting a TXOP is associated with NULL data, since the TCID description here claims that the TCID indicates the TC for the DATA accompanying the QoS Control field, where the TC came from the MA-UNIDATA.request. In the case of NULL, there is no such thing. So in that case, what meaning does TCID have?

Further clarification needs to be made regarding the use of the TXOP. I.e. is there any implication that for the HC’s TXOP grant, the TXOP shall only be used for TC of equal or greater priority or equal TC as that specified in the HC TXOP granting frame? Or is a TXOP granted for whatever moral or immoral purposes that the ESTA has in mind?
Define meaning for TCID in the NULL case.

Define rules of use for the granted TXOP with the following suggestion:

The ESTA receiving the TXOP may employ the TXOP for transmission of whatever frames it so chooses, independent of the TCID information that came with the TXOP from the HC.


134. 
7.1.3.5.1
RAJU GUBBI
T
Y
It is not clear what the TCID means when the +CF-Poll frame from the HC granting a TXOP is associated with NULL data, since the TCID description here claims that the TCID indicates the TC for the DATA accompanying the QoS Control field, where the TC came from the MA-UNIDATA.request. In the case of NULL, there is no such thing. So in that case, what meaning does TCID have?

Further clarification needs to be made regarding the use of the TXOP. I.e. is there any implication that for the HC’s TXOP grant, the TXOP shall only be used for TC of equal or greater priority or equal TC as that specified in the HC TXOP granting frame? Or is a TXOP granted for whatever moral or immoral purposes that the ESTA has in mind?
Define meaning for TCID in the NULL case.

Define rules of use for the granted TXOP with the following suggestion:

The ESTA receiving the TXOP may employ the TXOP for transmission of whatever frames it so chooses, independent of the TCID information that came with the TXOP from the HC.


135. 
7.1.3.5.1,
Table 14.5
Fischer,Michael
T
yes
There are cases where a 3-bit TCID is ambiguous between prioritized and parameterized QoS, and can lead to frames being transported with inappropriate quality and/or service and in a manner unsatisfactory to the user.  This problem, and two possible solutions, are discussed in document 01/123.
Minimum: change to a 4-bit TCID, using the reserved bit 15 of the QoS control field to hold the 4th bit. Details are in section 2 of doc 01/123.

Preferred: change to a 12-bit TCID, which allows unique identification of each QoS flow in a QBSS, and offers numerous other benefits, including the definition of multicast domains, and more efficient handling of side streams and QoS power management.  Details are in sections 3 and 4 of doc 01/123.


136. 
7.1.3.5.2
Amar Ghori


T
YES
If No Ack is indicated, and a transmission cannot be made after a SIFS period, does that not create a gap in the Contention Free Burst than can be exploited? For MSDUs with ack policy delayed ack on ack field should be set to 1 (mandatory)


Change note to say that for MSDUs expecting delayed ack it is illegal to set no ack bit to 0. (change may be to should be for the dly ack clause).




137. 
7.1.3.5.2
Greg Parks


T
YES
If No Ack is indicated, and a transmission cannot be made after a SIFS period, does that not create a gap in the Contention Free Burst than can be exploited? For MSDUs with ack policy delayed ack on ack field should be set to 1 (mandatory)


Change note to say that for MSDUs expecting delayed ack it is illegal to set no ack bit to 0. (change may be to should be for the dly ack clause).


Rejected because the first portion is unclear and the second portion calls for a change to an informative note which describes allowable use of a mechanism not normative requirements for that mechanism.
Vote: 29-0-7 (passes)
Nonvoters: 2-2-12

138. 
7.1.3.5.2
Harry Worstell
T
YES
Clarification.
In the note, just prior to the 4th occurrence of the word “Acknowledgement” (6th line of note) insert the word “immediate”


139. 
7.1.3.5.2
Ken Kimura


T
YES
If No Ack is indicated, and a transmission cannot be made after a SIFS period, does that not create a gap in the Contention Free Burst than can be exploited? For MSDUs with ack policy delayed ack on ack field should be set to 1 (mandatory)


Change note to say that for MSDUs expecting delayed Ack it is illegal to set no Ack bit to 0. (change may be to should be for the dly ack clause).




140. 
7.1.3.5.2
Matthew Sherman
T
YES
Clarification.
In the note, just prior to the 4th occurrence of the word “Acknowledgement” (6th line of note) insert the word “immediate”


141. 
7.1.3.5.2, Page 21, line 9
Gunnar Rydnell
T
Yes
Shall all ESTAs support DelACK or only HCF capable ESTAs? 
Specify that only HCF capable ESTAS shall support DELACK.


142. 
7.1.3.5.3
APS
T
Yes
It is unclear why the behavior described in the last sentence: “The Non-final field is ignored in received MPDUs or MMPDUs with the More Fragments frame control field set to 1” should exist.  This confuses fragmentation and medium access.
Remove this sentence or explain what it’s trying to achieve.
In the case in which the Non-final field is set to 0 and the More Fragments field is set to 1 is indication that this is the last MPDU to be sent during the current TXOP, with the remaining fragments to be sent in a subsequent TXOP.
Vote: 32-0-7 (passes)
Nonvoters: 16-0-2

143. 
7.1.3.5.3
Bill McFarland
T
no
This is an advisory field not strictly needed for interoperation or for correct operation except in the case of piggybacking (autonomous burst) after PIFS following a  packet burst by an ESTA.
Correct action depends on resolution of packet bursting questions.  If piggybacking is not allowed, then subclause 7.1.3.5.3 should be removed; otherwise clarifying text should be added to the subclause.


144. 
7.1.3.5.3
Bill McFarland
T
no
The intended effect of the NO Ack field in unambiguous.  However, it is not at all clear whether or not this mandates implementation of Delayed Acks.  Assuming that Delayed Acks are dropped or made optional, then nothing in the MAC protocol normal operation should depend on Delayed Acks.
Remove No Ack bit definition from 7.1.3.5.3 and all references, particularly 9.10.3.1 – last sentence, Figure 14.5 and related text. 


145. 
7.1.3.5.3
Matthew Fischer
T
Y
What happens if there is enough room in the TXOP to send a set of fragments, but during the fragment burst, there is a lost fragment requiring a retransmission? The rules on Non-Final seem to indicate that no matter what the ESTA does in this case, it has broken some rule. I.e. the original lost fragment and its predecesser did not have the Non-final bit set to ZERO, and with the retransmission requirement, the set of fragments remaining may no longer fit into the TXOP, and as such, the last fragment transmitted during this TXOP cannot possibly have the Non-final bit set to ZERO.
Allow Non-Final bit to have a meaning in frames with the MoreFragment bit set to 1.


146. 
7.1.3.5.3
RAJU GUBBI
T
Y
There is no need to add the extra complexity of special case interpretation to NF bit based on more-frag bit.
Allow Non-Final bit to have a meaning in frames with the MoreFragment bit set to 1. That is, remove the dependency of interpretation of NF bit on MoreFrag bit. Allow them to be interpreted independently.


147. 
7.1.3.5.4
Amar Ghori


Include rules for Multipoll and QOS CF Poll 
Many places where only +Cf Poll  is mentioned, ensure that Multipoll, and and qos cf poll is addressed




148. 
7.1.3.5.4
APS
T
Yes
It is not clear why the following behavior exists: “The TXOP limit field is also ignored in received MPDUs or MMPDUs with the More Fragments frame control field set to 1.”.
Remove it or explain it.
Change "More Fragments" field to the "Non-Final" field.  Add an informative note about why this provision exists.  [This is consistent with the resolution of comment 142 of 01/264r2 (was 26 of 01/264r1).]
Vote: 22-0-9 (passes)
Nonvoters: 7-0-6

149. 
7.1.3.5.4
Keith Amann
T
Yes
Page 22, Line 5:  The statement is made that “The range of time values is 16 to 16368 microseconds” for the acceptable range of TXOP lengths.  There is presently no frame type which can be sent in 16 microseconds.  Additionally, a maximum length data packet cannot be sent at 1Mbps given the upper bound.
Modify the boundary values to be more logical/realistic.


150. 
7.1.3.5.4
Ken Kimura


Include rules for Multipoll and QOS CF Poll 
Many places where only +Cf Poll  is mentioned, ensure that Multipoll, and and qos cf poll is addressed




151. 
7.1.3.5.4
Matthew Fischer
T
Y
Same scenario as for comment on 7.1.3.5.3 – what happens if fragment burst was going to fit, but due to missing ACK, it no longer does? How does the ESTA signal the TXOP field value to the HC?
Allow TXOP field to have meaning in frames with the MoreFragment bit set to 1.


152. 
7.1.3.5.4
RAJU GUBBI
T
Y
Same scenario as for comment on 7.1.3.5.3 – what happens if fragment burst was going to fit, but due to missing ACK, it no longer does? How does the ESTA signal the TXOP field value to the HC? What is the rationale in attaching dependency of more-frag bit to every other field in the frame?
Allow TXOP field to have meaning in frames with the MoreFragment bit set to 1.


153. 
7.1.3.5.4
RAJU GUBBI
T
Y
What is “non-polled Txop” ?
Define “non-polled Txop” explicitly


154. 
7.1.3.5.4
RAJU GUBBI
T
Y
Page 22, ln-5-6: Since TXOPs granted only by the HC, there is no need to add a special case to TXOP with no temporal extent. What does this mean anyway?
Remove the sentence starting from “A TXOP limit of 0..”


155. 
7.1.3.5.4
RAJU GUBBI
T
Y
Page 22, ln-6-7: What is meant by {E}DCF TXOP usage rules? Claus-9 is a huge section to look for specific rules when one is implementing this. What specific rules in clause-9 are being referred here? I don’t see how it is applicable during CFP?
Remove the sentence starting from “Any ESTA receiving a (+)CF-poll...”


156. 
7.1.3.5.4
Sunghyun Choi
T
YES
Lines 5-7: What is the motivation for allowing (+)CF-Poll with TXOP Limit=0? What is the duration/ID value of this frame?



157. 
7.1.3.5.5
Amar Ghori


how does one use TC queuesize of 1022 or 1023 ?
TBD


158. 
7.1.3.5.5
Gunnar Rydnell
T
Yes
Unclear description of queue size when using DlyACK. Shall transmitted frames, with pending DlyACK, be included or excluded in queue size?
Excluded.


159. 
7.1.3.5.5
Jerrold Bonn
T
Yes
Pg22,line12  Make explicit whether the  “amount of buffered traffic” does or does not include the frame currently being transmitted.
Add clarifying text


160. 
7.1.3.5.5
Ken Kimura


how does one use TC queuesize of 1022 or 1023 ?
TBD


161. 
7.1.3.5.5
MH
T
no
The relevance of the “amount of buffered traffic for a given traffic category” is rather insignificant in QoS systems that have variable transmission rates and preamble sizes. The bottom line of MAC QoS is to divide time. In most static transmission rate systems, amount of data in octets is more or less related to time it takes to transmit that data (although even in those system a lot of small frames generally consume more time or bandwidth than a few larger frames).

Due to the fact that it is the station’s responsibility to select the transmission bit rate, the information in the current definition of the TC queue size field is useless to most centralized QoS schedulers. Even if the transmission bit rate (and preamble length) are known by the scheduler by assuming the frames are sent on the same rate as the frame containing the queue information is, the field does not convey any information about packet length (and associated overhead) nor number of packets.

It is also not clear from the text whether the amount of buffered traffic includes or does not include the MAC header overhead (in general, QoS schedulers are defined on payload – on MAC level it makes in my opinion more sense to include the headers or overhead as well).

A big advantage of using duration instead of queue size in octets is the math for TXOPs and queue size. If duration is used, one can use simple additions and subtractions to workout TXOPs from queue information. While if octets are used, one has to do complicated extrapolation (multiplication and division) on the lowest level in the MAC. It has been reasoned that one needs octets because of for example the traffic contracts. However, if one can derive time from octets, the other way around is also possible. And since traffic contracts are generally handled on a less real time basis, I’m strongly in favor of using duration instead of length.
My suggested resolution consists of two parts:

1. Change the clause (and associated references) to express the amount of buffered traffic for a given traffic category in time (units).

2. The indication shall include the PHY overhead, MAC overhead and take the expected transmission bit rates into account. In other words; the field expresses the total amount of time it takes for the queued frames to be transmitted.

Note that I do not propose that the field to also include the additional expected MAC overhead (like poll frames, acknowledgement frames, etc…), since it may not be known in advance by the ESTA and is also of little relevance to the scheduler (it can more or less control and account for the expected overhead).




162. 
7.1.3.5.5


MH
T
no
The total queue length (preferably in expressed in units time) is only relevant to a small subset of known QoS schedulers. Many well-known and simple scheduling algorithms are not at all interested in the total backlog. Instead, the head of the queue is much more relevant to these QoS schedulers.

In addition to the suggested change to express the TC queue size field in time units, I also propose to allow the PCF or HCF to request the ESTA to provide the duration of the frame that is eligible for a given traffic category after the current frame is successfully transmitted (as already proposed in May 2000, in document 00/113). This suggestion does not add complexity, since the mechanism to calculate this duration is already available for the NAV mechanism and is easily adapted for the suggested mechanism.

Note that the suggested change is not the same as the requested TXOP limit. The ESTA is free to request any TXOP limit in the requested TXOP limit and not just the limit that is requires sending the next frame.
My suggested resolution consists of 4 parts (which allows partial acceptance):

1. To define a TC queue length selection bit in the QoS Control field that selects whether the CF wants to know the total queue length or the next eligible frame.

2. The No Ack bit (bit 11) can be used if the suggested change in comment number 10 is also adopted or the reserved bit 15.

3. The eligible frame shall be expressed as a duration 

4. The duration includes MAC and PHY overhead.

If the bit in the (data+)cf-poll indicates that the ESTA shall send the length or duration of the next eligible frame in the queue for a given traffic category after the current frame is successfully transmitted, the ESTA shall respond with the requested frame length or duration instead of total queue length or duration. 


163. 
7.1.3.5.5
MH
T
no
An invaluable addition to the QoC Control Field would be a field that indicates how many frames are queued for a particular queue length or duration.
Expand the QoC control field to include extra bits that signal more queue information. A similar format could be used as the Queue Information field as defined in Appendix A of this document.


164. 
7.1.3.5.6
Amar Ghori


Why is the value of 0 for txop duration reserved ? Is it equivalent to 0 TC queue size ?


Clarify


165. 
7.1.3.5.6
Ken Kimura


Why is the value of 0 for txop duration reserved ? Is it equivalent to 0 TC queue size ?


Clarify


166. 
7.1.3.5.6
Matthew Fischer
T
Y
What is the rationale in not allowing a TXOP duration value of ZERO?
Allow zero value for TXOP from ESTA to HC.


167. 
7.1.3.5.6
Matthew Fischer
T
Y
Is the TXOP duration requested by the ESTA supposed to be reflective or indicative of the TCID in the frame in which the request is made? Or is the duration value a sum of all requested TXOP for all TCID at the ESTA? If TS elements are not exchanged, then the HC has no information to use to make intelligent TXOP grant decisions. One ESTA with a lot of best effort traffic could ask the HC for a lot of TXOP time and another ESTA with a lot of high priority traffic could also ask for a lot of time, and unless the TCID in the request is related to the traffic class, the HC won’t be able to make the right allocation of bandwidth to allow QoS to be managed.

Having said all of this, it is entirely up to the ESTA to manage the TXOP it is given. I.e. even though the request is made with a given TC in mind, the use of the granted TXOP is purely up to the ESTA.
Add a couple of sentences:

A TXOP duration requested is considered to be strictly associated with the TCID of the frame in which this information is delivered.

A TXOP duration granted is not to be considered to be strictly associated with the TCID of the frame in which this information was delivered.


168. 
7.1.3.5.6
MH
T
no
It is my understanding that the intent of the TXOP duration requested field is to have a mechanism that allows the ESTA to signal the minimum TXOP required to send at least the next eligible frame for a given traffic category. If my comment 14 is adopted, the necessity for this exception is gone. ESTAs can use the same bit and mechanism as suggested in comment 14 to signal the minimal TXOP required for transmitting the next eligible frame for a given traffic category.

The TXOP duration requested field in its current definition is prone to misuse. Since the intended use is to signal a minimum requirement, a CF shall in general grant the requested TXOP because it assumes it otherwise probably starves that particular ESTA. Although a good CF implementation would take misuse into account, it is my experience that this implementation freedom is usually exploited to get a competitive advantage (and signal a little bit more so one can send for example two frames with less overhead).
If comment 14 is adopted, remove clause 7.1.3.5.6. Add text to the clause that describes the TC queue length selection bit that an ESTA shall use the TC queue length selection bit an TC queue size field to signal the transmission time required for the frame at the head of the queue in the TC queue size field.

If comment 9 is not adopted, I would like to see text that limits the requested TXOP limit to the minimal TXOP limit that is required to send the eligible frame (for a given traffic category). For example: change “which the sending station desires for its next TXOP.” into “which the sending WSTA requires for its next eligible frame”.


169. 
7.1.3.5.6
RAJU GUBBI
T
Y
What is the rationale in not allowing a TXOP duration value of ZERO?
Allow zero value for TXOP from ESTA to HC.


170. 
7.1.3.5.6
RAJU GUBBI
T
Y
Is the TXOP duration requested by the ESTA supposed to be reflective or indicative of the TCID in the frame in which the request is made? Or is the duration value a sum of all requested TXOP for all TCID at the ESTA? If TS elements are not exchanged, then the HC has no information to use to make intelligent TXOP grant decisions. One ESTA with a lot of best effort traffic could ask the HC for a lot of TXOP time and another ESTA with a lot of high priority traffic could also ask for a lot of time, and unless the TCID in the request is related to the traffic class, the HC won’t be able to make the right allocation of bandwidth to allow QoS to be managed.

Having said all of this, it is entirely up to the ESTA to manage the TXOP it is given. I.e. even though the request is made with a given TC in mind, the use of the granted TXOP is purely up to the ESTA.
Add a couple of sentences:

A TXOP duration requested is considered to be strictly associated with the TCID of the frame in which this information is delivered.

A TXOP duration granted is not to be considered to be strictly associated with the TCID of the frame in which this information was delivered.


171. 
7.1.3.5N
Harry Worstell
T
YES
Clarification.
Replace “is located immediately after” with “is the last field in”


172. 
7.1.3.5N
Harry Worstell
T
YES
This field is never called out in section 7.1.2.  See comments for section 7.1.2.
Fix inconsistencies.


173. 
7.1.3.5N
Matthew Sherman
T
YES
Clarification.
Replace “is located immediately after” with “is the last field in”


174. 
7.1.3.5N
Matthew Sherman
T
YES
This field is never called out in section 7.1.2.  See comments for section 7.1.2.
Fix inconsistencies.


175. 
7.1.3.6
Amar Ghori


mention intended use of this field  in the section
Update to mention usage.


176. 
7.1.3.6
Keith Amann
T
Yes
This appears to be an unused field.
Delete it and all descriptive text which goes with it.


177. 
7.1.3.6
Ken Kimura


mention intended use of this field  in the section
Update to mention usage.


178. 
7.1.3.6
Letanche
T
Y
The definition of the TCA field is not correct here.
Make this clause a subclause of 7.2.1.9


179. 
7.1.3.6
Matthew Fischer
T
Y
TCID definition says that TCID indicates the category to which the present frame belongs. Not really true for the CC frame, where it represents the category of the received reservation.
The TCID subfield identifies the traffic category of the received reservation frame which is being acknowledged.


180. 
7.1.3.6
RAJU GUBBI
T
Y
TCID definition says that TCID indicates the category to which the present frame belongs. Not really true for the CC frame, where it represents the category of the received reservation.
The TCID subfield identifies the traffic category of the received reservation frame which is being acknowledged.


181. 
7.1.3.6
Spiess
T
Y
The TCA field is not part of the header being described.
Remove clause 7.1.3.6


182. 
7.1.3.6N
Harry Worstell
T
YES
The relationship of this field to the general header format given in 7.1.2 is never established.  See comments for section 7.1.2.
Fix inconsistencies.


183. 
7.1.3.6N
Matthew Sherman
T
YES
The relationship of this field to the general header format given in 7.1.2 is never established.  See comments for section 7.1.2.
Fix inconsistencies.


184. 
7.1.3.6O
Harry Worstell
T
YES
Clarification.
At the very end of the section insert:

“The FCS field shall always be taken as the last four octets of any received frame, regardless of type or subtype.”


185. 
7.1.3.6O
Matthew Sherman
T
YES
Clarification.
At the very end of the section insert:

“The FCS field shall always be taken as the last four octets of any received frame, regardless of type or subtype.”


186. 
7.1.3.7

T
No
23/7: Clarification
The MPDU expansion to accommodate ICV and IV for WEP need to be changed to accommodate the proposed changes from TGe(S).  In particular, the IV is now 16 octets in length, while the ICV remains 4 octets.
already addressed

187. 
7.1.3.7
Amar Ghori
T
YES
Does the size calculation here include the new values for WEP2 and for AES?  It seems these should be listed as well.


TBD


188. 
7.1.3.7
Dima
T
yes
Text refers to QoS power save clause
Add the clause to the draft


189. 
7.1.3.7
Greg Parks
T
YES
Does the size calculation here include the new values for WEP2 and for AES?  It seems these should be listed as well.


TBD
Resolved by decision on MTU size limits from clause 6 (in doc 263r1)

190. 
7.2..1.9,

7.2.1.10
Srini
T 
Yes
As there is another mechanism to send the information (by using QoS Null or QoS Data frames). RR frames are redundant. Further , a CC frame is sent to initiate a CCI in which only RR frames can be sent making both CCI and CC frames unnecessary.
Remove references to the CC, CCI and RR frames.


191. 
7.2.1.1
Amar Ghori
T
YES
If it is the case that an RTS is not very useful in the case where there is a single BSS and it is assumed that all STAs can here the AP, then it should be pointed out that the use of RTS/CTS is not required but is up to the discretion of the implementor 

The duration of RTS should depend on frame exchange that it is part of as defined  in clause 9 

Note seems to indicate that ESTA s do not set NAV to CFPmaxDuration at TBTT in CFP.
Update Note field 


192. 
7.2.1.1
Greg Parks
T
YES
If it is the case that an RTS is not very useful in the case where there is a single BSS and it is assumed that all STAs can here the AP, then it should be pointed out that the use of RTS/CTS is not required but is up to the discretion of the implementor 

The duration of RTS should depend on frame exchange that it is part of as defined  in clause 9 

Note seems to indicate that ESTA s do not set NAV to CFPmaxDuration at TBTT in CFP.
Update Note field 
first part of comment withdrawn

second part:

In line 13 state that these duration rules apply to RTS frames sent under DCF rules.  In line 15 add statement that for RTS frames sent under other CF rules the duration is calculated as specified in the relevant portion of clause 9.
Vote: 30-0-4 (passes)
Nonvoters: 11-0-2

Thrid part withdrawn

193. 
7.2.1.1
Harry Worstell
T
YES
It is possible that the NAV for an ESTA is set not just because it is the CFP, but because an STA in an adjacent BSS has reserved the media (even though it is the CFP in this BSS).  Clause 9.2.5.4 suggests that some STA may be able to differentiate between the mechanisms used to set the NAV.  If so, should we allow a CFP CTS response only if the NAV is not set due to a existing message sequence (aside from the current CFP) or do we allow the CFP CTS even if the NAV is set due to events in an adjacent BSS?
Clarify.


194. 
7.2.1.1
Matthew Fischer
T
Y
No statement about RTS priority. RTS needs to have an access priority which is equal to the frame for which it is announcing.

Note that because RTS can announce just about any frame now, the frames in the RTS-announced exchange are not restricted to just DATA types.
Add the following:

For the purpose of determining the proper transmission priority for an RTS frame, an RTS frame shall inherit the priority or TC of the DATA or MGMT or other frame(s) which is(are) included in the exchange of which the RTS is part.


195. 
7.2.1.1
Matthew Sherman
T
YES
It is possible that the NAV for an ESTA is set not just because it is the CFP, but because an STA in an adjacent BSS has reserved the media (even though it is the CFP in this BSS).  Clause 9.2.5.4 suggests that some STA may be able to differentiate between the mechanisms used to set the NAV.  If so, should we allow a CFP CTS response only if the NAV is not set due to a existing message sequence (aside from the current CFP) or do we allow the CFP CTS even if the NAV is set due to events in an adjacent BSS?
Clarify.


196. 
7.2.1.1
RAJU GUBBI
T
Y
No statement about RTS priority. RTS needs to have an access priority which is equal to the frame for which it is announcing.

Note that because RTS can announce just about any frame now, the frames in the RTS-announced exchange are not restricted to just DATA types.
Add the following:

For the purpose of determining the proper transmission priority for an RTS frame, an RTS frame shall inherit the priority or TC of the DATA or MGMT or other frame(s) which is(are) included in the exchange of which the RTS is part.


197. 
7.2.1.1, 7.2.1.2
Fischer,Michael
T
yes
The "for all ..." wording is unnecessary and requires sending too long a duration value in certain cases.
Leave the "for all ..." and change the specific listing of the durations to state "... the pending MPDU or MMPDU under the active frame exchange rules (see clause 9).  For frames sent during the CP using DCF or EDCF frame exchange rules, this duration is ..."


198. 
7.2.1.10
Amar Ghori
T
YES
Change to accommodate elimination of CC frame
The RR frame shuld be modified to include multiple QoS Control fields for different traffic classes that may be simultaneously put into one RR packet


199. 
7.2.1.10
APS
T
Yes
“The TA is the address of the STA transmitting the frame.”  No TA is shown in the RR frame figure.
Remove this sentence.
Remove the text referring to the TA field, which has been removed from the diagram.  Accepted without dissent.

200. 
7.2.1.10
Bob

Meier
T
Yes
It would be usefule if an RR frame contained a “slot ID” that identified the contention slot that the RR was transmitted in (i.e. for dollision detection and diagnostics).



201. 
7.2.1.10
Greg Parks
T
YES
Change to accommodate elimination of CC frame
The RR frame shuld be modified to include multiple QoS Control fields for different traffic classes that may be simultaneously put into one RR packet
Defer as part of CC/RR discussion

202. 
7.2.1.10
Matthew Fischer
T
Y
I don’t think that there is supposed to be a TA in this frame.
Remove the sentence which indicates that there is a TA in this frame.


203. 
7.2.1.10
Menzo Wentink
T
yes
Wihtout Controlled Contention mechanism there is no need for RR frames.


Remove this clause or modify the definition of RR such that it can be sent using EDCF.


204. 
7.2.1.10
RAJU GUBBI
T
Y
I don’t think that there is supposed to be a TA in this frame.
Remove the sentence which indicates that there is a TA in this frame. Also see the comment on using uniform frame format for all the new frames.


205. 
7.2.1.10
RAJU GUBBI
T
Y
Mask form of PP makes the implementations at ESTA very complex. (a) A “fancy” HC can set multiple bits in a discontiguous way forcing a search for multiple bits at ESTA

(b) even when only one bit is set, the ESTAs must search through the mask to find the priority.

The mask for a given value can always be determined at the ESTA by (1 << Prirority value) operation. But obtaining the priority value from the mask is more difficult.
Change the Priority mask to priority value. If the ESTAs have an RR for any TC-priority higher than the indicated value AND PP condition is satisfied, then they should be allowed to send the RR frame


206. 
7.2.1.10
RAJU GUBBI
T
Y
PP usage is very complicated.
Change it to a simple 8-bit random number draw at ESTA and comparing it against the indicated PP value in the CC frame. If the number drawn is higher, the RR frame can be sent.


207. 
7.2.1.10
Spiess
T
Y
The RR frame uses an AID in preference to an address 2.  This precludes any station other than the associated AP from being the Coordinator.  Also, the RR contains information that nearby stations may find useful to eavesdrop upon.  
Change to a 2-address format of RA and TA.


208. 
7.2.1.12
RAJU GUBBI
T
Y
RR frame format is vague
Refer to the uniform frame format recommended in one of the comments above


209. 
7.2.1.12
RAJU GUBBI
T
Y
RR frame format is not efficient to support all requests corresponding to all TCIDs.
Modify the RR frame format to include Qos-ctrl words of all the eight possible TCID values. That is each RR frame can have 8-Qos-ctrl words in them and some of them could be indicating TXOP-Request of zero time as that TCID may not be applicable to the sending ESTA


210. 
7.2.1.1o
RAJU GUBBI
T
Y
CCOP duration field is redundant. The RR frame can be restricted to be at the same rate as that of the CC frame and hence CCOP duration js always implied. By having a CCOP dur field, a possibility is created where of an HC can make this duration totally arbitrary or at least less than the RR frame at the same rate. This causes the ESTAs having to remember the duration of RR frame at all possible rates and search through that list to find a rate that takes less (or equal) time than the CCOP. In addition such a chosen rate may not be optimal at all for a given channel condition.
Remove CCOP field and mandate that all RR frames during CCI shall be sent at the same rate as CC frame.


211. 
7.2.1.2
Amar Ghori
T
YES
If it is optional to send an RTS, is it optional to respond to an RTS with a CTS?

The duration of CTS should depend on frame exchange that it is part of as defined  in clause 9 


TBD


212. 
7.2.1.2
Greg Parks
T
YES
If it is optional to send an RTS, is it optional to respond to an RTS with a CTS?

The duration of CTS should depend on frame exchange that it is part of as defined  in clause 9 


TBD
First part withdrawn

Second part accepted without dissent as: 

In line 33 state that these duration rules apply to CTS frames sent in response to RTS frames.  In line 35 add statement that for CTS frames sent in other circumstances the duration is calculated as specified in the relevant portion of clause 9.

213. 
7.2.1.3
Amar Ghori
T
YES
What are the rules if an ACK frame is sent during the CFP under the HCF?

The duration of ACK should depend on frame exchange that it is part of as defined  in clause 9 


TBD


214. 
7.2.1.3
Greg Parks
T
YES
What are the rules if an ACK frame is sent during the CFP under the HCF?

The duration of ACK should depend on frame exchange that it is part of as defined  in clause 9 


TBD
Accepted without dissent:
as solution equivalent for ACK as the resolution of comment 212 of 01/264r2 (was 52 of 01/264r1) is for CTS

215. 
7.2.1.4
Matthew Fischer
T
Y
There is no mention of priority for this frame.
A mechanism for assigning a priority to PS-Poll is required. How about creating a prioritized TIM? Anyone?


216. 
7.2.1.4
RAJU GUBBI
T
Y
There is no mention of priority for this frame.
A mechanism for assigning a priority to PS-Poll is required. How about creating a prioritized TIM? Anyone?


217. 
7.2.1.6
Bob O’Hara
T
Y
Clause 7 is for the definition of frame formats, not the definition of their use.
Remove the last sentence of 7.2.1.6 and move it to the appropriate place in clause 9.


218. 
7.2.1.7
Anil K. Sanwalka
T
Y
One of the tradeoffs LAN designs make is overhead versus complexity. The complexity introduced by CF-Multipoll, in both the AP and the client, is far outweighed by having to poll individually.
Remove CF-Multioll


219. 
7.2.1.7
APS
T

The CF-Multipoll TXOPs are not specific to any particular traffic class,  but the CF-Poll ones are.  This appears to be inconsistent.
Use TCID format instead of AID in CF-Multipoll.
Withdrawn by commenter

220. 
7.2.1.7
Bill McFarland
T
no
CF-Multipoll is not supported by simulation or other analysis to provide benefits that justify the added implementation complexity.
Remove all references to CF-Multipoll found in subclauses 5.5, 7.1.3.1.2, 7.2.7, 9.10.2.1.


221. 
7.2.1.7
Garth Hillman
T
Yes
Page 25 Line 13 <<## EPCF definition, clause 9>>
Detail clause 9


222. 
7.2.1.7
Johansson
T
Y
Missing reference to EPCF definition in clause 9. Does EPCF still exist?
Rectify reference and provide clause, if missing.


223. 
7.2.1.7
Keith Amann
T
Yes
Page 25, Line 13:  Refers to clause “EPCF definition, clause 9”, yet no such section exists.
Remove this reference, or modify accordingly.


224. 
7.2.1.7
Keith Amann
T
Yes
Page 25, Line 15:  There appears to be an inconsistency between the “units” used in this instance, and similar units used in other locations of the draft.
Utilize the same “unit” value in all locations in order to avoid confusion and implementation incompatibilities.


225. 
7.2.1.7
Letanche
T
Y
The CF-Multipoll mechanism is complex with very limited benefit. 

Also unused TxOps can’t be used by other stations, since these stations only know their own AID and can’t evaluate the AIDs of other stations.
Delete the CF-Multipoll definitions and all the references to it.


226. 
7.2.1.7
Matthew Fischer
T
Y
Description here indicates that the TXOP for any ESTA begins SIFS after the previous TXOP limit expires. Section 9.10.2.1 says that the duration in the CF-multipoll exceeds the first TXOP by DIFS and the first TXOP begins SIFS after the CF-multipoll. This section says that duration is fixed at 32768. There are several contradictions here.
Fix the duration discrepancy.


227. 
7.2.1.7
Menzo Wentink
T
yes
CF-Multipoll has no clear benefit and adds considerable complexity.
Remove this clause.


228. 
7.2.1.7


MH
T
no
The added complexity of the CF multi poll mechanism is not justified by a considerable increase in efficiency. 

Moreover, the mechanism is flawed because it is unclear how the mechanism works in case of hidden node situations, reuse of unused medium time, etc…
To remove all references to the CF multi poll mechanism (5.5 and and associated frames (7.2.1.7 and 7.1.3.1.2).


229. 
7.2.1.7
Myles
T
Yes
The usefulness of the Multipoll concept is unclear when traded off against increased complexity
Justify or remove


230. 
7.2.1.7
Patrick Green
T
Yes
Page 25, line 13.  <<## EPCF definition clause 9>>
Enter clause into document


231. 
7.2.1.7
RAJU GUBBI
T
Y
Description here indicates that the TXOP for any ESTA begins SIFS after the previous TXOP limit expires. Section 9.10.2.1 says that the duration in the CF-multipoll exceeds the first TXOP by DIFS and the first TXOP begins SIFS after the CF-multipoll. This section says that duration is fixed at 32768. There are several contradictions here.
Fix the duration discrepancy


232. 
7.2.1.7
RAJU GUBBI
T
Y
Poll records can be arranged
Mandate HC to order the poll records in the increasing order of AIDs


233. 
7.2.1.7
RAJU GUBBI
T
Y
What happens when an ESTA that has been allocated a TXOP in between two other ESTAs can not make use of all of its TXOP time?

What happens when one of the ESTAs in the list does not receive the CF-multipoll frame properly?

What happens when one of the ESTAs that have the TXOP in between two other ESTAs send a frame indicating NF=0 and hence causing the recipient (a fourth ESTA) to sendout its response Qosdata frame to exceed the Txop limit of the current-TXOP-holder?

There are too many problems in CF-multi-poll. The advantage of saving Qos-Cfpolls is not worth the complexity (both at HC and ESTA) and the special cases for which solutions have to be invented.
Remove CF-multi-poll frame format and all references to it from the draft


234. 
7.2.1.7
Spiess
T
Y
The TXOP is in multiples of 8us, and the QoS-Control field documents 16us for the same information.
Select a scaling and keep it consistent


235. 
7.2.1.7
Spiess
T
Y
The CF-Multipoll is intended to be received by multiple members of a BSS, so address 1 should be a group address.  Address 2 should be the BSSID, as the originator of the frame.  Since the HC needn’t be the AP, address 2 ought to be the originator and address 3 ought to be the BSSID.
Change to a 3-address format to support the usual layout where addr1 is the RA, addr2 is the TA, and addr3 is the BSSID.


236. 
7.2.1.7
Spiess
T
N
It us unclear how time from a underused or unused TXOP is reclaimed.  How does the station owning the TXOP volunteer the slice back to the coordinator?
The TXOP limit in the CF-MPmust be explained somewhere.  Is it an unwritten clause 9?


237. d
7.2.1.7
Srini
T
Yes
CF-Multiple creates several situations in which additional frames need to be sent by the EPC/HC to protect the TXOP. The improvement in  efficiency does not justify the increased complexity. 
Remove it.


238. 
7.2.1.7
Sunghyun Choi
T
YES
The usefulness of CF-Multipoll should be revisited. If it survives, the relevant operation rule should be presented in Clause 9 as well.



239. 
7.2.1.7
Yasuo Harada
T
Yes
To have NO ACK field Features in Contention-Free Multipoll frame.
Polling one STA with CF multipoll, data can be transmitted with high efficiency with dly-ack. 


Change the "TXOP limit" entry in 

Poll record field of CFMultipoll frame to "QoS Control" as in Figure 14.5, 

in order to facilitate delay acknowledgement.


240. 
7.2.1.7
Yossi Texerman
T
Yes
CF-Multipoll:

1. CF-Multipoll related procedures are not specified in the standard
(a reference is made to <<##EPCF definition, clause 9>>, which does not exist).

2. TXOP limit here is in units of 8µs while in some other places it is in units of 16µs (7.1.3.5.4).

3. Duration/ID field value is 32768, as fit for non-existent EPCF.
1. Add missing specification, or else remove CF-Multipoll altogether.

2. Set fixed TXOP limit units for the entire draft (either 8µs or 16µs).

3. Fix Duration/ID field content.


241. 
7.2.1.7, Page 25, line 3
Gunnar Rydnell
T
Yes
Shall all ESTAs support CF-Multipoll or only HCF capable? 
Specify that only HCF capable ESTAs shall support CF-Multipoll.


242. 
7.2.1.8
Amar Ghori


Acking one sequence number does not imply that sequence numbers below it has been received.
Define proper rules so that arq schemes are interoperable.


243. 
7.2.1.8
Anil K. Sanwalka
T
Y
Delayed Acks and ability to Ack multiple packets has generally been the purview of transport protocols. Introducing such a concept at the MAC level seems to be counter productive due to the required complexity at each node as well the observation that this would be duplicating higher layer functions.
Remove DlyAck


244. 
7.2.1.8
Bill McFarland
T
no
Delayed Acks are complex to implement and should not be mandated. For example, just how many Delayed Acks must a conforming station be prepared to queue or wait for? Without TCP-equivalent protocol complexity, the expectation for interoperable implementations is near zero.  If Delayed Acks are not dropped from the standard, then a capability bit should be assigned for ESTAs to indicate whether this function is present.
Remove Delayed Acks from the specification:

Section 5.5 (remove bullet iii)

7.2.1.8 (remove subclause)

7.6 (remove DlyAck description)


245. 
7.2.1.8
Gunnar Rydnell
T
Yes
Must define error recovery procedures for DlyACK, e.g. when deadlock appears
Error recovery procedure, e.g. stall timer, must be defined. 


246. 
7.2.1.8
Gunnar Rydnell
T
Yes
Receiver ARQ window size is not defined?
The specific ARQ window sizes must be stated.


247. 
7.2.1.8
John Kowalski
t
YES

(part of No Vote
DlyAck should have a field indicating status of receive buffer to avoid overflow/waste of TXOPs. This will be very important when upper layers that don’t do flow control (e.g. 1394) are used.  
  Add such a field.


248. 
7.2.1.8
Keith Amann
T
Yes
Page 26, Line 4:  The text refers to the concept of “negative acknowledgement”, yet there is apparently no means for indicating a NAK.  Unless there has been a dramatic modification 802.11 continues to be a positive acknowledgement system.
Remove the reference to negative acknowledgement.


249. 
7.2.1.8
Ken Kimura


Acking one sequence number does not imply that sequence numbers below it has been received.
Define proper rules so that arq schemes are interoperable.


250. 
7.2.1.8
Letanche
T
Y
The Delayed Ack mechanism is too complex and has a very limited benefit
Delete the Delayed Ack definitions and all the references to it.


251. 
7.2.1.8
Matthew Fischer
T
Y
No description for how RA field is filled. I.e. can RA have an MCAST value?
RA field contains a unicast address corresponding to the address2 field which is common to the set of frames which were previously received containing the NoAck indication and which matched a TCID for which a previous TS element indicated a delayed ACK policy and which are being acknowledged with this DlyAck frame.


252. 
7.2.1.8
Matthew Fischer
T
Y
The TC-seq definition makes reference to the format of the TCID field of 7.1.3.4.1, but this reference is to the sequence field.

The proper reference would be to 7.1.3.5 and 7.1.3.5.1, where the TCID field is only 3 bits, and hence, there is a problem, because the TC-seq field is 4 bits. How does the 3-bit TCID field map to the 4 bits of the TC-seq field?
Change reference of 7.1.3.4.1 to either 7.1.3.5 or both 7.1.3.5 and 7.1.3.5.1.

Describe whether the TCID from 7.1.3.5 is right or left adjusted and what is done with the 4th bit.


253. 
7.2.1.8
Matthew Fischer
T
Y
DlyAck frame needs a non-zero duration value in order to protect its ACK. Current definition specifies the Duration value as fixed at ZERO.
Change duration field of DlyAck frame format to allow non-zero values to cover the ACK for this frame.


254. 
7.2.1.8
Matthew Fischer
T
Y
DlyAck TC-bitmap field needs to allow for selective fragment acknowledgements.
Modify TC-bitmap field to allow selective fragment acknowledgement.


255. 
7.2.1.8
Matthew Fischer
T
Y
What priority is the DlyAck frame given when presented to the network?

Should there be any override of the DlyAck frame with respect to internal collisions during EDCF? I.e. should a DlyAck frame, following an internal collision, be allowed a priority?

Can the DlyAck be transmitted without a preceding reception? Or is it only allowed to follow a previous reception by SIFS?
Define a priority scheme which assigns a priority to the DlyAck frame.


256. 
7.2.1.8
MH
t
no
The delayed ack mechanism has inadequate facilities for acknowledging individual fragments. Is this intended? (e.g. is it okay to loose all fragments of a particular MSDU if only one fragment is lost, or was intend to also have selective retransmission of fragments).
Don’t allow the delayed acknowledgement mechanism in conjunction with fragmentation.


257. 
7.2.1.8
RAJU GUBBI
T
Y
No description for how RA field is filled. I.e. can RA have an MCAST value?
RA field contains a unicast address corresponding to the address2 field which is common to the set of frames which were previously received containing the NoAck indication and which matched a TCID for which a previous TS element indicated a delayed ACK policy and which are being acknowledged with this DlyAck frame.


258. 
7.2.1.8
RAJU GUBBI
T
Y
The TC-seq definition makes reference to the format of the TCID field of 7.1.3.4.1, but this reference is to the sequence field.

The proper reference would be to 7.1.3.5 and 7.1.3.5.1, where the TCID field is only 3 bits, and hence, there is a problem, because the TC-seq field is 4 bits. How does the 3-bit TCID field map to the 4 bits of the TC-seq field?
Change reference of 7.1.3.4.1 to either 7.1.3.5 or both 7.1.3.5 and 7.1.3.5.1.

Describe whether the TCID from 7.1.3.5 is right or left adjusted and what is done with the 4th bit.


259. 
7.2.1.8
RAJU GUBBI
T
Y
DlyAck frame needs a non-zero duration value in order to protect its ACK. Current definition specifies the Duration value as fixed at ZERO.
Change duration field of DlyAck frame format to allow non-zero values to cover the ACK for this frame.


260. 
7.2.1.8
RAJU GUBBI
T
Y
DlyAck TC-bitmap field needs to allow for selective fragment acknowledgements.
Modify TC-bitmap field to allow selective fragment acknowledgement.


261. 
7.2.1.8
RAJU GUBBI
T
Y
What priority is the DlyAck frame given when presented to the network?

Should there be any override of the DlyAck frame with respect to internal collisions during EDCF? I.e. should a DlyAck frame, following an internal collision, be allowed a priority?

Can the DlyAck be transmitted without a preceding reception? Or is it only allowed to follow a previous reception by SIFS?
There are more problems than solutions in EDCF. Remove EDCF mechanism from the draft and all references to it in the draft.


262. 
7.2.1.8
Simon Black
T

The delayed ACK procedure that uses this frame is not described anywhere in the draft (as far as I can see). Is the protocol selective retransmission, go-back-N? What is the window size? What does a compliant STA have to support?
Remove the frame format, or describe the protocol fully.


263. 
7.2.1.8
Spiess
T
Y
EPCF is referenced in non-existent clause 9.
Include missing target of reference.


264. 
7.2.1.8
Srini
T
Yes
DlyAck should have a field indicating status of receive buffer in order to avoid overflow/underusage of TXOPs. This will be needed when upper layers do not support flow control.
Add such a field.


265. 
7.2.1.8
Steve Gray
T
Y
The delayed ACK procedure that uses this frame is not described anywhere in the draft (as far as I can see). Is the protocol selective retransmission, go-back-N? What is the window size? What does a compliant STA have to support?
Remove the frame format, or describe the protocol fully.


266. 
7.2.1.8
Tom T.
T
Y
The windowing protocol that uses this delayed ACK has no place in the MAC.  This is an unnecessary complication at this level and creates great complexity and buffering requirements on the ESTA for the gain in bandwidth efficency.
Remove Delayed ACK from standard.


267. 
7.2.1.8
Yossi Texerman
T
Yes
DlyAck:

1. TCID field is 4 bits long here while in other places it is 3 bits long (see 7.1.3.5) and in others it is 2 bytes long (see 7.1.2).

2. Cross-reference to 7.1.3.4.1 is wrong.

3. Fragments are ignored. It is thus assumed that unicast fragments are to be ACKed immediately as in 802.11-1999. If so, then what is the use of the DlyAck mechanism?
1. Set a fixed size for the TCID field across the document.

2. Fix cross-reference.

3. Add support for fragments.


268. 
7.2.1.8 (p.25)
J. Ho
t
Y
If the nth frame has been received, but the (n-1)st frame has not, how long should the receiving MAC wait prior to passing up the nth frame to the LLC?
Find a solution to this problem or eliminate this frame.


269. 
7.2.1.8 (p.26)
J. Ho
t
Y
“the records for a given TC are ordered by ascending sequence number value.”

Does this apply to the case when the sequence numbers are wrapping around?
Clarify it.


270. 
7.2.1.9
Amar Ghori


Since RR can be sent at any time instead of only in response to a CC frame, CC as a separate frame should be elimintated
Delete all references to CC


271. 
7.2.1.9
Keith Amann
T
Yes
Page 26, Line 30:  The statement is made that “The CCOP Duration field is a single octet that specifies the duration of each CCOP in the CCI that follows this CC frame.  This duration is the number of microseconds to send an RR frame at the same data rate, coding, and preamble options as used to send the CC frame, plus one SIFS period”.  Given this definition an RR frame cannot be sent at 1 Mbps using an FH PHY, or 1 or 2 Mbps using a DS PHY with long preambles.
Increase the size of the field to accommodate for this problem, or change the definition of the field to be a number of “units” field which is consistent with similar definitions in other clauses of this document.


272. 
7.2.1.9
Ken Kimura


Since RR can be sent at any time instead of only in response to a CC frame, CC as a separate frame should be eliminated
Delete all references to CC


273. 
7.2.1.9
Menzo Wentink
T
yes
The Controlled Contention mechanism is redundant because QoS-Null and EDCF contention offer comparable functionality.


Remove this clause.


274. 
7.2.1.9
RAJU GUBBI
T
Y
To simplify the implementation of an ESTA the order of feedback in CC frame can be fixed
Mandate EAP/HC to order the feedback in the increasing order of AID


275. 
7.2.1.9
Spiess
T
Y
A Contention Control frame intended to be received by multiple members of a BSS, so address 1 should be a group address.  Address 2 should be the BSSID, as the originator of the frame.  Since the HC needn’t be the AP, address 2 ought to be the originator and address 3 ought to 1be the BSSID.
Change to a 3-address format to support the usual layout where addr1 is the RA, addr2 is the TA, and addr3 is the BSSID.


276. 
7.2.1.9
Sunghyun Choi
T
YES
As addressed for Clause 9 as well, the concept of Priority Mask seems not to be very reasonable considering that we have parameterized QoS, and in this regard, a TC value could mean different among different ESTAs.



277. 
7.2.1.9 (l.29)
J. Ho
t
Y
by 255 and rounding to the nearest integer.
by 256 and rounding up to the nearest integer minus one.


278. 
7.2.1.9 7.2.1.10
Bill McFarland
T
no
Controlled contention duplicates a facility already available via QoS Data packets in EDCF.  The added complexity of the additional contention mechanism is not sufficiently compensated by added performance or capability.
Delete the CCI mechanism by removing the control fields from the CC frame (7.2.1.9) as well as definitions of CCI, CCOP, and PP (section 4), section 3.58 (controlled contention).  Delete subclause 7.2.1.10 (RR Frame) as it is no longer needed.  Remove subclauses 9.10.4, 9.10.5.  Replace 9.10.4 by a revised version of 9.10.4.3: edit 9.10.4.3 by replacing “receipt of RR frames” by “receipt of QoS Control” in first sentence.  Remove second sentence of 9.10.4.3.  Change title of 9.10.4.3 to “9.10.4 QoS Control feedback procedure”.  Edit 9.10.3.1 to remove CCI and RR references.  Remove RR Frame row from Figure 14.5.


279. 
7.2.10
John Kowalski
T
YES

(part of No Vote)
Remove RR frame – it’s redundant. Use QoS Null frames 
Obvious.


280. 
7.2.10
John Kowalski
T
YES

(part of No Vote)
Comment 11. makes CC frames redundant. Remove them. 
Obvious.


281. 
7.2.2
APS
T
Yes
Table 4.

Why use the 4-address format with duplication of address fields in the ESTA-ESTA case?

The existing case,  now marked as STA-STA in an IBSS copes perfectly well with this case.
Remove this usage and add ESTA-ESTA to the STA-STA in IBSS case.
Removed the ESTA-ESTA line at the bottom of table 4 and allow this using ToDS=FromDS=0 format in the top line of table 4.  Change the ToDS=FromDS=0 case in clause 5.5 so that these are class 1 frames only in an IBSS and are class 3 frames in a QBSS.
Vote: 24-0-6 (passes)
Nonvoters: 9-0-5
editor's note to self:  this also requires updates to table 2

282. 
7.2.2
Fischer,Michael
T
yes
There are two items regarding the handling of received Null(no data) and QoS Null(no data) frames that are not stated in 7.2.2 and, based on the questions received by this commenter during the two 802.11 meetings preceding this ballot are not sufficiently clear.  Note that the change is not QoS-specific because this is not a change, just a clarification, of legacy behavior.  Despite causing no change to normative requirements, this comment is marked technical because a misunderstanding of these details by an implementer could cause severe interoperability problems.

A consistency point regarding FEC is also clarified in the text shown in the column to the right, and should be considered an editorial change.
Add text to the next-to-last paragraph on page 28 so that it reads as follows:

The frame body consists of the MSDU or a fragment thereof, and a WEP IV and ICV (if and only if the WEP subfield in the frame control field is set to 1), and FEC fields (if and only if the subtype includes QoS and FEC coding has been applied to the frame). The frame body is omitted in data frames of Subtype Null function (no data), CF-Ack (no data), CF-Poll (no data) and CF-Ack+CF-Poll (no data) as well as the corresponding four QoS data frame subtypes. Receipt of a data or QoS data type frame with any subtype that includes "(no data)" is not indicated to LLC and is not acknowledged by transmission of an ACK control frame, nor the use of a +CF-Ack subtype on a data or QoS data type frame.


283. 
7.2.2
Matthew Fischer
T
Y
Third paragraph. Address1 and address2 are not always the address of the station that is receiving/transmitting the frame.

I’m not happy with this in general – what is being allowed here is that a STA may send a frame without including its own address in the frame. See the second entry in the table, when the EAP function has migrated in the QBSS to a different ESTA than the original. This has got to be illegal in some jurisdictions!

One possible resolution is to backtrack on all references to the preservation of the original QBSS ID during migration of EAP function. Not sure of the best way to deal with this problem.
One possible solution is to change the wording in paragraph three, but I’m not completely satisfied with this change, so adopting such a change would not cause me to change to yes on this item:

Note that Address 1 holds either the receiver address of the intended receiver (or, in the case of multicast frames, receivers) or the BSSID, and that Address 2 holds either the address of the station that is transmitting the frame or the BSSID.


284. 
7.2.2
Matthew Fischer
T
Y
Since BP frame exchanges use ToDS and FromDS both set to “1”, these frames are class 3 and technically, cannot be exchanged without an association first. The section 5 classifications must be updated to allow this, or there must be new associations described for BPs.
Not sure how to fix.


285. 
7.2.2
Matthew Fischer
T
Y
Transmission of a frame with MCAST address1 value from BP to ESTA cannot be determined as belonging to the receiving ESTA’s BSS, because there is no room in the address fields to indicate the BSSID for this exchange. See 6th entry in table 4.
One possibility is to eliminate the idea of BP.

Another possibility is to add more addresses.

Another possibility is to disallow MCAST address1 for the BP forwarding case.

Maybe it would work to replace address3 with BSSID.


286. 
7.2.2
RAJU GUBBI
T
Y
Third paragraph. Address1 and address2 are not always the address of the station that is receiving/transmitting the frame.

I’m not happy with this in general – what is being allowed here is that a STA may send a frame without including its own address in the frame. See the second entry in the table, when the EAP function has migrated in the QBSS to a different ESTA than the original. This has got to be illegal in some jurisdictions!

One possible resolution is to backtrack on all references to the preservation of the original QBSS ID during migration of EAP function. Not sure of the best way to deal with this problem.
One possible solution is to change the wording in paragraph three, but I’m not completely satisfied with this change, so adopting such a change would not cause me to change to yes on this item:

Note that Address 1 holds either the receiver address of the intended receiver (or, in the case of multicast frames, receivers) or the BSSID, and that Address 2 holds either the address of the station that is transmitting the frame or the BSSID.


287. 
7.2.2
RAJU GUBBI
T
Y
Since BP frame exchanges use ToDS and FromDS both set to “1”, these frames are class 3 and technically, cannot be exchanged without an association first. The section 5 classifications must be updated to allow this, or there must be new associations described for BPs.
Not sure how to fix.


288. 
7.2.2
RAJU GUBBI
T
Y
Transmission of a frame with MCAST address1 value from BP to ESTA cannot be determined as belonging to the receiving ESTA’s BSS, because there is no room in the address fields to indicate the BSSID for this exchange. See 6th entry in table 4.
One possibility is to eliminate the idea of BP.

Another possibility is to add more addresses.

Another possibility is to disallow MCAST address1 for the BP forwarding case.

Maybe it would work to replace address3 with BSSID.


289. 
7.2.2
Sunghyun Choi
T
YES
As discussed for Table 2, in Table 4: I think a data frame direct from one ESTA to a BP (from a BP to one ESTA) should have To DS = 0 and From DS = 1 (To DS = 1 and From DS = 0). 

Accordingly, from ESTA to ESTA frame will have To DS = 0 and From DS = 0.



290. 
7.2.2
Tom T.
T
Y
Table 4:  ESTA to ESTA frames, where both ESTAs are part of the same BSS should use the 0-0 ToDS and FromDS so that the BSSID can be included and used as a filter by the receiving ESTA.  The 1-1 ToDS and FromDS is therefore only used when the two ESTAs are in different BSSs as it seems would be allowed by this addition.
Change usage entry in first line to include ESTA to ESTA traffic within a BSS.

Indicate that the last line is only valid when the ESTAs are in different BSSs.


291. 
7.2.2
Yossi Texerman
T
Yes
Here QoS Control field appears in the figure 22B (QoS Data Frame). In 7.1.2, however, appears the TCID field.
Remove all reference to TCID as a separate field. Replace these references with references to the QoS Control field.


292. 
7.2.2 and 7.1.3.4.1 
RAJU GUBBI
T
Y
Seq-control field in Qos-null frames: The sequence control is TA/RA specific for Qos-data frames. While this requires an involved process to keep track of them, Qos-null frames are adding unnecessary complexity to it by requiring a sequence-control in them. Since these frames are generated dynamically, the seq-numbers assigned for an already queued frame needs to be changed when a Qos-null frame is transmitted. If there is an arguement about duplicate detection for these frames, there is only one information that is being conveyed by this frame and that is the minimum required TXOP duration. Even if this frame is retransmitted and received twice (Somehow) by HC, it should convey the same information twice, which can not be a problem.
Update the subclause with “Sequence control field in Qos-null frames shall be set to zero and is ignored upon reception”


293. 
7.2.3
Garth Hillman
T
Yes
Page 28 Line 25  Clause 9
Detail clause 9


294. 
7.2.3
Matthew Fischer
T
Y
The third paragraph of this section makes reference to the address1 field, yet there is no such thing in the management frame. This same error exists in the IEEE 802.11-1999, so I’m not sure if this comment is technically allowed.
Change address1 of paragraph 3 to DA.


295. 
7.2.3
Matthew Fischer
T
Y
It is not at all clear whether management frames should have DA set to the EAP address or to the BSSID address. For example, should an association frame be sent with DA=EAP mac address and BSSID=QBSS address, or DA= BSSID = QBSS address? I.e. is one associating with the EAP or with the QBSS?
Define the proper values for the address fields.


296. 
7.2.3
Patrick Green
T
Yes
Page 28, line 25.  as specified in clause 9
Clause 9 missing from document


297. 
7.2.3
RAJU GUBBI
T
Y
The third paragraph of this section makes reference to the address1 field, yet there is no such thing in the management frame. This same error exists in the IEEE 802.11-1999, so I’m not sure if this comment is technically allowed.
Change address1 of paragraph 3 to DA.


298. 
7.2.3
RAJU GUBBI
T
Y
It is not at all clear whether management frames should have DA set to the EAP address or to the BSSID address. For example, should an association frame be sent with DA=EAP mac address and BSSID=QBSS address, or DA= BSSID = QBSS address? I.e. is one associating with the EAP or with the QBSS?
Define the proper values for the address fields.


299. 
7.2.3.1
Amar Ghori
T
YES
Where are the definitions and discussion of BSS overlap mitigation and the use of the Proxy Beacon?

Information is missing regarding 802.11d in the beacon table – ought not this information be available by this time. Comment reserved until information is available


TBD


300. 
7.2.3.1
APS
T
Yes
This section (and others) reference a clause 9 section (BSS overlap mitigation) that does not exist.  This section will need to contain normative text describing mandatory behavior of ESTAs and EAPs that supports BSS overlap mitigation.

Without this text,  this feature is incomplete.
Either remove all references to overlap mitigation (and mark fields as reserved) or supply the missing clause 9 text.
Propose to remove all references to BSS overlap mitigation from the QoS draft document (while allowing a complete mechanism to be inserted in the future if proposed)
Vote: 26-1-10 (passes)
Nonvoters: 5-0-4

301. 
7.2.3.1
Bill McFarland
T
no
Proxy Beacon may be a useful idea, but it is present in the text without supporting procedures in Clause 9.  
Remove subclause 7.2.3.1 and any references to Proxy Beacon in the text.  Also delete related elements and subclauses: 7.3.2.13 (QBSS), 7.3.2.18 (Overlap CFP), 7.3.2.19 (Overlap BSS), 7.3.2.20 (Overlap ESTA), 7.4.3, 7.4.4, 7.4.5, 7.6 (remove QoS Action/Resp frame from table).  BSS Overlap Mitigation procedures need further study.


302. 
7.2.3.1
Bob

Meier
T
Yes
The use of a “Proxy Beacon” has not been well-defined.  A “Proxy Beacon” should be a separate frame type or there should be a “proxy” flag.



303. 
7.2.3.1

7.3.2

7.3.2.18

7.3.2.19

7.3.2.20

7.4.3

etc
Diepstraten
T
Y
Overlap mitigation is a usefull but relative complex function.

At this point a set of frame formats are assigned, but no procedure is given to use this functionality.

Further the basis for the frame formats do relate to an early version of the proposed Overlap mitigation mechanism. This mechanism is currently only applicable and useable in the CFP.
An overlap mitigation procedure needs to be defined that is effective also in the Contention Period (CP).

The author of this comment does intend to generate a proposal for such a mechanism, together with interested parties.


304. 
7.2.3.1
Garth Hillman
T
Yes
Page 30 Line 36  ## BSS overlap mitigation
Detail ## BSS


305. 
7.2.3.1
Greg Parks
T
YES
Where are the definitions and discussion of BSS overlap mitigation and the use of the Proxy Beacon?

Information is missing regarding 802.11d in the beacon table – ought not this information be available by this time. Comment reserved until information is available


TBD
Deferred to BSS overlap discussion

306. 
7.2.3.1
Gunnar Rydnell
T
Yes
According to Sec 7.1.3.3.3, the EAP and HC functions can be transferred to alternate stations without changing the BSSID. How can it then possible to distinguish Beacons from Proxy Beacons based on the equality or non-equality of the Source Address (SA) and BSSID?
The EAP functions should be fixed at one station during the lifetime of the QBSS.


307. 
7.2.3.1
Johansson
T
Y
Missing reference to BSS overlap mitigation.
Provide the clause and reference.


308. 
7.2.3.1
Keith Amann
T
Yes
Page 31:  The table contains “placeholders” for 802.11d information.  802.11d information would be outside the scope of the 802.11e PAR and the addition of these placeholders will cause editing confusion.
Remove the placeholders.


309. 
7.2.3.1
Kenji Fujisawa
T
Yes
Table 5 refers “clause 9 overlap”, but it is missing.



310. 
7.2.3.1
Letanche
T
Y
The BSS overlap mitigation clause as referred to in line 6 of clause 7.2.3.1 does not exist
Add BSS overlap mitigation clause


311. 
7.2.3.1
Liwen Wu

NO vote
Page 30, line6: <<###BSS overlap mitigation>> is missing



312. 
7.2.3.1
Matthew Fischer
T
Y
7.1.3.3.3 indicates that it is possible to transfer the AP or HC function from one ESTA to another, and as such, the QBSS BSSID might not match the address of the EAP or HC. Yet here, in 7.2.3.1, the identification of a proxy beacon is made by virtue of the fact that the BSSID and SA fields do not match. Clearly, if the statement of 7.1.3.3.3 is correct, then the statement in this section is incorrect.
Add a field to beacon to explicitly indicate whether the beacon is a proxy beacon or not. Bit 9 of the capability information fixed field should be named the Proxy bit and used to indicate that the beacon is a proxy beacon. If it is also important to know the MAC address of the original sender of the beacon, then a new element should be defined.


313. 
7.2.3.1
Matthew Fischer
T
Y
Need to include HC in the list of those ESTA which transmit the CF parameter set in the beacon.

See 9.10.1, 9.10.1.3
Add HC to the list of those ESTA which send CF parameter set in the beacon.


314. 
7.2.3.1

7.1.2
MH
t
no
According to 7.2.3.1: Comparing the SA and BSSID and determining them to be equal or not equal is the only way to distinguish the Proxy Beacon from the Beacon.

According to 7.2.3 and 7.1.3.3.3, the BSSID remains unchanged for the life of the QBSS, even if the EAP and HC functions are transferred to an alternate station.

I think these two statements are conflicting. If the EAP and HC function are transferred to an alternate station, Proxy Beacons and Beacons cannot be distinguished anymore.

Moreover, the rule of 7.2.3.1 introduces an (implementation wise costly) exception to the general procedure of distinguishing frames, and that is through the type and subtype fields.
Add a separate subtype for the Proxy Beacons.


315. 
7.2.3.1
Patrick Green
T
Yes
Page 30, line 36.  <<## BSS overlap mitigation>>
Enter clause into document


316. 
7.2.3.1
RAJU GUBBI
T
Y
7.1.3.3.3 indicates that it is possible to transfer the AP or HC function from one ESTA to another, and as such, the QBSS BSSID might not match the address of the EAP or HC. Yet here, in 7.2.3.1, the identification of a proxy beacon is made by virtue of the fact that the BSSID and SA fields do not match. Clearly, if the statement of 7.1.3.3.3 is correct, then the statement in this section is incorrect.
Add a field to beacon to explicitly indicate whether the beacon is a proxy beacon or not. Bit 9 of the capability information fixed field should be named the Proxy bit and used to indicate that the beacon is a proxy beacon. If it is also important to know the MAC address of the original sender of the beacon, then a new element should be defined.


317. 
7.2.3.1
RAJU GUBBI
T
Y
Need to include HC in the list of those ESTA which transmit the CF parameter set in the beacon.

See 9.10.1, 9.10.1.3
Add HC to the list of those ESTA which send CF parameter set in the beacon.


318. 
7.2.3.1
RAJU GUBBI
T
Y
In proxy beacon frame body, some elements in probe response must take local value while others must be repeated from the last beacon or (directed to ESTA or group addressed) probe request from the EAP/HC
For proxy beacon frame body, identify the info-elements that are decided locally against those that are always repeated from the last received beacon from the actual EAP/HC (examples are time stamp, capability field and supported rates are local values)


319. 
7.2.3.1

7.2.3.9
Simon Black
T

Following the current MAC baseline, the Beacon frame contents should be the same as a Probe esponse since it is permissible for a STA to accept a beacon in place of a probe response – see 802-11 SDL sta-scan-2.1b(8). Here they are different.

This comment should be read with my comment on the dual probe reponses in clause 7.2.3.8 highlights a more serious problem that seems to be arising. The beacon frame (a broadcast frame) is getting packed with information and is hence becoming very long (possibly exceeding the maximum frame length isn extreme cases for .11d/e/h/I combinations.
Either this needs to be corrected (the frames made the same), or the scan protocol in clause 11/SDL sta-scan needs to be modified to allow probe responses and beacons to be different and have passive/active scan still function.

In general the contents of the beacon need to be limited to what is really required in scan information for a STA to make a BSS selection. It occurs to be that some information in (for example) the QoS parameter set gives operational parameters but is probably not going to be used in the JOIN decision. Maybe that information could be moved out to the association exchange. Maybe this is the best approach for probe request/response too. An alternative would be to split this protocol into a probe for scan purposes and a capabilities exchange(?).


320. 
7.2.3.1
Spiess
T
Y
Undefined reference of “BSS overlap mitigation”
Include target of reference.


321. 
7.2.3.1

7.2.3.9
Steve Gray
T
Y
Following the current MAC baseline, the Beacon frame contents should be the same as a Probe esponse since it is permissible for a STA to accept a beacon in place of a probe response – see 802-11 SDL sta-scan-2.1b(8). Here they are different.

This comment should be read with my comment on the dual probe reponses in clause 7.2.3.8 highlights a more serious problem that seems to be arising. The beacon frame (a broadcast frame) is getting packed with information and is hence becoming very long (possibly exceeding the maximum frame length isn extreme cases for .11d/e/h/I combinations.
Either this needs to be corrected (the frames made the same), or the scan protocol in clause 11/SDL sta-scan needs to be modified to allow probe responses and beacons to be different and have passive/active scan still function.

In general the contents of the beacon need to be limited to what is really required in scan information for a STA to make a BSS selection. It occurs to be that some information in (for example) the QoS parameter set gives operational parameters but is probably not going to be used in the JOIN decision. Maybe that information could be moved out to the association exchange. Maybe this is the best approach for probe request/response too. An alternative would be to split this protocol into a probe for scan purposes and a capabilities exchange(?).


322. 
7.2.3.1
7.2.3.8
7.2.3.9
Johansson
T
Y
In Table 5, Table 11 and Table 12, there are missing references to draft standard IEEE P802.11d.
Add draft standard IEEE P802.11d to the references clause with instructions to the IEEE editor to update them if that draft standard has been approved prior to the publication of IEEE Std 802.11e‑200X.

It is probably a poor idea to cite specific clauses within the draft standard, as these may change.


323. 
7.2.3.1
7.3.2.18

7.3.2.19

7.3.2.20
Simon Black
T

The whole BSS overlap mitigation protocol is incompletely described in this draft. I would also question whether it is worth the very considerable complexity of implementation
Remove BSS mitigation protocol fragments throughout draft – start here by removing proxy beacon and elements 16 through 19.

If somebody is interested in making this work, then alternative (complete) proposals should be entertained at a later date.


324. 
7.2.3.1
7.3.2.18

7.3.2.19

7.3.2.20
Steve Gray
T
Y
The whole BSS overlap mitigation protocol is incompletely described in this draft. I would also question whether it is worth the very considerable complexity of implementation
Remove BSS mitigation protocol fragments throughout draft – start here by removing proxy beacon and elements 16 through 19.

If somebody is interested in making this work, then alternative (complete) proposals should be entertained at a later date.


325. 
7.2.3.1, 7.2.3.12, 7.3.2, 7.3.2.13, 7.3.2.18, 7.3.2.19, 7.3.2.20, 7.4.3, 7.4.4, 7.4.5, 7.6
Barry Davis
T
No
Overlap management procedures add significant complexity and have insufficient demonstrated benefit
7.2.3.1
Beacon and Proxy Beacon frame format
Remove beacon information items 16, 17, 18 and 19

7.2.3.12
{generic} Action frame format
Remove row defining code 1 from table 15.1

7.3.2
Information Elements
Remove element IDs 32, 33 and 34 describing overlap data

7.3.2.13
QBSS Load Element
Remove "overlap count" and "overlap share" from figure 42.5, and remove paragraphs "The overlap count field….of this QBSS" and "The overlap share field…<< superframe duration >>"

7.3.2.18
Overlap CFP allocation element
Delete this subclause

7.3.2.19
Overlap BSS element report
Delete this subclause

7.3.2.20
Overlap ESTA list element
Delete this subclause

7.4.3
Error and Overlap Report QoS Action Frame Format
Delete this subclause

7.4.4
QBSS Configuration Request QoS Action Frame Format
Delete this subclause

7.4.5
QBSS Configuration Response QoS Action Frame Format
Delete this subclause

7.6
Frame Usage Guidelines
Remove "{QoS}" from row 12
see comment 329 of 01/264r2 (was 109 of 01/264r1) resolution

326. 
7.2.3.1, 7.2.3.12, 7.3.2, 7.3.2.13, 7.3.2.18, 7.3.2.19, 7.3.2.20, 7.4.3, 7.4.4, 7.4.5, 7.6
Chih Tsien
T
No
Overlap management procedures add significant complexity and have insufficient demonstrated benefit
7.2.3.1
Beacon and Proxy Beacon frame format
Remove beacon information items 16, 17, 18 and 19

7.2.3.12
{generic} Action frame format
Remove row defining code 1 from table 15.1

7.3.2
Information Elements
Remove element IDs 32, 33 and 34 describing overlap data

7.3.2.13
QBSS Load Element
Remove "overlap count" and "overlap share" from figure 42.5, and remove paragraphs "The overlap count field….of this QBSS" and "The overlap share field…<< superframe duration >>"

7.3.2.18
Overlap CFP allocation element
Delete this subclause

7.3.2.19
Overlap BSS element report
Delete this subclause

7.3.2.20
Overlap ESTA list element
Delete this subclause

7.4.3
Error and Overlap Report QoS Action Frame Format
Delete this subclause

7.4.4
QBSS Configuration Request QoS Action Frame Format
Delete this subclause

7.4.5
QBSS Configuration Response QoS Action Frame Format
Delete this subclause

7.6
Frame Usage Guidelines
Remove "{QoS}" from row 12
see comment 329 of 01/264r2 (was 109 of 01/264r1) resolution

327. 
7.2.3.1, 7.2.3.12, 7.3.2, 7.3.2.13, 7.3.2.18, 7.3.2.19, 7.3.2.20, 7.4.3, 7.4.4, 7.4.5, 7.6
Dany Rettig
T
No
Overlap management procedures add significant complexity and have insufficient demonstrated benefit
7.2.3.1
Beacon and Proxy Beacon frame format
Remove beacon information items 16, 17, 18 and 19

7.2.3.12
{generic} Action frame format
Remove row defining code 1 from table 15.1

7.3.2
Information Elements
Remove element IDs 32, 33 and 34 describing overlap data

7.3.2.13
QBSS Load Element
Remove "overlap count" and "overlap share" from figure 42.5, and remove paragraphs "The overlap count field….of this QBSS" and "The overlap share field…<< superframe duration >>"

7.3.2.18
Overlap CFP allocation element
Delete this subclause

7.3.2.19
Overlap BSS element report
Delete this subclause

7.3.2.20
Overlap ESTA list element
Delete this subclause

7.4.3
Error and Overlap Report QoS Action Frame Format
Delete this subclause

7.4.4
QBSS Configuration Request QoS Action Frame Format
Delete this subclause

7.4.5
QBSS Configuration Response QoS Action Frame Format
Delete this subclause

7.6
Frame Usage Guidelines
Remove "{QoS}" from row 12
see comment 329 of 01/264r2 (was 109 of 01/264r1) resolution

328. 
7.2.3.1, 7.2.3.12, 7.3.2, 7.3.2.13, 7.3.2.18, 7.3.2.19, 7.3.2.20, 7.4.3, 7.4.4, 7.4.5, 7.6
Dave Richkas
T
No
Overlap management procedures add significant complexity and have insufficient demonstrated benefit
7.2.3.1
Beacon and Proxy Beacon frame format
Remove beacon information items 16, 17, 18 and 19

7.2.3.12
{generic} Action frame format
Remove row defining code 1 from table 15.1

7.3.2
Information Elements
Remove element IDs 32, 33 and 34 describing overlap data

7.3.2.13
QBSS Load Element
Remove "overlap count" and "overlap share" from figure 42.5, and remove paragraphs "The overlap count field….of this QBSS" and "The overlap share field…<< superframe duration >>"

7.3.2.18
Overlap CFP allocation element
Delete this subclause

7.3.2.19
Overlap BSS element report
Delete this subclause

7.3.2.20
Overlap ESTA list element
Delete this subclause

7.4.3
Error and Overlap Report QoS Action Frame Format
Delete this subclause

7.4.4
QBSS Configuration Request QoS Action Frame Format
Delete this subclause

7.4.5
QBSS Configuration Response QoS Action Frame Format
Delete this subclause

7.6
Frame Usage Guidelines
Remove "{QoS}" from row 12
see comment 329 of 01/264r2 (was 109 of 01/264r1) resolution

329. 
7.2.3.1, 7.2.3.12, 7.3.2, 7.3.2.13, 7.3.2.18, 7.3.2.19, 7.3.2.20, 7.4.3, 7.4.4, 7.4.5, 7.6
Duncan Kitchin
T
No
Overlap management procedures add significant complexity and have insufficient demonstrated benefit
7.2.3.1
Beacon and Proxy Beacon frame format
Remove beacon information items 16, 17, 18 and 19

7.2.3.12
{generic} Action frame format
Remove row defining code 1 from table 15.1

7.3.2
Information Elements
Remove element IDs 32, 33 and 34 describing overlap data

7.3.2.13
QBSS Load Element
Remove "overlap count" and "overlap share" from figure 42.5, and remove paragraphs "The overlap count field….of this QBSS" and "The overlap share field…<< superframe duration >>"

7.3.2.18
Overlap CFP allocation element
Delete this subclause

7.3.2.19
Overlap BSS element report
Delete this subclause

7.3.2.20
Overlap ESTA list element
Delete this subclause

7.4.3
Error and Overlap Report QoS Action Frame Format
Delete this subclause

7.4.4
QBSS Configuration Request QoS Action Frame Format
Delete this subclause

7.4.5
QBSS Configuration Response QoS Action Frame Format
Delete this subclause

7.6
Frame Usage Guidelines
Remove "{QoS}" from row 12
Withdrawn by commenter

330. 
7.2.3.1, 7.2.3.12, 7.3.2, 7.3.2.13, 7.3.2.18, 7.3.2.19, 7.3.2.20, 7.4.3, 7.4.4, 7.4.5, 7.6
Evan Green
T
No
Overlap management procedures add significant complexity and have insufficient demonstrated benefit
7.2.3.1
Beacon and Proxy Beacon frame format
Remove beacon information items 16, 17, 18 and 19

7.2.3.12
{generic} Action frame format
Remove row defining code 1 from table 15.1

7.3.2
Information Elements
Remove element IDs 32, 33 and 34 describing overlap data

7.3.2.13
QBSS Load Element
Remove "overlap count" and "overlap share" from figure 42.5, and remove paragraphs "The overlap count field….of this QBSS" and "The overlap share field…<< superframe duration >>"

7.3.2.18
Overlap CFP allocation element
Delete this subclause

7.3.2.19
Overlap BSS element report
Delete this subclause

7.3.2.20
Overlap ESTA list element
Delete this subclause

7.4.3
Error and Overlap Report QoS Action Frame Format
Delete this subclause

7.4.4
QBSS Configuration Request QoS Action Frame Format
Delete this subclause

7.4.5
QBSS Configuration Response QoS Action Frame Format
Delete this subclause

7.6
Frame Usage Guidelines
Remove "{QoS}" from row 12
see comment 329 of 01/264r2 (was 109 of 01/264r1) resolution

331. 
7.2.3.1, 7.2.3.12, 7.3.2, 7.3.2.13, 7.3.2.18, 7.3.2.19, 7.3.2.20, 7.4.3, 7.4.4, 7.4.5, 7.6
Jesse R. Walker
T
No
Overlap management procedures add significant complexity and have insufficient demonstrated benefit
7.2.3.1
Beacon and Proxy Beacon frame format
Remove beacon information items 16, 17, 18 and 19

7.2.3.12
{generic} Action frame format
Remove row defining code 1 from table 15.1

7.3.2
Information Elements
Remove element IDs 32, 33 and 34 describing overlap data

7.3.2.13
QBSS Load Element
Remove "overlap count" and "overlap share" from figure 42.5, and remove paragraphs "The overlap count field….of this QBSS" and "The overlap share field…<< superframe duration >>"

7.3.2.18
Overlap CFP allocation element
Delete this subclause

7.3.2.19
Overlap BSS element report
Delete this subclause

7.3.2.20
Overlap ESTA list element
Delete this subclause

7.4.3
Error and Overlap Report QoS Action Frame Format
Delete this subclause

7.4.4
QBSS Configuration Request QoS Action Frame Format
Delete this subclause

7.4.5
QBSS Configuration Response QoS Action Frame Format
Delete this subclause

7.6
Frame Usage Guidelines
Remove "{QoS}" from row 12
see comment 329 of 01/264r2 (was 109 of 01/264r1) resolution

332. 
7.2.3.1, 7.2.3.12, 7.3.2, 7.3.2.13, 7.3.2.18, 7.3.2.19, 7.3.2.20, 7.4.3, 7.4.4, 7.4.5, 7.6
Jesse R. Walker
T
No
Overlap management procedures add significant complexity and have insufficient demonstrated benefit
7.2.3.1
Beacon and Proxy Beacon frame format
Remove beacon information items 16, 17, 18 and 19

7.2.3.12
{generic} Action frame format
Remove row defining code 1 from table 15.1

7.3.2
Information Elements
Remove element IDs 32, 33 and 34 describing overlap data

7.3.2.13
QBSS Load Element
Remove "overlap count" and "overlap share" from figure 42.5, and remove paragraphs "The overlap count field….of this QBSS" and "The overlap share field…<< superframe duration >>"

7.3.2.18
Overlap CFP allocation element
Delete this subclause

7.3.2.19
Overlap BSS element report
Delete this subclause

7.3.2.20
Overlap ESTA list element
Delete this subclause

7.4.3
Error and Overlap Report QoS Action Frame Format
Delete this subclause

7.4.4
QBSS Configuration Request QoS Action Frame Format
Delete this subclause

7.4.5
QBSS Configuration Response QoS Action Frame Format
Delete this subclause

7.6
Frame Usage Guidelines
Remove "{QoS}" from row 12
see comment 329 of 01/264r2 (was 109 of 01/264r1) resolution

333. 
7.2.3.1, 7.2.3.12, 7.3.2, 7.3.2.13, 7.3.2.18, 7.3.2.19, 7.3.2.20, 7.4.3, 7.4.4, 7.4.5, 7.6
Richard Kennedy
T
No
Overlap management procedures add significant complexity and have insufficient demonstrated benefit
7.2.3.1
Beacon and Proxy Beacon frame format
Remove beacon information items 16, 17, 18 and 19

7.2.3.12
{generic} Action frame format
Remove row defining code 1 from table 15.1

7.3.2
Information Elements
Remove element IDs 32, 33 and 34 describing overlap data

7.3.2.13
QBSS Load Element
Remove "overlap count" and "overlap share" from figure 42.5, and remove paragraphs "The overlap count field….of this QBSS" and "The overlap share field…<< superframe duration >>"

7.3.2.18
Overlap CFP allocation element
Delete this subclause

7.3.2.19
Overlap BSS element report
Delete this subclause

7.3.2.20
Overlap ESTA list element
Delete this subclause

7.4.3
Error and Overlap Report QoS Action Frame Format
Delete this subclause

7.4.4
QBSS Configuration Request QoS Action Frame Format
Delete this subclause

7.4.5
QBSS Configuration Response QoS Action Frame Format
Delete this subclause

7.6
Frame Usage Guidelines
Remove "{QoS}" from row 12
see comment 329 of 01/264r2 (was 109 of 01/264r1) resolution

334. 
7.2.3.1, 7.2.3.12, 7.3.2, 7.3.2.13, 7.3.2.18, 7.3.2.19, 7.3.2.20, 7.4.3, 7.4.4, 7.4.5, 7.6
Steven D. Williams
T
No
Overlap management procedures add significant complexity and have insufficient demonstrated benefit
7.2.3.1
Beacon and Proxy Beacon frame format
Remove beacon information items 16, 17, 18 and 19

7.2.3.12
{generic} Action frame format
Remove row defining code 1 from table 15.1

7.3.2
Information Elements
Remove element IDs 32, 33 and 34 describing overlap data

7.3.2.13
QBSS Load Element
Remove "overlap count" and "overlap share" from figure 42.5, and remove paragraphs "The overlap count field….of this QBSS" and "The overlap share field…<< superframe duration >>"

7.3.2.18
Overlap CFP allocation element
Delete this subclause

7.3.2.19
Overlap BSS element report
Delete this subclause

7.3.2.20
Overlap ESTA list element
Delete this subclause

7.4.3
Error and Overlap Report QoS Action Frame Format
Delete this subclause

7.4.4
QBSS Configuration Request QoS Action Frame Format
Delete this subclause

7.4.5
QBSS Configuration Response QoS Action Frame Format
Delete this subclause

7.6
Frame Usage Guidelines
Remove "{QoS}" from row 12
see comment 329 of 01/264r2 (was 109 of 01/264r1) resolution

335. 
7.2.3.1, 7.2.3.12, 7.3.2, 7.3.2.13, 7.3.2.18, 7.3.2.19, 7.3.2.20, 7.4.3, 7.4.4, 7.4.5, 7.6
V. Srinivasa Somayazulu
T
No
Overlap management procedures add significant complexity and have insufficient demonstrated benefit
7.2.3.1
Beacon and Proxy Beacon frame format
Remove beacon information items 16, 17, 18 and 19

7.2.3.12
{generic} Action frame format
Remove row defining code 1 from table 15.1

7.3.2
Information Elements
Remove element IDs 32, 33 and 34 describing overlap data

7.3.2.13
QBSS Load Element
Remove "overlap count" and "overlap share" from figure 42.5, and remove paragraphs "The overlap count field….of this QBSS" and "The overlap share field…<< superframe duration >>"

7.3.2.18
Overlap CFP allocation element
Delete this subclause

7.3.2.19
Overlap BSS element report
Delete this subclause

7.3.2.20
Overlap ESTA list element
Delete this subclause

7.4.3
Error and Overlap Report QoS Action Frame Format
Delete this subclause

7.4.4
QBSS Configuration Request QoS Action Frame Format
Delete this subclause

7.4.5
QBSS Configuration Response QoS Action Frame Format
Delete this subclause

7.6Frame Usage GuidelinesRemove "{QoS}" from row 12
see comment 329 of 01/264r2 (was 109 of 01/264r1) resolution

336. 
7.2.3.11
Spiess
T
Y
The extended capabilities bit in the Capability information field is unneeded to determine if this management frame contains an extended capabilities element.  An element’s presence is self-defining
Remove the comment about the extended capability bit in the Capability information field.  Free the extended capability bit for other usage.


337. 
7.2.3.12
Amar Ghori


1 Activation delay is present only in action request frames. 

2 Non zero activation delays may be used with action codes that are specified to permit or to require such.  

3 ESTAs that receive an action frame with recognized category code but an unrecognized request action code required to generate a response error, 


1 Remove this requirement there may be cases where activation delay is useful for response

2 This requirement be modified to say that non zero activation delays may be used except when such action codes specifically do not permit such use. (Or this requirement may be removed).

3 evaluate the suitability., ignore unrecognized action codes.


338. 
7.2.3.12
Greg Parks


1 Activation delay is present only in action request frames. 

2 Non zero activation delays may be used with action codes that are specified to permit or to require such.  

3 ESTAs that receive an action frame with recognized category code but an unrecognized request action code required to generate a response error, 


1 Remove this requirement there may be cases where activation delay is useful for response

2 This requirement be modified to say that non zero activation delays may be used except when such action codes specifically do not permit such use. (Or this requirement may be removed).

3 evaluate the suitability., ignore unrecognized action codes.
1.Withdrawn by commenter

2.Propose to reverse the sense of the default to permit activation delay unless explicitly forbidden, but not to modify text elsewhere in the draft on defined management actions.
Vote: 1-15-19 (fails)
Nonvoters: 1-0-15

3.Withdrawn by commenter

339. 
7.2.3.12
Gunnar Rydnell
T
Yes
Who sends the Action frames and when?
Include description.


340. 
7.2.3.12
Ken Kimura


1 Activation delay is present only in action request frames. 

2 Non zero activation delays may be used with action codes that are specified to permit or to require such.  

3 ESTAs that receive an action frame with recognized category code but an unrecognized request action code required to generate a response error, 


1 Remove this requirement there may be cases where activation delay is useful for response

2 This requirement be modified to say that non zero activation delays may be used except when such action codes specifically do not permit such use. (Or this requirement may be removed).

3 evaluate the suitability., ignore unrecognized action codes.


341. 
7.2.3.12
Matthew Fischer
T
Y
What is the proper response to the receipt of a generic Action frame with a category code which is unrecognized by the recipient?
Define an accepted behavior for the case described.


342. 
7.2.3.12
Matthew Fischer
T
Y
The generic action frame and its use leave a few open questions:

If an action is delayed to a later time by the Activiation Delay, then it is possible that for a multicast-addressed generic action frame, a flood of responses will be created, all of which would require transmission immediately after the TBTT at which the action was scheduled to take effect. This transmission bunching should be eliminated. Of course, one might conclude that the action specific fields could create this flexibility. If this is the case, it would be nice to have a line indicating no hard requirements.

There is no allowance for an un-acknowledged action. As a means for avoiding response bunching, it would be nice to have a way to designate a request as not requiring a response, except perhaps to signal unrecognized action. Again, one could presume that information in the action specific portion could indicate that no response was needed.

Uniform use of the diaglog token field is not specified and therefore could create compatibility issues. I.e. on repeated transmissions of the same action request but with successively smaller activation delays, should the dialog token be modified? I would hope not.
Address each of the issues mentioned.


343. 
7.2.3.12
RAJU GUBBI
T
Y
What is the proper response to the receipt of a generic Action frame with a category code which is unrecognized by the recipient?
Define an accepted behavior for the case described.


344. 
7.2.3.12
RAJU GUBBI
T
Y
The generic action frame and its use leave a few open questions:

If an action is delayed to a later time by the Activiation Delay, then it is possible that for a multicast-addressed generic action frame, a flood of responses will be created, all of which would require transmission immediately after the TBTT at which the action was scheduled to take effect. This transmission bunching should be eliminated. Of course, one might conclude that the action specific fields could create this flexibility. If this is the case, it would be nice to have a line indicating no hard requirements.

There is no allowance for an un-acknowledged action. As a means for avoiding response bunching, it would be nice to have a way to designate a request as not requiring a response, except perhaps to signal unrecognized action. Again, one could presume that information in the action specific portion could indicate that no response was needed.

Uniform use of the dialog token field is not specified and therefore could create compatibility issues. I.e. on repeated transmissions of the same action request but with successively smaller activation delays, should the dialog token be modified? I would hope not.
Address each of the issues mentioned.


345. 
7.2.3.12
Simon Black
T

I can see the purpose of having activation delay as a synchronisation scheme for aligning events to TBTT. However there is much detail missing – how many deferred actions can an STA have? what happens if this limit is overrun?
Either simplify this so that it relates to the next TBTT only (i.e. it just synchronises to the next TBTT), or fully specify the protocol and the requirements for an STA.


346. 
7.2.3.12
Spiess
T
N
Table 15.1 – Category codes contains code 2 and code three which appear to be unused for any purpose.
Remove codes that have no definition.  They can be added later as needed.


347. 
7.2.3.12
Spiess
T
Y
The status field contains a zero to indicate success.  Is this success indication returned after the activation delay, or immediately.
Explicitly state that the response frame is not returned until after completion after the activation delay.


348. 
7.2.3.12
Steve Gray
T
Y
I can see the purpose of having activation delay as a synchronisation scheme for aligning events to TBTT. However there is much detail missing – how many deferred actions can an STA have? what happens if this limit is overrun?
Either simplify this so that it relates to the next TBTT only (i.e. it just synchronises to the next TBTT), or fully specify the protocol and the requirements for an STA.


349. 
7.2.3.12
Yossi Texerman
T
Yes
The text specifies only two generic status codes: Success and unrecognised action.

The text does not define any status code for flow control. Such a status code shall become handy when an EAP/HC is experiencing management frame overload (likely in the case of BSS initialisation) and wishes that the sending station would buffer the management frame for a while.
Add a status code for flow control.


350. 
7.2.3.13
Amar Ghori
T
YES
1. Are container frames optionally supported, or mandatory, and if optional how is capability indicated?

2. Retry bit is interpreted for the container frame, clear retry bit need not mean that each MPDU is being transmitted for the first time

3. When address 1 is Broadcast address all MPDUs should have only group address for MPDU, this restriction need not be placed except when there is WEP

4. When address 1 is multicast, the MPDUs are restricted to the identical address1 – should this be the case?

5. Are there any special rules required to apply FEC to a container? Example, if some of the MPDUs are correctable are the subset of correctable MPDUs delivered or is the entire container rejected?

6. Even octet boundaries requirement introduces complexity of padding

7. Container can generate an MPDU too large given that the max MPDU size is quite large compared to maxSDU size. I this bounded by section 7.1.3.7?
Make support for container frames optional, have means to indicate the capability


351. 
7.2.3.13
APS
T
Yes
The referenced section in clause 9 does not exist.   Although it is fairly obvious how these frames should be used,  there may be normative requirements of clause 9 that are not obvious.
Either remove the frame format or supply the missing clause 9 sections.
Resolved by comment resolution removing container frames

352. 
7.2.3.13
APS
T
Yes
As defined here, aggregation is performed at the wrong architectural “level” within the MAC.

The container frame should contain MSDUs and MMPDUs,  not MPDUs.

The reason is that MPDUs form part of an exchange protocol – you send a DATA MPDU and expect and ACK.  No such exchange protocol is possible when the MPDUs are buried within a container MMPDU that must be decrypted, defragmented and checked for integrity before any of its payload can be actioned.  The only argument against this objection that I anticipate is the wish to spread a single MSDU or MPDU across multiple container frames.  However, this is already provided by the standard fragmentation feature,  and it is not necessary to duplicate that feature here.
Define contents as a sequence of MMPDUs or MSDUs.  These may need to be enhanced with addressing information (unless the addresses are constrained to be the same as in the containing MPDUs),  and will also need to be enhanced with UNIDATA service parameters that are transported by the service (such as priority class).
Resolved by comment resolution removing container frames

353. 
7.2.3.13
Bill McFarland
T
No
Container Frames provide an increase in channel efficiency over packet-bursting.  But, the necessary restrictions on use (single destination) greatly reduce any expected benefits.  The added complexity for implementation is not justified.
Remove the Container Frame format definition (7.2.3.13) and all references and definitions that are related or dependent: 3.51, 5.5 (bullet 2,iii), 7.1.3.1.3, 7.1.3.1.4, 7.1.3.1.8, 7.1.3.5.  Remove Container Frame reference from Figure 14.5


354. 
7.2.3.13
Garth Hillman
T
Yes
Page 37, Line12 <<## aggregation, clause 9>>
Detail ## and Clause 9


355. 
7.2.3.13
Greg Parks
T
YES
1. Are container frames optionally supported, or mandatory, and if optional how is capability indicated?

2. Retry bit is interpreted for the container frame, clear retry bit need not mean that each MPDU is being transmitted for the first time

3. When address 1 is Broadcast address all MPDUs should have only group address for MPDU, this restriction need not be placed except when there is WEP

4. When address 1 is multicast, the MPDUs are restricted to the identical address1 – should this be the case?

5. Are there any special rules required to apply FEC to a container? Example, if some of the MPDUs are correctable are the subset of correctable MPDUs delivered or is the entire container rejected?

6. Even octet boundaries requirement introduces complexity of padding

7. Container can generate an MPDU too large given that the max MPDU size is quite large compared to maxSDU size. I this bounded by section 7.1.3.7?
Make support for container frames optional, have means to indicate the capability
Propose to delete the container frame and to empower the editor to remove references thereto elsewhere in the specification.
Vote: 37-0-4

Nonvoters: 11-0-5

356. 
7.2.3.13
Gunnar Rydnell
T
Yes
How is Error statistics element (7.3.2.16) counted for Containers?
Should be counted as one MSDU.


357. 
7.2.3.13
Johansson
T
Y
Missing reference to the clause that specifies aggregation.
Rectify reference and provide clause, if missing.


358. 
7.2.3.13
Johansson
T

In lines 22 – 23, "must" is used; this is not a conformance term.
Change "must" to "shall". In the second case, change to "shall have a group address".


359. 
7.2.3.13
Johansson
T

The word "must" is used in the note at the top of page 38.
Rephrase the note to avoid the use of apparently normative language.


360. 
7.2.3.13
Letanche
T
Y
The aggregation clause, as referred to in line 12 does not exist,
Add an aggregation subclause in clause 9


361. 
7.2.3.13
Matthew Fischer
T
Y
The implication of the fourth paragraph is that a container frame can aggregate frames of differing priorities and the container frame is granted the highest priority contained therein. This seems like an unfair promotion of the lower priority frames versus other higher priority frames from other ESTA during EDCF.

Note: within the HCF, it doesn’t matter – it should be up to the ESTA to decide how to allocate time granted to itself, but within EDCF, it does matter.
The TCID value in the QoS Control field of the Container frame header indicates the traffic category with the lowest priority among the MPDUs present in the Container frame body. The sequence number is set in the manner specified for management frames.


362. 
7.2.3.13
MH
T
no
Although I do recognize the need for an aggregation mechanism in some cases, I think that the current definition of the mechanism is awkward and too complex to implement.
Remove all references to aggregation and the container management frame.


363. 
7.2.3.13
Patrick Green
T
Yes
Page 37, line 12.  <<## aggregation, clause 9>>
Enter clause 9 into document


364. 
7.2.3.13
RAJU GUBBI
T
Y
The implication of the fourth paragraph is that a container frame can aggregate frames of differing priorities and the container frame is granted the highest priority contained therein. This seems like an unfair promotion of the lower priority frames versus other higher priority frames from other ESTA during EDCF.

Note: within the HCF, it doesn’t matter – it should be up to the ESTA to decide how to allocate time granted to itself, but within EDCF, it does matter.
My preferred solution to this is, remove Container frame and EDCF mechanism. The involved complexity and the number of corner cases makes them not worth the pain.


365. 
7.2.3.13
Spiess
T
Y
Reference to non-existent text in clause 9
Provide the target text for the reference to aggregation.


366. 
7.2.3.13
Spiess
T
N
Line 27.  The sequence number is from the multicast even if the frame is unicast?
The seqeunce number must be selected the same way as for data frames destined to address 1


367. 
7.2.3.13
Srini
T
Yes
It is not clear in what context the container frame format would be useful. It increases the delay in the higher layers that support flow control and there is not an example in any of the past documentation as to in what contexts this should be used and how that will help.
Remove it.


368. 
7.2.3.13q
SImon Black
T

I’m not convinced that container frames have any benefit/belong in the MAC. There would be nothing to stop an interworking function above the MAC doing segmentation/reassembly if a certain QoS stream required that.
Remove all references and simplify the protocol.


369. 
7.2.3.13q
Steve Gray
T
Y
I’m not convinced that container frames have any benefit/belong in the MAC. There would be nothing to stop an interworking function above the MAC doing segmentation/reassembly if a certain QoS stream required that.
Remove all references and simplify the protocol.


370. 
7.2.3.4
Spiess
T
Y
The extended capabilities bit in the Capability information field is unneeded to determine if this management frame contains an extended capabilities element.  An element’s presence is self-defining
Remove the comment about the extended capability bit in the Capability information field.  Free the extended capability bit for other usage.


371. 
7.2.3.5
Spiess
T
Y
The extended capabilities bit in the Capability information field is unneeded to determine if this management frame contains an extended capabilities element.  An element’s presence is self-defining
Remove the comment about the extended capability bit in the Capability information field.  Free the extended capability bit for other usage.


372. 
7.2.3.6
Spiess
T
Y
The extended capabilities bit in the Capability information field is unneeded to determine if this management frame contains an extended capabilities element.  An element’s presence is self-defining
Remove the comment about the extended capability bit in the Capability information field.  Free the extended capability bit for other usage.


373. 
7.2.3.7
Spiess
T
Y
The extended capabilities bit in the Capability information field is unneeded to determine if this management frame contains an extended capabilities element.  An element’s presence is self-defining
Remove the comment about the extended capability bit in the Capability information field.  Free the extended capability bit for other usage.


374. 
7.2.3.8
Amar Ghori
T
YES
Where are the rules defined that determine how Probe Request/Response is used? How are these used in an environment that includes STA – STA communications?
TBD


375. 
7.2.3.8
Garth Hillman
T
Yes
Page 34, Table 11 <<place holder for 802.11d>>
Detail placeholder


376. 
7.2.3.8
Greg Parks
T
YES
Where are the rules defined that determine how Probe Request/Response is used? How are these used in an environment that includes STA – STA communications?
TBD
Comment accepted, as the text does not appear at present. The required text would logically appear in clause 11.

377. 
7.2.3.8
Keith Amann
T
Yes
The statement is made that the regulatory information and the QoS information are mutually exclusive when using a probe request.  After completing my review I have been unable to find a technical justification for this requirement.
Clarify and include text in some appropriate location to justify the requirement.


378. 
7.2.3.8
Keith Amann
T
Yes
Page 34:  The Probe Request frame body table contains “placeholders” for 802.11d information.  802.11d information would be outside the scope of the 802.11e PAR and the addition of these placeholders is likely to cause editing confusion.  This is a set of editing instructions.
Remove the placeholders.


379. 
7.2.3.8
Ken Kimura
T
YES
Where are the rules defined that determine how Probe Request/Response is used? How are these used in an environment that includes STA – STA communications?
TBD


380. 
7.2.3.8
Matthew Fischer
T
Y
Either here, or in 7.3.2.17, there needs to be a description of just exactly what is contained in the Listen Epoch element when it is part of a Probe Request. I.e. do the fields get ZERO values? Or are the values to be ignored?
Define proper values for Listen Epoch within the probe request frame.


381. 
7.2.3.8

7.2.3.9
MH
t
no
I don’t understand why an ESTA may not request or EAP may not respond with regulatory information and QoS information at the same time. The appropriate information are not fixed fields but elements so the request and response can be easily parsed.
Clarify.


382. 
7.2.3.8
Patrick Green
T
Yes
Page 34, table.  <<placeholder for 802.11d>>
Enter details into document


383. 
7.2.3.8
RAJU GUBBI
T
Y
Either here, or in 7.3.2.17, there needs to be a description of just exactly what is contained in the Listen Epoch element when it is part of a Probe Request. I.e. do the fields get ZERO values? Or are the values to be ignored?
Define proper values for Listen Epoch within the probe request frame.


384. 
7.2.3.8
Spiess
T
Y
It seems arbitrary that regulatory domain information and quality information can not both be requested in a probe request.
Explain the restriction, or allow any combination of information be allowed in a probe request.


385. 
7.2.3.8
7.2.3.9
Simon Black
T

Is it really necessary to have the STA send two probe requests for .11d and .11e information. The probe request protocol is somewhat inefficient in the current draft anyway due to imperfect channel filtering and no channel identification. This potentially makes the effects far worse.
1) Combining the information in a single frame (also required to allow for new elements in TGi and TGh)

2) Consider adding channel number to probe request to solve current problem in baseline


386. 
7.2.3.8
7.2.3.9
Steve Gray
T
Y
Is it really necessary to have the STA send two probe requests for .11d and .11e information. The probe request protocol is somewhat inefficient in the current draft anyway due to imperfect channel filtering and no channel identification. This potentially makes the effects far worse.
3) Combining the information in a single frame (also required to allow for new elements in TGi and TGh)

4) Consider adding channel number to probe request to solve current problem in baseline


387. 
7.2.3.8, 7.2.3.9
Fischer,Michael
T
yes
There is no requirement for, and several undesirable side effects from, the treatment of portions of the probe request and response frames as optional.

Also, there is an implied, but unstated, dependency between the contents of beacon frames and probe response frames that should be stated in a form which makes the actual requirements clear.
Remove the "802.11d optional" and "802.11e optional" usage labels and the double line between these two sections in Tables 11 and 12.  Relabel these as "Multiple Regulatory Domains" and "QBSS" as is done for beacon and other modified management frame contents tables.

Add an informative note, preferably in 7.2.3.9 which states that the scanning procedure (see clause 11) assumes that the information needed by stations for the purpose of making (re)association decisions be the same in both beacons and probe responses, whereas ancillary information relevant only to station-initiated inquiries is permitted to appear solely in probe responses and ancillary information relevant only to dynamic BSS operational parameters is permitted to appear only in beacons.

A further recommendation, in the interest of improved efficiency, is to specify a subset of the information elements of a probe response that are mandatory in responses to directed probe requests, since these are used for capability discovery within a QBSS, and have no legacy constraints as all normative use of probe request in 802.11-1999 calls for probe requests to be sent to the broadcast address.


388. 
7.2.3.9
Amar Ghori
T
YES
Where are the rules defined that determine how Probe Request/Response is used? How are these used in an environment that includes STA – STA communications?
TBD


389. 
7.2.3.9
Garth Hillman
T
Yes
Page 35 Table12<<place holder for 802.11d>>
Detail placeholder


390. 
7.2.3.9
Greg Parks
T
YES
Where are the rules defined that determine how Probe Request/Response is used? How are these used in an environment that includes STA – STA communications?
TBD
Accepted—response reserved until comment available

391. 
7.2.3.9
Keith Amann
T
Yes
Page 35:  The Probe Response frame body table contains “placeholders” for 802.11d information.  802.11d information would be outside the scope of the 802.11e PAR and the addition of these placeholders is likely to cause editing confusion.  This is a set of editing instructions.
Remove the placeholders.


392. 
7.2.3.9
Ken Kimura
T
YES
Where are the rules defined that determine how Probe Request/Response is used? How are these used in an environment that includes STA – STA communications?
TBD


393. 
7.2.3.9
Matthew Fischer
T
Y
Needs to be an explicit statement about how to fill in the Beacon Interval field when ESTA associated in QBSS is responding to probe request with probe response.
Use beacon interval from last received beacon frame with BSSID corresponding to the QBSS with which this ESTA is associated.


394. 
7.2.3.9
Matthew Fischer
T
Y
Why isn’t the QoS Parameter Set element allowed to appear in the probe response frame?
Add QoS Parameter Set element as optional for Probe Response.


395. 
7.2.3.9
Matthew Fischer
T
Y
Order column is screwed up.
Fix the numbering in the order column.


396. 
7.2.3.9
Matthew Fischer
T
Y
Why aren’t the Overlap elements allowed to appear in the probe response frame?
Add the overlop elements as optionally appearing in the probe response frame.


397. 
7.2.3.9
Matthew Fischer
T
Y
Need to include HC in the list of those ESTA which transmit the CF parameter set in the probe response.

See 9.10.1, 9.10.1.3
Add HC to the list of those ESTA which send CF parameter set in the probe response.


398. 
7.2.3.9
RAJU GUBBI
T
Y
In peer-peer probe response frames, some elements in probe response must take local value while others must be repeated from the last beacon or (directed to ESTA or group addressed) probe request from the EAP/HC
For probe response frame body, identify the info-elements that are decided locally against those that are always repeated from the last received beacon from the actual EAP/HC (examples are time stamp, capability field and supported rates are local values)


399. 
7.2.3.9
RAJU GUBBI
T
Y
Needs to be an explicit statement about how to fill in the Beacon Interval field when ESTA associated in QBSS is responding to probe request with probe response.
Use beacon interval from last received beacon frame with BSSID corresponding to the QBSS with which this ESTA is associated.


400. 
7.2.3.9
RAJU GUBBI
T
Y
Why isn’t the QoS Parameter Set element allowed to appear in the probe response frame?
Add QoS Parameter Set element as optional for Probe Response.


401. 
7.2.3.9
RAJU GUBBI
T
Y
Order column is screwed up.
Fix the numbering in the order column.


402. 
7.2.3.9
RAJU GUBBI
T
Y
Why aren’t the Overlap elements allowed to appear in the probe response frame?
Add the overlap elements as optionally appearing in the probe response frame.


403. 
7.2.3.9
RAJU GUBBI
T
Y
Page 33, ln:16:17: what is the rationale behind not allowing single probe request to perform both regulatory-domain and Qos functions?
Update the text describing the rationale


404. 
7.2.3.9
RAJU GUBBI
T
Y
Need to include HC in the list of those ESTA which transmit the CF parameter set in the probe response.

See 9.10.1, 9.10.1.3
Add HC to the list of those ESTA which send CF parameter set in the probe response.


405. 
7.2.3.9
Simon Black
T

QoS parameter set is missing from Probe response frame given the current protocol definition (though I would question the real need – see comment on 7.2.3.1/7.2.3.9)
Add, or review as part of the whole beacon/probe response issue.


406. 
7.2.3.9
Spiess
T
Y
It seems arbitrary that regulatory domain information and quality information can not both be requested in a probe response.
Explain the restriction, or allow any combination of information be allowed in a probe response.


407. 
7.2.3.9
Steve Gray
T
Y
QoS parameter set is missing from Probe response frame given the current protocol definition (though I would question the real need – see comment on 7.2.3.1/7.2.3.9)
Add, or review as part of the whole beacon/probe response issue.


408. 
7.2.3.9
Sunghyun Choi
T
YES
I learned during the May meeting that Probe Response frame should be transmitted by a non-AP ESTA per receiving a Probe Request frame.  As far as I understand, per 802.11-1999, only AP will transmit Probe Response frames in an infrastructure BSS3. If that is true, I wonder if we really need to change the rule so that non-AP ESTA should transmit a Probe Response as well. 
I suggest defining relevant frames using the generic action frame formats instead.


409. 
7.3.1.4
Barry Davis
T
No
Use otherwise unused flag combination to allow stations that cannot be polled, but which support EDCF
7.3.1.4
Capability Information Field
Change row 6, column 4 to "ESTA requesting association in QBSS, requesting not to be polled", and row 7 column 4 to "ESTA requesting association in a QBSS, requesting to be polled" in table 16
same as comment 413 of 01/264r2 (was 110 of 01/264r1)

410. 
7.3.1.4
Chih Tsien
T
No
Use otherwise unused flag combination to allow stations that cannot be polled, but which support EDCF
7.3.1.4
Capability Information Field
Change row 6, column 4 to "ESTA requesting association in QBSS, requesting not to be polled", and row 7 column 4 to "ESTA requesting association in a QBSS, requesting to be polled" in table 16
same as comment 413 of 01/264r2 (was 110 of 01/264r1)

411. 
7.3.1.4
Dany Rettig
T
No
Use otherwise unused flag combination to allow stations that cannot be polled, but which support EDCF
7.3.1.4
Capability Information Field
Change row 6, column 4 to "ESTA requesting association in QBSS, requesting not to be polled", and row 7 column 4 to "ESTA requesting association in a QBSS, requesting to be polled" in table 16
same as comment 413 of 01/264r2 (was 110 of 01/264r1)

412. 
7.3.1.4
Dave Richkas
T
No
Use otherwise unused flag combination to allow stations that cannot be polled, but which support EDCF
7.3.1.4
Capability Information Field
Change row 6, column 4 to "ESTA requesting association in QBSS, requesting not to be polled", and row 7 column 4 to "ESTA requesting association in a QBSS, requesting to be polled" in table 16
same as comment 413 of 01/264r2 (was 110 of 01/264r1)

413. 
7.3.1.4
Duncan Kitchin
T
No
Use otherwise unused flag combination to allow stations that cannot be polled, but which support EDCF
7.3.1.4
Capability Information Field
Change row 6, column 4 to "ESTA requesting association in QBSS, requesting not to be polled", and row 7 column 4 to "ESTA requesting association in a QBSS, requesting to be polled" in table 16
"ESTA requesting association in QBSS, requesting not to be polled", and row 7 column 4 to "ESTA requesting association in a QBSS, requesting to be polled" in table 16. With added text that states: Notwithstanding which of these two encodings are used, an ESTA which receives a QoS data type frame of any subtype including CF-Poll (from the HC of the QBSS) shall respond with the remainder of a valid QoS frame exchange.
Vote: 13-22-3 (fails)
Nonvoters: 2-5-5

414. 
7.3.1.4
Evan Green
T
No
Use otherwise unused flag combination to allow stations that cannot be polled, but which support EDCF
7.3.1.4
Capability Information Field
Change row 6, column 4 to "ESTA requesting association in QBSS, requesting not to be polled", and row 7 column 4 to "ESTA requesting association in a QBSS, requesting to be polled" in table 16
same as comment 413 of 01/264r2 (was 110 of 01/264r1)

415. 
7.3.1.4
Fischer,Michael
T
yes
If an ESTA requests a QoS association with a legacy AP (QoS capability =0) there is nothing in 802.11-1999 that requires the AP to reject this request, but granting the request can result in the ESTA receiving PCF frame exchange sequences which ESTAs are not required to support.
State that ESTAs shall not set the QoS bit in the capability information field to 1 in (Re)association request frames sent to APs that send beacons with the QoS bit set to 0.


416. 
7.3.1.4
Jerrold Bonn
T
Yes
Pg38, line 13  Capability Info Field. FEC option is not listed.
Add bit to indicated FEC option


417. 
7.3.1.4
Jesse R. Walker
T
No
Use otherwise unused flag combination to allow stations that cannot be polled, but which support EDCF
7.3.1.4
Capability Information Field
Change row 6, column 4 to "ESTA requesting association in QBSS, requesting not to be polled", and row 7 column 4 to "ESTA requesting association in a QBSS, requesting to be polled" in table 16
same as comment 413 of 01/264r2 (was 110 of 01/264r1)

418. 
7.3.1.4
Letanche
T
Y
Clause 18.2.2.2 as referred to on page 40, line 9 does not exist
Add subclause or remove reference


419. 
7.3.1.4
Matthew Fischer
T
Y
Add ProxyBeacon bit, as described from earlier comment.
Define ProxyBeacon bit in position 9.


420. 
7.3.1.4
Matthew Fischer
T
Y
Neither this section nor 7.2.3.9 indicates how an ESTA should fill in the capability information field for probe response frames.
Add paragraph explaining how ESTA fills in capabililty information when transmitting a probe response frame.

Change 5th table entry of table 16 as follows:

ESTA requesting association in a QBSS or sending a probe response.


421. 
7.3.1.4
Matthew Fischer
T
Y
There doesn’t seem to be any mechanism which would allow a bridge portal STA to make itself known to those ESTA which would desire to take advantage of its services.
Change bit 11 in the capability information field from rsv to

ActiveBP, designating that the transmitting ESTA indicates that it is a bridge portal, it is associated with the BSSID indicated in the frame being transmitted, and that the bridge portal function is currently enabled.


422. 
7.3.1.4
RAJU GUBBI
T
Y
Add ProxyBeacon bit, as described from earlier comment.
Define ProxyBeacon bit in position 9.


423. 
7.3.1.4
RAJU GUBBI
T
Y
Neither this section nor 7.2.3.9 indicates how an ESTA should fill in the capability information field for probe response frames.
Add paragraph explaining how ESTA fills in capabililty information when transmitting a probe response frame.

Change 5th table entry of table 16 as follows:

ESTA requesting association in a QBSS or sending a probe response.


424. 
7.3.1.4
RAJU GUBBI
T
Y
There doesn’t seem to be any mechanism which would allow a bridge portal STA to make itself known to those ESTA which would desire to take advantage of its services.
Change bit 11 in the capability information field from rsv to

ActiveBP, designating that the transmitting ESTA indicates that it is a bridge portal, it is associated with the BSSID indicated in the frame being transmitted, and that the bridge portal function is currently enabled.


425. 
7.3.1.4
RAJU GUBBI
T
Y
There doesn’t seem to be any mechanism for EAP/HC to inform others in the network that there is a BP whose services can be made available by others
Add an information element to indicate the addresses of the bridge portals, that is sent in all beacons and probe responses


426. 
7.3.1.4
Richard Kennedy
T
No
Use otherwise unused flag combination to allow stations that cannot be polled, but which support EDCF
7.3.1.4
Capability Information Field
Change row 6, column 4 to "ESTA requesting association in QBSS, requesting not to be polled", and row 7 column 4 to "ESTA requesting association in a QBSS, requesting to be polled" in table 16
same as comment 413 of 01/264r2 (was 110 of 01/264r1)

427. 
7.3.1.4
Spiess
T
Y
What ESTAs besides an EAP sends a probe response?
Change “ESTAs” to “EAPs”


428. 
7.3.1.4
Spiess
T
Y
Last sentence of page 40.  The extended capabilities bit in the Capability information field is unneeded to determine if this management frame contains an extended capabilities element.  An element’s presence is self-defining
Free the extended capability bit for other usage.


429. 
7.3.1.4
Steven D. Williams
T
No
Use otherwise unused flag combination to allow stations that cannot be polled, but which support EDCF
7.3.1.4
Capability Information Field
Change row 6, column 4 to "ESTA requesting association in QBSS, requesting not to be polled", and row 7 column 4 to "ESTA requesting association in a QBSS, requesting to be polled" in table 16
same as comment 413 of 01/264r2 (was 110 of 01/264r1)

430. 
7.3.1.4
V. Srinivasa Somayazulu
T
No
Use otherwise unused flag combination to allow stations that cannot be polled, but which support EDCF
7.3.1.4
Capability Information Field
Change row 6, column 4 to "ESTA requesting association in QBSS, requesting not to be polled", and row 7 column 4 to "ESTA requesting association in a QBSS, requesting to be polled" in table 16
same as comment 413 of 01/264r2 (was 110 of 01/264r1)

431. 
7.3.1.4 (Table 16)
Fischer,Michael
T
no
There are several functions which may be dynamically activated under certain cases, but which cannot be indicated as capabilities when inactive, and would be useful for the HC to know about the associated ESTAs in its QBSS.  It is possible to indicate these, activatable functions without consuming additional capability information bits.

The activatable integration service entity is introduced in this commenter's comment on 5.2.4.
Define the 3 reserved codes in the lower (QoS=1) portion of Table 16 to indicate the presence of activatable functions as follows:
101 – ESTA with activatable HC entity requesting association in QBSS
110 – ESTA with activatable integration service entity requesting association in QBSS
111 – ESTA with activatable HC entity and activatable integration service entity requesting association in QBSS.


432. 
7.3.1.7
Barry Davis
T
No
Mention of HC handover process, not otherwise specified, should be deleted
7.3.1.7
Reason Code Field
Delete reason code 17 - "HC handover is in progress"
accepted by resolution of identical comment 436 of 01/264r2 (was 111 of 01/264r1)

433. 
7.3.1.7
Chih Tsien
T
No
Mention of HC handover process, not otherwise specified, should be deleted
7.3.1.7
Reason Code Field
Delete reason code 17 - "HC handover is in progress"
accepted by resolution of identical comment 436 of 01/264r2 (was 111 of 01/264r1)

434. 
7.3.1.7
Dany Rettig
T
No
Mention of HC handover process, not otherwise specified, should be deleted
7.3.1.7
Reason Code Field
Delete reason code 17 - "HC handover is in progress"
accepted by resolution of identical comment 436 of 01/264r2 (was 111 of 01/264r1)

435. 
7.3.1.7
Dave Richkas
T
No
Mention of HC handover process, not otherwise specified, should be deleted
7.3.1.7
Reason Code Field
Delete reason code 17 - "HC handover is in progress"
accepted by resolution of identical comment 436 of 01/264r2 (was 111 of 01/264r1)

436. 
7.3.1.7
Duncan Kitchin
T
No
Mention of HC handover process, not otherwise specified, should be deleted
7.3.1.7
Reason Code Field
Delete reason code 17 - "HC handover is in progress"
Accepted without objection by voters as well as non-voters

437. 
7.3.1.7
Evan Green
T
No
Mention of HC handover process, not otherwise specified, should be deleted
7.3.1.7
Reason Code Field
Delete reason code 17 - "HC handover is in progress"
accepted by resolution of identical comment 436 of 01/264r2 (was 111 of 01/264r1)

438. 
7.3.1.7
Jesse R. Walker
T
No
Mention of HC handover process, not otherwise specified, should be deleted
7.3.1.7
Reason Code Field
Delete reason code 17 - "HC handover is in progress"
accepted by resolution of identical comment 436 of 01/264r2 (was 111 of 01/264r1)

439. 
7.3.1.7
Keith Amann
T
Yes
Page 41, table reason code 14:  This reason code indicates that a device may be “Disassociated because ESTA is transmitting outside of its TXOPs”.  An AP shoulod not be allowed to blindly disassociate a device for this reason.  There are times where a device may have legitimately contended for the channel in order to convey information other than it’s QoS traffic flows.  Additionally, due to channel overlap issues on the DS PHY, a device may have used non-TXOP time to perform an off channel probe which could be picked up by it’s original EAP, this would result in a disassociation which should not have occurred.  This would have a direct impact on the QoS traffic.
Remove this reason code, and any other text which might refer to the concept of disassociation as a result of transmitting outside the TXOP, or define the rules such that certain classifications of traffic from the station will not result in this type of a response.


440. 
7.3.1.7
Keith Amann
T
Yes
Page 41, table reason code 13:  There appears to be no standardized definition of “excessive frame losses and/or poor channel conditions” in the document.  This could result in a significant amount of latitude in the interpretation of these conditions which could cause significant interoperability issues, and have a direct impact on QoS, resulting in poor market acceptance.
Either define these conditions more explicitly, or remove the reason code.


441. 
7.3.1.7
Letanche
T

Reason codes 12 and 15 are reserved without an apparent reason
Remove the reserved codes and make the reason codes contiguous


442. 
7.3.1.7
Liwen Wu

NO 

vote
Page 41, line 3: need to explain reason code 17 “HC handover is in progress”



443. 
7.3.1.7
Richard Kennedy
T
No
Mention of HC handover process, not otherwise specified, should be deleted
7.3.1.7
Reason Code Field
Delete reason code 17 - "HC handover is in progress"
accepted by resolution of identical comment 436 of 01/264r2 (was 111 of 01/264r1)

444. 
7.3.1.7
Spiess
T
Y
The reason code values overlap with the status code values.  This was not true in the 1999 spec.
Reason codes 10-26 should be reserved.  The new codes that were assigned in this region should start numbering at 27.


445. 
7.3.1.7
Steven D. Williams
T
No
Mention of HC handover process, not otherwise specified, should be deleted
7.3.1.7
Reason Code Field
Delete reason code 17 - "HC handover is in progress"
accepted by resolution of identical comment 436 of 01/264r2 (was 111 of 01/264r1)

446. 
7.3.1.7
V. Srinivasa Somayazulu
T
No
Mention of HC handover process, not otherwise specified, should be deleted
7.3.1.7
Reason Code Field
Delete reason code 17 - "HC handover is in progress"
accepted by resolution of identical comment 436 of 01/264r2 (was 111 of 01/264r1)

447. 
7.3.1.7
Yossi Texerman
T
Yes
Table 18 – Reason Codes

1. “QBSS reconfiguration in progress” (cause 16).
The text does not specify anywhere what is QBSS reconfiguration.

2. “Disassociated for unspecified, QoS related reason” (cause 10)
Clarification is in need. What may the case be? Moreover, in my opinion, QoS problems should cause the deletion of TSPECs and not disassociation.

3. “Disassociated because ESTA is transmitting outside its TXOPs” (cause 14)
Clarification is in need. The text should specify the number of times and the frequency in which TXOP limit is exceeded before such a measurement is taken.

4. The EAP should be allowed to deny an association attempt from a legacy STA.
1. Provide the necessary specification for QBSS reconfiguration or else remove all references to this concept from text.

2. Add clarification for cause 10.

3. Add clarification for cause 14.

4. Add a reason code for the denial of a legacy STA’s association request.


448. 
7.3.1.8
Spiess
T
Y
It is unclear when it is appropriate to return a status codes of 23 (Insufficient bandwidth) and 24 (poor channel conditions).  The criteria for either status is the same; the requested bandwidth exceeds the estimated bandwidth achievable.
Either outline specific information that causes status 24 (poor channel conditions), or fold the statuses into one code.


449. 
7.3.1.9
Barry Davis
T
No
If a requesting station doesn’t support QoS, it probably won’t understand the new reason code either…
7.3.1.9
Status code field
Delete reason code 25 - "Association (with QBSS) denied due to requesting station not supporting the QoS option
see resolution of comment 454 of 01/264r2 (was 112 of 01/264r1)

450. 
7.3.1.9
Chih Tsien
T
No
If a requesting station doesn’t support QoS, it probably won’t understand the new reason code either…
7.3.1.9
Status code field
Delete reason code 25 - "Association (with QBSS) denied due to requesting station not supporting the QoS option
see resolution of comment 454 of 01/264r2 (was 112 of 01/264r1)

451. 
7.3.1.9
Dany Rettig
T
No
If a requesting station doesn’t support QoS, it probably won’t understand the new reason code either…
7.3.1.9
Status code field
Delete reason code 25 - "Association (with QBSS) denied due to requesting station not supporting the QoS option
see resolution of comment 454 of 01/264r2 (was 112 of 01/264r1)

452. 
7.3.1.9
Dave Richkas
T
No
If a requesting station doesn’t support QoS, it probably won’t understand the new reason code either…
7.3.1.9
Status code field
Delete reason code 25 - "Association (with QBSS) denied due to requesting station not supporting the QoS option
see resolution of comment 454 of 01/264r2 (was 112 of 01/264r1)

453. 
7.3.1.9
Diepstraten
T
Y
I can not imagine that association can specifically be denied due to not supporting FEC, as FEC is an option.

Same comment related to stations not supporting the QoS option. This would mean that legacy stations can be denied access, so that they no longer get serviced.
Remove Status Code 26 from table 19

Remove status Code 25


454. 
7.3.1.9
Duncan Kitchin
T
No
If a requesting station doesn’t support QoS, it probably won’t understand the new reason code either…
7.3.1.9
Status code field
Delete reason code 25 - "Association (with QBSS) denied due to requesting station not supporting the QoS option
Comment withdrawn

455. 
7.3.1.9
Evan Green
T
No
If a requesting station doesn’t support QoS, it probably won’t understand the new reason code either…
7.3.1.9
Status code field
Delete reason code 25 - "Association (with QBSS) denied due to requesting station not supporting the QoS option
see resolution of comment 454 of 01/264r2 (was 112 of 01/264r1)

456. 
7.3.1.9
Jesse R. Walker
T
No
If a requesting station doesn’t support QoS, it probably won’t understand the new reason code either…
7.3.1.9
Status code field
Delete reason code 25 - "Association (with QBSS) denied due to requesting station not supporting the QoS option
see resolution of comment 454 of 01/264r2 (was 112 of 01/264r1)

457. 
7.3.1.9
Keith Amann
T
Yes
Page 42, table status code 24:  There appears to be no standardized definition of “poor channel conditions” in the document.  This could result in a significant amount of latitude in the interpretation of these conditions which could cause significant interoperability issues, and have a direct impact on QoS, resulting in poor market acceptance.
Either define these conditions more explicitly, or remove the reason code.


458. 
7.3.1.9
Keith Amann
T
Yes
Page 42, table status code 26: The definition of this status code implies that the EAP may deny association due to the fact that the requesting ESTA doesn’t support FEC, thereby requiring FEC support.  FEC was requested as an optional feature and mandating it’s use should be disallowed.
Remove this status code.


459. 
7.3.1.9
Richard Kennedy
T
No
If a requesting station doesn’t support QoS, it probably won’t understand the new reason code either…
7.3.1.9
Status code field
Delete reason code 25 - "Association (with QBSS) denied due to requesting station not supporting the QoS option
see resolution of comment 454 of 01/264r2 (was 112 of 01/264r1)

460. 
7.3.1.9
Steven D. Williams
T
No
If a requesting station doesn’t support QoS, it probably won’t understand the new reason code either…
7.3.1.9
Status code field
Delete reason code 25 - "Association (with QBSS) denied due to requesting station not supporting the QoS option
see resolution of comment 454 of 01/264r2 (was 112 of 01/264r1)

461. 
7.3.1.9
V. Srinivasa Somayazulu
T
No
If a requesting station doesn’t support QoS, it probably won’t understand the new reason code either…
7.3.1.9
Status code field
Delete reason code 25 - "Association (with QBSS) denied due to requesting station not supporting the QoS option
see resolution of comment 454 of 01/264r2 (was 112 of 01/264r1)

462. 
7.3.1.9, 7.5
Barry Davis
T
No
FEC frames have insufficient demonstrated benfits for added complexity
7.3.1.9
Status code field
Delete reason code 26 - "Association denied due to requesting station not supporting the FEC option"

7.5
MAC-Level FEC and FEC Frame Formats
Delete this subclause
deferred to subsequent discussion of FEC mechanism

463. 
7.3.1.9, 7.5
Chih Tsien
T
No
FEC frames have insufficient demonstrated benfits for added complexity
7.3.1.9
Status code field
Delete reason code 26 - "Association denied due to requesting station not supporting the FEC option"

7.5
MAC-Level FEC and FEC Frame Formats
Delete this subclause
deferred to subsequent discussion of FEC mechanism

464. 
7.3.1.9, 7.5
Dany Rettig
T
No
FEC frames have insufficient demonstrated benfits for added complexity
7.3.1.9
Status code field
Delete reason code 26 - "Association denied due to requesting station not supporting the FEC option"

7.5
MAC-Level FEC and FEC Frame Formats
Delete this subclause
deferred to subsequent discussion of FEC mechanism

465. 
7.3.1.9, 7.5
Dave Richkas
T
No
FEC frames have insufficient demonstrated benfits for added complexity
7.3.1.9
Status code field
Delete reason code 26 - "Association denied due to requesting station not supporting the FEC option"

7.5
MAC-Level FEC and FEC Frame Formats
Delete this subclause
deferred to subsequent discussion of FEC mechanism

466. 
7.3.1.9, 7.5
Duncan Kitchin
T
No
FEC frames have insufficient demonstrated benfits for added complexity
7.3.1.9
Status code field
Delete reason code 26 - "Association denied due to requesting station not supporting the FEC option"

7.5
MAC-Level FEC and FEC Frame Formats
Delete this subclause
deferred to subsequent discussion of FEC mechanism

467. 
7.3.1.9, 7.5
Evan Green
T
No
FEC frames have insufficient demonstrated benfits for added complexity
7.3.1.9
Status code field
Delete reason code 26 - "Association denied due to requesting station not supporting the FEC option"

7.5
MAC-Level FEC and FEC Frame Formats
Delete this subclause
deferred to subsequent discussion of FEC mechanism

468. 
7.3.1.9, 7.5
Jesse R. Walker
T
No
FEC frames have insufficient demonstrated benfits for added complexity
7.3.1.9
Status code field
Delete reason code 26 - "Association denied due to requesting station not supporting the FEC option"

7.5
MAC-Level FEC and FEC Frame Formats
Delete this subclause
deferred to subsequent discussion of FEC mechanism

469. 
7.3.1.9, 7.5
Richard Kennedy
T
No
FEC frames have insufficient demonstrated benfits for added complexity
7.3.1.9
Status code field
Delete reason code 26 - "Association denied due to requesting station not supporting the FEC option"

7.5
MAC-Level FEC and FEC Frame Formats
Delete this subclause
deferred to subsequent discussion of FEC mechanism

470. 
7.3.1.9, 7.5
Steven D. Williams
T
No
FEC frames have insufficient demonstrated benfits for added complexity
7.3.1.9
Status code field
Delete reason code 26 - "Association denied due to requesting station not supporting the FEC option"

7.5
MAC-Level FEC and FEC Frame Formats
Delete this subclause
deferred to subsequent discussion of FEC mechanism

471. 
7.3.1.9, 7.5
V. Srinivasa Somayazulu
T
No
FEC frames have insufficient demonstrated benfits for added complexity
7.3.1.9
Status code field
Delete reason code 26 - "Association denied due to requesting station not supporting the FEC option"

7.5
MAC-Level FEC and FEC Frame Formats
Delete this subclause
deferred to subsequent discussion of FEC mechanism

472. 
7.3.14
Johansson
T

At the bottom of page 39, a "must" is present in an informative note.
Change "must not be treated" to the simpler 'are not to be treated"—then it becomes a mere statement of fact and not a normative requirement.


473. 
7.3.2
Diepstraten
T
Y
CF Parameter Set definition to include “TxOp limit”
Expand the “CF parameter Set” to include the TxOp limit.


474. 
7.3.2
Garth Hillman
T
Yes
Page 30 Line 8  HCF in Clause 9
Detail clause 9


475. 
7.3.2
Garth Hillman
T
Yes
Page 43, Table 20  <<placeholder for 802.11d>> in multiple places
Detail placeholder


476. 
7.3.2
Johansson
T
Y
In Table 20, there are missing references to draft standard IEEE P802.11d.
See the suggested remedy for missing references in clauses 7.2.3.1, 7.2.3.8 and 7.2.3.9.


477. 
7.3.2
Matthew Fischer
T
Y
Table 20 – undefined term – what is VS?

There are several other instances of this term throughout the document.
Eliminate the use of the term VS or define the term.


478. 
7.3.2
RAJU GUBBI
T
Y
Table 20 – undefined term – what is VS?

There are several other instances of this term throughout the document.
Eliminate the use of the term VS or define the term.


479. 
7.3.2

p29 l29
Skell
T
Yes
The reference to Clause 10 is too broad.
State what parts of Clause 10 are relevant


480. 
7.3.2 7.3.2.15 7.4 7.4.1 7.4.2 
Bill McFarland
T
no
The Tspec definition is a subset of the Tspec/Flowspec defined by RSVP.  That poses a problem for mapping RSVP onto 802.11e.  The 802.11e Tspec should therefore be changed to become equivalent to the RSVP tspec. But since the RSVP Tspecs –or equivalents thereto - will be propagated by higher-level protocols independently of 802.11e, Tspecs in 11e are redundant.
Remove the Tspec definition in 7.3.2.  Add a Tspec definition to the Glossary that references RSVP and RFC-2210. Remove the other subclauses, 7.3.2.15, 7.4, 7.4.1, 7.4.2 that are part of the 11e tspec mechanism.


481. 
7.3.2, 7.3.2.15, 7.4, 7.4.1, 7.4.2
Barry Davis
T
No
Sending traffic specification data explicitly in the MAC replicates functions already implemented at higher layers, has no other purpose
7.3.2
Information Elements
Remove element ID 13 describing traffic specification

7.3.2.15
Traffic Specification (TS) Element
Delete this subclause

7.4
QoS Management Actions
Delete this subclause

7.4.1
Define Traffic Specification QoS Action Frame Format
Delete this subclause

7.4.2
Delete Traffic Specification QoS Action Frame Format
Delete this subclause
deferred to subsequent discussion of Tspec mechanism

482. 
7.3.2, 7.3.2.15, 7.4, 7.4.1, 7.4.2
Chih Tsien
T
No
Sending traffic specification data explicitly in the MAC replicates functions already implemented at higher layers, has no other purpose
7.3.2
Information Elements
Remove element ID 13 describing traffic specification

7.3.2.15
Traffic Specification (TS) Element
Delete this subclause

7.4
QoS Management Actions
Delete this subclause

7.4.1
Define Traffic Specification QoS Action Frame Format
Delete this subclause

7.4.2
Delete Traffic Specification QoS Action Frame Format
Delete this subclause
deferred to subsequent discussion of Tspec mechanism

483. 
7.3.2, 7.3.2.15, 7.4, 7.4.1, 7.4.2
Dany Rettig
T
No
Sending traffic specification data explicitly in the MAC replicates functions already implemented at higher layers, has no other purpose
7.3.2
Information Elements
Remove element ID 13 describing traffic specification

7.3.2.15
Traffic Specification (TS) Element
Delete this subclause

7.4
QoS Management Actions
Delete this subclause

7.4.1
Define Traffic Specification QoS Action Frame Format
Delete this subclause

7.4.2
Delete Traffic Specification QoS Action Frame Format
Delete this subclause
deferred to subsequent discussion of Tspec mechanism

484. 
7.3.2, 7.3.2.15, 7.4, 7.4.1, 7.4.2
Dave Richkas
T
No
Sending traffic specification data explicitly in the MAC replicates functions already implemented at higher layers, has no other purpose
7.3.2
Information Elements
Remove element ID 13 describing traffic specification

7.3.2.15
Traffic Specification (TS) Element
Delete this subclause

7.4
QoS Management Actions
Delete this subclause

7.4.1
Define Traffic Specification QoS Action Frame Format
Delete this subclause

7.4.2
Delete Traffic Specification QoS Action Frame Format
Delete this subclause
deferred to subsequent discussion of Tspec mechanism

485. 
7.3.2, 7.3.2.15, 7.4, 7.4.1, 7.4.2
Duncan Kitchin
T
No
Sending traffic specification data explicitly in the MAC replicates functions already implemented at higher layers, has no other purpose
7.3.2
Information Elements
Remove element ID 13 describing traffic specification

7.3.2.15
Traffic Specification (TS) Element
Delete this subclause

7.4
QoS Management Actions
Delete this subclause

7.4.1
Define Traffic Specification QoS Action Frame Format
Delete this subclause

7.4.2
Delete Traffic Specification QoS Action Frame Format
Delete this subclause
deferred to subsequent discussion of Tspec mechanism

486. 
7.3.2, 7.3.2.15, 7.4, 7.4.1, 7.4.2
Evan Green
T
No
Sending traffic specification data explicitly in the MAC replicates functions already implemented at higher layers, has no other purpose
7.3.2
Information Elements
Remove element ID 13 describing traffic specification

7.3.2.15
Traffic Specification (TS) Element
Delete this subclause

7.4
QoS Management Actions
Delete this subclause

7.4.1
Define Traffic Specification QoS Action Frame Format
Delete this subclause

7.4.2
Delete Traffic Specification QoS Action Frame Format
Delete this subclause
deferred to subsequent discussion of Tspec mechanism

487. 
7.3.2, 7.3.2.15, 7.4, 7.4.1, 7.4.2
Jesse R. Walker
T
No
Sending traffic specification data explicitly in the MAC replicates functions already implemented at higher layers, has no other purpose
7.3.2
Information Elements
Remove element ID 13 describing traffic specification

7.3.2.15
Traffic Specification (TS) Element
Delete this subclause

7.4
QoS Management Actions
Delete this subclause

7.4.1
Define Traffic Specification QoS Action Frame Format
Delete this subclause

7.4.2
Delete Traffic Specification QoS Action Frame Format
Delete this subclause
deferred to subsequent discussion of Tspec mechanism

488. 
7.3.2, 7.3.2.15, 7.4, 7.4.1, 7.4.2
Richard Kennedy
T
No
Sending traffic specification data explicitly in the MAC replicates functions already implemented at higher layers, has no other purpose
7.3.2
Information Elements
Remove element ID 13 describing traffic specification

7.3.2.15
Traffic Specification (TS) Element
Delete this subclause

7.4
QoS Management Actions
Delete this subclause

7.4.1
Define Traffic Specification QoS Action Frame Format
Delete this subclause

7.4.2
Delete Traffic Specification QoS Action Frame Format
Delete this subclause
deferred to subsequent discussion of Tspec mechanism

489. 
7.3.2, 7.3.2.15, 7.4, 7.4.1, 7.4.2
Steven D. Williams
T
No
Sending traffic specification data explicitly in the MAC replicates functions already implemented at higher layers, has no other purpose
7.3.2
Information Elements
Remove element ID 13 describing traffic specification

7.3.2.15
Traffic Specification (TS) Element
Delete this subclause

7.4
QoS Management Actions
Delete this subclause

7.4.1
Define Traffic Specification QoS Action Frame Format
Delete this subclause

7.4.2
Delete Traffic Specification QoS Action Frame Format
Delete this subclause
deferred to subsequent discussion of Tspec mechanism

490. 
7.3.2, 7.3.2.15, 7.4, 7.4.1, 7.4.2
V. Srinivasa Somayazulu
T
No
Sending traffic specification data explicitly in the MAC replicates functions already implemented at higher layers, has no other purpose
7.3.2
Information Elements
Remove element ID 13 describing traffic specification

7.3.2.15
Traffic Specification (TS) Element
Delete this subclause

7.4
QoS Management Actions
Delete this subclause

7.4.1
Define Traffic Specification QoS Action Frame Format
Delete this subclause

7.4.2
Delete Traffic Specification QoS Action Frame Format
Delete this subclause
deferred to subsequent discussion of Tspec mechanism

491. 
7.3.2.1

p19 l21
Skell
T
Yes
This and other sections refer to clause 9, which I presume is Section 9 of the standard.  Section 9 is very large.  We should be more explicit about which parts are being referred to.
State which parts of Clause 9 are relevant.


492. 
7.3.2.13
Gunnar Rydnell
T
Yes
Clarify which PHY mode is used when calculating utilization
The utilization shall be calculated depending on phy modes.


493. 
7.3.2.13
Jerrold Bonn
T
Yes
Pg44,lines19,26  QBSS Load Element: Consider whether it would be etter to have numbers range 0..255 rather than 0..100
Change calculation to normalize to 0..255


494. 
7.3.2.13
Johansson
T
Y
The definition of the channel utilization field is incomplete.
Define the concepts "utilized bits" and "total available bits" and then complete the definition. Perhaps bandwidth, expressed in terms of putative "bandwidth units" that represent the transmission time required for a data unit (e.g., an octet or bit) at a given speed would be more useful than raw bits.


495. 
7.3.2.13
Johansson
T
Y
The editor has highlighted an open issue in this section.
Remand the issue to the working group for resolution. It is not possible to vote "Yes" on a draft standard that is incomplete.


496. 
7.3.2.13
Johansson
T
Y
The definition of the frame loss rate is incomplete.
This may be only an editorial problem, awaiting the introduction of a formula granted its own white space between paragraphs.


497. 
7.3.2.13
Johansson
T
Y
The definition of the overlap share field is incomplete.
Define the concept "non-silent time" (medium occupancy?) and accurately define a superframe; then complete the formula.


498. 
7.3.2.13
John Kowalski
T
YES
I don’t see the benefit from a container frame. , especially if every single MPDU aggregated would have to be  re-sent if the frame’s improperly received. 
Remove it and all references to it.


499. 
7.3.2.13
Keith Amann
T
Yes
Page 44, Lines 13-16:  The editor notes that the channel utilization definition requires addition definition, I agree.
Suggest using a long term averaging technique for channel utilization, based on the last 1 seconds of channel usage, from the APs perspective.


500. 
7.3.2.13
Keith Amann
T
Yes
Page 44, Lines 17-21:  This paragraph discusses the calculation of frame loss rate.  However, it appears that the definition being suggested could be heavily skewed if a single station in the (Q)BSS is having problems.  This does not necessarily make the frame loss rate significant to other stations in the (Q)BSS.
Factor in the number of STAs, or number of failing STAs?


501. 
7.3.2.13
Kenji Fujisawa
T
Yes
Page 44 line 11 mentions “VS data”, but it is unclear for me.



502. 
7.3.2.13
Kevin Karcz
T
Yes
Open issue of channel utilization parameters
Define how channel utilization will be measured


503. 
7.3.2.13
Letanche
T
Y
Open issue on lines 13 – 16
Define to use a running average over a fairly long period, like 1 minute


504. 
7.3.2.13
Matthew Fischer
T
Y
Use of VS term in third paragraph. This is an undefined term.
Eliminate the use of the term VS or define the term.


505. 
7.3.2.13
Matthew Fischer
T
Y
Channel utilization field indicates the portion of available WM bandwidth currently used

What does “available WM bandwidth” mean? Does this mean what’s left over after overlap is accounted for? If so, this should be explicitly stated.
Add text to the end of the first sentence of third paragraph:

 where available WM bandwidth is determined in accordance with the BSS overlap mitigation procedure.


506. 
7.3.2.13
Matthew Fischer
T
Y
Is the channel utilization measured between element transmissions? Or is it over a specific time interval? Or is it implementation dependent, since the use of this information is implementation dependent?
Define exact method for determination of the value for the channel utilization.


507. 
7.3.2.13
Matthew Fischer
T
Y
Frame loss rate

There should be two separate terms here. One for frames transmitted during protected time periods – either CFP, HCF or under NAV protection and another for frame loss rate during unprotected time periods to separate BER and overlap failures from contention issues.
Add a new field:

Frame Unprotected Loss Rate

Change name of Frame Loss Rate to

Frame Protected Loss Rate

With meanings as indicated in the comment.


508. 
7.3.2.13
MH
t
no
Channel utilization calculated based on used and available bit/s in a system that has a variable transmission bit rates seems to be odd and irrelevant.
Propose to calculate channel utilization based on time used on the medium (preferably inclusive PHY and MAC overhead) and available medium time.


509. 
7.3.2.13
RAJU GUBBI
T
Y
Use of VS term in third paragraph. This is an undefined term.
Eliminate the use of the term VS or define the term.


510. 
7.3.2.13
RAJU GUBBI
T
Y
Channel utilization field indicates the portion of available WM bandwidth currently used

What does “available WM bandwidth” mean? Does this mean what’s left over after overlap is accounted for? If so, this should be explicitly stated.
Add text to the end of the first sentence of third paragraph:

 where available WM bandwidth is determined in accordance with the BSS overlap mitigation procedure.


511. 
7.3.2.13
RAJU GUBBI
T
Y
Is the channel utilization measured between element transmissions? Or is it over a specific time interval? Or is it implementation dependent, since the use of this information is implementation dependent?
Define exact method for determination of the value for the channel utilization.


512. 
7.3.2.13
RAJU GUBBI
T
Y
Frame loss rate

There should be two separate terms here. One for frames transmitted during protected time periods – either CFP, HCF or under NAV protection and another for frame loss rate during unprotected time periods to separate BER and overlap failures from contention issues.
Add a new field:

Frame Unprotected Loss Rate

Change name of Frame Loss Rate to

Frame Protected Loss Rate

With meanings as indicated in the comment.


513. 
7.3.2.13

p44 l13
Skell
T
Yes
Open issue
resolve


514. 
7.3.2.13
Spiess
T
Y
The channel utilization must include more than the “utilized bits”.  It must include all the time where the CCA determines the channel is busy.  The equation assumes that all frames are sent at the same rate.
It is easy to quantify what time available for transmission went unused.  Define the equation something like 100*(1-unusedtime/totaltime).  We need to define the totaltime used for the running averaging period.




515. 
7.3.2.13
Spiess
T
Y
There is no published BSS overlap mitigation procedure
The procedure must be described or the reference removed.


516. 
7.3.2.13
Yossi Texerman
T
Yes
The acronym VS appears here and in other places. It is not defined in this text.
Provide the necessary specification for VS or else remove all references to this concept from text.


517. 
7.3.2.13 (p.44)
J. Ho
t
Y
It is not clear how this element will be used.
Define its use or eliminate it.


518. 
7.3.2.14
Amar Ghori


 What are the range of valid values for CW AIFS and CFPFactor ?



519. 
7.3.2.14
Bob

Meier
T
Yes
The CWPFactor[TC] would be simpler to implement and would only require a single bit flag per TC if it was limited to 2 or 1.5.



520. 
7.3.2.14 


Harry Worstell
T
YES
(See rationale for 9.2.5.3.)
P 45, L 15 - Insert text:

The aMSDULifetime[TC] field is 2 octets in length and indicates the maximum number of time units (TUs)  allowed to transmit an MSDU of traffic category TC.  The timer is started when the MSDU enters the MAC. 

Modify Figure 42.6 accordingly.


521. 
7.3.2.14
Ken Kimura


 What are the range of valid values for CW AIFS and CFPF actor ?



522. 
7.3.2.14 


Mathilde

Benveniste
T
Yes
P 45, L 15

As written, class-specific limits on the time spent by MSDUs in the MAC layer are set only at the MIB, independently of all other class-differentiating parameters, which can be updated by the AP.

The change is necessary in order to enable the AP to provide a consistent specification of all the class-differentiating parameters.
Insert text

The aMSDULifetime[TC] field is 2 octets in length and indicates the maximum number of time units (TUs)  allowed to transmit an MSDU of traffic category TC.  The timer is started when the MSDU enters the MAC. 

Modify Figure 42.6 accordingly.
The aMSDULifetime[TC] field is 16 octets in length, treated as a 2-octet value for each TC which indicates the maximum number of time units (TUs)  allowed to transmit an MSDU of traffic category TC.  The timer is started when the MSDU enters the MAC.
and modify Figure 42.6 to match

vote: 6-20-7 (fails)
nonvoters: 1-4-7

523. 
7.3.2.14 


Mathilde

Benveniste
(comment file r2)
T
Yes
P 45, L 15

As written, class-specific vlaues of MSDULIfetime[i] (see Clause 9.2.5.3) are set only at the MIB, independently of all other class-differentiating parameters, which can be updated by the AP.   If  not set properly, these values MSDULIfetime[i] may alter the Tspec specified value of TxLifetime of a TC that has a Tspec.

See Document 243r2 for explanation

See Document 243r2 for proposed resolution.


524. 
7.3.2.14
Matthew Fischer
T
Y
From the second paragraph:

In an IBSS network the QoS Parameter Set element may be transmitted by a participating station that has been provided with an EDCF Link Contention Control function.

Is there any resolution mechanism for deciding which IBSS ESTA can send the QoS Parameter Set element?
Define the mechanism that determines which ESTA contain the EDCF Link Contention Control function.


525. 
7.3.2.14
Matthew Fischer
T
Y
Must limit the CWPFactor[I] values in the last paragraph. Rounding up is allowed for this field as employed by the ESTA that receive it. Don’t want to round up and end up with an extra bit for PF.
Add to last paragraph:

The maximum allowed CWPFactor[I] value is xF0.


526. 
7.3.2.14 


Matthew Sherman
T
YES
(See rationale for 9.2.5.3.)
P 45, L 15 - Insert text:

The aMSDULifetime[TC] field is 2 octets in length and indicates the maximum number of time units (TUs)  allowed to transmit an MSDU of traffic category TC.  The timer is started when the MSDU enters the MAC. 

Modify Figure 42.6 accordingly.


527. 
7.3.2.14
Menzo Wentink
t
yes
MLT is not controllable by the EAP
Add aMSDULifeTime[TC] to the QoS Parameter Set Elelement: (MSDULifeTime[0] … MSDULifeTime[7]).




528. 
7.3.2.14
RAJU GUBBI
T
Y
From the second paragraph:

In an IBSS network the QoS Parameter Set element may be transmitted by a participating station that has been provided with an EDCF Link Contention Control function.

Is there any resolution mechanism for deciding which IBSS ESTA can send the QoS Parameter Set element?
There are more problems than solutions in EDCF. Remove EDCF mechanism from the draft and all references to it in the draft.


529. 
7.3.2.14
RAJU GUBBI
T
Y
Must limit the CWPFactor[I] values in the last paragraph. Rounding up is allowed for this field as employed by the ESTA that receive it. Don’t want to round up and end up with an extra bit for PF.
Add to last paragraph:

The maximum allowed CWPFactor[I] value is xF0.


530. 
7.3.2.14
Spiess
T
Y
The unit of measure for AIFS values is Slots?
In the text for AIFS and Cwmin, indicate the unit of the value is Slots.


531. 
7.3.2.14
Yossi Texerman
T
Yes
“In an IBSS network the QoS Parameter Set element may be transmitted by a participating station that has been provided with an EDCF Link Control Function.”

The text does not contain a specification for the EDCF Link Contention Control Function.
Provide the necessary specification for EDCF Link Contention Control Function or else remove all references to this concept from text.


532. 
7.3.2.14 9.2.4
Greg Chesson
T
yes
The persistence factor can modulate the rate of CW backoff.  Theoretically this can be a good thing, but in practice it is not. There are several reasons.  Simulations can show that latency for high-priority traffic can be reduced in some circumstances because a lower backoff rate will grant retries more quickly.  However, simulations can also show how collisions rates increase on the wireless channel when the number of transmitting stations increases, as can happen without warning.  In the latter case, the lower backoff rate causes harm.  Consider also that for each traffic category there is an EAP-controlled CWMin and CWMax which place bounds on the CW, and that the persistence factor merely controls the rate at which CW will move from CWMin to CWMax.  When congestion is observed, the direct resolution would be to increase CWMax – not adjust the second-order control (Persistence).  For these reasons – narrow applicability, lack of robustness under traffic changes, negative effects on congestion, and existence of another effective mechanism (CWMax[TC]), the Persistence Factor is redundant and thus adds unnecessary complexity.  It should be removed.
7.3.2.14 QoS Parameter Set Element

Remove CWPFactor[TC] values from Figure 42.6 and corresponding paragraph “The CWPFactor[I]… defined in 9.2.4.

9.2.4 Random Backoff Time

Replace formula for computing new backoff window with “CWnew[I] = min(aCWmax, (Cwold[I]+1)*2-1)” and delete text “where the persistence factor… convenient fractional resolution.


533. 
7.3.2.15
Amar Ghori


Include, peak data rate,  same commit time for burst and average is not sufficient. Also include Packet loss rate, annex F shoud define mechanism to info application if loss rate exceeds this.



534. 
7.3.2.15
Fischer,Michael
T
yes
The bit to enable FEC was omitted from the TS Info field of the Traffic Specification Element.
Define bit 1 of the TS Info field to be the FEC bit, which is set to 1 if MSDUs belonging to this traffic category are to be protected by FEC using the FEC facility defined in 7.5.  Update Figure 42.8 to show this bit assignment.


535. 
7.3.2.15
Gunnar Rydnell
T
Yes
“Retry Interval” should be up to implementer
Remove ‘Retry counter’


536. 
7.3.2.15
Gunnar Rydnell
T
Yes
Receiver Ack processing delay is needed for the sender when using Selective Repeat, but is missing?
Include receiver delay classes.


537. 
7.3.2.15
Jerrold Bonn
T
Yes
Pg 47, line 6  Traffic Spec Element: Where is “Transmit Interval” defined?
Define “Transmit Interval”


538. 
7.3.2.15
Johansson
T
Y
On page 46, lines 20 – 21, "must" is used. Aside from the fact that it's not a conformance term, the intended meaning is unclear. What happens if a delayed acknowledgement is received outside of the retry period? Is there any way, at present to insure this cannot happen? I think not …
There is an implicit split time-out between transmitter and responder that requires a guard band to avoid race conditions. Establish a time limit after which the responder shall not transmit a delayed acknowledgement and another time limit after which the transmitter shall ignore the delayed acknowledgement.


539. 
7.3.2.15
Johansson
T
Y
On page 46, line 32, "must" is used.
Change "must" to "shall".


540. 
7.3.2.15
John Kowalski
t
YES

(part of NO vote)
It would be helpfuli if bit 1, currently reserved, pointed to a 2 byte field (a “More Data” field). This could be used for the following purposes:

1. Specification of MAXMPDU lifetime for HCF.

2. Specification of new forms of FEC coding

3. Inclusion of other items we may have left out
Add siuch a field


541. 
7.3.2.15
Keith Amann
T
Yes
Page 45, Lines 25-26: The statement is made that “The Source Address and Destination address fields are each 6 octets in length  and contain MAC addresses of the ESTAs that are the source and destination, respectively, of the traffic subject to this specification”.  The appears to preclude the ability of the ESTA to signal a request for a “downlink” (from the EAP to the ESTA) TSPEC from an entity on the DS to the ESTA since TSPECs can only be signaled between ESTAs.
Change the wording to specify that the source and destination MAC addresses are those associated with the traffic flow.


542. 
7.3.2.15
Keith Amann
T
Yes
Page 46, Line 17:  The concept of alternate acknowledgement is defined here, and indicated as being reserved for future use.  However, there is nothing which defines what a receiving ESTA should do if it finds this value in the ACK policy field.  This could result in problems in the future with backward compatibility.
Suggest requiring receiving ESTAs to interpret this value as if it were a normal IEEE 802.11 ACK.


543. 
7.3.2.15
Keith Amann
T
Yes
Page 46, Line 27:  The text refers to the concept of a “negative acknowledgement”, yet no such mechanism/frame appears to be defined so it is not apparent how a ESTA can wait for a “negative acknowledgement”.

Page 46, Line19: Additionally, the concept of delayed ACKs appears to be incompletely defined as it relates to what the transmitting ESTA is permitted to do in the meantime.  In other words, if a station has requested a delayed ACK on one frame, is it permitted to transmit other frames in the meantime which may have independent requirements?  It seems that delayed ACKs open a Pandora’s Box of issues as it relates to TXOPs, retries, other traffic flows, etc.

Page 47, Line 5:  It is not clear what the purpose of “Maximum Burst Size” is.
Suggest removing the reference to “negative acknowledgements”.

Remove the concept of delayed ACKs.

Provide written clarification.


544. 
7.3.2.15
Ken Kimura


Include, peak data rate, same commit time for burst and average is not sufficient. Also include Packet loss rate, annex F should define mechanism to info application if loss rate exceeds this.



545. 
7.3.2.15
Liwen Wu


Page 45, line 17: “… defines the characteristics of a given traffic category …”: 


Change “traffic category” to “traffic flow”


546. 
7.3.2.15
Matthew Fischer
T
Y
Two names for a field in figure 42.7.
Change TCID in figure 42.7 to QoS Control field.


547. 
7.3.2.15
Matthew Fischer
T
Y
Fourth paragraph – in the context of the WSTA address is not very specific.
Change WSTA to “source address as specified within the TS element”


548. 
7.3.2.15
Matthew Fischer
T
Y
TCID field not well defined.

There are 4 different possible configurations for the TCID field as described in 7.1.3.5, and none indicate their use for the TS element. Which format is to be used? How are the fields of QoS Control to be filled in for the TS element?
Specify the use of the format for RR frames within the TS element.


549. 
7.3.2.15
Matthew Fischer
T
Y
Ack policy coding description should be made into a table with bits 2 and 3 specifically called out to avoid confusion about which bits of the coded value appear where.
e.g. Ack Policy 2 = bit3 = 1, bit2 = 0


550. 
7.3.2.15
Matthew Fischer
T
Y
In the description for Ackpolicy value 2, the word “must” should be “should.”
The DlyAck should be received within the retry period specified in this TSPEC to minimize retry overhead.


551. 
7.3.2.15
Matthew Fischer
T
Y
Retry rule not explicit enough. Does this mean superframes from the end of the first transmission? Or does it mean superframes from the most recent superframe start?
The Retry Interval field specifies the minimum amount of time as a number of superframes that the transmitting station waits before initiating retransmission when using delayed acknowledgements (Ack Policy =2).


552. 
7.3.2.15
Matthew Fischer
T
Y
Can’t tell what is meant in paragraph 8.

Can’t figure out what “indicated” means.

“in the absence of queued traffic” is meaningless, since without a TXOP, the WSTA has no opportunity to transmit an up frame, even if down frames are queued for transmission to that WSTA.

Does the following phrase:

which must elapse without transfer of an MSDU belonging to this TC

include both directions of transfer?
The Inactivity Interval field specifies the maximum number of superframes permitted between CF-Polls to the WSTA or the minimum amount of traffic for this TC from this WSTA. For Traffic Type =0 (aperiodic) the Inactivity Interval is the maximum number of superframes between CF-Polls to the WSTA for this TC. For Traffic Type =1 (periodic)the Inactivity Interval is the maximum number of periodic polls, at the rate specified in the Polling Interval field, which must elapse without transfer of an MSDU belonging to this TC before the periodic polling is discontinued. A value of 0 inhibits the Inactivity Interval function for either traffic type.


553. 
7.3.2.15
Matthew Fischer
T
Y
What is the meaning of the term Transmit Interval that is used throughout this section, but not defined? It would appear that for aperiodic traffic, the transmit interval is the value from the polling interval field. But what is it for periodic traffic?
Define transmit interval.


554. 
7.3.2.15
RAJU GUBBI
T
Y
Two names for a field in figure 42.7.
Change TCID in figure 42.7 to QoS Control field.


555. 
7.3.2.15
RAJU GUBBI
T
Y
Fourth paragraph – in the context of the WSTA address is not very specific.
Change WSTA to “source address as specified within the TS element”


556. 
7.3.2.15
RAJU GUBBI
T
Y
TCID field not well defined.

There are 4 different possible configurations for the TCID field as described in 7.1.3.5, and none indicate their use for the TS element. Which format is to be used? How are the fields of QoS Control to be filled in for the TS element?
Specify the use of the format for RR frames within the TS element.


557. 
7.3.2.15
RAJU GUBBI
T
Y
Ack policy coding description should be made into a table with bits 2 and 3 specifically called out to avoid confusion about which bits of the coded value appear where.
e.g. Ack Policy 2 = bit3 = 1, bit2 = 0


558. 
7.3.2.15
RAJU GUBBI
T
Y
In the description for Ackpolicy value 2, the word “must” should be “should.”
The DlyAck should be received within the retry period specified in this TSPEC to minimize retry overhead.


559. 
7.3.2.15
RAJU GUBBI
T
Y
Retry rule not explicit enough. Does this mean superframes from the end of the first transmission? Or does it mean superframes from the most recent superframe start?
The Retry Interval field specifies the minimum amount of time as a number of superframes that the transmitting station waits before initiating retransmission when using delayed acknowledgements (Ack Policy =2).


560. 
7.3.2.15
RAJU GUBBI
T
Y
Can’t tell what is meant in paragraph 8.

Can’t figure out what “indicated” means.

“in the absence of queued traffic” is meaningless, since without a TXOP, the WSTA has no opportunity to transmit an up frame, even if down frames are queued for transmission to that WSTA.

Does the following phrase:

which must elapse without transfer of an MSDU belonging to this TC

include both directions of transfer?
The Inactivity Interval field specifies the maximum number of superframes permitted between CF-Polls to the WSTA or the minimum amount of traffic for this TC from this WSTA. For Traffic Type =0 (aperiodic) the Inactivity Interval is the maximum number of superframes between CF-Polls to the WSTA for this TC. For Traffic Type =1 (periodic)the Inactivity Interval is the maximum number of periodic polls, at the rate specified in the Polling Interval field, which must elapse without transfer of an MSDU belonging to this TC before the periodic polling is discontinued. A value of 0 inhibits the Inactivity Interval function for either traffic type.


561. 
7.3.2.15
RAJU GUBBI
T
Y
What is the meaning of the term Transmit Interval that is used throughout this section, but not defined? It would appear that for aperiodic traffic, the transmit interval is the value from the polling interval field. But what is it for periodic traffic?
Define transmit interval.


562. 
7.3.2.15
Spiess
T
Y
The shorthand “TS” for Traffic specification is more often TSPEC throughout the document.
Change “TS” to “TSPEC”.


563. 
7.3.2.15
Spiess
T
Y
Page 46 line 27.  There is a reference to a NAK, which doesn’t exist.
Define a NAK as a variation of a delayed ACK to support this text.


564. 
7.3.2.15
Srini
T 
Yes
Use  bit 1 in the TSInfo field, currently reserved, to indicate “More TSInfo”.this bit is set, the “More TSInfo” shall be used for the following purposes:

1. Specification of MAXMPDU lifetime for HCF.

2. Specification of new forms of FEC coding

3. Inclusion of other items we may have left out or for future use.
As stated.


565. 
7.3.2.15
Yossi Texerman
T
Yes
Traffic Specification (TS) element

1. “in the context of the WSTA, to which the traffic specification applies.”
A clarification is in need: What does “apply”? Is it the sending station/the receiving station/the station, which requested the TS to be established?

2. The delivery priority bit field within the TS info field is redundant.

3. Specification is in need: What is the meaning of the concept “Alternate Acknowledgement Ack policy”?

4. Specification is in need: What is the meaning of “Negative Acknowledgement”?

5. Specification is in need: What is the meaning of “Transmit Interval”?
1. Clarify the term “in the context of the WSTA, to which the traffic specification applies.” in the text.

2. Remove all references to the bit field delivery priority from the document.

3. Provide a specification for the concept “Alternate Acknowledgement Ack policy”, or else remove all references from the document.

4. Provide specification for the concept “Negative Acknowledgement”, or else remove all references from the document.

5. Provide specification for the concept “Transmit Interval”, or else remove all references from the document.


566. 
7.3.2.15 (l.19)
J. Ho
t
Y
“Delayed acknowledgement” is not well defined as explained above.
Recode the Ack Policy field.


567. 
7.3.2.16
Amar Ghori


Include appropriate FEC error statistics ?



568. 
7.3.2.16
Jerrold Bonn
T
Yes
Reference is made to “TS Address field”, this is not described anywhere
Clarify


569. 
7.3.2.16
Ken Kimura


Include appropriate FEC error statistics ?



570. 
7.3.2.16
Letanche
T

What is exactly meant by the TS Address field, the WSTA address or something else? 
Correct text


571. 
7.3.2.16
Matthew Fischer
T
Y
No such field as TCID
Change name of field in frame diagram figure 42.9 from TCID to QoS Control


572. 
7.3.2.16
Matthew Fischer
T
Y
QoS control field as defined in 7.1.3.5 is not applicable to this element. Must specify that all but TCID subfield are indicated as ZEROs.

See line 26 on the page with 7.3.2.16 header.
Specify that all but TCID field of QoS Control field should be set to ZEROs.


573. 
7.3.2.16
RAJU GUBBI
T
Y
No such field as TCID
Change name of field in frame diagram figure 42.9 from TCID to QoS Control


574. 
7.3.2.16
RAJU GUBBI
T
Y
QoS control field as defined in 7.1.3.5 is not applicable to this element. Must specify that all but TCID subfield are indicated as ZEROs.

See line 26 on the page with 7.3.2.16 header.
Specify that all but TCID field of QoS Control field should be set to ZEROs.


575. 
7.3.2.16
Spiess
T
N
Line 28.  There is reference to a “TS address”, which is not defined in the document.
Change “TS address” to “STA”.


576. 
7.3.2.16
Spiess
T
Y
Line 29.  Given the sentence, it is unclear what the content of the WSTA field is when QoS level is greater than 2.
Define how WSTA differs at the various QoS levels.


577. 
7.3.2.16
Yossi Texerman
T
Yes
1. Specification missing for the TS address field.

2. Specification missing for the Error Statistics element. When and I n which messages is it to be used?
1. Provide specification for the TS address field, or else remove all references from the document.

2. Provide necessary specification for the Error Statistics element usage, or else remove all references from the document.


578. 
7.3.2.16 and Many
Jerrold Bonn
T
Yes
Pg 47, line 26  There are many references to the 16-bit TCID field in the document, but the structure of the field does not seem to be defined. 
Clarify


579. 
7.3.2.17
Amar Ghori


Additional description/mechanisms required to provide qos support for ESTAs in low power mode.



580. 
7.3.2.17
APS
T
Yes
The second para implies broadcast traffic is sent after beacons or TBTTs,  when it is sent only after DTIM TBTTs according to existing power-saving rules.

Have the rules changed,  or is this a false assumption?

Modify references in the paragraph to TBTT to refer instead to the TBTTs of Beacons containing DTIMs.
Vote: 25-0-4 (passes)
Nonvoters: 12-0-3

581. 
7.3.2.17
APS
T

I’m not sure I believe the support implied here for ESTA to PS ESTA will work.  There’s a bit of a “chicken and egg” problem exchanging the directed probe request/response with the power-saving station.
Provide guidance in the spec on how to reliably achieve the probe request/response exchange with the power-saving station.
State that power save in conjunction with direct ESTA-ESTA communication is not supported by this specification.
Voters: 28-0-8 (passes)
Nonvoters: 5-0-11

582. 
7.3.2.17
Bob

Meier
T
Yes
The “Listen Epoch” mechanism does not work well for HCF.



583. 
7.3.2.17
Fischer,Michael
T
no
The concept behind the Listen Epoch element is obsolescent at best.  This mechanism was introduced to support power save under a very different proposal for the QoS MAC, and after updating to remove reliance on mechanisms not present in the D1.0 MAC it is unclear that the Listen Epoch is useful or practical.  In the case of an ESTA requesting assignment of a Listen Epoch, this occurs at (Re)Association, and other than for fixed-function ESTAs with a predefined number of usable TCs and predefined TSpecs for those TCs, it is unclear how the requested durations after TBTT, during the CP and during the CFP can be determined.  In the case of an HC responding to a request for a listen interval, there is no way to know whether providing the same amount of time at different offsets into the CP and CFP is equivalent from the point of view of the ESTA, since the TSpecs that specify service rates, delay bounds, and jitter bounds have not yet been provided when the decision must (at least provisionally) be made.  If the CFP in use in a QBSS exceeds the service rate of any TCs originating at the power save ESTA, the current listen epoch element format provides no way to avoid staying awake for the entire CFP.  If the HC generates CF End dynamically, based on queued traffic at TBTT, the CFP might end before the specified CFP awake period, leaving a requested period when the ESTA might not be able to be awake, depending on how this unspecified open issue is resolved.
Remove the Listen Epoch element format and associated text.  Leave the heading as a placeholder to facilitate inclusion of a more practical QoS power save mechanism.




584. 
7.3.2.17
Gunnar Rydnell
T
Yes
Sleep concept degrades QoS and the Listen Epoch method does very little to improve QoS, but only adds complexity
Investigate a new concept in order to wakeup ESTA’s fast.


585. 
7.3.2.17
Jerrold Bonn
T
Yes
P48, line 10, 14, 20 g Consider whether units of fields in Listen Epoch should be TU rather than microseconds



586. 
7.3.2.17
Ken Kimura


Additional description/mechanisms required to provide qos support for ESTAs in low power mode.



587. 
7.3.2.17
Letanche
T
Y
The overlap clause as referred to in line 34 does not exist 
Add overlap clause


588. 
7.3.2.17
Matthew Fischer
T
Y
There needs to be a mechanism to request the awake ESTA to continue to remain awake in order to accommodate bursty traffic and misaligned TXOPs and wake times.
Allow any ESTA to set the MoreData bit for any transmission, provided that more frames are enqueued for transmission for that destination. Force awake ESTA to remain awake as long as it receives MoreData bit set.


589. 
7.3.2.17
Matthew Fischer
T
N
Current definition of Listen Epoch element and use doesn’t allow any changes to either PM condition or awake duty cycle for an ESTA without performing a reassociation.



590. 
7.3.2.17
RAJU GUBBI
T
Y
There needs to be a mechanism to request the awake ESTA to continue to remain awake in order to accommodate bursty traffic and misaligned TXOPs and wake times.
Allow any ESTA to set the MoreData bit for any transmission, provided that more frames are enqueued for transmission for that destination. Force awake ESTA to remain awake as long as it receives MoreData bit set.


591. 
7.3.2.17
RAJU GUBBI
T
N
Current definition of Listen Epoch element and use doesn’t allow any changes to either PM condition or awake duty cycle for an ESTA without performing a reassociation.



592. 
7.3.2.17
Spiess
T
Y
The fields in the Listen Epoch element uses multiples of 8us for its values; the TXOP is in multiples of 16us; and the CFP-multipoll documents 8us for the type of same information.
Select a scaling and keep it consistent


593. 
7.3.2.17
Yossi Texerman
T
Yes
Listen Epoch element:

Specification missing: What happens if the EAP/HC wishes to change any parameter after association/re-association phase is finished?

(I believe the EAP can not initiate re-association in 802.11e).
Provide specification for a solution, which enables the EAP to change Listen Epoch parameters when applicable.


594. 
7.3.2.18
Amar Ghori
T
YES
My understanding is that the existing half-proposed BSS overlap mitigation mechanism is obsolete as a result of the adoption of the HCF and the ability for HCs to contend with one another for channel access in overlapped BSS conditions. If so, why are information elements required for BSS overlap mitigation?
TBD


595. 
7.3.2.18
Bob

Meier
T
Yes
The division of the CFP into “overlap” and “non-overlap” periods assumes stations are relatively stationary.
Remove the section.


596. 
7.3.2.18
Garth Hillman
T
Yes
Page 48 Line 34; <<## Clause 9, overlap>>
Detail ## Clause 9


597. 
7.3.2.18
Greg Parks
T
YES
My understanding is that the existing half-proposed BSS overlap mitigation mechanism is obsolete as a result of the adoption of the HCF and the ability for HCs to contend with one another for channel access in overlapped BSS conditions. If so, why are information elements required for BSS overlap mitigation?
TBD
resolved with the resolution of comment 300 of 01/264r2 (was 15 of 01/264r1)

598. 
7.3.2.18
Ken Kimura
T
YES
My understanding is that the existing half-proposed BSS overlap mitigation mechanism is obsolete as a result of the adoption of the HCF and the ability for HCs to contend with one another for channel access in overlapped BSS conditions. If so, why are information elements required for BSS overlap mitigation?
TBD


599. 
7.3.2.18
Matthew Fischer
T
Y
Delete this element. The element makes no sense in light of:

There is no specification for the overlap mitigation procedure

There is no value in conveying per-BSSID information regarding amount of time which is in overlap without also indicating the exact reference to TSF at which the overlaps occur.
Delete the element and all references to it.


600. 
7.3.2.18

7.3.2.19

7.3.2.20

7.4.3
MH
T
no
There is currently no text in clause 9 that describes how overlap management works. In my opinion the overlap management adds significant complexity and is not necessary in case the HCF is used and the bursts are kept short. Therefore, these elements should not be defined.
Remove references to 7.3.2.18 – 7.3.2.20 and remove Overlap BSS Report Element from 7.4.3.




601. 
7.3.2.18
RAJU GUBBI
T
Y
Delete this element. The element makes no sense in light of:

There is no specification for the overlap mitigation procedure

There is no value in conveying per-BSSID information regarding amount of time which is in overlap without also indicating the exact reference to TSF at which the overlaps occur.
Delete the element and all references to it.


602. 
7.3.2.18
Spiess
T
Y
Reference to non-existent text in clause 9
Create target text for reference.


603. 
7.3.2.18
Spiess
T
Y
In figure 42.11, the length of the Overlap element  needs to be consistent with the text and figure 42.12.  It looks like “n” will be at least 1, so the AP can announce itself as a member of the overlap area.  Because the Overlap BSS report element is limited to 31 elements, this element will also be limited to 31.
Change the figure’s definition of  “0<n<32” to “1<n<32”.  Change the corresponding paragraph text to match.


604. 
7.3.2.18 – 

7.3.2.19
APS
T
Yes
The specification is incomplete.  There is no clause 9 relating to BSS overlap.
Remove these sections and reserve the element IDs or provide the missing clause 9 specification.
Defrerred for BSS Overlap discussion

605. 
7.3.2.18 – 

7.3.2.19
APS
T
Yes
The structures for communicating overlap information assume that the beacon interval is the same in all overlapping BSSs.

This is not reasonable.

Furthermore,  even if the beacon interval is nominally the same,  it will drift and so the information contained in these structures is of duration-limited value.
Either add a constraint that forces the beacon interval to be constant for all BSSs,  or add signaling of beacon interval and offset.

Add description of how to cope with relative drift of overlapping BSSs.
Defrerred for BSS Overlap discussion

606. \
7.3.2.18-20
Myles
T
Yes
It is not possible to evaluate overlap mechanisms and infrastructure without the referenced clause 9
Delete until effective overlap mechanisms are included in Clause 9


607. 
7.3.2.18-7.3.2.20
J. Ho
t
Y
It is not clear how these elements will be used.
Define their use or eliminate them.


608. 
7.3.2.19
Amar Ghori
T
YES
My understanding is that the existing half-proposed BSS overlap mitigation mechanism is obsolete as a result of the adoption of the HCF and the ability for HCs to contend with one another for channel access in overlapped BSS conditions. If so, why are information elements required for BSS overlap mitigation?
TBD


609. 
7.3.2.19
Bob
Meier
T
Yes
The division of the CFP into “overlap” and “non-overlap” periods assumes stations are relatively stationary.
Remove the section.


610. 
7.3.2.19
Dima
T
yes
Overlap mitigation is pretty complicated and is not currently described
Remove overlap mitigation from the draft


611. 
7.3.2.19
Garth Hillman
T
Yes
Page 49 Line 10, 25; <<## Clause 9, overlap>>
Detail ## Clause 9


612. 
7.3.2.19
Greg Parks
T
YES
My understanding is that the existing half-proposed BSS overlap mitigation mechanism is obsolete as a result of the adoption of the HCF and the ability for HCs to contend with one another for channel access in overlapped BSS conditions. If so, why are information elements required for BSS overlap mitigation?
TBD
resolved with the resolution of comment 300 of 01/264r2 (was 15 of 01/264r1)

613. 
7.3.2.19
Johansson
T
Y
Missing reference to the clause that specifies overlap.
Rectify reference and provide clause, if missing.


614. 
7.3.2.19
Letanche
T
Y
The overlap clause as referred to in line 10 does not exist 
Add overlap clause


615. 
7.3.2.19
Matthew Fischer
T
Y
Delete this element. The element makes no sense in light of:

There is no specification for the overlap mitigation procedure

There is no value in conveying per-BSSID information regarding amount of time which is in overlap without also indicating the exact reference to TSF at which the overlaps occur
Delete the element and all references to it.


616. 
7.3.2.19
RAJU GUBBI
T
Y
Delete this element. The element makes no sense in light of:

There is no specification for the overlap mitigation procedure

There is no value in conveying per-BSSID information regarding amount of time which is in overlap without also indicating the exact reference to TSF at which the overlaps occur
Delete the element and all references to it.


617. 
7.3.2.19
Spiess
T
Y
In figure 42.12, the length of the Overlap element  needs to be consistent with the text and figure 42.11.  It looks like “p” will be at least 1, so the AP can announce itself as a member of the overlap area.  The Overlap BSS report element must be limited to 31 elements to keep the length from exceeding 255 octets.
Change the figure’s definition of  “0<p<32” to “1<p<31”.


618. 
7.3.2.19
Spiess
T
Y
Reference to missing text in clause 9.
Provide the text in the clause that is the target of the reference.


619. 
7.3.2.20
Amar Ghori
T
YES
My understanding is that the existing half-proposed BSS overlap mitigation mechanism is obsolete as a result of the adoption of the HCF and the ability for HCs to contend with one another for channel access in overlapped BSS conditions. If so, why are information elements required for BSS overlap mitigation?
TBD


620. 
7.3.2.20
Bob
Meier
T
Yes
The division of the CFP into “overlap” and “non-overlap” periods assumes stations are relatively stationary.
Remove the section.


621. 
7.3.2.20
Greg Parks
T
YES
My understanding is that the existing half-proposed BSS overlap mitigation mechanism is obsolete as a result of the adoption of the HCF and the ability for HCs to contend with one another for channel access in overlapped BSS conditions. If so, why are information elements required for BSS overlap mitigation?
TBD
Resolved by adooption of resolution of comment  300 of 01/264r2 (was 15 of 01/264r1)

622. 
7.3.2.20
Johansson
T
Y
In the last paragraph, "must" is used.
Change "must" to "shall".


623. 
7.3.2.20
Ken Kimura
T
YES
My understanding is that the existing half-proposed BSS overlap mitigation mechanism is obsolete as a result of the adoption of the HCF and the ability for HCs to contend with one another for channel access in overlapped BSS conditions. If so, why are information elements required for BSS overlap mitigation?
TBD


624. 
7.3.2.20
Kenji Fujisawa
T
Yes
Page 49 line 27 mentions “virtual streams”, but the meaning is unclear for me



625. 
7.3.2.20
Spiess
T
Y
Reference to missing text in clause 9.
Provide the text in the clause that is the target of the reference.


626. 
7.3.2.20
Spiess
T
Y
The overlapping station element can hold information about no more than 43 stations.  This is not sufficient.
It needs to be mentioned that, upon overflow of the Overlap ESTA List, subsequent elements may be inserted into the frame immediately after a full element to list more ESTAs.


627. 
7.3.2.21
Harry Worstell
T
YES
ESTA which can respond to a RTS during the CFP should have an extended capabilities field indication, unless required of all ESTA.
Clarify.


628. 
7.3.2.21
Keith Amann
T
Yes
Although I can understand the need for this element in the future, in does not appear to be necessary at this time as it contains no used fields.
Delete this section and all references to the concept of the “Extended Capabilities” element until such time as it is needed.


629. 
7.3.2.21
Matthew Sherman
T
YES
ESTA which can respond to a RTS during the CFP should have an extended capabilities field indication, unless required of all ESTA.
Clarify.


630. 
7.3.2.21
Spiess
T
Y
The extended capabilities bit in the Capability information field is unneeded to determine if a management frame contains this extended capabilities element.  An element’s presence is self-defining
Remove the comment about the extended capability bit in the Capability information field.  Free the extended capability bit for other usage.


631. 
7.3.2.21
Spiess
T
Y
The extended capabilities element has no content.
Define content for the extended capabilities element.  If there is no content, remove it.


632. 
7.3.2.21, Page 50, line 7
Gunnar Rydnell
T
Yes
The Extended Capability element is not used
Remove it.


633. 
7.4
Amar Ghori
T
YES
Should we say something about just what QoS management actions are?
Clarify or explain


634. 
7.4
Bob
Meier
T
Yes
A “Define FilterSpec” QoS action frame is needed.  It must be possible to associate a “FilterSpec” with a Traffic Spec.



635. 
7.4
Greg Parks
T
YES
Should we say something about just what QoS management actions are?
Clarify or explain
Withdrawn by commenter pending the availability of proposed text.

636. 
7.4
John Kowalski
t
YES
If QoS Management Action Response Frames for Define and Delete Tspec are added, they shall include a result code of the action.
Define QoS action result code such as

Success, Invalid Parameters, Insufficient Bandwidth, Resource Limit, etc.


637. 
7.4
Letanche
T
Y
It is not obvious that the QoS Management actions are a subset of the generic Action Management frame
State that the QoS Management Actions are a subset of the generic Management Action frame and that the generic Management Action frame format as described in 7.2.3.12 is used. 

Also add a row to each frame body figure (42.16 – 42.18) with the fields definitions, like 7.2.3.12 


638. 
7.4
Matthew Fischer
T
Y
What priority within a QBSS do any of these action frames have?
Define priorities for the action frames.


639. 
7.4
RAJU GUBBI
T
Y
What priority within a QBSS do any of these action frames have?
Define priorities for the action frames.


640. 
7.4
Srini
t
YES
If QoS Management Action Response Frames for Define and Delete Tspec are added (the above two comments), they shall include a result code of the action.
Define QoS action result code such as

Success, Invalid Parameters, Insufficient Bandwidth, Resource Limit, etc.


641. 
7.4(?)
John Kowalski
T
YES

(part of NO vote)
No signalling sequences that describe how TSPEC is used/updated, how streams are (de)instantiated, etc.
See Sharp presentation on this. 


642. 
7.4.1
Amar Ghori
T
YES
QoS level 3 is referred to
Eliminate QoS level 3 reference


643. 
7.4.1
APS
T
Yes
The process of negotiating a parameterized TS is much more than an “advisory”.
It needs a response defined that can include various reasons to refuse a proposed traffic spec.
Need to define the format of the Define Traffic Specification QoS Response frame with a status code that includes success, signaling-related failures, and a non-response timeout which (in clause 11) will use the same timeout value currently used for association response timeout.
Vote: 25-0-4 (passes)

Nonvoters: 9-0-4

644. 
7.4.1
Greg Parks
T
YES
QoS level 3 is referred to
Eliminate QoS level 3 reference
Reclassified as editorial, the decision (global) to remove the references to levels 1, 2, and 3.
Vote: 27-1-3 (passes)
Nonvoters: 13-0-3

645. 
7.4.1
Letanche
T
Y
The sentence at lines 10 and 11 “This is an advisory function, so response frame is defined”  is not correct
Changed the sentence into “ This is an advisory function, so no response frame is defined”


646. 
7.4.1
Liwen Wu

NO vote
Page 51, line 3: I think we don’t need “Define Traffic Specification” QoS action frame.


I think the proper way of defining parameterized traffic spec is: 1) use IETF RSVP/SBM to specify the traffic specification and 2) use “MLME-TSUPDATE.request” defined in 10.3.11.1 to pass them into MAC


647. 
7.4.1
Matthew Fischer
T
Y
What is the meaning of the sentence:

This is an advisory function, so response frame is defined.
Not sure how to fix.


648. 
7.4.1
RAJU GUBBI
T
Y
What is the meaning of the sentence:

This is an advisory function, so response frame is defined.
Not sure how to fix.


649. 
7.4.1
Srini
T
Yes
The last line of the clause states that, “This is an advisory function, so response frame is defined”. However, no action response frame seems to be available.
Rename the frame in 7.4.1 to “Define Traffic Specification Qos Action Request Frame Format”. Formulate a new frame which would be a “Define Traffic Specification QoS  Action Response Frame Format” and use the Action Code value of 1.


650. 
7.4.1
Yossi Texerman
T
Yes
Define/Modify/Delete Traffic Specification procedures currently define advisory frames, without any means to negotiate QoS parameters or determine when the new setting is to take effect.
Specify a 3-way handshake procedures for the operations of Define/Modify/Delete TS procedures to work in the following manner:

1. A request frame, sent by the procedure’s initiator.

2. A response frame containing the QoS profile, which the request’s recipient can support. This profile can be same as requested or a lesser one.

3. The initiator now decides and informs the recipient whether the proposed profile is satisfactory.


651. 
7.4.2
Amar Ghori
T
YES
QoS level 3 is referred to
Eliminate QoS level 3 reference


652. 
7.4.2
Greg Parks
T
YES
QoS level 3 is referred to
Eliminate QoS level 3 reference
resolved as with comment 644 of 01/264r2 (was 53 of 01/264r1)

653. 
7.4.2
Liwen Wu

NO vote
Page 51, line 12: I think we don’t need “Delete Traffic Specification QoS action frame”
Same as Seq 6


654. 
7.4.2
Matthew Fischer
T
Y
There is no indication as to who transmits the generic action delete TS frame. There should be explicit indication that either the source of the traffic or the recipient of the traffic can transmit this frame. The recipient can transmit the frame to indicate that it can no longer meet the requirements in the TS.
Add specification of rules for generation of action delete TS.


655. 
7.4.2
RAJU GUBBI
T
Y
There is no indication as to who transmits the generic action delete TS frame. There should be explicit indication that either the source of the traffic or the recipient of the traffic can transmit this frame. The recipient can transmit the frame to indicate that it can no longer meet the requirements in the TS.
Add specification of rules for generation of action delete TS.


656. 
7.4.2
Srini
T
Yes
The last line of the clause states that, “This is an advisory function, so response frame is defined”. However, no action response frame seems to be available.
Rename the frame in 7.4.1 to “Delete Traffic Specification Qos Action Request Frame Format”. Formulate a new frame which would be a “Deletee Traffic Specification QoS  Action Response Frame Format” and use the Action Code value of 1.


657. 
7.4.3
Amar Ghori
T
YES
Since overlapping BSS definition is either uncomplete or unclear, comment on this clause reserved until clearer definition has been arrived at
TBD


658. 
7.4.3
Greg Parks
T
YES
Since overlapping BSS definition is either uncomplete or unclear, comment on this clause reserved until clearer definition has been arrived at
TBD
Resolved by adooption of resolution of comment 300 of 01/264r2 (was 15 of 01/264r1)

659. 
7.4.3
Ken Kimura
T
YES
Since overlapping BSS definition is either incomplete or unclear, comment on this clause reserved until clearer definition has been arrived at
TBD


660. 
7.4.4
Amar Ghori
T
YES
Incomplete, no text: comment reserved until text available
TBD


661. 
7.4.4
Greg Parks
T
YES
Incomplete, no text: comment reserved until text available
TBD
Accepted – non-null response reserved until comment available

662. 
7.4.4


Keith Amann
T
Yes
Clause which has been defined but does not have supporting text.
Include the supporting text.  I do not have specific suggestions for this text as it is not clear what the intend use of this frame format is supposed to be.


663. 
7.4.4
Ken Kimura
T
YES
Incomplete, no text: comment reserved until text available
TBD


664. 
7.4.4

7.4.9
Kevin Karcz
T
yes
Frame formats are undefined
Fill in text


665. 
7.4.4

….

7.4.9
Letanche
T
Y

Add text to the placeholder areas


666. 
7.4.4

7.4.5

7.4.6

7.4.7

7.4.8

7.4.9
Liwen Wu

NO vote
Page 52, they are missing



667. 
7.4.4
Peter Ecclesine
T
Yes
Incomplete, no text. Comments reserved



668. 
7.4.4
Spiess
T
Y
Placeholder for non-existent text.
Complete this clause


669. 
7.4.4 – 7.4.9
Bob O’Hara
T
Y
All of the draft must be included.  This indicates that the current draft does not meet the “substantially complete” requirement of the operating rules and should not be sent out for a subsequent ballot until all “to be determined” and “placeholder” areas are completed.  The letter ballot process is not for the design of the draft, but for its review.
Delete all of these sections or fill them out.


670. 
7.4.4 – 7.4.9
Yasuo Harada
T
Yes
Need more clarifications
Fill in the content for Section 7.4.4 - Section 7.4.9


671. 
7.4.4
7.4.5
7.4.6
7.4.7
7.4.8
7.4.9
Johansson
T
Y
Normative text missing from these clauses.
Provide the text so it may be reviewed in the next ballot.


672. 
7.4.4-9
APS
T
Yes
These sections are incomplete.

Remove these sections and reserve the codes.

Propose to remove the headings and treat these codes as reserved
Vote: 23-0-5 (passes)

Nonvoters: 8-0-4

673. 
7.4.5
Amar Ghori
T
YES
Incomplete, no text: comment reserved until text available
TBD


674. 
7.4.5
Greg Parks
T
YES
Incomplete, no text: comment reserved until text available
TBD
Accepted – non-null response reserved until comment available

675. 
7.4.5

7.4.6

7.4.7

7.4.8

7.4.9
Keith Amann
T
Yes
Clause which has been defined but does not have supporting text.
Include the supporting text.  I do not have specific suggestions for the text as it is not clear what the intended use of this frame format is supposed to be.


676. 
7.4.5
Ken Kimura
T
YES
Incomplete, no text: comment reserved until text available
TBD


677. 
7.4.5
Peter Ecclesine
T
Yes
Incomplete, no text. Comment reserved



678. 
7.4.5
Spiess
T
Y
Placeholder for non-existent text.
Complete this clause


679. 
7.4.6
Amar Ghori
T
YES
Incomplete, no text: comment reserved until text available
TBD


680. 
7.4.6
Greg Parks
T
YES
Incomplete, no text: comment reserved until text available
TBD
Accepted – non-null response reserved until comment available

681. 
7.4.6
Ken Kimura
T
YES
Incomplete, no text: comment reserved until text available
TBD


682. 
7.4.6
Peter Ecclesine
T
Yes
Incomplete, no text. Comment reserved



683. 
7.4.6
Spiess
T
Y
Placeholder for non-existent text.
Complete this clause


684. 
7.4.7
Amar Ghori
T
YES
Incomplete, no text: comment reserved until text available
TBD


685. 
7.4.7
Greg Parks
T
YES
Incomplete, no text: comment reserved until text available
TBD
Accepted.

686. 
7.4.7
Ken Kimura
T
YES
Incomplete, no text: comment reserved until text available
TBD


687. 
7.4.7
Peter Ecclesine
T
Yes
Incomplete, no text. Comment reserved



688. 
7.4.7
Spiess
T
Y
Placeholder for non-existent text.
Complete this clause


689. 
7.4.8
Amar Ghori
T
YES
Incomplete, no text: comment reserved until text available
TBD


690. 
7.4.8
Barry Davis
T
No
Incomplete specification, no demonstrated benefit
7.4.8
Advanced Power Management Request Action Frame Format
Delete this subclause
accepted by resolution of identical comment 694 of 01/264r2 (was 115 of 01/264r1)

691. 
7.4.8
Chih Tsien
T
No
Incomplete specification, no demonstrated benefit
7.4.8
Advanced Power Management Request Action Frame Format
Delete this subclause
accepted by resolution of identical comment 694 of 01/264r2 (was 115 of 01/264r1)

692. 
7.4.8
Dany Rettig
T
No
Incomplete specification, no demonstrated benefit
7.4.8
Advanced Power Management Request Action Frame Format
Delete this subclause
accepted by resolution of identical comment 694 of 01/264r2 (was 115 of 01/264r1)

693. 
7.4.8
Dave Richkas
T
No
Incomplete specification, no demonstrated benefit
7.4.8
Advanced Power Management Request Action Frame Format
Delete this subclause
accepted by resolution of identical comment 694 of 01/264r2 (was 115 of 01/264r1)

694. 
7.4.8
Duncan Kitchin
T
No
Incomplete specification, no demonstrated benefit
7.4.8
Advanced Power Management Request Action Frame Format
Delete this subclause
already resolved to commenter's satisfaction by resolution of comment 9, document 00/264r1

695. 
7.4.8
Evan Green
T
No
Incomplete specification, no demonstrated benefit
7.4.8
Advanced Power Management Request Action Frame Format
Delete this subclause
accepted by resolution of identical comment 694 of 01/264r2 (was 115 of 01/264r1)

696. 
7.4.8
Greg Parks
T
YES
Incomplete, no text: comment reserved until text available
TBD
Accepted.

697. 
7.4.8
Jesse R. Walker
T
No
Incomplete specification, no demonstrated benefit
7.4.8
Advanced Power Management Request Action Frame Format
Delete this subclause
accepted by resolution of identical comment 694 of 01/264r2 (was 115 of 01/264r1)

698. 
7.4.8
Ken Kimura
T
YES
Incomplete, no text: comment reserved until text available
TBD


699. 
7.4.8
Peter Ecclesine
T
Yes
Incomplete, no text. Comment reserved



700. 
7.4.8
Spiess
T
Y
Placeholder for non-existent text.
Complete this clause


701. 
7.4.8
Steven D. Williams
T
No
Incomplete specification, no demonstrated benefit
7.4.8
Advanced Power Management Request Action Frame Format
Delete this subclause
accepted by resolution of identical comment 694 of 01/264r2 (was 115 of 01/264r1)

702. 
7.4.8
V. Srinivasa Somayazulu
T
No
Incomplete specification, no demonstrated benefit
7.4.8
Advanced Power Management Request Action Frame Format
Delete this subclause
accepted by resolution of identical comment 694 of 01/264r2 (was 115 of 01/264r1)

703. 
7.4.9
Amar Ghori
T
YES
Incomplete, no text: comment reserved until text available
TBD


704. 
7.4.9
Barry Davis
T
No
Incomplete specification, no demonstrated benefit
7.4.9
Advanced Power Management Response Action Frame Format
Delete this subclause
accepted by resolution of identical comment 708 of 01/264r2 (was 116 of 01/264r1)

705. 
7.4.9
Chih Tsien
T
No
Incomplete specification, no demonstrated benefit
7.4.9
Advanced Power Management Response Action Frame Format
Delete this subclause
accepted by resolution of identical comment 708 of 01/264r2 (was 116 of 01/264r1)

706. 
7.4.9
Dany Rettig
T
No
Incomplete specification, no demonstrated benefit
7.4.9
Advanced Power Management Response Action Frame Format
Delete this subclause
accepted by resolution of identical comment 708 of 01/264r2 (was 116 of 01/264r1)

707. 
7.4.9
Dave Richkas
T
No
Incomplete specification, no demonstrated benefit
7.4.9
Advanced Power Management Response Action Frame Format
Delete this subclause
accepted by resolution of identical comment 708 of 01/264r2 (was 116 of 01/264r1)

708. 
7.4.9
Duncan Kitchin
T
No
Incomplete specification, no demonstrated benefit
7.4.9
Advanced Power Management Response Action Frame Format
Delete this subclause
already resolved to commenter's satisfaction by resolution of comment 9, document 00/264r1

709. 
7.4.9
Evan Green
T
No
Incomplete specification, no demonstrated benefit
7.4.9
Advanced Power Management Response Action Frame Format
Delete this subclause
accepted by resolution of identical comment 708 of 01/264r2 (was 116 of 01/264r1)

710. 
7.4.9
Greg Parks
T
YES
Incomplete, no text: comment reserved until text available
TBD
Accepted—response reserved until comment available

711. 
7.4.9
Jesse R. Walker
T
No
Incomplete specification, no demonstrated benefit
7.4.9
Advanced Power Management Response Action Frame Format
Delete this subclause
accepted by resolution of identical comment 708 of 01/264r2 (was 116 of 01/264r1)

712. 
7.4.9
Ken Kimura
T
YES
Incomplete, no text: comment reserved until text available
TBD


713. 
7.4.9
Peter Ecclesine
T
Yes
Incomplete, no text. Comment reserved



714. 
7.4.9
Spiess
T
Y
Placeholder for non-existent text.
Complete this clause


715. 
7.4.9
Steven D. Williams
T
No
Incomplete specification, no demonstrated benefit
7.4.9
Advanced Power Management Response Action Frame Format
Delete this subclause
accepted by resolution of identical comment 708 of 01/264r2 (was 116 of 01/264r1)

716. 
7.4.9
V. Srinivasa Somayazulu
T
No
Incomplete specification, no demonstrated benefit
7.4.9
Advanced Power Management Response Action Frame Format
Delete this subclause
accepted by resolution of identical comment 708 of 01/264r2 (was 116 of 01/264r1)

717. 
7.4/19
Srini
T
YES


No signalling sequences that describe how TSPEC is used/updated, how streams are (de)instantiated, etc.
See Sharp presentation/text on this. 


718. 
7.5
Amar Ghori
T
YES
Not true that FEC is only used in parameterized QoS; also reference to QoS level 3 no longer valid

1) In the last MSDU block, it says that the last 4 octets is included as an FCS for the Frame body.If the last block is 208, then it will be (208+4 = 212 octets for the last MSDU.  Is the FEC performedon this 212 octets in which case it will be termed as  RS (228,212) or the last block shouldbe 4 less octets. ??

2) It is not possible for FCS to fail in the error corrected frame.  then why do we need to compute the

FCS for the frame body?? and determine whether to pass up the frame to the higher layers.

3) Is the FCS for the MPDU should be checked for passing the error corrected MPDU's or the 

(FEC FCS ) for the Frame Body ?

4) For non-FEC compatible STA's, do they use the FCS for the MPDU., or the FCS for the frame 

body or BOTH ??   They only know to drop the FEC parity bits.  Will they pass FEC FCS & FCS

back to back to the higher layers??

5) If fragmentation is used, then larger MSDU sizes can be used ??  Does this mean block size

for FEC encoding RS(255, 240) can be greater than 240 bytes??  It is not possible if the no.of

correctable errors is t=8., and parity bytes = 16.




719. 
7.5
APS
T
Yes
“It is used in parameterized QoS”.

It is not clear whether this comment attempts to restrict the use of FEC only to these cases.

It is my opinion that FEC can usefully be used under other circumstances and not as part of a  parameterized QoS TS.
Clarify precisely under what circumstances FEC can be used.

Consider widening its scope to permit its use by ESTAs that do not support QoS level 3 (parameterized).

This would require signaling of FEC (with and without immediate ACK) in the capability field and finding a place to signal presence of FEC coding on a per-MPDU basis.
The ability to receive (and, but implication to transmit) FEC frames be indicated in capability information bit 9 (and update the reference to bit 11 in 7.5).  Clarify that FEC is a separate option, and that the use of FEC is negotiated when desired.
Vote: 27-0-1 (passes)
Nonvoters: 15-0-1

720. 
7.5
APS
T
Yes
“error correction is expected to take longer than a SIFS” – while this may be true today it will not remain so for long.  Should we build in implementation dependencies of this type into the spec?
Permit negotiation for a TS of the use of FEC with and without immediate ACK.


Modify the first bullet item in 7.5 to require a non-immediate ACK policy only if the recipient is not capable of returning an immediate ACK.  The use of this is negotiated as part of the Tspec signaling as the ACK policy is in the Tspec.
Vote: 28-0-1 (passes)
Nonvoters: 10-0-4

721. 
7.5
Bob O’Hara
T
Y
MAC FEC is nearly useless given the PHYs available.  It cannot reduce the frame error rate below that of the PHY header.  The arguments made in support of this capability are insufficient to support its inclusion.  If FEC is required to meet certain QoS requirements, put it where it belongs, in the PHY.
Delete 7.5 in its entirety.


722. 
7.5
Dima
T
yes
FEC can be supported in the higher level of the stack
Remove FEC from the draft


723. 
7.5
Fischer,Michael
T
no
In a comment on 7.1.3.7 and other clauses this commenter recommended keeping the MSDU limit at 2304 octets and allowing longer PSDUs for enhanced security and FEC.  If this is adopted, the FEC description needs to be updated to allow the longer payloads.
Change the text and figure to allow up to 12 FEC blocks, the first 11 with up to 208 data octets and the final one with 16 data octets and 4 FEC FCS octets in the case of a 2304-octet MSDU.  The maximum expansion is 212 octets (192 octets for FEC code blocks for the frame body, 16 octets for the FEC code block for the MAC header and 4 octets for the FEC FCS).


724. 
7.5
Greg Chesson
T
No
FEC at the MAC layer is becoming less important; not because the frame error rate is going away, but because the problems exist to a much greater degree on the Internet, forcing solutions that do not depend on MAC-level FEC.  Several companies are developing or deploying application-level error correction techniques such as erasure codes (e.g. Kasenna, Digital Island, and others). It is likely that these solutions will prevail in many end-to-end scenarios, including those that include 802.11.  For this reason the added complexity of FEC in the MAC – and the problems raised by Delayed Acks – are not balanced by a compelling need or compelling benefit. 
Delete all text defining or referencing FEC and Delayed Acks.


725. 
7.5
Greg Parks
T
YES
Not true that FEC is only used in parameterized QoS; also reference to QoS level 3 no longer valid

1) In the last MSDU block, it says that the last 4 octets is included as an FCS for the Frame body.

If the last block is 208, then it will be (208+4 = 212 octets for the last MSDU.  Is the FEC performed

on this 212 octets in which case it will be termed as  RS (228,212) or the last block should

be 4 less octets. ??

2) It is not possible for FCS to fail in the error corrected frame.  then why do we need to compute the

FCS for the frame body?? and determine whether to pass up the frame to the higher layers.

3) Is the FCS for the MPDU should be checked for passing the error corrected MPDU's or the 

(FEC FCS ) for the Frame Body ?

4) For non-FEC compatible STA's, do they use the FCS for the MPDU., or the FCS for the frame 

body or BOTH ??   They only know to drop the FEC parity bits.  Will they pass FEC FCS & FCS

back to back to the higher layers??

5) If fragmentation is used, then larger MSDU sizes can be used ??  Does this mean block size

for FEC encoding RS(255, 240) can be greater than 240 bytes??  It is not possible if the no.of

correctable errors is t=8., and parity bytes = 16.


Initial part is withdrawn (parameterized reference is correct, level 3 reference is removed as editorial)

Remainder are reclassified as editorial and will be dealt with or clarified as necessary in that context.

726. 
7.5
Keith Amann
T
Yes
Page 53, Line 19-20:  The text states that “The AID, and the TCID are sufficient to indicate that the MPDU is FEC encoded.  The AID, identifies that the ESTA is FEC capable, and the TCID indicates that a particular stream from the station is FEC encoded”.  There does not appear to be a sufficient amount of information in the “QoS Control Field” (formerly TCID) to convey the FEC indication, so I fail to see how this can be a true statement.
Define a mechanism which can convey this information, or add content to the QoS Control Field to convey this information.


727. 
7.5
Letanche
T
Y
The header in the 3rd column of figure xxx includes an ICV field, what is not correct
Remove “+ ICV”


728. 
7.5
RAJU GUBBI
T
Y
Can FEC be used when Qos-data+CFAck is being transmitted. What if the destination of CF-Ack does not support FEC?
This is another good reason to dis-allow CF-Ack during TXOP. It should be explicitly stated that FEC must be used only when both the intended destinations support FEC


729. 
7.5
RAJU GUBBI
T
Y
Figure on page 54: padding header to make it 32 bytes for Header FEC is waste of bytes
Specify that the first 64 bytes (not 32) of the frame are included in the “Header-FEC”. This achieves the required fixed location for “Header FEC bytes”, avoids padding and at the same time allows for future extension of MAC header while still including the new fields in the strong FEC block.


730. 
7.5
Simon Black
T

I’m not convinced that MAC FEC is worthwhile here given that:

(1) it is only applicable for a very narrow configuration (parameterised FEC, delayed ACK), most elements of which are poorely described.

(2) selection of an appropriate code depends on the PHY layer (specifically the distribution of errors when they occur) and this MAC must apply to all PHYs. I’m not sure which PHY this FEC was designed to work well with.

(3) It has significant overhead
Remove FEC from the draft.


731. 
7.5
Spiess
T
Y
It is unclear from the first bullet if an ACK is permitted when the ACK policy does not require it.  In some situations it may be desirable to perform an immediate ACK if the frame is known to be good.  With legacy hardware, there may be no choice if the frame passes all sanity checks.
The ACK policy needs to clearly state if an ACK is not permitted or not required.  This must be reflected in all standard text regarding ACK policy.


732. 
7.5
Spiess
T
Y
Page 53, line 19.  FEC is desirable for multicast traffic because it is unacked.  Is AID and the TCID sufficient to indicate that FEC applies to multicast traffic?  FEC belongs at the PHY level for efficient operation.  If it is present at the MAC layer, the MAC must be able to determine if FEC applies to group addressed data frames.
Permit FEC to apply to group addressed data frames.


733. 
7.5
Spiess
T
Y
Page 53, line 32.  The phrase “Integrity Vector” is not used in 802.11, or any proposed change.  Strangely enough, the frame body is inside the frame body?  There is a terminology problem.  Security text places the IV, PDU, and ICV into the frame body.
Change “security header integrity vector (if present) and frame body, as well as the FCS” to “Frame body and FCS”.


734. 
7.5
Spiess
T
Y
Page 53, line 33.  There is special reference to the security fields, which appears unnecessary and confusing.  FEC operations must be completed and successful before inspection of the frame body.  Location of the FCS is done without regard to security.
Delete the sentence beginning “The presence of the Frame …”.  In the following sentence beginning “This allows non-FEC capable ESTAs …” to “Non-FEC capable ESTAs will be able to recognize the header and FCS.


735. 
7.5
Steve Gray
T
Y
Because the Reed Solomon coding is proposed at the MAC layer, it should work with all mandatory PHYs, including frequency hopped, DSSS, infrared and OFDM.  The evidence submitted to date does not seem to include all possible PHYs.   With regard to IEEE802.11a PHY, concatenated convolutional /Reed Solomon coding can in some circumstances improve the error rate performance.  However, the way the current draft is written, there are many circumstances where the outer code will not improve the performance.  The first problem is in the Service field; it is currently modulated and coded using the same mode as the data.  With outer coding on the data pay load, the probability of error vs SNR curve for the data will be shifted to the left by a number of dBs (no performance data has been offered to verify performance so, we do not know how many dBs).  The Service field (which is not impacted by the outer Reed Solomon coding) will experience a higher error rate than the data.  A frame loss floor will develop equal to the probability that one or more errors occur in the scrambling initialization bits in the Service field.  As the Reed Solomon coding in the draft is advertised as offering improved performance, how can this claim be universally justified.  A solution to the Service rate problem is difficult, as PHY changes are not allowed in TGe.  
Remove FEC from the draft.


736. 
7.5
Steve Gray
T
Y
How do we know what benefits the Reed Solomon code offers when no performance results have been offered to IEEE802.11 for any of the IEEE802.11 PHYs?   For the IEEE802.11a PHY, it is unlikely that very low error rates can be achieved in practice when operation is close to the minimum receiver sensitivity.  Most vendors use the same algorithm for packet detection and CCA.  The packet detection failure will dominate performance when the link is functioning at the minimum receiver sensitivity.  At the minimum receiver sensitivity of BPSK (-82 dBm) the packet detection probability must be greater that 90% as defined in IEEE802.11a.  Minimum compliance implies that 10 out of 100 packet will not be detected at –82 dBm.   
Remove FEC from the draft.


737. 
7.5
Yasuo Harada
T
Yes
FEC is also applicable for others
Delete “it is used in parameterized QoS(level 3)


738. 
7.5, 7.3.1.4
Fischer,Michael
T
yes
Support for the FEC option at an ESTA is supposed to be indicated by a capability bit.  In 7.5 this is stated to be bit 11, which is also specified as being used for enhanced security in the Security D1.0.  In 7.3.1.4 no FEC bit is specified.
Define capability information field bit 9 for the FEC option.  Update 7.5 and 7.3.1.4 to specify this usage.


739. 
7.6
Amar Ghori
T
YES
Eliminate reference in table to CC frame

Allow RR Transmission by ESTA 
(change Tcc to T for RR column)


740. 
7.6
APS
T
Yes
Table 20.2 assumes that the EPC is the HC. But at the moment, this assumption is not correct.
Require the EPC to be the HC.
Reclassified as editorial, the correct heading is HC

741. 
7.6
Greg Parks
T
YES
Eliminate reference in table to CC frame

Allow RR Transmission by ESTA 
(change Tcc to T for RR column)
Defer as part of CC/RR discussion

742. 
7.x.x
Jay Bain
T
YES
BSS overlap is referenced in several sections of this section without a destination. Missing clause 9 section on this subject
Add BSS overlap content in clause 9 and satisfy references from elsewhere in draft


743. 
Table 5
Garth Hillman
T
Yes
Page 31   Placeholder for 802.11d

<<## clause 9, overlap>>

see notes
Detail placeholder

Detail clause 9

What notes?
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