March 2001

doc.: IEEE 802.11-01/130r1


IEEE P802.11
Wireless LANs

Proposed Normative Text for ERTS and ECTS

Date:
November 9, 2000

Author:
Matthew Sherman

Contact Info:
AT&T Labs – Research


180 Park Avenue


Florham Park, NJ  07932


973-236-6791


mjsherman@att.com

Abstract

This contribution contains normative text being proposed for introduction into the TGe QoS draft.  As much as possible, the proposed text works from IEEE 802.11-00/360r2 (and revs to additional clauses which are not included in 360r2 but have been made available on the 802.11 reflector) as a baseline.  It is assumed that IEEE 802.11-00/360r2 with the published revs will be released as “IEEE 802.11-00/360r3” and is referenced as such by this contribution.  Where such updated text was not available, IEEE Std. 802.11-1999 has been used as baseline text.

Note that Clauses that do not appear, or appear only in title are not changed from IEEE 802.11-00/360r3.  Modified clauses are shown using MS Word’s track changes mode (formally the modified clause would “replace” the existing clause as modifications are not allowed).  Replaced clauses are identified using editorial notes.  Editorial notes appear in bold italic Times New Roman font, informative notes appear in normal Arial font, and normative text appears in normal Times New Roman font.  Open issues are highlighted using red text in normal Arial font, and begin with "OPEN ISSUE:"
Also, this document does not yet include the entire normative text believed necessary to realize the capabilities described.  And, it is not yet formatted to support voting of the mechanisms individually.  Updates will be provided as additional text becomes available.  It is left as an exercise for the 802.11E QoS editor to incorporate any of the text that might be approved from this document into the existing QoS draft along with any approved text from other proposals so as to be consistent with one another.

The author would like to thank all those who commented on these mechanisms as first described in 01/097.  Particularly the author would like to thank Michael Fischer of CHOISE - Intersil whose insights resulted in some modification of the mechanisms originally proposed and described in 01/097.

4 Abbreviations and Acronyms

Add the following new terms:

ECF

enhanced contention free

ECTS

enhanced clear to send

ERTS

enhanced request to send

5 General Description

6 MAC service definition

7 Frame Formats

7.1 MAC Frame Formats

7.1.1 Conventions

7.1.2 General frame format

7.1.3 Frame fields

7.1.3.1 Frame control field

7.1.3.2 Duration/ID field

7.1.3.3 Address fields

This is a replacement for the existing clause 9.7 (Modifications from original shown in track changes mode).

There are four address fields in the MAC frame format. These fields are used to indicate the BSSID, source address, destination address, transmitting station address and receiving station address. The usage of the four address fields in each frame type is indicated by the abbreviations BSSID, DA, SA, RA, TA indicating basic service set Identifier (BSSID), Destination Address, Source Address, Receiver Address and Transmitter Address, respectively.  Certain frames may not contain some of these address fields.

Certain address field usage is specified by the relative position of the address field (1-4) within the MAC header, independent of the type of address present in that field.  For example, receiver address matching is always performed on the contents of the Address 1 field in received frames, and the receiver address of CTS and ACK frames is always obtained from the Address 2 field in the corresponding RTS frame, or from the frame being acknowledged, except where specified as otherwise.

7.1.3.4 Sequence Control field

7.1.3.5 TCID field

7.1.3.6 TCA field

7.1.3.7 Frame Body field

7.1.3.8 FCS field

7.2 Format of individual frame types

7.2.1 Control frames

7.2.1.1 Request To Send (RTS) frame format

This is a replacement for the existing clause 7.2.1.1.

The frame format for the RTS frame is as defined in Figure 16.

	octets: 2
	2
	6
	6
	4

	Frame Control
	Duration
	RA
	TA
	FCS

	Mac Header
	


Figure 16 – RTS frame

The usage and interpretation of RTS frames varies according to the version and issue of the standard that STA are compliant with.  STA not compliant with IEEE Std. 802.11E (compliant with IEEE Std. 802.11 only) employ the following usage and interpretation of the frame:

The RA of the RTS frame is the address of the STA, on the wireless medium, that is the intended immediate recipient of the pending directed data or management frame.

The TA is the address of the STA transmitting the RTS frame.

For RTS frames sent during the contention period the duration value is the time, in microseconds, required to transmit the pending data or management frame, plus one CTS frame, plus one ACK frame, plus three SIFS intervals.  If the calculated duration includes a fractional microsecond, that value is rounded up to the next higher integer.  Link rate for the corresponding ACK and CTS frames should be assumed to be the same as the RTS transmission.

RTS are not normally employed during the CFP.

The duration field of any RTS frame with a valid check sum shall be used to update the NAV in accordance with the procedures in Clause 9, even if the RA and TA are not recognized as valid.

RA and TA shall not be set to the same address.

For ESTA compliant with IEEE Std. 802.11E additional usages and interpretations are possible.  These pivot on the type of address used for RA and TA, as well as the context of transmission (CFP/CP) and are detailed in Table 4.  ESTA shall advertise their compliance with Table 4 in Association and in Probe Response frames.

	Table 4.  Enhanced Usages and Interpretations for RTS frames

	Encoding
	Std.
	RA
	TA
	Usage / Interpretation

	1
	802.11E
	Unicast1
	Unicast2
	Usage:  Is as given above for IEEE Std. 802.11.  In addition ESTA compliant with the usage of this encoding may employ RTS frames during the CFP.  In such case, the Duration field may be set to 32768, or may contain the transmission time calculated in the same manner as for the CP.

Interpretation:  Receiving STA shall set their NAV in accordance with Clause 9 of IEEE Std. 802.11. If the RTS is addressed to them they will respond CTS in accordance with Clause 9 of the IEEE Std. 802.11.  ESTA receiving RTS during the CFP may respond with CTS even if their NAV is already set as described in Row 1 of Table 5. 

OPEN ISSUE: It is possible that the NAV for an ESTA is set not just because it is the CFP, but because an STA in an adjacent BSS has reserved the media (even though it is the CFP in this BSS).  Clause 9.2.5.4 suggests that some STA may be able to differentiate between the mechanisms used to set the NAV.  If so, should we allow a CFP CTS response only if the NAV is not set due to a existing message sequence (aside from the current CFP) or do we allow the CFP CTS even if the NAV is set due to events in an adjacent BSS?

	2
	802.11E
	Unicast
	Multicast
	Usage:  EAP and EPC compliant with the usage of this encoding can transmit an RTS with TA set to a Multicast address.  RA is set to the address of the intended responding STA.  The Duration field is set to a valid duration value for which the medium is reserved against use by receiving ESTA in the multicast address, and all STA.  This encoding is employed for reasons identified in Clause 9.9.  It may be used with PIFS for preferential access to the medium.  It may be used during CP or CFP.

Interpretation:  ESTA compliant with this interpretation shall not set their NAV if they are not members of the multicast address contained in TA and ignore the Duration field of the received RTS.  All receiving ESTA in the multicast address and STA shall set their NAV for the indicated duration in accordance with Clause 9 of IEEE Std. 802.11.  The ESTA addressed by TA shall respond with a CTS to the Multicast Address indicated in the TA. ESTA may chose to do this regardless of NAV being set for a CFP.

OPEN ISSUE: Same as above.

	All other encodings based on address type (Unicast, Multicast, or Broadcast), contents of Duration/ID field, and context (CP or CFP) are reserved.  STA/ESTA receiving encodings which are interpreted as reserved or not implemented shall obey the Duration field if it contains a valid duration value and respond with CTS in accordance with Clause 9 of IEEE Std. 802.11.


NOTE 5:  The sending of RTS with an actual duration value during the CFP is used to ensure that the addressed recipient ESTA is within range and awake, and to elicit a CTS response that will set the NAV at STAs in the vicinity of the addressed recipient.  This is useful when there are nearby STAs that are members of other BSSs and are out of range to receive beacons from this BSS.  Sending an RTS during the CFP is only useful when the recipient is an ESTA, because a STA in the same BSS will have its NAV set to protect the CFP, hence unable to respond.  Using the same duration calculation during the CFP as specified for the CP is directly applicable for all cases except when the RTS is sent by the EPC, and the following frame includes a +CF-Poll.  However, even in this EPC case, the same RTS duration calculation can be used, because that duration results in a CTS duration, hence NAV setting the vicinity of the recipient, which lasts until after the beginning of the transmission in response to the +CF-Poll.  It is reasonable to assume that STAs which are able to receive the CTS and set their NAVs are also able to defer to CCA(busy) resulting from the ESTA's transmission in response to the +CF-Poll.  This avoids the complexity of having the responding ESTA determine in real time the transmit duration of a response to a +CF-Poll which has not yet been received.

7.2.1.2 Clear To Send (CTS) frame format

This is a replacement for the existing clause 7.2.1.2.

The frame format for the CTS frame is as defined in Figure 17.

	octets: 2
	2
	6
	4

	Frame Control
	Duration
	RA
	FCS

	Mac Header
	


Figure 17 – CTS frame

The usage and interpretation of CTS frames varies according to the version and issue of the standard that STA are compliant with.  STA compliant with the IEEE Std. 802.11 base standard only employ the following usage and interpretation of the frame:

The RA of the CTS frame is copied from the TA field of the immediately previous RTS frame to which the CTS is a response.

For CTS frames sent during the contention period the duration value is the value obtained from the duration field of the immediately previous RTS frame, minus the time, in microseconds, required to transmit the CTS frame and a SIFS interval. If the calculated duration includes a fractional microsecond, that value is rounded up to the next higher integer.

CTS are not normally employed during the CFP

The duration field of any CTS frame with a valid check sum shall be used to update the NAV in accordance with the procedures in Clause 9, even if RA is not recognized as valid.

For ESTA compliant with enhanced versions of IEEE Std. 802.11 additional usages and interpretations are possible.  These pivot on the type of address used for RA, as well as the context of transmission (CFP/CP) and are detailed in Table 5.  ESTA shall advertise their compliance with Table 5 in Association and in Probe Response frames.

	Table 5.  Enhanced Usages and Interpretations for CTS frames

	Encoding
	Std.
	RA
	Usage / Interpretation

	1
	802.11E
	Unicast
	Usage:  Is as given above for IEEE Std. 802.11.  In addition ESTA compliant with the usage of this encoding may employ CTS frames during the CFP in response to RTS even if their NAV is set.  In such case, the Duration field is set to 32768 if the immediately previous RTS frame had a duration value of 32768, or is calculated from the value obtained from the immediately previous RTS frame in the same manner as for the contention period if that RTS frame had a duration value less than 32768.

Interpretation:  Receiving STA without outstanding RTS shall set their NAV in accordance with Clause 9 of IEEE Std. 802.11.  STA with outstanding RTS shall interpret the medium as clear.

	2
	802.11E
	Unicast
	Usage:  Is as given above for Encoding 1 of this table.  In addition EAP or EPC compliant with the usage for this encoding may send a CTS with RA set to their own address and the Duration field set to any valid value desired so as to reserve the media for reasons identified in Clause 9.9.  When used as described in 9.9 the transmitted CTS does not require a corresponding RTS and may be used with PIFS for preferential access to the channel.

Interpretation:  Same as for Row 1 of this table except Originating EAP or EPC may chose not to set it’s NAV as described in Clause 9.9.

	3
	802.11E
	Broadcast
	Usage:  EAP or EPC compliant with the usage for this encoding may send CTS with RA is set to the Broadcast address.  The Duration field is set to a valid duration value for which the medium is to be reserved against use by receiving STA for reasons described in Clause 9.9.  This usage does not require a corresponding RTS. It may be used with PIFS for preferential access to medium.  It may be used during CP or CFP.

Interpretation:  Receiving ESTA compliant with the interpretation in this encoding do not set their NAV, and ignore the duration field.  All receiving STA and non-compliant ESTA shall set their NAV for the indicated duration.

	4
	802.11E
	Multicast
	Usage:  ESTA compliant with the usage for this encoding may send a CTS with RA set to a multicast address copied from the TA field of a received RTS addressed to them and encoded as described for Encoding 2 of Table 4.  In such case the Duration field is set for the value of the Duration field of the RTS minus a SIFS time, minus the time to transmit the CTS.  In addition, EAP and EPC compliant with the usage of this encoding may send a CTS to a multicast address with the Duration field is set to a valid duration value with out receiving a prior RTS.  The reasons for this usage are described in Clause 9.9.

Interpretation:  A receiving ESTA compliant with the interpretation of this encoding will not set its NAV and will ignore the CTS duration field if it is not a member of the multicast address contained in RA.  All receiving ESTA in the multicast address, all STA, and all non-compliant ESTA shall set their NAV for the indicated duration.

	 STA/ESTA receiving encoding considered reserved or not implemented shall obey the Duration field if it contains a valid duration value.


Tables from this point forward (and their references) must be renumbered based on new tables introduced. 

7.3 Management frame body components

7.3.1 Fixed Fields

7.3.2 Information Elements

7.3.2.1 Service Set Identity (SSID) element

7.3.2.2 Supported Rates element

7.3.2.3 FH Parameter Set element

7.3.2.4 DS Parameter Set element

7.3.2.5 CF Parameter Set element

7.3.2.6 Traffic Information Map (TIM) element

7.3.2.7 IBSS Parameter Set element

7.3.2.8 Challenge Text element

7.3.2.9 Country Information element

7.3.2.10 Hopping Pattern Parameters element

7.3.2.11 Hopping Pattern Table element

7.3.2.12 Request Information element

7.3.2.13 QBSS Load element

7.3.2.14 EDCF Parameter Set element

7.3.2.15 Traffic Specification (TS) element

7.3.2.16 Error Statistics element

7.3.2.17 Listen Epoch element

7.3.2.18 Overlap CFP allocation element

7.3.2.19 Overlap BSS report element

7.3.2.20 Overlap ESTA list element

7.3.2.21 Extended Capabilities element

This is a replacement for the existing clause 7.3.2.21.

The Extended Capabilities element is present in any management frame body that includes a Capability Information field with bit 15 set to 1.  This element provides additional bits to indicate optional or configurable capabilities.  The element information field contains is a positive integer multiple of 2 octets in length, with a default length of 2 octets, as shown in Figure 42.14.

	Element ID
(35)
	Length
(2*n)
	Extended Capabilties
(2*n octets)


Figure 42.14 – Extended Parameter Set element format

The Extended Capabilities field is (at least) 2 octets in length, and contains capability information bits as defined in Figure 42.15.  Once assigned, the positions of individual capability bits within this field remain fixed.  This allows the length of this field to be extended over time without ambiguity.  The mutually available capabilities for a pair of ESTAs which use Extended Capabilities elements of different lengths are, by definition, capabilities indicated by bits starting with bit 0 of the first octet of the element information field and ending with bit 15 of the last octet pair in the shorter of the two elements.

	bits: 0
	1
	2
	3
	4
	5
	6
	7
	8
	9
	10
	11
	12
	13
	14
	15

	RTS
CFP
	RTST
MCST
	RTSR
MCST
	rsrv
(0)
	rsrv
(0)
	rsrv
(0)
	rsrv
(0)
	rsrv
(0)
	rsrv
(0)
	rsrv
(0)
	CTS
CFP
	CTS
SELF
	CTST
BCST
	CTSR
BCST
	CTST
MCST
	CTSR
MCST


Figure 42.15 – Extended Capabilities field (first 2 octets)

OPEN ISSUE: The placement above is approximate.  It is left as an exercise for the QoS Draft editor to determine how best to fold the placement of the proposed RTS/CTS capabilities subfeilds in with other extended capabilities being proposed.  Known candidates include FEC; Aggregation, RPC/APC; etc.

Each Capability Information subfield is interpreted only in the management frame subtypes for which the transmission rules are defined.

ESTA shall set the RTS CFP subfeild to 1 if they are compliant with the usage described in Encoding 1 of Table 4.  RTS CFP is set to 0 otherwise. 

EAPs and EPCs set the RTST MCST subfeild to 1 if they comply with the 802.11E usage described in Encoding 2 of Table 4.  MCST is set to 0 otherwise.

ESTA set the RTSR MCST subfeild to 1 if they are compliant with the interpretation described in Encoding 2 of Table 4.  RTSR MCST is set to 0 otherwise.

ESTAs set the RTST BCST subfeild to 1 if they can transmit an RTS with TA set to their address, and RA set to the broadcast address.  RTST BCST is set to 0 otherwise.

ESTA shall set the CTS CFP subfeild to 1 if they are compliant with the usage described in Encoding 1 of Table 5.  CTS CFP is set to 0 otherwise. 

EAP and EPC shall set the CTS SELF subfeild to 1 if they are compliant with the usage described in Encoding 2 of Table 5.  CTS SELF is set to 0 otherwise. 

EAP and EPC set the CTST BCST subfeild to 1 if they are compliant with the usage descried in Encoding 3 of Table 5 as well.  CTST BCST is set to 0 otherwise.

ESTAs set the CTSR BCST subfeild to 1 if they are compliant with the interpretation described in Encoding 3 of Table 5.  CTSR BCST is set to 0 otherwise.

ESTA set the CTST MCST subfeild to 1 if they are compliant with the usage descried for ESTA in Encoding 4 of Table 5.  EAP and EPC set the CTST MCST subfeild to 1 if they are compliant with the usage descried for EAP and EPC in Encoding 4 of Table 5.  CTST MCST is set to 0 otherwise.

ESTAs set the CTSR MCST subfeild to 1 if they are compliant with the interpretation described in Encoding 4 of Table 5.  CTSR MCST is set to 0 otherwise.

7.4 QoS Management Actions

7.5 MAC-Level FEC and FEC Frame Formats

7.6 Frame Usage Guidelines

8 Authentication and privacy

9 MAC Sublayer Functional Description

9.1 MAC Architecture

9.1.1 Distributed Coordination Function (DCF)

9.1.2 Point Coordination Function (PCF)

9.1.3 Coexistence of DCF and PCF

9.1.4 Fragmentation/Defragmentation Overview

9.1.5 MAC Data Service

9.1.6 Overview of Transmission Suppression Mechanisms

802.11E allows new uses of the RTS and CTS frames in order to suppress transmissions from groups of STA and ESTA. These uses include:


Coexistence with other protocols and future enhancements of the 802.11 protocol


Reduction of jitter on Beacon Frame


Overlapped BSS interference mitigation


Suppression of hidden terminals

The key enhancements in the protocol implementation are that:


Transmission of RTS and CTS are allowed during the CFP



Allows greater CFP robustness in the presence of BSS overlap and hidden terminals


The broadcast address can be used with CTS



Suppresses only STA while ESTA continue normal operation


Group addressing can be used in specific contexts with both RTS and CTS



Allows suppression of a specific group of ESTA

These features allow greater control in the suppression of ill-timed transmissions and BSS management.

9.2 Distributed Coordination Function (DCF)

9.3 Point Coordination Function

9.4 Fragmentation

9.5 Defragmentation

9.6 Multirate Support

9.7 Frame Exchange Sequences

This is a replacement for the existing clause 9.7.

The allowable frame exchange sequences are summarized in Table 21 and Table 22. A legend applicable to

both tables follows Table 22.

Table 21, Frame Sequences

	Std
	Sequence
	Frames in
Sequence
	Usage

	802.11
	Data(bc/mc)
	1
	Broadcast or multicast MSDU

	802.11
	Mgmt(bc)
	1
	Broadcast MMPDU

	802.11E
	CTS(self)
	1
	Broadcast Suppression

	802.11E
	CTS(bs)
	1
	Legacy Suppression

	802.11E
	CTS(mc)
	1
	Group Suppression

	802.11E
	RTS(mc) – {CTS(mc)}
	2
	Extended Group Suppression

	802.11
	{ RTS – CTS – } [ Frag – ACK – ] Last – ACK
	2
	Directed MSDU or MMPDU

	802.11
	PS-Poll – ACK
	2
	Deferred PS-POLL response

	802.11
	PS-Poll – [ Frag – ACK – ] Last – ACK
	3
	Immediate PS-POLL response

	802.11
	DTIM(CF) – [ <CF-Sequence> – ] { CF-End }
	2 or more
	Start of CFP

	802.11
	 [ <CF-Sequence> – ] { CF-End }
	2 or more
	Continuation of CFP after missing ACK or medium occupancy boundary 


Table 22, CF Frame Sequences

	CF Frame Sequence
	Frames in
Sequence
	Usage

	Beacon(CF)
	1
	Beacon during CFP

	Data(bc/mc)
	1
	Broadcast or multicast MSDU

	Mgmt(bc)
	1 or 2
	Broadcast MMPDU

	Mgmt(dir) – ACK
	2 or 3
	Directed MMPDU

	Data(dir)+CF-Poll{+CF-Ack} – Data(dir)+CF-Ack – {CF-Ack(no data)}
	2
	Poll and ACK sent with MPDUs

	Data(dir)+CF-Poll{+CF-Ack} – CF-Ack(no data)
	2
	Poll of STA with empty queue, insufficient time for queued MPDU, or too little time remaining before a dwell or medium occupancy boundary to send a queued frame

	CF-Poll(no data){+CF-Ack} – Data(dir) – {CF-Ack(no data)}
	2
	Separate poll, ACK sent with MPDU

	CF-Poll(no data){+CF-Ack} – Data(dir) – ACK
	3
	Polled STA sends to STA in BSS

	CF-Poll(no data){+CF-Ack} – Null(no data)
	2
	Separate poll, STA queue empty, insufficient time for queued MPDU, or too little time remaining before a dwell or medium occupancy boundary to send a queued frame

	Data(dir){+CF-Ack} – ACK
	2
	ACK if not CF-Pollable or not polled


LEGEND (For Table 21 and Table 22)

1—Items enclosed in brackets “[…]” may occur zero or more times in the sequence.

2—Items enclosed in braces “{…}” may occur zero or one time in the sequence.

3—An isolated hyphen “-” represents a SIFS interval separating the pair of frames.

4—“Data(bc/mc)” represents any frame of type Data with a broadcast or multicast address in the Address1 field.

5—“Mgmt(bc)” represents any Management type frame with a broadcast address in the DA field.

6—“RTS” represents a Control frame of subtype RTS.

7—“RTS(mc)” represents a Control frame of subtype RTS with a multicast address in TA.

8—“CTS” represents a Control frame of subtype CTS.
9—“CTS(self)” represents a Control frame of subtype CTS with the address of the sending STA in the RA field.

10—“CTS(mc)” represents a Control frame of subtype CTS with a multicast address in the RA field.

11—“CTS” represents a Control frame of subtype CTS with a broadcast address in the RA field.

12—“ACK” represents a Control frame of subtype ACK.

13—“Frag” represents an MPDU of type Data or an MMPDU of type Management with an individual address in the Address1 field that has the More Fragments field set to “1.”

14—“Last” represents an MDPU of type Data or an MMPDU of type Management with an individual address in the Address1 field that has the More Fragments field set to “0.”

LEGEND (Continued)

15—“PS-Poll” represents a Control frame of subtype PS-Poll.

16—“DTIM(CF)” represents a management frame of subtype Beacon that contains a DTIM information element with a nonzero value in the CFPDurRemaining field of its Parameter Set element.

17—“CF-End” represents a Control frame of type CF-End, or (if the final frame of the immediately preceding <CF-Sequence> was a directed data or management frame requiring acknowledgment by the AP) of type CF-End+Ack.

18—“Beacon(CF)” represents a management frame of subtype Beacon with a nonzero value in the CFPDurRemaining field of its CF Parameter Set element.

19—“Data(dir)” represents any MPDU of type Data with an individual address in the Address1 field.

20—“Mgmt(dir)” represents any MMPDU of type Management with an individual address in the Address1 field.

21—“CF-Ack(no data)” represents a data frame of subtype CF-ACK (no data).

22—“CF-Poll(no data)” represents a data frame of subtype CF-Poll (no data).

23—“Null(no data)” represents a data frame of subtype Null Function (no data).

24—“{+CF-Ack}” indicates that the frame may or may not include a contention-free acknowledgment.

25—“+CF-Ack” indicates that the frame includes a contention-free acknowledgment.

26—“+CF-Poll” indicates that the frame includes a contention-free poll.

27—<CF-Sequence> represents a sequence of one or more frames sent during a CFP. A valid <CF-Sequence> shall consist of one of the frame sequences shown in Table 22. The collection of sequences of frame exchanges corresponding to [<CF-Sequence>] may occur in any order within the CFP.

Individual frames within each of these sequences are separated by a SIFS.

9.8 MSDU transmission restrictions

9.9 Transmission Suppression

As part of virtual carrier sense, 802.11 provides mechanisms for STA to coordinate transmissions beyond the limitations of physical carrier sense (CCA).  These include the duration value in most 802.11 frames, and NAV in all STA used to track the allocation of the media.  It also includes the RTS – CTS frame sequence.  These mechanism are termed Transmission Suppression (TxSup) mechanisms, as they allow STA to suppress the transmission of other STA beyond that possible with CCA.  802.11E extends these capabilities by adding additional TxSup capabilities.  The capabilities are implemented by modifying the usage and interpretation of RTS and CTS frames.  RTS and CTS frames used to support encodings specific to 802.11E are referred to as “Enhanced’ and are sometimes referenced as ERTS and ECTS.  This clause details the specifics of these capabilities and when they may be applied by 802.11E ESTA.

9.9.1 Coexistence with Unknown or Future Protocols

One 802.11E TxSup extension concerns the ability to reserve use of the medium for an unknown or future protocol.  QoS entails the timely and reliable delivery of packets.  The 802.11 medium is often shared with other protocols that do not understand 802.11 protocol, and whose protocol is not understood by most 802.11 STA.  As such, the protocols cause interference to each other, and prevent timely & reliable (QoS) delivery.

Further, forward compatibility is an important issue.  Many of the QoS mechanisms being introduced could interact in unforeseen ways that will require future modification of the standard.  And additional QoS protocols may yet be proposed.  A key part of accommodating these issues is to provide a generic mechanism to reserve the channel for use, not just by a know sequence of messages, but by a sequence of transmissions that may not be understood or even detected.

To address these issues, an enhanced usage of the CTS frame is allowed within 802.11E where an EAP or EPC may transmit a CTS frame to itself (ECTS).  The ECTS may be transmitted using a PIFS for preferential media access.  An example application is shown in Figure 63.  All STA and ESTA that hear the ECTS will set their NAV.  Note that while the NAV is set, should an EPC choose to poll a pollable STA or ESTA, the STA or ESTA shall respond to the poll.  At the end of the indicated duration (assuming no other NAV effecting events occur) the NAV in all affected terminals will reset.  Note that while this mechanism assumes that a number of STA / ESTA are unaware of the unknown protocol, at least the EAP or EPC must be aware enough so as to properly allocate suppression times for its QBSS.
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Figure 63.  Example of Transmission Suppression for Unknown Protocol

Beacon Jitter Reduction

Another 802.11E TxSup extension concerns the reduction of jitter on critical frames, such as the PCF Beacons.  The existing 802.11 TxSup mechanisms allow suppression of transmissions for a contiguous sequence of planned traffic.  However, they do not prevent the start of transmissions before critical messages that are scheduled to begin at a specified time, such as the Beacon message.  If another transmission starts slightly before the Beacon, the Beacon message will defer till completion of the prior message, even though its transmission time become offset from TBTT.  The resulting Beacon jitter (while acceptable in 802.11 BSS) can be unacceptable in QBSS.  802.11E ESTA are required to complete any frame transmission initiated prior to the next TBTT corresponding to a PCF Beacon.  However, STA not complying with 802.11E, but participating in a QBSS need not comply with this requirement.  This may result in large amounts of jitter on the PCF Beacon, which in turn may cause unacceptable amounts of jitter for QoS traffic transmitted under the EPCF.

To deal with this, 802.11E introduces a construct to suppress transmissions from 802.11 STA operating in a QBSS.  The mechanism does not suppress transmissions from ESTA operating in the QBSS allowing more efficient use of the medium than if both ESTA and STA were suppressed.  This mechanism shall only be used by EAP or EPC operating in a QBSS.  It is illustrated in Figure 64.

To implement this mechanism an EAP or EPC transmits a CTS with RA set to the Broadcast address prior to the start of a PCF Beacon.  A CTS used in this fashion is referenced as an ECTS as shown in the figure.  The ECTS may be transmitted using a PIFS for preferential media access.  In the case shown in Figure 64, the critical transmission is a Beacon frame (B) that starts a CFP.  The Duration/ID field contains a duration value that causes STA to set their NAV for the duration remaining to the next TBTT.  As such, they would be suppressed from transmitting during this time.  ESTA implementing this mechanism ignore the value of the duration field in this message.  They shall not set their NAV, and would be free to transmit.  (EtxX in figure indicates transmissions from ESTA implementing this mechanism.)  STA and ESTA not implementing this mechanism shall set their NAV and be suppressed.  Since ESTA do not ever transmit over a TBTT starting a CFP, jitter on the Beacon can be controlled.  Note that if desired, transmission of the ECTS can be scheduled so as to permit some jitter on the Beacon.  This permits tradeoff between efficient use of the medium and Beacon jitter.  Use of this mechanism for other jitter sensitive frame transmissions is also permitted.
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Figure 64.  Example of Transmission Suppression for Jitter Reduction

Group Suppression for Overlapped BSS

802.11E adds mechanisms to detect the presence of interference between STA in different BSS.  BSS with stations that interfere with one another are called overlapping BSS, though this make no statement about the physical topology of the BSS.  One way of keeping overlapping BSS from interfering is to ensure that stations from one BSS, never transmit at the same time as stations from the overlapping BSS.  However it is likely that many of the STA in one BSS do not cause interference in the other.  Suppressing transmissions from such STA reduces efficiency on the medium.  What is really desired is to suppress transmissions from just those STA that interfere with a BSS when the interfered stations from the overlapped BSS are receiving frames addressed to them.  

IEEE Std. 802.11 does support group (multicast) addressing.  The assignment of multicast addresses is beyond the scope of 802.11 but is defined within IEEE Std. 802-1990.  Given that such mechanisms exist, advanced scheduling techniques can be used to reduce interference between BSS.  Such mechanisms are beyond the scope of 802.11.  But, to realize such scheduling, it is necessary to have the ability to silence groups of STA, while allowing other STA to operate normally.  802.11E adds a mechanism to accomplish this, which is illustrated in Figure 65.

Figure 65 illustrates communications in 2 partially overlapping BSS.  It is assumed that the BSS have coordinated with each other via other overlapped BSS control mechanisms such that predetermined times exist when BSS1 is not to interfere with BSS2 and others when BSS2 is not to interfere with BSS1.  EAP or EPC implementing this mechanism within their BSS may transmit a CTS (ECTS) to the multicast address assigned to the group that interferes with the other BSS.  As with other ECTS mechanisms, the EAP or EPC may use PIFS for preferential access to the medium.  ESTA implementing this mechanism that are not members of the multicast address shall not set their NAV for the duration indicated in the ECTS.  All other STA and ESTA receiving the CTS shall set their NAV.  Note that while not shown in this figure, ERTS could be sent by the AP to a cooperative ESTA with TA set to the multicast address to be suppressed.  The ESTA receiving and addressed by RA of the ERTS would respond with an ECTS to the multicast address of the prior RTS increasing the Tx suppression possible.

OPEN ISSUE: 802.11 requires that an ACK be sent regardless of the status of the NAV.  The same is true for Poll responses.  Should we override these requirements in this case, or let them stand.  An ACK sent by an ESTA in the overlap region could potentially interfere with another transmission from the other BSS.  Also, ESTA could be made to track the groups currently suppressed in the BSS and not transmit to suppressed ESTA.  This would be another way of avoiding the issue, but it assumes that all ESTA have access to the multicast address list and their composition.
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Figure 65.  Example of Transmission Suppression for Overlapped BSS

9.9.2 Suppression of Hidden STA

Another possible use of ECTS and ERTS with multicast addresses is for suppression of hidden ESTA.  The RTS / CTS protocol was originally added to 802.11 to increase reliability of transmission in the presence of hidden STA.  While the protocol increases robustness, it does not prevent the hidden STA from consuming time on the media with packets that are likely destined for an AP that can no longer hear the STA.  Such packets will be retried till they reach the retry limit and then dropped.  These retries also interfere with the ability of an STA to hear CTS destined for it, further increasing media inefficiency.  Also while 802.11E allows the RTS / CTS protocol to be employed during the CFP it can consume a lot of time on the media if the RTS / CTS must be sent for each data frame sent.  It would be more efficient to send an RTS / CTS sequence once that would prevent the hidden STA from transmitting at all during the CFP.

The ERTS / ECTS group addressing capabilities in 802.11E allow greater efficiency in dealing with hidden STA / ESTA.  Figure 66 provides an example of how these mechanisms may be used to suppress a hidden ESTA.  Here it is assumed that the hidden ESTA is the only member of the multicast address.  In fact, each terminal could be assigned a dedicated “multicast” address, but this is outside the domain of 802.11.  To address a hidden STA, an “empty” multicast address could be used, so that only STA receiving the ERTS / ECTS would be effected.  In Figure 66, the hidden ESTA / STA is assumed to be a member of Group A.  EAP / EPC implementing this mechanism may send an ERTS with the duration field set to any valid duration value that is convenient with TA set to Group A, and RA set to the intended Receiving ESTA (RSTA).  It is assumed that the RSTA implements the ability to respond CTS(mc) to RTS(mc).  ESTA implementing CTS(mc) shall have the ability to respond CTS(mc) to RTS(mc).  This frame sequence will result in the hidden STA/ESTA being suppressed for a period of time limited only by the largest valid duration (32.767 milliseconds).  If suppression for a longer period were required, the ERTS-ECTS frame sequence would be repeated as needed, extending the suppression time for the hidden STA/ESTA indefinitely.

OPEN ISSUE: The current 802.11E draft permits that RTS and CTS are transmitted during the CFP.  However contents of duration field for such usage must contain “32768, or may contain the transmission time calculated in the same manner as for the CP”.  A simpler mechanism to deal with hidden STA specifically for the CFP is to send an RTS at the beginning with duration set to gate the whole CFP to an ESTA (unicast address) that supports RTS/CTS during the CFP.  This terminal would then respond back to the EPC with a CTS.  This would cause all STA in the vicinity (including the hidden STA) to set their NAV for the CFP duration.  Since all STA should already have there NAV set for that period anyway, would have no effect on most STA.  Would solve hidden STA problem potentially with greater efficiency since only one RTS / CTS required.  Is this capability worth adding to 802.11E?

[image: image4.wmf]ECTS

RA=Group A

ERTS

TA=Group A

RA=RSTA

Hidden Node 

Suppressed

Hidden STA suppressed

ECTS

ERTS

Continued  

Suppression

ECTS

RA=Group A

ERTS

TA=Group A

RA=RSTA

Hidden Node 

Suppressed

Hidden STA suppressed

ECTS

ERTS

Continued  

Suppression


Figure 66.  Example of Hidden STA Suppression for Overlapped BSS

Figures from this point forward (and their references) must be renumbered based on new figures introduced. 

10 Layer management

(no changes)

10.1 Overview of management model

(no changes)

10.2 Generic management primitives

(no changes)

10.3 MLME SAP interface

(no changes)

OPEN ISSUE:  There may be updates to some of the MLME service primitives, and possible addition of new MLME primitives to support ERTS / ECTS capabilities.
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