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Abstract

This contribution contains normative text being proposed for introduction into the TGe QoS draft.  As much as possible, the proposed text works from IEEE 802.11-00/360r2 (and revs to additional clauses which are not included in 360r2 but have been made available on the 802.11 reflector) as a baseline.  It is assumed that IEEE 802.11-00/360r2 with the published revs will be released as “IEEE 802.11-00/360r3” and is referenced as such by this contribution.  Where such updated text was not available, IEEE Std. 802.11-1999 has been used as baseline text.

Note that Clauses that do not appear, or appear only in title are not changed from IEEE 802.11-00/360r3.  Modified clauses are shown using MS Word’s track changes mode (formally the modified clause would “replace” the existing clause as modifications are not allowed).  Replaced clauses are identified using editorial notes.  Editorial notes appear in bold italic Times New Roman font, informative notes appear in normal Arial font, and normative text appears in normal Times New Roman font.  Open issues are highlighted using red text in normal Arial font, and begin with "OPEN ISSUE:"
Also, this document does not yet include the entire normative text believed necessary to realize the capabilities described.  And, it is not yet formatted to support voting of the mechanisms individually.  Updates will be provided as additional text becomes available.   It is left as an exercise for the 802.11E QoS editor to incorporate any of the text that might be approved from this document into the existing QoS draft along with any approved text from other proposals so as to be consistent with one another.

The author would like to thank all those who commented on these mechanisms as first described in 01/097.  Particularly the author would like to thank Michael Fischer of CHOISE - Intersil whose insights resulted in some modification of the mechanisms originally proposed and described in 01/097.

4 Abbreviations and Acronyms

Add the following new terms:

ECF

enhanced contention free

ECTS

enhanced clear to send

ERTS

enhanced request to send

5 General Description

6 MAC service definition

7 Frame Formats

7.1 MAC Frame Formats

7.1.1 Conventions

7.1.2 General frame format

7.1.3 Frame fields

7.1.3.1 Frame control field

7.1.3.2 Duration/ID field

7.1.3.3 Address fields

Modify this clause as indicated.

There are four address fields in the MAC frame format. These fields are used to indicate the BSSID, source address, destination address, transmitting station address and receiving station address. The usage of the four address fields in each frame type is indicated by the abbreviations BSSID, DA, SA, RA, TA indicating basic service set Identifier (BSSID), Destination Address, Source Address, Receiver Address and Transmitter Address, respectively.  Certain frames may not contain some of these address fields.

Certain address field usage is specified by the relative position of the address field (1-4) within the MAC header, independent of the type of address present in that field.  For example, receiver address matching is always performed on the contents of the Address 1 field in received frames, and the receiver address of CTS and ACK frames is always obtained from the Address 2 field in the corresponding RTS frame, or from the frame being acknowledged, except where specified as otherwise.

7.1.3.4 Sequence Control field

7.1.3.5 TCID field

7.1.3.6 TCA field

7.1.3.7 Frame Body field

7.1.3.8 FCS field

7.2 Format of individual frame types

7.2.1 Control frames

7.2.1.1 Request To Send (RTS) frame format

This is a replacement for the existing clause 7.2.1.1.

The frame format for the RTS frame is as defined in Figure 16.

	octets: 2
	2
	6
	6
	4

	Frame Control
	Duration
	RA
	TA
	FCS

	Mac Header
	


Figure 16 – RTS frame

The usage and interpretation of RTS frames varies according to the version and issue of the standard that STA are compliant with.  STA not compliant with IEEE Std. 802.11E (compliant with IEEE Std. 802.11 only) employ the following usage and interpretation of the frame:

The RA of the RTS frame is the address of the STA, on the wireless medium, that is the intended immediate recipient of the pending directed data or management frame.

The TA is the address of the STA transmitting the RTS frame.

For RTS frames sent during the contention period the duration value is the time, in microseconds, required to transmit the pending data or management frame, plus one CTS frame, plus one ACK frame, plus three SIFS intervals.  If the calculated duration includes a fractional microsecond, that value is rounded up to the next higher integer.  Link rate for the corresponding ACK and CTS frames should be assumed to be the same as the RTS transmission.

RTS are not normally employed during the CFP.

The duration field of any RTS frame with a valid check sum shall be used to update the NAV in accordance with the procedures in Clause 9, even if the RA and TA are not recognized as valid.

RA and TA shall not be set to the same address.

For ESTA compliant with IEEE Std. 802.11E additional usages and interpretations are possible.  These pivot on the type of address used for RA and TA, as well as the context of transmission (CFP/CP) and are detailed in Table 4.  ESTA shall advertise their compliance with Table 4 in Association and in Probe Response frames.

	Table 4.  Enhanced Usages and Interpretations for RTS frames

	Encoding
	Std.
	RA
	TA
	Usage / Interpretation

	1
	802.11e
	Unicast1
	Unicast2
	Usage:  Is as given above for IEEE Std. 802.11.  In addition ESTA compliant with the usage of this encoding may employ RTS frames during the CFP.  In such case, the Duration field may be set to 32768, or may contain the transmission time calculated in the same manner as for the CP.

Interpretation:  Receiving STA shall set their NAV in accordance with Clause 9 of IEEE Std. 802.11. If the RTS is addressed to them they will respond CTS in accordance with Clause 9 of the IEEE Std. 802.11.  ESTA receiving RTS during the CFP may respond with CTS even if their NAV is already set as described in Row 1 of Table 5.

OPEN ISSUE: It is possible that the NAV for an ESTA is set not just because it is the CFP, but because an STA in an adjacent BSS has reserved the media (even though it is the CFP in this BSS).  Clause 9.2.5.4 suggests that some STA may be able to differentiate between the mechanisms used to set the NAV.  If so, should we allow a CFP CTS response only if the NAV is not set due to a existing message sequence (aside from the current CFP) or do we allow the CFP CTS even if the NAV is set due to events in an adjacent BSS?

	2
	802.11e
	Unicast
	Multicast
	Usage:  EAP and EPC compliant with the usage of this encoding can transmit an RTS with TA set to a Multicast address.  RA is set to the address of the intended responding STA.  The Duration field is set to a valid duration value for which the medium is reserved against use by receiving ESTA in the multicast address, and all STA.  This encoding is employed for reasons identified in Clause 9.9.  It may be used with PIFS for preferential access to the medium.  It may be used during CP or CFP.

Interpretation:  ESTA compliant with this interpretation shall not set their NAV if they are not members of the multicast address contained in TA and ignore the Duration field of the received RTS.  All receiving ESTA in the multicast address and STA shall set their NAV for the indicated duration in accordance with Clause 9 of IEEE Std. 802.11.  The ESTA addressed by TA shall respond with a CTS to the Multicast Address indicated in the TA. ESTA may chose to do this regardless of NAV being set for a CFP.  

OPEN ISSUE: Same as above.

	All other encodings based on address type (Unicast, Multicast, or Broadcast), contents of Duration/ID field, and context (CP or CFP) are reserved.  STA/ESTA receiving encodings which are interpreted as reserved or not implemented shall obey the Duration field if it contains a valid duration value and respond with CTS in accordance with Clause 9 of IEEE Std. 802.11.


NOTE 5:  The sending of RTS with an actual duration value during the CFP is used to ensure that the addressed recipient ESTA is within range and awake, and to elicit a CTS response that will set the NAV at STAs in the vicinity of the addressed recipient.  This is useful when there are nearby STAs that are members of other BSSs and are out of range to receive beacons from this BSS.  Sending an RTS during the CFP is only useful when the recipient is an ESTA, because a STA in the same BSS will have its NAV set to protect the CFP, hence unable to respond.  Using the same duration calculation during the CFP as specified for the CP is directly applicable for all cases except when the RTS is sent by the EPC, and the following frame includes a +CF-Poll.  However, even in this EPC case, the same RTS duration calculation can be used, because that duration results in a CTS duration, hence NAV setting the vicinity of the recipient, which lasts until after the beginning of the transmission in response to the +CF-Poll.  It is reasonable to assume that STAs which are able to receive the CTS and set their NAVs are also able to defer to CCA(busy) resulting from the ESTA's transmission in response to the +CF-Poll.  This avoids the complexity of having the responding ESTA determine in real time the transmit duration of a response to a +CF-Poll which has not yet been received.

7.2.1.2 Clear To Send (CTS) frame format

This is a replacement for the existing clause 7.2.1.2.

The frame format for the CTS frame is as defined in Figure 17.

	octets: 2
	2
	6
	4

	Frame Control
	Duration
	RA
	FCS

	Mac Header
	


Figure 17 – CTS frame

The usage and interpretation of CTS frames varies according to the version and issue of the standard that STA are compliant with.  STA not compliant with IEEE Std. 802.11E (compliant with IEEE Std. 802.11 only) employ the following usage and interpretation of the frame:

The RA of the CTS frame is copied from the TA field of the immediately previous RTS frame to which the CTS is a response.

For CTS frames sent during the contention period the duration value is the value obtained from the duration field of the immediately previous RTS frame, minus the time, in microseconds, required to transmit the CTS frame and a SIFS interval. If the calculated duration includes a fractional microsecond, that value is rounded up to the next higher integer.

CTS are not normally employed during the CFP

The duration field of any CTS frame with a valid check sum shall be used to update the NAV in accordance with the procedures in Clause 9, even if RA is not recognized as valid.

For ESTA compliant with IEEE Std. 802.11E additional usages and interpretations are possible.  These pivot on the type of address used for RA, as well as the context of transmission (CFP/CP) and are detailed in Table 5.  ESTA shall advertise their compliance with Table 5 in Association and in Probe Response frames.

	Table 5.  Enhanced Usages and Interpretations for CTS frames

	Encoding
	Std.
	RA
	Usage / Interpretation

	1
	802.11e
	Unicast
	Usage:  Is as given above for IEEE Std. 802.11.  In addition ESTA compliant with the usage of this encoding may employ CTS frames during the CFP in response to RTS even if their NAV is set.  In such case, the Duration field is set to 32768 if the immediately previous RTS frame had a duration value of 32768, or is calculated from the value obtained from the immediately previous RTS frame in the same manner as for the contention period if that RTS frame had a duration value less than 32768.

Interpretation:  Receiving STA without outstanding RTS shall set their NAV in accordance with Clause 9 of IEEE Std. 802.11.  STA with outstanding RTS shall interpret the medium as clear.

	2
	802.11e
	Unicast
	Usage:  Is as given above for Encoding 1 of this table.  In addition EAP or EPC compliant with the usage for this encoding may send a CTS with RA set to their own address and the Duration field set to any valid value desired so as to reserve the media for reasons identified in Clause 9.9.  When used as described in 9.9 the transmitted CTS does not require a corresponding RTS and may be used with PIFS for preferential access to the channel.

Interpretation:  Same as for Row 1 of this table except Originating EAP or EPC may chose not to set it’s NAV as described in Clause 9.9.

	3
	802.11e
	Broadcast
	Usage:  EAP or EPC compliant with the usage for this encoding may send CTS with RA is set to the Broadcast address.  The Duration field is set to a valid duration value for which the medium is to be reserved against use by receiving STA for reasons described in Clause 9.9.  This usage does not require a corresponding RTS. It may be used with PIFS for preferential access to medium.  It may be used during CP or CFP.

Interpretation:  Receiving ESTA compliant with the interpretation in this encoding do not set their NAV, and ignore the duration field.  All receiving STA and non-compliant ESTA shall set their NAV for the indicated duration.

	4
	802.11e
	Multicast
	Usage:  ESTA compliant with the usage for this encoding may send a CTS with RA set to a multicast address copied from the TA field of a received RTS addressed to them and encoded as described for Encoding 2 of Table 4.  In such case the Duration field is set for the value of the Duration field of the RTS minus a SIFS time, minus the time to transmit the CTS.  In addition, EAP and EPC compliant with the usage of this encoding may send a CTS to a multicast address with the Duration field is set to a valid duration value with out receiving a prior RTS.  The reasons for this usage are described in Clause 9.9.

Interpretation:  A receiving ESTA compliant with the interpretation of this encoding will not set its NAV and will ignore the CTS duration field if it is not a member of the multicast address contained in RA.  All receiving ESTA in the multicast address, all STA, and all non-compliant ESTA shall set their NAV for the indicated duration.

	 STA/ESTA receiving encoding considered reserved or not implemented shall obey the Duration field if it contains a valid duration value.


Tables from this point forward (and their references) must be renumbered based on new tables introduced.

7.3 Management frame body components

7.3.1 Fixed Fields

7.3.2 Information Elements

7.3.2.1 Service Set Identity (SSID) element

7.3.2.2 Supported Rates element

7.3.2.3 FH Parameter Set element

7.3.2.4 DS Parameter Set element

7.3.2.5 CF Parameter Set element

7.3.2.6 Traffic Information Map (TIM) element

7.3.2.7 IBSS Parameter Set element

7.3.2.8 Challenge Text element

7.3.2.9 Country Information element

7.3.2.10 Hopping Pattern Parameters element

7.3.2.11 Hopping Pattern Table element

7.3.2.12 Request Information element

7.3.2.13 QBSS Load element

7.3.2.14 EDCF Parameter Set element

7.3.2.15 Traffic Specification (TS) element

7.3.2.16 Error Statistics element

7.3.2.17 Listen Epoch element

7.3.2.18 Overlap CFP allocation element

7.3.2.19 Overlap BSS report element

7.3.2.20 Overlap ESTA list element

7.3.2.21 Extended Capabilities element

This is a replacement for the existing clause 7.3.2.21.

The Extended Capabilities element is present in any management frame body that includes a Capability Information field with bit 15 set to 1.  This element provides additional bits to indicate optional or configurable capabilities.  The element information field contains is a positive integer multiple of 2 octets in length, with a default length of 2 octets, as shown in Figure 42.14.

	Element ID
(35)
	Length
(2*n)
	Extended Capabilties
(2*n octets)


Figure 42.14 – Extended Parameter Set element format

The Extended Capabilities field is (at least) 2 octets in length, and contains capability information bits as defined in Figure 42.15.  Once assigned, the positions of individual capability bits within this field remain fixed.  This allows the length of this field to be extended over time without ambiguity.  The mutually available capabilities for a pair of ESTAs which use Extended Capabilities elements of different lengths are, by definition, capabilities indicated by bits starting with bit 0 of the first octet of the element information field and ending with bit 15 of the last octet pair in the shorter of the two elements.

	bits: 0
	1
	2
	3
	4
	5
	6
	7
	8
	9
	10
	11
	12
	13
	14
	15

	RTS
CFP
	RTST
MCST
	RTSR
MCST
	rsrv
(0)
	rsrv
(0)
	rsrv
(0)
	rsrv
(0)
	rsrv
(0)
	rsrv
(0)
	rsrv
(0)
	CTS
CFP
	CTS
SELF
	CTST
BCST
	CTSR
BCST
	CTST
MCST
	CTSR
MCST


Figure 42.15 – Extended Capabilities field (first 2 octets)

OPEN ISSUE: The placement above is approximate.  It is left as an exercise for the QoS Draft editor to determine how best to fold the placement of the proposed RTS/CTS capabilities subfeilds in with other extended capabilities being proposed.  Known candidates include FEC; Aggregation, RPC/APC; etc.

Each Capability Information subfield is interpreted only in the management frame subtypes for which the transmission rules are defined.

ESTA shall set the RTS CFP subfeild to 1 if they are compliant with the usage described in Encoding 1 of Table 4.  RTS CFP is set to 0 otherwise. 

EAPs and EPCs set the RTST MCST subfeild to 1 if they comply with the 802.11e usage described in Encoding 2 of Table 4.  MCST is set to 0 otherwise.

ESTA set the RTSR MCST subfeild to 1 if they are compliant with the interpretation described in Encoding 2 of Table 4.  RTSR MCST is set to 0 otherwise.

ESTAs set the RTST BCST subfeild to 1 if they can transmit an RTS with TA set to their address, and RA set to the broadcast address.  RTST BCST is set to 0 otherwise.

ESTA shall set the CTS CFP subfeild to 1 if they are compliant with the usage described in Encoding 1 of Table 5.  CTS CFP is set to 0 otherwise. 

EAP and EPC shall set the CTS SELF subfeild to 1 if they are compliant with the usage described in Encoding 2 of Table 5.  CTS SELF is set to 0 otherwise. 

EAP and EPC set the CTST BCST subfeild to 1 if they are compliant with the usage descried in Encoding 3 of Table 5 as well.  CTST BCST is set to 0 otherwise.

ESTAs set the CTSR BCST subfeild to 1 if they are compliant with the interpretation described in Encoding 3 of Table 5.  CTSR BCST is set to 0 otherwise.

ESTA set the CTST MCST subfeild to 1 if they are compliant with the usage descried for ESTA in Encoding 4 of Table 5.  EAP and EPC set the CTST MCST subfeild to 1 if they are compliant with the usage descried for EAP and EPC in Encoding 4 of Table 5.  CTST MCST is set to 0 otherwise.

ESTAs set the CTSR MCST subfeild to 1 if they are compliant with the interpretation described in Encoding 4 of Table 5.  CTSR MCST is set to 0 otherwise.

7.4 QoS Management Actions

7.5 MAC-Level FEC and FEC Frame Formats

7.6 Frame Usage Guidelines

8 Authentication and privacy

9 MAC sublayer functional description

OPEN ISSUE: To be provided in a subsequent revision of this document.

10 Layer management

(no changes)

10.1 Overview of management model

(no changes)

10.2 Generic management primitives

(no changes)

10.3 MLME SAP interface

(no changes)

OPEN ISSUE:  There may be updates to some of the MLME service primitives, and possible addition of new MLME primitives to support ERTS / ECTS capabilities.
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