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Abstract

This document includs proposed baseline text for MAC-Level FEC and FEC Frame Formats. The difference from this document compared to r2 is that the encoding scheme is described properly as a truncated version of the (255,239) Reed Solomon Code The frame format presented in 121r1 is identical.
 7.5 MAC-Level FEC and FEC Frame Formats

MAC-LayerFEC is an option to support low error rate frame transfer.  It is used in parameterized QoS (Level 3).  The following conditions apply to the use of MAC Level FEC:

· The MAC FEC operation  is contingent on the assumption that error correction  is expected to take longer than a SIFS time. As such, all FEC frames must be sent with an acknowledgment policy that does not include immediate acknowledgment. 

·   A valid FCS must result on an error corrected frame in order to forward the corrected MSDU to higher layers. When the FCS check is failed the MAC does not send up errored MSDUs to higher layers.   
· The maximum MPDU that may be conveyed in  non-fragmented FEC frames is 2080 octets,.  However, if fragmentation is used, then larger MSDU sizes can be accommodated. 

· Any encryption that may be performed is done prior to FEC encoding.

· MAC layer FEC is performed on a given traffic category. The MAC  MLME, based on requests for parameterized QoS, instantiates the use of MAC-Level FEC. STAs announce their FEC capability via bit 11 of the Capability Information Field (7.3.1.4 and Figure 27).  Activation of FEC for  a subset of streams to/from an FEC-capable ESTA  is accomplished  by  using  bit 4, of the Traffic Specification Element. (7.3.2.15 & figure42.8), via a management frame.
· The  AID, and the TCID are sufficient to indicate that the MPDU is FEC encoded.  The AID, identifies that the ESTA  is FEC capable, and the TCID indicates that a particular stream from the station is FEC encoded.  ESTAs that are not capable of FEC decoding will still be able to read the MPDU, since the code is a systematic code, and, via management frames, the receiving station is made aware of the flow’s encoding.    A non-FEC capable ESTA can therefore interpret the MAC header, and FCS, and discard frames based on an erroneous FCS result.  A non-FEC ESTA will ignore the parity check fields in the FEC frame.  A legacy station will not be able to interpret FEC fields, and therefore FEC encoding shall not be used to send frames to legacy STAs.

· The format of MAC-Level FEC MPDU’s is given  in Figure XXX.  The MAC Layer FEC uses a (224,208) Reed-Solomon code for decoding the MSDU’s, which are broken up into 208 octet blocks.  The code is capable of correcting up to 8 octet errors. The MAC header is encoded via a (48,32) Reed Solomon code, which is a shortened version of the (224, 208) code, and therefore 16 octets of parity are included.   For QoS data frames of types ToDS/From DS not equal to ’11,’,  (i.e., for QoS data frames that do not utilize an Address 4 field)  in order to facilitate decoding and separation of the header from the frame body, a 6 octet field of zeros is  used between the Sequence Control field and the TCID field.  The security header integrity vector (if present) and frame body, as well as the FCS are all encoded within the frame body.  The presence of the Frame Control field of the corrected MAC header can be used to determine whether the security field  is the first 4 or 32 octets of the frame body  This allows non-FEC capable ESTAs  to recognize the header and FCS.  The frame body is encoded in 208 octet blocks.    If the unencoded frame body is not an in integral multiple of  208 octets (i.e m < 208), then the last MSDU portion of the frame body is encoded with (208-m) zeros being (vurtual) padded at the beginning of the last FEC-block. , with 16 octets of parity. The ICV, in the last block,  is coded as part of the frame body. Also, in order for non-FEC capable ESTAs to perform parity check, the FCS is done on the entire MPDU, parity check bits included.  However,  in the last  field  of the frame body (prior to FEC parity check), denoted “MSDUN  + ICV + ‘FEC FCS’” in the figure, the last 4 octets in that field denote the FCS of the fields of the frame body that are not  the parity check octets, and not the FCS block (the last 4 octets of the MPDU). .  In this way, error correction can be performed, and a  FCS can be done on the error corrected  MSDU’s,  to determine whether to forward the error corrected frame up to the SAP.  Both the FEC FCS and the MPDU FCS are  computed as in section  7.1.3.6.
·  The RS  encoding and decoding on the header is done  as follows.  The received header is treated as though it were the first 32 octets of a 208 octet field (the remaining octets are assumed to be zeros; they are not transmitted).  This  208 octet sequence  is encoded with (224, 208 ) Reed-Solomon code, and decoded appropriately. 
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All the FEC computations are based on the polynomial operations in GF(2) and GF(256). In addition, the GF(256) is generated by a polynomial f(x) in GF(2).  The polynomial f(x)  for the GF(256)  is:

f(x) = x8 + x4 + x3 + x2 + 1 

Each code (a code space with collection of all code words) contains a unique nonzero code word of smallest degree polynomial with the coefficient of highest degree equals to 1. This polynomial is called generator polynomial. All code words can be constructed using generator polynomial for the  Reed-Solomon code:
2t                           2t

g(x) =  ( (x - (i) =  (  g j * xj
  i=1                        j= 0

t =  the number of correctable errors

n = the size of code block

( = roots of g(x) on GF(256)

The generator polynomials coefficiencts are given by the following, with the am as primitive roots of f(x):

g15 : a121
g14  : a106
g13  : a110
g12  : a113
g11  : a107
g10  : a167
g9 : a83
g8  : a11
g7  : a100
g6  : a201
g5  : a158
g4 : a181
g3  : a195
g2  : a208
g1  : a240
g0  : a136
The decimal values of the roots of g(x) are given in Table Y. 
Table Y.  Roots of Reed-Solomon Polynomial g(x)

	Primitive Roots am represented as a[m]
	 Decimal  Value

	a[121]

	118

	a[106]

	52

	a[110]
	103

	a[113]

	31

	a[107]

	104

	a[167]

	126

	a[ 83]

	187

	a[ 11]

	232

	a[100]
	17

	a[201]

	56

	a[158]
 
	183

	a[181]

	49

	a[195]

	100

	a[208]

	81

	a[240]

	44

	a[136]
	79


To obtain the parity check octets, the message block is represented as a polynomial c(x) over GF(256), with the leftmost octet corresponding to the lowest order coefficient.  The highest order coefficients, the first 31 octets of FEC-block(or in the case of the header, first 223 octets)    are set to zero.   The 16 parity check octests are the coefficients of the  remainder polynomial b(x), formed by dividing x16c(x) by the generator polynomial g(x). 
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