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Abstract

This document contains the insertions, deletions, and modifications to the text in TGe draft D0.1 to incorporate the proposed Hybrid Coordination Function (HCF).

Editorial notes appear in bold italic Times New Roman font, informative notes appear in normal Arial font, and normative text appears in normal Times New Roman font.  Open issues are are highlighted using pink text in italic Arial font, and begin with the words "OPEN ISSUE:
Insertions into and deletions from paragraphs or tables which appear in TGe draft D0.1 are shown in underlined red and blue strikethru, respectively.  Completely new material appears in normal Times New Roman font, preceded by an editorial note which identifies where the inserted material is to be placed.

WARNING: MS Word sometimes displays this document with constant numbering (all 0s or all 1s) for every clause and subclause.  If this happens, proper numbering can be temporarily restored by reapplying the "Heading 1" style to the heading for clause 1 at the top of the next page. It is generally not necessary to modify the style definition in order to restore proper numbering.

1 Overview

(no changes)

2 Normative References

(no changes)

3 Definitions

Below are new and modified definitions, numbered sequentially until merged into clause 3

3.1 contention free burst (CFB)transfer
A technique for reducing MAC layer wireless medium (WM) access overhead and susceptibility to collisions, in which a single station may transfers a plurality of sequential MPDUs during a single transmission opportunity (TXOP), retaining control of the WM by using inter-frame spaces sufficiently short that the entire burst appears to be a single instance of WM activity to contending stations. Burst transfers may increase the aggregate data throughput within a given basic service area (BSA), but may also cause an increase of latency and/or latency variation (jitter) for all traffic being transferred within the same BSA.

3.2 contention free period (CFP)

A time period during operation of  a basic service set (BSS) when a point coordination function (PCF) or hybrid coordination function (HCF) is used, and transmission opportunities (TXOPs) are assigned to stations by  a point coordinator (PC) or hybrid coordinator (HC), allowing frame exchanges to occur without inter-station contention for the wireless medium (WM).

3.3 contention period (CP)

A time period during operation of  a basic service set (BSS) when a distributed coordination function (DCF) or hybrid coordination function (HCF) is used, and transmission opportunities (TXOPs) are either generated locally as stations with pending transfers contend for the WM using a collision sense multiple access algorithm with collision avoidance (CSMA/CA), or are assigned to stations by a hybrid coordinator (HC).

3.4 controlledcentralized contention

A contention-based multiple access scheme that may be used by enhanced stations (ESTAs) at QoS level 2 or level 3 to request transmission opportunities (TXOPs) from the enhanced pointhybrid coordinator (HCEPC) without incurring the overhead of periodic polling nor the highly variable delays of DCF-based contention in a busy QBSS. Each instance of controlledcentralized contention occurs solely among a subset of ESTAs that need to send reservation requests which meet criteria defined by the HC, and takes place during a controlledcentralized contention interval (CCI) whose starting time and duration are selected by the HCEPC.

3.5 coordination function

The logical function which determines when a station operating within a Basic Service Set is permitted to transmit and may be able to receive PDUs via the wireless medium. The CF within a BSS may have one PCF or HCF and will have one DCF.

3.6 enhanced access point (EAP)

An access point (AP) that implements the access point functionality required for the optional QoS facilitycontains an IEEE 802.11E conformant medium access control (MAC) sublayer.  An EAP can differentiate among at least 8 traffic categories within the traffic to/from each associated ESTA, provides at least 4 transmit queues for differing priorities or other categories of QoS traffic, and supports the enhanced distributed coordination function (EDCF) and hybrid coordination function, and may include an enhanced point coordinator (EPC).

3.7 enhanced point hybrid coordinator (EPC)

A point coordinator (PC), defined in IEEE 802.11E, that provides prioritized QoS, and may provide parameterized QoS, during the contention free period (CFP) of each superframe.  An EPC is typically collocated with an EAP.

3.8 enhanced point coordination function (EPCF)

An upward-compatible version of the PCF, defined in IEEE 802.11E, which includes mechanisms that improve the efficiency of contention free frame exchanges and facilitate the provision of prioritized and parameterized QoS.

3.9 fragmentation

The process of partitioning a MAC service data unit (MSDU) or MAC management protocol data unit (MMPDU) into a sequence of smaller MAC protocol data units (MPDUs) prior to transmission in order to increase the probability of successful transfer across the WM and/or in order to use available TXOP duration limits efficiently in cases where the remaining TXOP duration is shorter than the time required to transmit the entire pending MSDU. The process of recombining a set of fragment MPDUs into an MSDU or MMPDU is known as defragmentation.

3.10 hybrid coordination function (HCF)

A coordination function that combines aspects of the {enhanced} distributed coordination function and the point coordination function to provide the selective handling of MSDUs required for the optional QoS facility in a manner that is upward compatible from both DCF and PCF, and which uses a uniform set of frame exchange sequences during both the CP and the CFP.

3.11 hybrid coordinator (HC)

A point coordinator, defined as part of the optional QoS facility, that implements the frame exchange sequences and MSDU handling rules defined by the hybrid coordination function, operating during both the CP and CFP. The HC performs bandwidth management including allocating TXOPs to ESTAs and the initiating controlled contention intervals for the sending of reservation requests by ESTAs. An HC is typically collocated with an EAP.

3.12 parameterized QoS

QoS support, optional under IEEE 802.11E, for selective handling of up to 8 traffic categories per direction per bilaterial wireless link.  The handling of MSDUs may vary based on the values of various parameters in the traffic specification for the particular traffic category, link and direction.  Each traffic specification may include quantitative objectives for, or limits on, traffic attributes such as MSDU sizes and arrival rates, traffic characteristics such as constant vs. variable data rate, maximum delivery delay, maximum delay variance (jitter), etc.  The MAC sublayer provides selective handling of MSDUs in a manner which attempts to honor the various traffic specifications.  However, parameter values in traffic specifications are objectives, not guarantees, and it may be impossible, or may become imposible, for the MAC sublayer to provide the requested bandwidth and/or service quality, even in cases where the requested bandwidth had been indicated as being available and/or the requested service quality has previously been provided.

3.13 prioritized QoS

QoS support, required under IEEE 802.11E, for selective handling of up to 8 traffic categories per QBSS.  The handling of MSDUs belonging to different traffic categories may vary solely on the basis of relative priority, as indicated by the value of the "priority" parameter provided with each MSDU at the medium access control service access point (MAC SAP).  By default, priority 7 is treated as the highest priority,  and priority 1 is treated as the lowest priority, with priority 0, which is used for best effort traffic, ranked between priority 2 and priority 3.  These defaults match the recommended default mapping in IEEE 802.1D-1998, Annex H.2.

3.14 QoS level

One of the four, strictly nested conformance levels defined by IEEE 802.11E.  Level 0 provides no QoS, level 1 provides prioritized QoS under EDCF and basic CF-Pollable ESTA functionality under EPCF, level 2 provides prioritized QoS under EDCF and EPCF, and level 3 provides prioritized QoS under EDCF and parameterized QoS under EPCF.

3.15 QoS facility

The set of enhanced functions, formats, frame exchange sequences and managed objects to support the selective handling of up to 8 traffic categories per direction per bilaterial wireless link. The handling of MSDUs belonging to different traffic categories may vary based on the relative priority indicated for that MSDU, as well as the values of other parameters that may be provided by an external management entity in a traffic specification for the particular traffic category, link and direction.

The priority value is provided with each MSDU at the medium access control service access point (MAC SAP). By default, priority 7 is the highest priority and priority 1 is the lowest priority, with priority 0, which is used for best effort traffic, ranked between priority 2 and priority 3. These defaults match the recommended priority mapping in IEEE Std 802.1D-1998, Annex H.2. 

3.16 traffic specification (TSPEC)

A traffic specification may include quantitative objectives for, or limits on, traffic attributes such as MSDU sizes and arrival rates, traffic characteristics such as constant vs. variable data rate, maximum delivery delay, maximum delay variance (jitter), etc. and/or handling modalies such as acknowledgement policy. The MAC sublayer provides selective handling of MSDUs in a manner which attempts to honor the applicablevarious traffic specifications. However, parameter values in traffic specifications are objectives, not guarantees, and it may be impossible, or may become imposible, for the MAC sublayer to provide the requested bandwidth and/or service quality, even in cases where the requested bandwidth had been indicated as being available and/or the requested service quality has previously been provided

3.17 transmission opportunity (TXOP)

An interval of time when a particular enhanced station (ESTA) has the right to initiate transmissions onto the wireless medium (WM), defined by a starting time and a maximum duration. During the contention period (CP), each TXOP begins either when the medium is determined to be available under the {E}DCF rules or when the ESTA receives a QoS (+)CF-Poll from the HC.  The duration of an {E}DCF TXOP during theCP is limited by a QBSS-wide TXOP limit distributed in beacon frames, while the duration of a polled TXOP is specified in the frame header that includes the QoS (+)CF-Poll function. the maximum MPDU length << at what data rate? >> and/or << TBD mechanism >>. During the contention free period (CFP), the starting time and maximum duration of each TXOP is  specified by  the HEPC, using the QoS {+}CF-Poll function of data type frames, or CF-Multipoll or CF-Schedule control frames.  Within the limits of each TXOP, decisions regarding what to transmit are made locally by the MAC entity at the ESTA.

4 Abbreviations and Acronyms

Add the new terms and make the modifications to existing terms shown below:

CFB

contention free burst

HC

hybrid coordinator

HCF

hybrid coordination function

RHPC

remote hybridpoint coordinator

QC

QoS control

5 General Description

5.1 Architecture General Description

(no changes)

5.2 Architecture Components

(no changes)

5.3 Logical Service Interfaces

(no changes)

5.4 Overview of the Services

(no changes)

5.4.1 Distribution of Messages Within a DS

5.4.1.1 Distribution

Modify the final paragraph as follows:

While IEEE 802.11 does not specify DS implementations, it does recognize and support the use of the WM as the DSM.  This is specifically supported by the IEEE 802.11 frame formats. (Refer to Clause 7 for details.)  IEEE 802.11E also defines a remote hybridpoint coordinator (RHPC) capability that allows dynamic activation of a subsidiary QBSS, linked to the primary QBSS by a wireless distribution system, to when necessary to extend the spatial coverage of a QBSS.

5.4.1.2 Integration 

(no changes)

Add the following new clause:

5.4.1.3 QoS Traffic Scheduling

QoS traffic scheduling provides intra-QBSS QoS transfers under an enhanced distributed coordination function (EDCF), as well as an enhanced point hybrid coordination function (EPHCF) if an enhanced point coordinator (EPC) is active in the QBSS.  At each transmission opportunity (TXOP), as determined by the active coordination function, a traffic scheduling entity at the ESTA or EAP selects a frame for transmission, from the set of frames at the heads of a plurality of traffic queues, based on requested MSDU priority, when operating at a QoS level that provides optional prioritized QoS; and/or based on parameter values in the traffic specification for the requested traffic category, when operating at a QoS level that provides optional parameterized QoS.  Additional information is available in clauses 9 and 19.

5.4.2 Services Which Support the Distribution Service

(no changes)

5.4.3 Access and Confidentiality Control Services

(no changes)

5.5 Relationships Between Services

Make the following changes to the definition of class 3 frames:

c) Class 3 frames (if and only if associated; allowed only from within State 3):

a) Data frames

i)
Data subtypes: Data frames allowed.  That is, the "To DS" and/or "From DS" FC bits may be set to true to utilize DSSs.

ii)
QoS data subtypes allowed to/from ESTA when associated with EAP.

b) Management frames

i)
Deauthentication: Deauthentication notification when in State 3 implies disassociation as well, changing the STA's state from 3 to 1.  The station shall become authenticated again prior to another association.

ii)
{generic} Management Action

iii)
Container

c) Control frames

i)
PS-Poll

ii)
Reservation Request

iii)
Delayed Ack

iv)
Contention Control (CC)

v)
CC + CF-Ack

vi)
CF-Multipoll

vii)
CF-Multipoll + CF-Ack

viii)
CF-Schedule

5.6 Differences Between ESS and Independent BSS LANs

(no changes)

5.7 Message Information Contents That Support the Services

(no changes)

5.8 Reference Model

(no changes)

6 MAC service definition

This is a clause 6 update for HCF starting from the clause 6 text in 802.11-1999.  The reason is that clause 6 in D0.1 is written as a replacement for the existing clause 6, but this is not allowed because TGe is operating under a PAR to extend the existing standard.  Accordingly, all updates by TGe must either modifiy specific existing text at the word, sentence, or paragraph level, or add new clauses, subclauses, or annexes.  Because it will be necessary for TGe to restate the QoS-related changes to the MAC service definition as an update to the existing clause 6 text, independent of whether the HCF proposal is accepted, the changes below are already stated in appropriate form.

6.1 Overview of MAC services

6.1.1 Asynchronous data service

Modify the existing paragraph as follows:

This service provides peer LLC entities with the ability to exchange MAC service data units (MSDUs). To support this service, the local MAC uses the underlying PHY-level services to transport an MSDU to a peer MAC entity, where it will be delivered to the peer LLC. Such asynchronous MSDU transport is performed on a best-effort connectionless basis. By default, MSDU transport is on a best effort basis, however, the optional QoS facility allows a requested priority or traffic category to be communicated through the MAC SAP on a per-MSDU basis. There are no guarantees that the submitted MSDU will be delivered successfully. Broadcast and multicast transport is part of the asynchronous data service provided by the MAC.  Due to the characteristics of the WM, broadcast and multicast MSDUs may experience a lower quality of service, especially with regard to loss rate, compared to that of unicast MSDUs. All STAs will support the asynchronous data service, but only ESTAs differentiate their MSDU delivery according to the requested priority or traffic category of individual MSDUs. Because operation of certain functions of the MAC may cause reordering of some MSDUs, as discussed in more detail below, there are two service classes within the asynchronous data service. By selecting the desired service class, each LLC entity initiating the transfer of MSDUs is able to control whether MAC entities are or are not allowed to reorder those MSDUs.

Add the following new paragraph to the end of clause 6.1.1:

If the MAC layer entity and its association in a BSS support the optional QoS facility, the MAC will endeavor to deliver MSDUs belonging to traffic categories with higher priority in preference to other MSDUs belonging to traffic categories with lower priority that may be queued for delivery throughout the BSS. If a traffic specification has been provided for a traffic category, via the MAC layer management entity, the MAC will endeavor to deliver MSDUs belonging to that traffic category in accordance with the QoS parameter values contained in the traffic specification. In a QBSS with some ESTAs, which support the optional QoS facility, and some STAs, which do not, the STA MSDU delivery corresponds to ESTA delivery of MSDUs belonging to a traffic category with a priority of best effort.

6.1.2 Security service

(no changes)

6.1.3 MSDU ordering

Modify the first paragraph of 6.1.3 as follows:

The services provided by the MAC sublayer permit, and may in certain cases require, the reordering of MSDUs. The MAC does not intentionally reorder MSDUs except as may be necessary either to improve the likelihood of successful delivery based on the current operational ("power management") mode of the designated recipient station(s), or to meet the requested priority or traffic category parameter values of individual MSDUs. The sole effect of this reordering (if any), for the set of MSDUs received at the MAC service interface of any single station, is a change in the delivery order of broadcast and multicast MSDUs, relative to unicastdirected MSDUs, and the reordering of unicast MSDUs belonging to different traffic categories, originating from a single source station address. There is no reordering of unicast MSDUs belonging to the same traffic category. If a higher-layer protocol using the asynchronous data service cannot tolerate this possible reordering, the optional StrictlyOrdered service class should be used. MSDUs transferred between any pair of stations using the StrictlyOrdered service class are not subject to the relative reordering that is possible when the ReorderableMulticast service class is used. However, the desire to receive MSDUs sent using the StrictlyOrdered service class at a station precludes simultaneous use of the MAC power management facilities at that station, as well as the use of the optional QoS facility.

NOTE 1: The Reorderable service class is a renaming of the ReorderableMulticast service class defined in IEEE Std 802.11-1999. Reorderable service class in this standard is exactly equivalent to the ReorderableMulticast service class in IEEE Std 802.11-1999.  This name change is intended both to reduce confusion about the meaning of "ReorderableMulticast" (The term pertains to the reordering of multicast frames relative to unicast frames, not to the reordering of multicast frames relative to other multicast frames.), and to reflect the fact that the optional QoS facility requires unicast ordering to be maintained only within individual traffic categories, while explicitly allowing the reordering of unicast MSDUs belonging to different traffic categories.

6.2 Detailed service specification

6.2.1 MAC data services

(no changes)

6.2.1.1 MA-UNITDATA.request

6.2.1.1.1 Function

(no changes)

6.2.1.1.2 Semantics of the service primitive

Modify the final 3 paragraphs as follows:

The data parameter specifies the MSDU to be transmitted by the MAC sublayer entity. For IEEE 802.11, the length of the MSDU must be less than or equal to 2304 octets. When using certain optional facilities, including the QoS facility, the maximum length of multicast MSDUs, and of unicast MSDUs that are not subject to mandatory fragmentation, is less than 2304 octets. The particular optional facilities and applicable maximum MSDU lengths are defined in clause 7.1.
The priority parameter specifies the priority or traffic category desired for the data unit transfer. IEEE 802.11 allows two values that are supported at all STAs: Contention or ContentionFree, and eight additional values that are supported only at ESTAs which implement the optional QoS facility: the integers between and including 0 and 7.
The service class parameter specifies the service class desired for the data unit transfer. IEEE 802.11 allows two values: ReorderableMulticast or StrictlyOrdered.

6.2.1.1.3 When generated

(no changes)

6.2.1.1.4 Effect of receipt

Modify the existing paragraph as follows:

On receipt of this primitive the MAC sublayer entity determines whether the request can be fulfilled according to the requested parameters. A request that cannot be fulfilled according to the requested parameters is discarded and this action is indicated to the LLC sublayer entity using an MA-UNITDATA-STATUS.indication primitive which describes the reason that the MAC was unable to fulfill the request. If the request can be fulfilled according to the requested parameters, The receipt of this primitive causes the MAC sublayer entity to appends all MAC specified fields, including DA, SA, and all fields that are unique to 802.11, and passes the properly formatted frame to the lower layers for transfer to peer MAC sublayer entity or entities, and indicates this action to the LLC sublayer entity using an MA-UNITDATA-STATUS.indication primitive with transmission status set to "Successful."  If the request can be fulfilled according to the requested parameters, 
6.2.1.2 MA-UNITDATA.indication

6.2.1.2.1 Function

(no changes)

6.2.1.2.2 Semantics of the service primitive


Modify the final 3 paragraphs as follows:

The reception status parameter indicates the success or failure of the received frame for those frames that IEEE 802.11 reports via a MA-UNITDATA.indication. This MAC only reports "success" when because all failures of reception are discarded without generating MA-UNITDATA.indication.

The priority parameter specifies the receive processing priority or traffic category that was used for the data unit transfer. IEEE 802.11 allows two values that are supported at all STAs: Contention or ContentionFree, and eight additional values that are supported only at ESTAs which implement the optional QoS facility: the integers between and including 0 and 7.
The service class parameter specifies the receive service class that was used for the data unit transfer. IEEE 802.11 allows two values: ReorderableMulticast or StrictlyOrdered.

6.2.1.2.3 When generated

Modify the existing paragraph as follows:

The MA-UNITDATA.indication primitive is passed from the MAC sublayer entity to the LLC sublayer entity or entities to indicate the arrival of an MSDUframe at the local MAC sublayer entity. FrameMSDUs are reported only when complete (e.g. after defragmentation if received in fragments), and only if the received data frame(s) they are validly formatted at the MAC sublayer, received without (uncorrectable) error, received with valid (or null) WEP encryption or enhanced security properties according to the security policy at the local MAC sublayer entity, and their destination address designates the local MAC sublayer entity.

6.2.1.2.4 Effect of receipt

(no changes)

6.2.1.3 MA-UNITDATA-STATUS.indication

6.2.1.3.1 Function

(no changes)

6.2.1.3.2 Semantics of the service primitive


Modify the final 3 regular paragraphs, including the indented list, as follows:

The transmission status parameter iswill be used to pass status information back to the local requesting LLC sublayer entity. IEEE 802.11 specifies the following values for transmission status:

j) Successful;

b)
Undeliverable (for unacknowledged directed MSDUs when the aShortRetryMax or aLongRetryMax retry limit would otherwise be exceeded) [no longer used, listed because this status may be returned by MAC entities conformant IEEE Std 802.11-1999, see NOTE 2];

c)
Excessive data length;

d)
Non-null source routing;

e)
Unsupported priority (for priorities other than Contention or ContentionFree at an STA; or for priorities other than Contention, ContentionFree or an integer between and including 0 and 7 at an ESTA);

f) Unsupported service class (for service classes other than ReorderableMulticast or StrictlyOrdered);

g) Unavailable priority (for ContentionFree when no point coordinator is available, in which case the MSDU is transmitted with, a and the provided priority parameter value is set to, of Contention; or for an integer between and including 1 and 7 at an ESTA which is not associated in a QBSS, in which case the MSDU is transmitted with, and the provided priority parameter value is set to, 0 to indicate best effort priority);

h) Unavailable service class (for StrictlyOrdered service when the station's power management mode is other than "active" or when the station is associated in a QBSS as a QoS-capable ESTA);

i) Undeliverable (TransmitMSDUTimer reached aMaxTransmitMSDULifetime before successful delivery)
[no longer used, listed because this status may be returned by MAC entities conformant IEEE Std IEEE Std 802.11-1999, see NOTE 2];

j) Undeliverable (no BSS available);

k) Undeliverable (the STA MAC sublayer entity cannot encrypt with a null key, or the ESTA MAC sublayer entity does not have the required credentials or other security data to transmit the frame).

In all cases where delivery of the MSDU is attempted, the transmission status parameter returned by the MAC sublayer entity is either (a) or (g). In all cases where no MSDU delivery attempt can be made, the transmission status parameter returned by the MAC sublayer entity is one of (c), (d), (e), (f), (h), (j) or (k).

NOTE2: Transmission status (b) and (i) are never returned by implementations conformant to the present standard. Transmission status (b) and (i) are listed for completeness, since they were defined in IEEE Std 802.11-1999, but are not likely ever to be returned. It is not possible to determine the occurrence of either of these two cases of an MSDU delivery attempt being abandoned (due to excessive retries for status (b) or due to exceeding the limit on transmit lifetime for status (i)) from local state available within the MAC sublayer entity at the time the MA-UNITDATA.request is received from LLC. Because all MAC data service provided within IEEE Std 802.11 is connectionless, return of transmission status (b) or (i) is incompatible with the semantics of the MA-UNITDATA-STATUS.indication primitive. Implementers are advised that the existence of transmission status (b) and (i) should not be interpreted as a requirement that conformant implementations be able to return these status values, and are directed to the absence of any reference to this clause in Annex A.4 of IEEE Std 802.11-1999.

The provided priority parameter specifies the priority that was used for the associated data unit transfer (Contention, or ContentionFree or an integer between and including 0 and 7).

The provided service class parameter specifies the class of service used for the associated data unit transfer (ReorderableMulticast or StrictlyOrdered).

6.2.1.3.3 When generated

(no changes)

6.2.1.3.4 Effect of receipt

(no changes)

7 Frame Formats

(no changes)

7.1 MAC Frame Formats

(no changes)

7.1.1 Conventions

(no changes)

7.1.2 General frame format

(no changes)

7.1.3 Frame fields

7.1.3.1 Frame control field

(no changes)

7.1.3.1.1 Protocol Version field

(no changes)

7.1.3.1.2 Type and Subtype fields

Change the contents of clause 7.1.3.1.2 as shown:

The Type field is two bits in length and the Subtype field four bits in length. The Type and Subtype fields together identify the function of the frame.  There are three frame types: control, data and management.  Each of the frame types have several defined subtypes.  Table 1 defines the valid combinations of type and subtype.

Table 1 - Valid type and subtype combinations
(numeric values in Table 1 are shown in binary)

	Type Value
b3 b2
	Type Description
	Subtype Value
b7 b6 b5 b4
	Subtype Description

	00
	Management
	0000
	Association request

	00
	Management
	0001
	Association response

	00
	Management
	0010
	Reassociation request

	00
	Management
	0011
	Reassociation response

	00
	Management
	0100
	Probe request

	00
	Management
	0101
	Probe response

	00
	Management
	0110-0111
	     Reserved

	00
	Management
	1000
	Beacon

	00
	Management
	1001
	ATIM

	00
	Management
	1010
	Disassociation

	00
	Management
	1011
	Authentication

	00
	Management
	1100
	Deauthentication

	00
	Management
	1101
	{generic} Action

	00
	Management
	1110
	     Reserved

	00
	Management
	1111
	Container

	01
	Control
	0000-0001
	     Reserved

	01
	Control
	0010
	     Reserved Contention-Free Schedule

	01
	Control
	0011
	     Reserved

	01
	Control
	0100
	Reservation Request (RR)

	01
	Control
	0101
	Delayed Acknowledgement (DlyAck) 

	01
	Control
	0110
	Contention Control (CC)

	01
	Control
	0111
	     ReservedCC + CF-Ack

	01
	Control
	1000
	Contention-Free Multipoll (CF-Multipoll)

	01
	Control
	1001
	     ReservedCF-MultiPoll + CF-Ack

	01
	Control
	1010
	Power Save Poll (PS-Poll)

	01
	Control
	1011
	Request To Send (RTS)

	01
	Control
	1100
	Clear To Send (CTS)

	01
	Control
	1101
	Acknowledgement (ACK)

	01
	Control
	1110
	Contention-Free End (CF-End)

	01
	Control
	1111
	CF-End + CF-Ack

	10
	Data
	0000
	Data

	10
	Data
	0001
	Data + CF-Ack

	10
	Data
	0010
	Data + CF-Poll

	10
	Data
	0011
	Data + CF-Ack + CF-Poll

	10
	Data
	0100
	Null (no data)

	10
	Data
	0101
	CF-Ack (no data)

	10
	Data
	0110
	CF-Poll (no data)

	10
	Data
	0111
	CF-Ack + CF-Poll (no data)

	10
	Data
	1000
	QoS Data

	10
	Data
	1001
	QoS Data + CF-Ack

	10
	Data
	1010
	QoS Data + CF-Poll

	10
	Data
	1011
	QoS Data + CF-Ack + CF-Poll

	10
	Data
	1100
	QoS Null (no data)

	10
	Data
	1101
	QoS CF-Ack (no data)

	10
	Data
	1110
	QoS CF-Poll (no data)

	10
	Data
	1111
	QoS CF-Ack + CF-Poll (no data)

	11
	Reserved
	0000-1111
	     Reserved


NOTE 2: Decoding the subtypes of data type frames can take advantage of the fact that each subtype field bit position is used to indicate a specific modification of the basic data frame (subtype 0). Frame control bit 4 is set to 1 in data subtypes which include +CF-Ack, bit 5 is set to 1 in data subtypes which include +CF-Poll, bit 6 is set to 1 in data subtypes that contain no {MSDU} data, and bit 7 is set to 1 in the "QoS data" subtypes, which have TCID fields in their MAC headers.

7.1.3.1.3 To DS field

(no changes)

7.1.3.1.4 From DS field

(no changes)

7.1.3.1.5 More Fragments field

(no changes)

7.1.3.1.6 Retry field

(no changes)

7.1.3.1.7 Power Management field

(no changes)

7.1.3.1.8 More Data field

Add the following new pagagraph immediately after the 2nd paragraph in clause 7.1.3.1.8:

The More Data field shall be set to 1 in directed QoS data type frames and management frames of subtype Container transmitted by an ESTA associated in a QBSS when the ESTA has at least one additional buffered MSDU belonging to the same traffic category that is ready for transmission.

7.1.3.1.9 WEP field

(no changes)

7.1.3.1.10 Order field

(no changes)

7.1.3.2 Duration/ID field

Change the contents of clause 7.1.3.2 as shown:

The Duration/ID field is 16 bits in length. The contents of the this field vary with frame type, superframe period, and QoS capabilities of the sending station:

a)
In control type frames of subtype Power Save (PS)-Poll the Duration/ID field carries the association identity (AID) of the station that transmitted the frame in the 11 least-significant bits (lsb), with the 2 most-significant bits (msb) both set to 1, and the 3 intermediate bits set to 0. The value of the AID is in the range 1-2007.

b)
In all other frames sent during the contention period, including frames within CF-Bursts, the Duration/ID field carries a duration value, calculated as specified in << ## duration calc in clause 9 for {E}DCF and ### in clause {9 or 20} for HCF >>, or a value of zero, as defined for each frame type and subtype in 7.2. A duration is the preferred content of the Duration/ID field in all frames sent by the HC and ESTAs during the contention free period in a QBSS, although these frames may also use the fixed value as specified in (c).

c)
In frames transmitted by the PC and STAs during the contention free period the Duration/ID field is set to a fixed value of 32768 (msb set to 1 and the 15 lsb set to 0) for transmission and ignored on reception. This value may be used by the HC and ESTAs during the contention free period, but implemeners are encouraged to use a duration value in such frames, as specified in (b).

d)
In QoS data type frames transmitted by the EPC during the contention-free period in a QBSS the Duration/ID field carries an msb set to 1, a 2-bit Ack policy field in bits 13-12, a 1-bit Override field in bit 11, a 10-bit TXOP limit field in bits 9-0, and all other bits set to 0.

e)
In QoS data type frames transmitted by ESTAs other than the EPC during the contention-free period in a QBSS the Duration/ID field carries an msb set to 1, a 2-bit Ack policy field in bits 13-12 a 1-bit Non-final field in bit 11, a 10-bit traffic category (TC) size field in bits 9-0, and all other bits set to 0.

f)
In control type frames of subtype CC and CC+CF-Ack the Duration/ID field carries an msb set to 1, a 3-bit Priority limit field in bits 13-11, a 10-bit CCI length field in bits 9-0, and all other bits set to 0.

g)
In control type frames of subtype Reservation Request (RR) the Duration/ID field carries an msb set to 1,  a 10-bit traffic category (TC) size field in bits 9-0, and all other bits set to 0.

Whenever the contents of a received Duration/ID field in any frame with a valid FCS, treated as an unsigned integer, in frames of any type and subtype other than PS-Poll, and without regard for address values or frame type, are less than 32768, the duration value is used to update the network allocation vector (NAV) according to the procedures defined in clause << ## NAV update in clause 9 >>.

Whenever the contents of a received Duration/ID field, treated as an unsigned integer, in frames of any type and subtype other than PS-Poll, are greater than 32768, the contents are interpreted as appropriate for the frame type and subtype, or ignored if the receiving MAC entity does not have a defined interpretation for that type and subtype.

The encoding of the Duration/ID field is given in Table 3.

EDITORIAL REMARK:  The basis for table 3 had reverted to the version which appears in 802.11-1999. Many of the new QoS-specific fields shown in table 3 of TGe D0.1 have moved to the QoS control field specified in 7.1.3.5.

Table 3 - Duration/ID field encoding

	Bit 15
	Bit 14
	Bits 13-0
	Usage

	0
	0 - 32767
	Duration value (units of microseconds) that shall be used within all frames, other than PS-Poll frames, transmitted during the CP, and may be used under HCF for frames transmitted during the CFP 

	1
	0
	0
	Fixed value, that shall be used under PCF and may be used under HCF, within frames transmitted during the CFP 

	1
	0
	1 - 16383
	Reserved

	1
	1
	0
	Reserved

	1
	1
	1-2007
	AID in PS-Poll frames

	1
	1
	2008 - 16383
	Reserved


	Bit 15
	Bit 14
	Bit 13
	Bit 12
	Bit 11
	Bit 10
	Bits
9-0
	Usage

	0
	Duration (0-32767)
	All non-PS-Poll frames sent during CP

	1
	0
	0
	All control, data, and management frames sent during CFP in non-QBSSs or by non-ESTAs in a QBSS

	1
	0
	Ack policy
	Over-
ride
	Rsrv
(0)
	TXOP limit
	QoS data type frames sent by the EPC during CFP in a QBSS

	1
	0
	Ack policy
	Non-final
	Rsrv
(0)
	Reserved
(0)
	Management frames sent by ESTAs or the EPC during CFP in a QBSS.

	1
	0
	Ack policy
	Non-
final
	Rsrv
(0)
	TC size
	QoS data type frames sent by ESTAs during CFP in a QBSS

	1
	0
	Priority limit
	Rsrv
(0)
	CCI length
	CC and CC+CF-Ack frames

	1
	0
	Reserved (0)
	Rsrv
(0)
	TC size
	RR frames

	1
	1
	0
	Reserved

	1
	1
	0
	0
	0
	AID (1-2007)
	PS-Poll frames (only sent during CP)

	1
	1
	2008-16383
	Reserved


7.1.3.2.1 Ack policy field

Moved to 7.1.3.5.2.

Delete clause 7.1.3.2.2:

7.1.3.2.2 Override

The Override field is one bit in length allows the EPC to override a previously allocated TXOP by specifying a new start time and limit.  If Override is set to 1 in a QoS data type frame subtype that includes CF-Poll, and the addressed ESTA has at least one pending TXOP, as may have been defined by a previous CF-Multipoll or CF-Schedule control frame, the TXOP specified by this (+)CF-Poll function replaces the pending TXOP with the earliest start time.  If the addressed ESTA has no pending TXOPs, the setting of the Override bit has no effect.  The override function always applies to exactly one TXOP; hence, if the overridden TXOP is an instance of a scheduled TXOP, successive instances of that TXOP occur during subsequent superframes as originally scheduled.

7.1.3.2.3 Non-final field

Moved to 7.1.3.5.3.

7.1.3.2.4 TXOP limit field

Moved to 7.1.3.5.4.

7.1.3.2.5 TC size field

Moved to 7.1.3.5.5.

Delete clause 7.1.3.2.6:

7.1.3.2.6 Priority limit field

The Priority limit field is a 3-bit field that specifies the lowest priority level at which an ESTA is permitted to contend in the contention interval following this CC(+CF-Ack) frame.  Only ESTAs seeking a TXOP in which to send at least one MPDU with a TCID having a priority greater than or equal to the Priority limit value are allowed to transmit during the CCI.  The population of contending ESTAs may be further reduced due to the operation of the Permission probability field, as defined in 7.2.1.10.

7.1.3.2.7 CCI length field

Moved to 7.2.1.10.

7.1.3.3 Address fields

(no changes)

7.1.3.3.1 Address Representation

(no changes)

7.1.3.3.2 Address Designation

(no changes)

7.1.3.3.3 BSSID field

Change the contents of clause 7.1.3.3.3 as shown:

The BSSID field is a 48-bit field of the same format as an IEEE 802 MAC address. This field uniquely identifies each BSS. The value of this field, in an infrastructure BSS, is the MAC address currently in use by the STA in the AP of the BSS. The value of this field, in a QBSS, is the address of the STA at which the MLME-START.request that started the QBSS was executed. The BSSID remains unchanged for the life of a QBSS, even if the EAP and EPCHC functions are transferred to an alternate station.

The value of this field in an IBSS is a locally administered IEEE MAC address formed from a 46 bit random number generated according to the procedure defined in 11.1.3. The individual/group bit of the address is set to 0. The universal/local bit of the address is set to 1. This mechanism is used to provide a high probability of selecting an unique BSSID.

The value of all 1's is used to indicate the broadcast BSSID. A broadcast BSSID may only be used in the BSSID field of management frames of subtype probe request.

7.1.3.3.4 Destination Address (DA) field

(no changes)

7.1.3.3.5 Source Address (SA) field

(no changes)

7.1.3.3.6 Receiver Address (RA) field

(no changes)

7.1.3.3.7 Transmitter Address (TA) field

(no changes)

7.1.3.4 Sequence Control field

(no changes)

7.1.3.5 QoS ControlTCID field

Change the contents of clause 7.1.3.5 as shown:

The QoS ControlTCID field is 16-bit field that identifies the traffic category to which the frame belongs and various other QoS-related information about the frame that varies by frame type.  The QoS ControlTCID field is located immediately after the MAC header in QoS data type frames, management frames of subtype Container and in control type frames of subtype RR, and at various locations in certain other frame subtypes. The layout of the subfields in the TCID field is identical to the Tag Control Information (TCI) field specified in IEEE 802.1q-1998.  The TCID field comprised ofincludes 53 subfields, described below and illustrated in Figure 14.5.

0-11
VID (reserved)
The VID subfield is reserved for future use.  The VID field is set to 0 upon
transmission and is ignored upon reception.

12
CFI
The CFI subfield is always transmitted as 0 and is ignored upon
reception.  Neither source routing information nor embedded non-canonical
format MAC addresses are supported by IEEE 802.11.

13-15
Priority
The Priority subfield identifes the traffic category to which this frame belongs.
In TCID fields of QoS data type frames, the Priority field contains the value of the
priority parameter from the corresponding MA-UNITDATA.request primitive.
When used in conjunction with prioritized QoS, the value in the Priority field is
the relative delivery priority of the MSDU.  When used in conjunction with
parameterized QoS, the Priority value specifies 1 of the 8 traffic specifications
available for the present link. 

	bits 0
	1
	2
	3
	4
	5
	6
	7
	8
	9
	10
	11
	12
	13
	14
	15

	VID
(reserved)
	CFI
(0)
	Priority
(0-7)


	Bits 0-9
	Bit 10
	Bit 11
	Bits 12-14
	Bit 15
	Usage

	TXOP limit, units of 16 microseconds
(used if frame subtype includes CF-poll)
	Non-final
	No Ack
	TCID
	rsrv
	QoS data, QoS null and Container frames sent by the HC

	TC queue size, units of 128 octets
	Non-final
	No Ack
	TCID
	rsrv
	QoS data (non-null) and Container frames sent by WSTAs

	TS =0: TXOP duration requested, 
units of 16 microseconds

TS =1: TC queue size, units of 128 octets
	Non-final
	No Ack
	TCID
	TS
	QoS null frames sent by WSTAs

	TS =0: TXOP duration requested, 
units of 16 microseconds

TS =1: TC queue size, units of 128 octets
	rsrv
	rsrv
	TCID
	TS
	RR frames


Figure 14.5 – QoS ControlTCID field

NOTE 4: The presence ofuse of TCI format for the TCID field allows an 802.11E LAN to functionsend priority-tagged frames, thereby appearing as a LAN that is "able to signal the user priority" as this phrase is used in IEEE 802.1D and IEEE 802.1Q.  The restriction that the CFI field be set to zero is intended to preclude support within the 802.11(E) MAC for source routing information and embedded non-canonical format MAC adresses.  No restriction regarding potential future usage is implied by the name of the VID field, nor its "reserved" status.  The specified format provides a direct means to implement an end station that transmits VLAN-tagged frames; however, because an IEEE 802.11 integration services entity, at an access point or portal, must always exist between the WM and any other LAN medium, other uses of the VID field do not necessarily preclude the transfer of VLAN-tagged frames from and to an IEEE 802.11E LAN.
Add the following sub-clause below 7.1.3.5:

7.1.3.5.1 TCID field

The TCID field identifes the traffic category to which this frame belongs. The TCID field contains the value of the priority parameter from the MA-UNITDATA.request primitive that provided the MSDU to which the QoS control field applies.

The following subclause is the first portion of the text moved from 7.1.3.2.1. The remainder of the original subclause was moved to 7.3.2.15.

7.1.3.5.2 No Ack policy field

The No Ack policy field is one2 bits in length, and is set to 1 in frames transmitted by ESTAs in a QBSS if the frame being sent is normally followed by an acknowledgement from the recipient and the sending ESTA does not want the recipient to send an acknowledgement to this frame. The No Ack field is set to 0 in all other frames.  ESTAs receiving a frame with the No Ack field set to 1 shall not initiate any transmission after a SIFS period, even if such a transmission would otherwise be required according to the applicable frame exchange sequence. In cases where a QoS control field is transmitted with both the No Ack and Non-final bits set to 1 the sending ESTA shall initiate its next transmission a SIFS period after the end of the current frame. If a QoS data type frame or management frame of subtype Container is fragmented, the NoAck field shall be set to the same value in each fragment.

NOTE 5: Both the name and function of the No Ack field pertain to the non-occurrence of transmission of an acknowledgement starting a SIFS period after the frame being acknowledged, which is the only aspect of "acknowledgement policy" which needs to be indicated explicitly in the frames which traverse the WM. Frames with No Ack set to 1 may be used for MSDUs which do not require acknowledgement because they will not be retransmitted, even if the transmission attempt is unsuccessful; as well as for frames which do require acknowledgement, but for which the acknowledgement will be sent separately using a DlyAck frame. The use of delayed acknowledgements in such cases must be prearranged between the transmitting and receiving ESTAs, typically on a per-traffic category basis.

The following subclause was moved from 7.1.3.2.3:

7.1.3.5.3 Non-final field

The Non-final field is one bit in length and is set to 1 in QoS data type frames and management frames transmitted by ESTAs during the CFP in a QBSS if that ESTA intends to to transmit another QoS data or management type frame during the same TXOP. The Non-final field is set to 0 in the sole or final QoS data or management type frame transmitted by an ESTA during each TXOP, as well as in any frame with a QoS data subtype that includes CF-Poll transmitted by the HC, as well as in any management type frame sent by the EPC. The Non-final field is ignored in received MPDUs or MMPDUs with the More Fragments frame control field set to 1.

The following subclause was moved from 7.1.3.2.4:

7.1.3.5.4 TXOP limit field

The TXOP limit field is a 10-bit field that specifies the time limit on a TXOP initiated by a (+)CF-Poll from an HCEPC in a QBSS. In QoS data type frames with subtypes that include CF-Poll, the addressed ESTA has a TXOP that begins a SIFS period after this frame and lasts no longer than the number of 168-microsecond periods specified by the TXOP limit value. The range of time values is 168 to 163688184 microseconds. A TXOP limit of 0 is used for TXOPs without a specified temporal extent, including all (+)CF-Polls to non-QoS STAs. Any ESTA receiving a (+)CF-Poll with TXOP limit =0 shall obey the rules for non-polled TXOPs under HCF, specified in << cf-poll{E}DCF TXOP usage rules, currently 9.3.3.4 >>.  In QoS control fields of data type frames transmitted by an HC with subtypes that do not include CF-Poll the TXOP limit field is set to 0 upon transmission and ignored upon reception. The TXOP limit field is also ignored in received MPDUs or MMPDUs with the More Fragments frame control field set to 1.

The following subclause was moved from 7.1.3.2.5:

7.1.3.5.5 TC queue size field

The TC queue size field is a 10-bit field that indicates the amount of buffered traffic for a given traffic category at the ESTA sending this frame. The TC queue size field is present in all QoS data type frames, and management frames of subtype container and control frames of subtype RR, sent by during the CFP by ESTAs in a QBSS, sent by WSTAs associated in a QBSS. The TC queue size field is also present in QoS null frames and control frames of subtype RR sent by these stations with the TS bit (bit 15) of the QoS control field set to 1. The TC queue size value is either the ceiling of the total size (in units of 128 octets) of all MSDUs buffered at the ESTA which belong to the traffic category indicated by the TCID field of this frame. or, in the case of frames of subtype QoS Null, the ceiling of the size of the buffered MPDU at the head of the transmit queue for the indicated traffic category.  In either case, the actual size in octets is rounded up to the next higher size unit in the appropriate one of the following 4 size ranges:

a) TC size values in the range 1-255 specify the size in units of 128 octets, providing a range of 128-32,640 octets (1,024-261,120 bits).

b) TC size values in the range 256-511 specify the size in units of 1024 octets, with a TC size offset of -255, providing a range of 1,024-262,144 octets (8,192-2,097,152 bits).

c) TC size values in the range 512-767 specify the size in units of 8,192 octets, with a TC size offset of -511, providing a range of 8,192-2,097,152 octets (65,536-16,777,216 bits).

d) TC size values in the range 768-1,023 specify the size in units of 65,536 octets, with a TC size offset of -767, providing a range of 65,536-16,777,216 octets (524,288-134,217,728 bits).

A TC size value of 0 is used solely to indicate the absence of any buffered traffic for the specified traffic category.  A TC size value of 1022 is used for all sizes greater than 130688 octets.  A TC size value of 1023  in QoS data type frames is used to indicate an unspecified or unknown size. If a QoS data type frame or management frame of subtype Container is fragmented, the TC queue size value may remain constant in all fragments even if the amount of queued traffic changes before all fragments have been transmitted.
Add the following clause after 7.1.3.5.5:

7.1.3.5.6 TXOP duration requested field

The TXOP duration requested field is a 10-bit field that indicates the duration, in units of 16 microseconds, which the sending station desires for its next TXOP.  The TXOP duration requested field is present in QoS null frames and control frames of subtype RR sent WSTAs associated a QBSS with the TS bit (bit 15) of the QoS control field set to 0. A TXOP duration requested field may only be used when the duration value is greater than zero. A value of zero in the TXOP duration requested field is reserved, and shall not be transmitted by ESTAs conformant to this standard. 

7.1.3.6 TCA field

Change the contents of clause 7.1.3.6 as shown:

The TCA field is 16-bit field that  contains a TCIDpriority value, which identifies a traffic category; and an association identifier (AID) value, which identifies an ESTA in the QBSS. The TCA field includes 2 subfields, described below and illustrated in Figure 14.6.

0-10
AID
The AID subfield contains the association identifier assigned to the ESTA by
the EAP at the time of its most recent (re)association with the present QBSS.

11, 15-12
Reserved
These two bits are reserved for future use.  They are set to 0 upon transmission
and ignored upon reception.

12-1413-15
TCIDpriority
The TCIDpriority subfield identifes the traffic category to which the present frame
belongs.  For a detailed description of the TCIDpriority subfield, see 7.1.3.5.1. 

	bits 0
	1
	2
	3
	4
	5
	6
	7
	8
	9
	10
	11
	12
	13
	14
	15

	AID
(1-2007)
	rsvd
(0)
	TCIDPriority
(0-7)
	rsvd
(0)


Figure 14.6 – TCA field

7.1.3.7 Frame Body field

(no changes)

7.1.3.8 FCS field

(no changes)

7.2 Format of individual frame types

7.2.1 Control frames

(no changes)

7.2.1.1  Request To Send (RTS) frame format

Change the final body paragraph and Note at the end of clause 7.2.1.1 as shown:

For all RTS frames sent during the contention period the duration value is the time, in microseconds, required to transmit the pending data or management frame, plus one CTS frame, plus one ACK frame, plus three SIFS intervals. If the calculated duration includes a fractional microsecond, that value is rounded up to the next higher integer. For RTS frames sent to ESTAs during the contention-free period (CFP) the Duration/ID field may be set to 32768, or may contain the transmission time calculated frame in the same manner as for the contention period.
NOTE 6:  The sending of RTS with an actual duration value during the CFP is used to ensure that the addressed recipient ESTA is within range and awake, and to elicit a CTS response that will set the NAV at STAs in the vicinity of the addressed recipient. This is useful when there are nearby STAs that are members of other BSSs and are out of range to receive beacons from this BSS. Sending an RTS during the CFP is only useful when the recipient is an ESTA, because a STA in the same BSS will have its NAV set to protect the CFP, hence unable to respond. Using the same duration calculation during the CFP as specified for the CP is directly applicable for all cases except when the RTS is sent by the EPC, and the following frame includes a +CF-Poll. However, even in this EPC case, the same RTS duration calculation can be used, because that duration results in a CTS duration, hence NAV setting the vicinity of the recipient, which lasts until after the beginning of the transmission in response to the +CF-Poll. It is reasonable to assume that STAs which are able to receive the CTS and set their NAVs are also able to defer to CCA(busy) resulting from the ESTA's transmission in response to the +CF-Poll. This avoids the complexity of having the responding ESTA determine in real time the transmit duration of a response to a +CF-Poll which has not yet been received.

7.2.1.2 Clear To Send (CTS)  frame format

Change the final paragraph of clause 7.2.1.2 as shown:

For all CTS frames sent during the contention period the duration value is the value obtained from the duration field of the immediately previous RTS frame, minus the time, in microseconds, required to transmit the CTS frame and its SIFS interval. If the calculated duration includes a fractional microsecond, that value is rounded up to the next higher integer. For CTS frames sent during the contention-free period (CFP) the Duration/ID field is set to 32768 if the immediately previous RTS frame had a duration value of 32768, or is calculated from the value obtained from the immediately previous RTS frame in the same manner as for the contention period if that RTS frame had a duration value less than 32768.
7.2.1.3 Acknowledgement (ACK) frame format

Change the final paragraph of clause 7.2.1.3 as shown:

For ACK frames sent by STAs during the contention period, if the More Fragments bit was set to 0 in the Frame Control field of the immediately previous directed data or management frame, the duration value is set to 0. If the More Fragments bit was set to 1 in the Frame Control field of the immediately previous directed data or management frame, as well as for all ACK frames sent by ESTAs associated in a QBSS, the duration value is the value obtained from the duration field of the immediately previous data or management frame, minus the time, in microseconds, required to transmit the ACK frame and its SIFS interval. If the calculated duration includes a fractional microsecond, that value is rounded up to the next higher integer. For ACK frame sent during the contention-free period (CFP) under PCF the Duration/ID field is set to 32768.

7.2.1.4 Power Save Poll (PS-Poll) frame format

(no changes)

7.2.1.5 CF-End frame format

(no changes)

7.2.1.6 CF-End + CF-Ack frame format

Change the contents of clause 7.2.1.6 as shown:

The frame format for the Contention-Free End with acknowledge (CF-End + CF-Ack) frame is identical to the Contention-Free End frame defined in 7.2.1.5. An HC shall not use CF-End+CF-Ack to acknowledge a frame received from an ESTA.

7.2.1.7 Contention-Free Multipoll (CF-Multipoll)

(no changes)

OPEN ISSUE:  The CF-Multipoll needs either to be updated for compatibility with HCF TXOP limit encoding and NAV usage, or to be removed from the MAC specification. No functionality is at risk in this decision because CF-Multipoll is an optimization that can reduce MAC overhead, but is functionally equivalent to a sequence of (+)CF-Polls interspersed with the transmissions within the TXOPs granted by those (+)CF-Polls. This submission does not include the update for CF-Multipoll because it is unclear whether this overhead reduction is sufficient to justify the need to support an additional frame format and for defining the handling of a variety of error cases that are unique to CF-Multipoll (such as utilization of the time between a TXOP which ends early due to destination non-response and the start of the next sequential TXOP defined in the CF-Multipoll).

Delete clause 7.2.1.8:

7.2.1.8 CF-Multipoll + CF-Ack

The frame format of the Contention-Free Multipoll plus acknowledge (CF-Multipoll + CF-Ack) frame is identical to Contention-Free Multipoll, defined in 7.2.1.7.

NOTE:  CF-Multipoll+CF-Ack is removed because ESTAs are not required to recognize the +CF-Ack function in frames other than unicasts to their own MAC address.

7.2.1.9 Delayed Acknowledgement (DlyAck) frame format

Make changes in clause 7.2.1.9 to Figure 21.3 and the text below this figure as shown.

	octets: 2
	2
	6
	6
	2
	64*RecordCount
	4

	Frame Control
	Duration /ID
(0)
	RA
	TA
	Record Count
(1-255)
	Ack Record (64 octets)
	FCS

	
	
	
	
	
	TC-seq
(2 octets)
	TC-bitmap
(2 octets)
	

	MAC Header
	


Figure 21.3 – DlyAck frame

The Record Count field is set to the number of Ack Records in this frame.  Valid values are in the range 1-255.  Values greater than 255 are reserved.  Each Ack Record is 64 octets in length and contains 32 fields, as defined below:

a) TCIDTC-seq
Identifies the traffic category of the MSDU(s) being acknowledged by this record in the high-order 4 bits using the format for TCID in 7.1.3.4.1, and the sequence number of the MSDU reported in bit 0 of the TC-bitmap field in the low-order 12 bits. There may be more than one Ack Record with the same TCID in a given DlyAck frame if more than 16 MSDUs from that traffic category require acknowledgement and/or negative acknowledgement.  In such cases the records for a given TC are ordered by ascending sequence numberTC-seq value. The format of the TCID field is defined in 7.1.3.5.
b) TC-seq
Contains the sequence number of the MSDU reported in bit 0 of the TC-bitmap field.

c) TC-bitmap
A a 2-octet field in which each bit indicates the reception status of an MSDU within the specified traffic category.  TC-bitmap bit 0 indicates the reception status of the MSDU with the sequence number contained

7.2.1.10 Contention Control (CC) frame format

Change the contents of clause 7.2.1.10 as shown:

The frame format of the Contention Control (CC) frame is defined in Figure 21.4.

	octets: 2
	2
	6
	1
	1
	1
	1
	1
	1
	2*FbCount
	4

	Frame
Control
	Dur/ID

	BSSID
	Priority
Mask
	PP
	CCOP
Duration
	CCI
Length
	rsrv
(0)
	Feed-back
Count
	Feedback
TCA
(2 octets)
	FCS

	MAC Header
	


Figure 21.4 – CC frame

The BSSID is defined in 7.1.3.3.3. For CC frames that initiate controlled contention, the Duration field contains the time in microseconds for the CCI, plus two PIFS intervals. For CC frames used exclusively to provide feedback the Duration field contains zero/ID field carries the Priority Limit and CCI Length subfields as shown for CC frames in 7.1.3.2.

The Priority Mask field is a single octet which specifies the priority levels for which requests may be transmitted in the CCI which follows this CC frame. Bits 0 through 7 of this octet are set to 1 to enable requests from priority values 0 through 7, respectively. Requests at priority levels corresponding bits set to 0 in the Priority Mask are not permitted during the CCI. For CC frames used exclusively to provide feedback the Priority Mask value is 0.

The Permission Probability (PP) field specifies a probability with which contending ESTAs are permitted to send RR frames in the CCI which follows this CC frame. The PP field is set to the unsigned integer value obtained by multiplying the desired permission probability by 255 and rounding to the nearest integer.

The CCOP Duration field is a single octet that specifies the duration of each CCOP in the CCI that follows this CC frame. This duration is the number of microseconds to send an RR frame at the same data rate, coding and preamble options as used to send the CC frame, plus one SIFS period. If the calculated duration includes a fractional microsecond the value is rounded up to the next higher integer.

The following paragraph was moved from 7.1.3.2.7:

The CCI length field is a single octet10-bit field that specifies the number of CCOPs in the CCI that follows thise CC or CC+CF-Ack control frame in which the CCI length field appears.  The duration of each CCOP in the CCI is the time required to send an RR frame plus a SIFS period, using the same data rate and the same PHY preamble and coding options as were used to send the CC or CC+CF-Ack frame in which the CCI length field appears.  A CCI length value of 0 is used in CC(+CF-Ack) frames thatused exclusively to provide feedback on previously received RR frames, butand do not initiate a new CCI.

The Feedback Count field is set to the number of Feedback TCAs in this CC frame. Valid values are in the range 0-255. Each Feedback TCA is 2 octets in length and contains the TCA (in the format shown in 7.1.3.6) from an RR frame that was successfully received by the EPHC since the last transmission of a CC frame.

The Duration/ID field is set to two PIFS intervals plus the length of the CCI (CCOP Duration multiplied by CCI Length).

Delete clause 7.2.1.11:

7.2.1.11 CC + CF-Ack frame format

The frame format of the Contention Control plus acknowledgement (CC + CF-Ack) frame is identical to the Contention Control frame defined in 7.2.1.10.

NOTE:  CCl+CF-Ack is removed because ESTAs are not required to recognize the +CF-Ack function in frames other than unicasts to their own MAC address.

7.2.1.12 Reservation Request (RR) frame format

Change the contents of clause 7.2.1.12 as shown:

The frame format of the Reservation Request (RR) frame is defined in Figure 21.6.

	octets: 2
	2
	6
	2
	2
	4

	Frame Control
	Dur/ID
	BSSID
	QoS Control
	AID
	FCS

	MAC Header
	


Figure 21.6 – RR frame

The BSSID is defined in 7.1.3.3.3.  The TA is the address of the STA transmitting the frame.  The Duration/ID field is set to 0carries the TC Size subfield as shown for RR frames in 7.1.3.2. The QoS Control field contains the TCID for which the request is being made, along with the requested TXOP duration or queue size, as specified for RR frames in 7.1.3.5. The AIDTCA field carries the AID of the station sending the request, and the priority of the TC for which new or additional TXOPs are being requested.  The format of the TCA field is defined in 7.1.3.6.
Delete clause 7.2.1.13:

7.2.1.13 Contention-Free Schedule (CF-Schedule) frame format

The frame format of the Contention-Free Schedule (CF-Schedule) frame is defined in Figure 21.7.

	octets: 2
	2
	6
	1
	1
	8*RecordCount
	4

	Frame Control
	Dur/ID
(32768)
	BSSID
	Activation
Delay
	Record Count
	Schedule Record (8 octets)
	FCS

	
	
	
	
	
	AID
(2 octets)
	TXOP
Start
(2 octets)
	TXOP
Limit
(2 octets)
	TXOP
Lifetime
(2 octets)
	

	MAC Header
	


Figure 21.7 – CF-Schedule frame

The BSSID is defined in 7.1.3.3.3.  The Duration/ID value is set to 32768.

The Activation Delay field defines the basis for interpreting the Schedule Records in this CF-Schedule frame. When the Activation Delay is set to 0 the Schedule Records define scheduled TXOPs that occur at the specified times, relative to TBTT in the current superframe and all subsequent superframes until expiration of their respective TXOP Lifetimes or the next transmission of a CF-Schedule frame with Activation Count set to 0.  When the Activation Delay is set to a value greater than 0 the Schedule Records define scheduled TXOPs that will become effective the specified number of superframes after the present superframe.  A given CF-Schedule frame will ordinarily be repeated in successive superframes, with its Activation Delay value decremented by 1 for each superframe until the Activation Delay reaches 0, after which no further CF-Schedule transmissions occur until a change to the scheduled TXOPs is necessary.

The Record Count field is set to the number of Schedule Records in this CF-Schedule frame.  Valid values are in the range 0-255, with the value of 0 used to cancel all scheduled TXOPs in the QBSS.

Each Schedule Record is 8 octets in length and defines a single TXOP.  Schedule Records contain 4 fields, as defined below.

· AID
Contains the AID of the ESTA that is receiving a TXOP from this schedule record.  The ESTA receiving the TXOP is not constrained to send traffic from any particular traffic category, and follows TXOP usage rules defined in << ## EPCF definition, clause 9>>.

· TXOP start
Contains an unsigned integer that specifies the nominal starting time, relative to TBTT, of this TXOP in units of 8 microseconds.

· TXOP limit
Contains an unsigned integer that specifies the maximum length of this TXOP in units of 8 microseconds.

· TXOP lifetime
Contains an unsigned integer that specifies the maximum number of sequential superframes during which the ESTA may use this scheduled TXOP in the absence of a subsequent CF-Schedule frame with the same BSSID.  Any subsequent CF-Schedule frame either reschedules or cancels all previous scheduled TXOPs, overriding any unexpired TXOP lifetime that may remain for those TXOPs.

NOTE: CF-Schedule is removed because predefined TXOP starting times that remain static across multple superframes cannot be part of a uniform set of frame exchange sequences that can be used during both the CP and CFP. Further discussion of these issues appears in document 00/448.

7.2.2 Data frames

Change the 2nd paragraph and Figure 22B in clause 7.2.2 as shown:

Data frames with subtypes 8-15 are used for IEEE 802.11E QoS transfers, and use the format defined in Figure 22B.  These subtypes are collectively referred to as QoS data type frames.  Each of these data subtypes contain "QoS" in their names, and this frame format, distinguished by the presence of a TCIDQoS Control field in the MAC header.

	octets: 2
	2
	6
	6
	6
	2
	6 or 0
	2
	0-2310
	4

	Frame Control
	Dur/ID
	Address
1
	Address
2
	Address
3
	Seq
Ctrl
	Address
4
	TCID QoS Control
	Frame Body
	FCS

	MAC Header
	
	


Figure 22B – QoS Data Frame

Change the 11th, 12th and 13th paragraphs of clause 7.2.2 (8th-10th paragraphs below Table 4) as shown:

The QoS Control fieldTCID is defined in 7.1.3.5.

The frame body consists of the MSDU or a fragment thereof, and a WEP IV and ICV (if and only if the WEP subfield in the frame control field is set to 1). The frame body is omittednull (0 octets in length) in Data frames of subtype Null (no data), CF-Ack (no data), CF-Poll (no data) and CF-Ack+CF-Poll (no data) as well as the corresponding four QoS Data frame subtypes.

Within all data type frames sent by (non-enhanced) STAs during the contention-free period under PCF, the Duration/ID field is set to the value 32768. Within all data type frames sent by ESTAs during the contention-free period in a QBSS the Duration/ID field is set as specified in << ## duration calc for HCF in 9 or 20 >>7.1.3.2. Within all data type frames sent during the contention period under DCF, the Duration/ID field is set according to the following rules:

7.2.3 Management frames

Change the 8th and 9th paragraphs in clause 7.2.3 as shown:

Within all management type frames sent by STAs during the contention-free period under PCF, the Duration field is set to the value 32768.  Within all management type frames sent by ESTAs during the contention-free period,inin a QBSS the Duration/ID field is set as specified in << ## duration calc for HCF in 9 or 20 >>7.1.3.2.

Within all management type frames sent during the contention period under DCF, the Duration field is set according to the following rules:

7.2.3.1 Beacon and Proxy Beacon frame format

Change Table 5 in clause 7.2.3.1 as shown:

Table 5 - Beacon frame body

	UsageStd
	Order
	Information
	Note

	Always present 802.11
required
	1
	Timestamp
	

	
	2
	Beacon interval
	

	
	3
	Capability information
	

	
	4
	SSID
	

	
	5
	Supported rates
	

	Present if required by PHY type, BSS type, or an active point coordinator 802.11
(see notes)
	6
	FH Parameter Set
	The FH Parameter Set information element is present within Beacon frames generated by STAs using frequency hopping PHYs.

	
	7
	DS Parameter Set
	The DS Parameter Set information element is present within Beacon frames generated by STAs using direct sequence PHYs.

	
	8
	CF Parameter Set
	The CF Parameter Set information element is present within Beacon frames generated by APs with an active PC or by EAPs with an active EPC.

	
	9
	IBSS Parameter Set
	The IBSS Parameter Set information element is only present within Beacon frames generated by STAs in an IBSS.

	
	10
	TIM
	The TIM information element is only present within Beacon frames generated by APs or EAPs.

	Multiple regulatory domains 802.11d
	11
	Country Information
	<< placeholder for 802.11d >>

	
	12
	Hopping Parameters
	<< placeholder for 802.11d >>

	
	13
	Hopping Pattern Table
	<< placeholder for 802.11d >>

	802.11e Required QBSS
	14
	QBSS Load
	The QBSS Load information element is only present within Beacon frames generated by EAPs.

	
	15
	QoS Parameter Set EDCF Feedback
	The QoS Parameter SetEDCF Feedback information element is only present within Beacon frames generated by EAPs.

	QBSS that has invoked BSS overlap mitigation procedure 802.11e
(see notes)
	16
	Overlap CFP Allocation
	The Overlap CFP allocation information element is only present within Beacon frames generated by EAPs that have invoked the BSS overlap mitigation procedure (see <## clause 9, overlap>).

	
	17
	Overlap BSS Report
	The Overlap BSS report information element is only present within Beacon frames generated by EAPs that have invoked the BSS overlap mitigation procedure (see <## clause 9, overlap>).

	
	18
	Overlap ESTA List
	The Overlap VS list information element is only present within Beacon frames generated by EAPs that have invoked the BSS overlap mitigation procedure (see <## clause 9, overlap>).

	
	19
	Extended Capabilties
	The Extended Capabilities information element is only present within Beacon frames sent by EAPs with Capability Information bit 15 =1.


7.2.3.2 IBSS Announcement Traffic Indication Message (ATIM) frame format

(no changes)

7.2.3.3 Disassociation frame format

(no changes)

7.2.3.4 Association Request frame format

Change the contents of clause 7.2.3.4 as shown:

The frame body of a management frame of subtype Association Request contains the information shown in Table 7.

Table 7 – Association Request frame body

	UsageStd
	Order
	Information

	Always present 802.11
required
	1
	Capability information

	
	2
	Listen interval

	
	3
	SSID

	
	4
	Supported rates

	QBSS 802.11e
(see notes)
	5
	Listen epoch, requested  (only included by ESTAs that want to use power save with QoS level 2 or 3)

	
	6
	Extended Capabilities  (only if Capability[15]=1)


7.2.3.5 Association Response frame format

(no changes)

7.2.3.6 Reassociation Request frame format

Change the contents of clause 7.2.3.6 as shown:

The frame body of a management frame of subtype Reassociation Request contains the information shown in Table 9.

Table 9 – Reassociation Request frame body

	Std
	Order
	Information

	Always present 802.11
required
	1
	Capability information

	
	2
	Listen interval

	
	3
	Current (E)AP address

	
	4
	SSID

	
	5
	Supported rates

	QBSS 802.11e
(see notes)
	6
	Listen epoch, requested  (only included by ESTAs that want to use power save with QoS level 2 or 3)

	
	7
	Extended Capabilities  (only if Capability[15]=1)


7.2.3.7 Reassociation Response frame format

(no changes)

7.2.3.8 Probe Request frame format

(no changes)

7.2.3.9 Probe Response frame format

Change the contents of clause 7.2.3.9 as shown:

The frame body of a management frame of subtype Probe Response begins with 6 or more common items section of Table 12. These items constitute the mandatoryentire frame body  under IEEE 802.11-1999. The additional optional items in the frame body of Probe Response frames vary depending on the items in the frame body of the Probe Request to which this frame is a response. If the Probe Request was requesting information pertaining to operation in multiple regulatory domains, under IEEE 802.11d, the Probe Response contains additional items as shown in the middle section of Table 12. If the Probe Request was requesting information pertaining to quality of service, under IEEE 802.11d, the Probe Response contains additional items as shown in the bottom section of Table 12. It is not permitted to use a single Probe Request to perform both the regulator domain and quality of service functions.  Therefore, no single Probe Response will contain all of the items in Table 12. However, it is permitted for an ESTA to support both multiple regulatory domainsIEEE 802.11d and quality of serviceIEEE 802.11e, and to send each of these optional formats in separate Probe Response frames.

Table 12 - Probe Response frame body

	Std
	Order
	Information
	Note

	Always present 802.11
required
	1
	Timestamp
	

	
	2
	Beacon interval
	

	
	3
	Capability information
	

	
	4
	SSID
	

	
	5
	Supported rates
	

	Present if required by PHY type, BSS type, or an active point coordinator 802.11
(see notes)
	6
	FH Parameter Set
	The FH Parameter Set information element is present within Probe Response frames generated by STAs using frequency hopping PHYs.

	
	7
	DS Parameter Set
	The DS Parameter Set information element is present within Probe Response frames generated by STAs using direct sequence PHYs.

	
	8
	CF Parameter Set
	The CF Parameter Set information element is present within Beacon frames generated by APs with an active PC or by EAPs with an active EPC.

	
	9
	IBSS Parameter Set
	The IBSS Parameter Set information element is only present within Probe Response frames generated by STAs in an IBSS.

	Multiple regulatory domains 802.11d
	10
	Country Information
	<< placeholder for 802.11d >>

	
	11
	Hopping Parameters
	<< placeholder for 802.11d >>

	
	12
	Hopping Pattern Table
	<< placeholder for 802.11d >>

	
	13 - n
	Requested Information
	<< placeholder for 802.11d >>

	QBSS 802.11e
requried
	10
	QBSS Load
	The QBSS Load information element is only present within Probe Response frames generated by EAPs.

	
	11
	Error Statistics
	The Error Statistics information element is only present in Probe Response frames generated by ESTAs in a QBSS.

	QBSS 802.11e
(see notes)
	12
	Listen Epoch
	The Listen Epoch information element is only present in Probe Response frames generated by ESTAs in a QBSS which have an assigned listen epoch.

	
	13
	Extended Capabilities
	The Extended Capabilities information element is only present in Probe Response frames generated by ESTAs with Cabability Information bit 15=1.


7.2.3.10 Authentication frame format

(no changes)

7.2.3.11 Deauthentication frame format

(no changes)

7.2.3.12 {generic} Action frame format

(no changes)

7.2.3.13 Container frame format

Change Figure 23.3 in clause 7.2.3.13 as shown:

	octets: 2
	2
	6
	6
	6
	2
	6 or 0
	2
	2
	2*mpdu
count
	<= 2302 -
(2*mpduct)
	4

	Frame Control
	Dur/ID
	Address
1
	Address
2
	Address
3
	Seq
Ctrl
	Address
4
	QoS ControlTCID
	MPDU
Count
	MPDU
Lengths
	MPDUs
(no FCS)
	FCS

	MAC header
	frame body
	


Figure 23.3 – Container management frame

All frame control bits except Order are interpreted in the MAC header of a management frame of type Container.  The Protocol Version, Retry, Power Management, and WEP bits are only interpreted in the MAC header of the Container frame, and are ignored in headers of the individual MPDUs in the Container frame body.  The remaining frame control bits (Type, Subtype, To DS, From DS, More Data, More Fragments) are interpreted in the MAC headers of individual MPDUs extracted from the Container frame body, as well as in the MAC header of the Container frame itself.

The address field usage and Duration/ID calculation for Container frame MAC headers are identical to those in QoS data frames, specified in 7.2.2.  When the Address 1 field of a Container frame contains an individual address, or a non-broadcast group address, all MPDUs in the Container frame body must have the identical Address 1 field value.  When the Address 1 field contains the broadcast address, all MPDUs in the Container frame body must have any group address (broadcast or multicast) in their Address 1 fields.

Change the 3rd paragraph below Figure 23.3 in clause 7.2.3.13 as shown:

The TCIDpriority value in the QoS ControlTCID field of the Container frame header indicates the traffic category with the highest priority among the MPDUs present in the Container frame body. The sequence number is set in the manner specified for management frames.

7.3 Management frame body components

(no changes)

7.3.1 Fixed Fields

7.3.1.1 Authentication Algorithm Number field

(no changes)

7.3.1.2 Authentication Transaction Sequence Number field

(no changes)

7.3.1.3 Beacon Interval field

(no changes)

7.3.1.4 Capability Information field

Change the contents of the first 8 paragraphs and Tables 16 & 17 in clause 7.3.1.4 as shown:

The Capability Information field contains a number of subfields that are used to indicate requested or advertised capabilities. The length of the Capability Information field is 2 octets. The Capability Information field consists of the following subfields: ESS, IBSS, CF-Pollable, CF-Poll Request, Privacy, PBCC, Channel Agility, QoS, Bridge Portal and Extended Capability Element. The remaining bits in the Capability Information field are reserved. The format of the Capability Information field is as illustrated in Figure 27.

	bits: 0
	1
	2
	3
	4
	5
	6
	7
	8
	9
	10
	11
	12
	13
	14
	15

	ESS
	IBSS
	CF-
pollable
	CF-poll
request
	Privacy
	Short
preamble
	PBCC
	Channel
agility
	QoS
	rsrv
(0)
	Bridge
Portal
	rsrv (0)
	rsrv
(0)
	rsrv
(0)
	rsrv
(0)
	Extended
capability
element


Figure 27 – Capability Information fixed field

Each Capability Information subfield is interpreted only in the management frame subtypes for which the transmission rules are defined.

APs and EAPs set the ESS subfield to 1 and the IBSS subfield to 0 within transmitted Beacon or Probe Response management frames. STAs within an IBSS set the ESS subfield to 0 and the IBSS subfield to 1 in transmitted Beacon or Probe Response management frames. ESTAs within a QBSS set the ESS subfield to 1 and the IBSS subfield to 0 within transmitted Probe Response management frames.

STAs set the CF-Pollable and CF-Poll Request subfields in Association and Reassociation Request management frames according to the upper half of Table 16 (QoS subfield set to 0). ESTAs desiring to associate in a QBSSat any of QoS levels 1-3 set the CF-Pollable and CF-Poll Request subfields in Association and Reassociation Request management frames to indicate the QoS level at which they desire to (re)associate, according to the lower half of Table 16 (QoS subfield set to 1). ESTAs desiring to associate in a BSSat QoS level 0 (no QoS) set these bits as if they were STAs.

Table 16 - STA and ESTA Usage of QoS, CF-Pollable and CF-Poll Request

	QoS
	CF-Pollable
	CF-Poll Request
	Meaning

	0
	0
	0
	STA is not CF-Pollable

	0
	0
	1
	STA is CF-Pollable, not requesting to be placed on the CF-Polling list

	0
	1
	0
	STA is CF-Pollable, requesting to be placed on the CF-Polling list

	0
	1
	1
	STA is CF-Pollable, requesting never to be polled

	1
	0
	0
	ESTA requesting association in a QBSS.QoS level 1: Level 1 ESTA which does not recognize piggybacked acknowledgements requesting prioritized QoS association

	1
	0
	1
	reservedQoS level 1: Level 1 ESTA which recognizes piggybacked acknowledgements requesting prioritized QoS association

	1
	1
	0
	reservedQoS level 2: Fully CF-Pollable ESTA requesting prioritized QoS association

	1
	1
	1
	reservedQoS level 3: Fully CF-Pollable ESTA requesting parameterized QoS association


NOTE: For details on distinctions between Level 1 ESTAs which do not recognize piggybacked acknowledgements, Level 1 ESTAs which do recognize piggybacked acknowledgements, and Fully CF-Pollable ESTAs, see <<## level 1 subset cf-pollability, clause 9.6>>.

APs set the CF-Pollable and CF-Poll Request subfields in Beacon and Probe Response management frames according to the upper half of Table 17 (QoS subfield set to 0). An AP sets the CF-Pollable and CF-Poll Request subfield values in Association Response and Reassociation Response management frames equal to the values in the last Beacon or Probe Response frame that it transmitted, with the QoS subfield always set to 0. EAPs set the CF-Pollable and CF-Poll Request subfields in Beacon and Probe Response management frames to indicate the highest QoS level available in the QBSS, type of contention free service available to STAs, according to the lower half of Table 17 (QoS subfield set to 1). An EAP sets the CF-Pollable, CF-Poll Request, and QoS subfield values in Association Response and Reassociation Response management frames equal to the values in the last Beacon or Probe Response frame that it transmitted, with the QoS subfield always set to 1 to indicate the QoS level at which the (re)association is being granted (if the status code is =0).  The granted QoS level is always less than or equal to the QoS level indicated in the last Beacon or Probe Response frame transmitted by that EAP.

Table 17 - AP and EAP Usage of QoS, CF-Pollable and CF-Poll Request

	QoS
	CF-Pollable
	CF-Poll Request
	Meaning

	0
	0
	0
	No Point Coordinator at AP

	0
	0
	1
	Point Coordinator at AP for delivery only (no polling)

	0
	1
	0
	Point Coordinator at AP for delivery and polling

	0
	1
	1
	Reserved

	1
	0
	0
	EAP which does not use a CFP for delivery of unicast data type frames QoS level 0: EAP, only best effort delivery (currently) available

	1
	0
	1
	EAP which uses a CFP for delivery, but does not send CF-Polls to STAsQoS level 1: EAP without EPC, prioritized QoS under DCF

	1
	1
	0
	EAP which uses a CFP for delivery, and may send CF-Polls to STAsQoS level 2: EAP with EPC, prioritized QoS under PCF and DCF

	1
	1
	1
	ReservedQoS level 3: EAP with EPC, parameterized QoS under PCF, prioritized QoS under DCF


NOTE: While an EAP may indicate availability of CF-Polls to STAs, and thereby provide non-QoS contention free transfers during the CFP, this is not recommended. Implementers are cautioned that ESTAs are not required to interpret +CF-Ack subtypes in frames addressed to other stations, nor non-QoS (+)CF-Polls, and therefore must not be treated as CF-Pollable stations. This requires an EAP that provides non-QoS CF-polling to adhere to frame sequence restrictions considerably more complex than, and less efficient than, those specified for either PCF or HCF. In addition, the achieveable service quality is likely to be degraded when non-QoS STAs are associated and being polled.An EPC advertising QoS level 2 or 3 may issue CF-Polls to ESTAs associated at QoS level 1 subject to the rules listed in <<## level 1 subset cf-pollability, clause 9.6>>.

CLOSED ISSUE:  It is not necessary to provide a means to identify a BSS that provides level 1 QoS during the CP and level 0 (no) QoS under a legacy point coordinator during the CFP because the limited CF-Pollability of Level 1 ESTAs would not coexist this configuration.  There was no identified need for such a configuration, and the presence of a legacy PC (which does not offer TXOPs to QoS stations and does not implement the BSS overlap mitigation procedure) in a QBSS could degrade service quality.

7.3.1.5 Current AP Address field

(no changes)

7.3.1.6 Listen Interval field

(no changes)

7.3.1.7 Reason Code field

Change the contents of Table 18 in clause 7.3.1.7 as shown:

The Reason Codes are defined in Table 18.

Table 18 - Reason codes

	Reason code
	Meaning

	0
	Reserved

	1
	Unspecified reason

	2
	Previous authentication no longer valid

	3
	Deauthenticated because sending station is leaving (or has left) the IBSS or ESS

	4
	Disassociated due to inactivity

	5
	Disassociated because AP/EAP is unable to handle all currently associated (E)STA

	6
	Class 2 frame received from non-authenticated station

	7
	Class 3 frame received from non–associated station

	8
	Disassociated because sending station is leaving (or has left) the (Q)BSS

	9
	Station requesting (re)association is not authenticated with responding station

	10
	Disassociated for unspecified, QoS-related reason

	11
	Disassociated because EAP lacks sufficient bandwidth for this ESTA at any QoS level

	12
	ReservedDisassociated because EAP lacks sufficient bandwidth for this ESTA at current QoS level

	13
	Disassociated because of excessive frame losses and/or poor channel conditions

	14
	Disassociated because ESTA is transmitting outside of its TXOPs

	15
	ReservedDisassociated because EPC is shutting down (and no alternate EPC is available)

	16
	QBSS reconfiguration is in progress

	17
	EPHC handover is in progress

	18 - 65535
	Reserved


7.3.1.8 Association ID (AID) field

(no changes)

7.3.1.9 Status Code field

(no changes)

7.3.1.10 Timestamp field

(no changes)

7.3.2 Information Elements

Change the contents of Table 20 in clause 7.3.2 as shown:

The set of valid elements is defined in Table 20.

Table 20 - Element IDs

	Information Element
	Element ID

	SSID
	0

	Supported rates
	1

	FH Parameter Set
	2

	DS Parameter Set
	3

	CF Parameter Set
	4

	TIM
	5

	IBSS Parameter Set
	6

	Country  << placeholder for 802.11d >>
	7

	Hopping Pattern Parameters
  << placeholder for 802.11d >>
	8

	Hopping Pattern Table
  << placeholder for 802.11d >>
	9

	Request  << placeholder for 802.11d >>
	10

	QBSS Load
	11

	QoS Parameter Set EDCF Feedback
	12

	Traffic Specification
	13

	Error statistics
	14

	Listen Epoch
	15

	Challenge text
	16

	Reserved for challenge text extension
	17-31

	Overlap CFP allocation
	32

	Overlap BSS report
	33

	Overlap VS list
	34

	Extended Capabilities
	35

	Reserved
	36

	Reserved
	37

	Reserved
	38

	Reserved
	39

	Reserved
	40 - 255


7.3.2.1 Service Set Identity (SSID) element

(no changes)

7.3.2.2 Supported Rates element

(no changes)

7.3.2.3 FH Parameter Set element

(no changes)

7.3.2.4 DS Parameter Set element

(no changes)

7.3.2.5 CF Parameter Set element

(no changes)

7.3.2.6 Traffic Information Map (TIM) element

(no changes)

7.3.2.7 IBSS Parameter Set element

(no changes)

7.3.2.8 Challenge Text element

(no changes)

7.3.2.9 Country Information element

(no changes)

7.3.2.10 Hopping Pattern Parameters element

(no changes)

7.3.2.11 Hopping Pattern Table element

(no changes)

7.3.2.12 Request Information element

(no changes)

7.3.2.13 QBSS Load element

Change the contents of the next-to-last pagagraph in clause 7.3.2.13 as shown:

The overlap count field is 1 octet for an unsigned integer than indicates the number of overlapping BSSs currently known to the BSS overlap mitigation procedure at the EAPC of this QBSS.

7.3.2.14 EDCFQoS Parameter Set element

Modify the contents of clause 7.3.2.14 to indicate a broader scope for this element than just EDCF paramters, and to modify the non-EDCF portion, as shown below. The EDCF-related material that appears below is from D0.1 and is not a part of this submission:

The EDCFQoS Parameter Set element provides information needed by ESTAs for proper operation of the QoS facility during the contention period. This information includes the CP TXOP limit and << EDCF stuff >>.  The format of the EDCFQoS Parameter Set element is shown in Figure 42.6.

	Element ID
(12)
	Length
(TBD)
	Contention Period Level 1
TXOP Limit
(2 octets)
	<< EDCF stuff >>
(??? octets)
	<< more EDCF stuff >>
(??? octets)


Figure 42.6 – EDCF Parameter Set element format

The Level 1Contention Period TXOP limit is a 2-octet field that specifies the time limit on TXOPs by WSTAs that are not initiated by QoS (+)CF-Polls have Level 1 QoS associations with the QBSS.  All non-polled WSTA TXOPs during the CP, independent of QoS Level, as well as TXOPs during the CFP at WSTAs with a Level 1 QoS association, last no longer than the number of 816-microsecond periods specified by the Level 1CP TXOP limit value.  A Level 1 CP TXOP limit value of 0 indicates that the TXOP limit is unspecified, allowing each Level 1non-polled TXOP during the CP can to be used to transmit a single MPDU any rate in the operational rate set of the QBSS.

<< description of EDCF stuff >>

<< description of more EDCF stuff >>

7.3.2.15 Traffic Specification (TS) element

Modify the contents of clause 7.3.2.15 as shown:

The Traffic Specification (TS) element contains parameters that define the characteristics of a given traffic category, in the context of a given wireless station, for use by the EPC and ESTA(s) that support parameterized QoS.  The element information field is comprised of 12 items as defined below and illustrated in Figure 42.7. The total length of the information field is 28 octets.

	Element ID
(13)
	Length
(28)
	Source
Address
(6 octets)
	Destination
Address
(6 octets)
	TCID
(2 octets)
	TS Info
(1 octet)
	Retry
Interval
(1 octet)
	Inactivity Polling
Interval
(1 octet)
	Polling Transmit
Interval
(1 octet)


	Nominal
MSDU Size
(2 octets)
	Minimum
Data Rate
(2 octets)
	Mean
Data Rate
(2 octets)
	Maximum
Burst Size
(2 octets)
	Delay
Bound
(1 octet)
	Jitter
Bound
(1 octet)


Figure 42.7 – Traffic Specification element format

The Traffic Specification allows a set of parameters more extensive than may be needed, or may be available, for any particular instance of parameterized QoS traffic.  The fields are set to zero for any unspecified parameter values.

The Source Address and Destination address fields are each 6 octets in length and contain MAC addresses of the ESTAs that are the source and destination, respectively, of the traffic subject to this specification.

The QoS ControlTCID field is 2 octets in length and usescontains the TCID value in the format defined in 7.1.3.5.  The contents of this field indentify the traffic category, in the context of the WSTA address, to which the traffic specification applies.

The TS Info field is 1 octet which is subdivided as shown in Figure 42.8. The Traffic Type subfield is a single bit which is set to 1 for a continuous or periodic traffic pattern (e.g. traffic which requires TXOPs at approximately uniform intervals such as CBR or variable MSDU size at fixed transmission rate), or is set to 0 for a non-continuous, aperiodic, or unspecified traffic pattern. The Ack Policy subfield is 2 bits that identify the acknowledgement policy for use on MSDUs belonging to this traffic category, with the alternativesare identical to the Ack policy field specified in the paragraph just below Figure 42.87.1.3.2.1. The Delivery Priority subfield is 3 bits that hold the actual priority value to use for this traffic in cases where relative prioritization is required.  This Delivery Priority value is generally the value that would be used for the MA-UNITDATA.request priority parameter if the same traffic were being sent under level 1 or level 2 QoS.  The remaining bits in the TS Info field are reserved.

	 bits:  0
	1
	2
	3
	4
	5
	6
	7

	Traffic
Type
	reserved
(0)
	Ack Policy
	reserved
(0)
	Delivery Priority
(0-7)


Figure 42.8 – TS Info field

The following paragraph, including the indented list, is the second portion of the text which was moved from 7.1.3.2.1 to 7.1.3.5.2:

may be used during the CFP in a QBSS to indicate the kind of acknowledgement procedure that the addressed recipient is required to perform.  The Ack policy sub-field may only be set to non-zero values in QoS data type or management type frames transmitted by the EPC, or by ESTAs whose association supports parameterized quality of service, and addressed to the EPC or to ESTAs whose capabilities support any level of point coordinated quality of serviceindicates whether MAC acknowledgement is required for MSDUs belonging to this TC, and the desired form of those acknowledgements. Certain, selectable and/or optional facilities (e.g. FEC) may require the use of a particular Ack policy setting.

0
Normal IEEE 802.11 acknowledgement.
The addressed recipient returns an ACK or (+)CF-Ack frame after a SIFS period, according to the procedures defined in clause 9.

1
Alternate acknowledgement
Reserved for future use.

2
Delayed acknowledgement
The addressed recipient returns a DlyAck frame, during a subsequentits own TXOP. The DlyAck must be received within the retry period specified in thise relevant TSPEC.  If sufficient time remains in its TXOP, the ESTA transmitting a frame with Ack policy set to Delayed acknowledgement may begin its next transmission after a SIFS period.
3
No acknowledgement
The recipient(s) shall not acknowledge the transmission, and the sender treats the transmission as successful without regard for the actual result.  If sufficient time remains in its TXOP, the ESTA transmitting a frame with Ack policy set to No acknowledgement may begin its next transmission after a SIFS period.
The Retry Interval field specifies the number of superframes the transmitting station waits before initiating retransmission when using delayed acknowledgements (Ack Policy = 2). A value of 0 causes the transmitting station to wait for a negative acknowledgement, and never to initiate retransmission based on elapsed time.
The InactivityPolling Interval field specifies the maximum number of superframes permitted between CF-Polls to the WSTA or traffic from the WSTA in this TC. For Traffic Type =0 (aperiodic) the Inactivity Interval is the maximum number of superframes between CF-Polls to the WSTA in the absence of indicated, queued traffic for this TC. For Traffic Type =1 (periodic) the Inactivity Interval isthe maximum number of periodic polls, at the rate specified in the Polling Interval field, which must elapse without transfer of an MSDU belonging to this TC before the periodic polling is discontinued. A value of 0 inhibits the Inactivity Interval function for either traffic typeis specified if periodic polling for this traffic is not required.
The PollingTransmit Interval field specifies the nominal number of TU between outgoing MSDUs for this traffic.  For Traffic Type=1 (periodic) this duration is the nominal inter-TX interval. Subject to available bandwidth and relative traffic priorities, for an accepted periodic TSPEC the HC attempts to provide polled TXOPs with inter-TXOP spacing equal to the Polling Interval parameter value, plus or minus the Jitter Bound parameter value. For Traffic Type=0 (aperiodic) this duration is the interval during which the minimum and mean data rates and maximum burst size are measured.  For aperiodic traffic, this parameter is sometimes referred to as Committed Time (CT).

The Nominal MSDU Size field specifies the nominal size, in octets, of MSDUs sent under this traffic specification.

The Minimum Data Rate field specifies the lowest data rate, in units of octets per Transmit Interval, that is acceptable for transport of MSDUs under this traffic specification.

The Mean Data Rate field specifies the nominal sustained data rate, in units of  octets per Transmit Interval, for transport of MSDUs under this traffic specification.
The Maximum Burst Size field specifies the peak data burst, in units of 1024 bytes, that may occur under this traffic specification during a single Transmit Interval.
The Delay Bound field specifies the maximum number of TU that may elapse before an MSDU under this traffic specification is discarded due to excessive delay.  For traffic with no defined maximum delay, the Delay Bound value is set to zero, and the value of dot11MaxTransmitMSDULifetime is used for this purpose.
The Jitter Bound field specifies the maximum number of TU by which the actual intervals between MSDU transmissions for this traffic may vary from the nominal value specified in the Polling Interval field.  Symmetrical jitter (equal amounts early or late) within the specified bound are assumed to be acceptable.  When the Jitter Bound value is zero, the amount of jitter may be as large as there is no attempt to control jitter to less than the Delay Bound.

7.3.2.16 Error Statistics element

(no changes)

7.3.2.17 Listen Epoch element

(no changes)

OPEN ISSUE:  The listen epoch has always been a mechanism of limited generality and questionable practicality for achieving useful power saving at an ESTA with active QoS streams. The adoption of HCF does not improve this situation, and may limit the benefits of listen epoch to an even narrower niche of the QoS space. The proper approach to implementing QoS power saving needs to be revisited after the major HCF and EDCF decisions have been made.

7.3.2.18 Overlap CFP allocation element

(no changes)

7.3.2.19 Overlap BSS report element

(no changes)

7.3.2.20 Overlap ESTA list element

(no changes)

7.3.2.21 Extended Capabilities element

(no changes)

7.4 QoS Management Actions

(no changes)

7.4.1 Define Traffic Specification QoS Action frame format

(no changes)

7.4.2 Delete Traffic Specification QoS Action frame format

(no changes)

7.4.3 Error and Overlap Report QoS Action frame format

(no changes)

7.4.4 QBSS Configuration Request QoS Action frame format

(no changes)

7.4.5 QBSS Configuration Response QoS Action frame format

(no changes)

7.4.6 Alternate EPC Activation Request QoS Action frame format

(no changes)

7.4.7 Alternate EPC Activation Response QoS Action frame format

(no changes)

7.4.8 Advanced Power Management Request QoS Action frame format

(no changes)

7.4.9 Advanced Power Management Response QoS Action frame format

(no changes)

7.5 MAC-Level FEC and FEC Frame Formats 

(placeholder -- no changes)

7.6 Frame Usage Guidelines

Table 20.2 – Frame subtype usage by BSS type, MAC entity type, and coordination function

	Frame Type
	IBSS
	non-QoS Level 0
	Level 1
	Level 2
	QoS Level 3

	
	CP
	CP
	CFP
	CP
	CFP*
	CFP
	CP & CFP

	
	STA
	STA
	AP
	STA
	PC
	ESTA
	EAP
	ESTA
	ESTA
	EPC
	ESTA
	EPC

	 {Re}Association Request
	- - -
	T
	R
	- - -
	- - -
	T
	R
	T
	- - -
	- - -
	T
	R

	 {Re}Association Response
	- - -
	R
	T
	- - -
	- - -
	R
	T
	R
	- - -
	- - -
	R
	T

	 Probe Request
	T, Rbe
	T
	R
	- - -
	- - -
	T, R
	R
	T, R
	T, R
	R
	T, R
	R

	 Probe Response
	Tbe, R
	R
	T
	- - -
	- - -
	T, R
	T
	T, R
	T, R
	T
	T, R
	T

	 Beacon
	Tb, R
	R
	T
	R
	T
	R
	T,
	R
	R
	T, R
	R
	T, R

	 Proxy Beacon
	(R)
	(R)
	(R)
	(R)
	(R)
	T, (R)
	(R)
	T, (R)
	T, (R)
	(R)
	T, (R)
	(R)

	 ATIM
	T, R
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -

	 Disassociation
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R

	 Authentication
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R

	 Deauthentication
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R

	 {QoS} Action Req/Rsp
	- - -
	- - -
	- - -
	- - -
	- - -
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R

	 Container
	- - -
	- - -
	- - -
	- - -
	- - -
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R

	 CF-Schedule
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	R
	T

	 RR
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	T
	R
	Tcc
	R

	 DlyAck
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	T, R
	T, R

	 CC{+CF-Ack}
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	R
	T
	R
	T

	 CF-Multipoll{+CF-Ack}
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	R
	T
	R
	T

	 PS-Poll
	- - -
	T
	R
	- - -
	- - -
	T
	R
	- - -
	- - -
	- - -
	T
	R

	 RTS
	T, R
	T, R
	T, R
	- - -
	- - -
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R

	 CTS
	T, R
	T, R
	T, R
	- - -
	- - -
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R

	 ACK
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R

	 CF-End{+CF-Ack}
	(R)
	(R)
	(R)
	R
	T
	(R)
	(R)
	R
	R
	T
	R
	T

	 Null
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R

	 Data
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R

	 {Data+}CF-Poll+{CF-Ack}
	- - -
	- - -
	- - -
	R
	T
	- - -
	- - -
	- - -
	R
	T
	- - -
	- - -

	 {Data+}CF-Ack
	- - -
	- - -
	- - -
	T, R
	T, R
	- - -
	- - -
	- - -
	T, R
	T, R
	- - -
	- - -

	 QoSNull
	- - -
	- - -
	- - -
	- - -
	- - -
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R

	 QoSData
	- - -
	- - -
	- - -
	- - -
	- - -
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R
	T, R

	 {QoSData+}Cf-poll
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	R
	R
	T
	R
	T

	{QoSData+}Cf-poll+Cf-Ack
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	Rda
	R
	T
	Rda
	Tda

	 {QoSData+}Cf-Ack
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	- - -
	Rda
	T, R
	T, R
	T, Rda
	Tda, R


Symbols:
T
frame subtype for row is transmitted by MAC entity for column

R
frame subtype for row is received by MAC entity for column

(R)
frame subtype for row is received, but only from other BSSs, by MAC entity for column

Tb, Tbe
frame subtype for row is transmitted by station that most recently won beacon arbitration
if "Tbe" is also transmitted by an ESTA in an IBSS pursuant to receiving directed request

Rbe
frame subtype for row is received by station that most recently won beacon arbitration,
also received as directed request by an ESTA in an IBSS

Tcc
frame subtype for row is transmitted only during controlled contention intervals.

Tda
frame subtype for row is transmitted only if recipient of +Cf-Ack function is addressee.

Rda
frame subtype for row is received if ESTA is addressee, but only received for the indirect
(piggybacked Ack) function if the ESTA supports the "receive piggybacked Acks" option
- - -
frame subtype for row is neither received nor transmitted by MAC entity for column

8 Authentication and privacy

(no changes)

9 MAC sublayer functional description (see 01/110r1)

10 Layer management

(no changes)

10.1 Overview of management model

(no changes)

10.2 Generic management primitives

(no changes)

10.3 MLME SAP interface

(no changes)

10.3.1 Power Management

(no changes)

10.3.2 Scan

(no changes)

10.3.3 Synchronization

(no changes)

10.3.4 Authenticate

(no changes)

10.3.5 De-authenticate

(no changes)

10.3.6 Associate

(no changes)

10.3.7 Reassociate

(no changes)

10.3.8 Disassociate

(no changes)

10.3.9 Reset

(no changes)

10.3.10 Start

Modify 10.3.10.1 as shown below:

10.3.10.1 MLME-START.request

Function

This primitive requests that the MAC entity start a new BSS.

Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-START.request

(

SSID,

BSSType,

BeaconPeriod,

DTIMPeriod,

CF parameter set,

PHY parameter set,

IBSS parameter set,

ProbeDelay.

CapabilityInformation,

BBSBasicRateSet,

OperationalRateSet,
ExtendedCapabilities,
QoS parameter set

)

	Name
	Type
	Valid Range
	Description

	SSID
	octet string
	1 - 32 octets
	The SSID of the BSS.

	BSSType
	Enumeration
	INFRA-STRUCTURE,

INDEPEN-DENT
	The type of the BSS.

	Beacon Period
	integer
	greater than or equal to 1
	The Beacon period of the BSS (in K(s).

	DTIM Period
	integer
	As defined in Frame Format
	The DTIM Period of the BSS (in Beacon Periods)

	CF parameter set
	As defined in Frame Format
	As defined in Frame Format
	The parameter set for CF periods, if the BSS supports CF mode. aCFPPeriod is modified as a side effect of the issuance of a MLME-START.request primitive.

	PHY parameter set
	As defined in Frame Format
	As defined in Frame Format
	The parameter set relevant to the PHY.

	IBSS parameter set
	As defined in Frame Format
	As defined in Frame Format
	The parameter set for the IBSS, if BSS is an IBSS.

	ProbeDelay
	integer
	N/A
	Delay (in (s) to be used prior to transmitting a Probe frame during active scanning

	CapabilityInformation
	As defined in Frame Format
	As defined in Frame Format
	The capabilities to be advertised for the BSS.

	BSSBasicRateSet
	set of integers
	1 through 127 inclusive (for each integer in the set)
	The set of data rates (in units of 500 kbit/s) that must be supported by all STAs that desire to join this BSS.  The STA that is creating the BSS must be able to receive at each of the data rates listed in the set.

	OperationalRateSet
	set of integers
	1 through 127 inclusive (for each integer in the set)
	The set of data rates (in units of 500 kbit/s) that the STA desires to use for communication within the BSS. The STA must be able to receive at each of the data rates listed in the set.  The OperationalRateSet is a superset of the BSSBasicRateSet advertised by the BSS.

	ExtendedCapabilities
	As defined in Frame Format
	As defined in Frame Format
	The extended operational capability definitions to be used by the ESTA.

	QoS parameter set
	As defined in Frame Format
	As defined in Frame Format
	The initial QoS parameter set values to be used in the QBSS. << HCF item is CF TXOP limit, EDCF items TBD >>


(no other changes in 10.3.10)

10.3.11 Traffic Specification update

(no changes)

10.3.12 Medium Status update

(no changes)

10.4 PLME SAP interface

(no changes)

10.4.1 PLME-RESET.request

(no changes)

10.4.2 PLME-CHARACTERISTICS.request

(no changes)

10.4.3 PLME-CHARACTERISTICS.confirm

(no changes)

10.4.4 PLME-DSSSTESTMODE.request

(no changes)

10.4.5 PLME-DSSSTESTOUTPUT.request

(no changes)

10.4.6 PLME-TXTIME.request

(no changes)

10.4.7 PLME-TXTIME.confirm

(no changes)

11 MAC sublayer management entity

(no changes)
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